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INTRODUCTION LBI-39074 - Basic & Level 1 System Installation

LBI-38984 - System Manager User’s Guide
SCOPE OF MANUAL .
AE/LZB 119 1914/1- System Interface Cabinet (new -
This manual covers Release 8.0 of the VAX Site  VAX Site Controller Hardware & Options)
Controller software which can be used with the following

VAX Site Controllers (or PDP-11 Site Controllers that have LBI-38985 - VAX Site Controller Software, Hardware,

been upgraded to a VAX Site Controller):

e Part# 19A149302P2 upgraded to level of -P5
PDP-11 upgraded to a VAX
Connections via separate EMULEX panels

* Part# 19A149302P3 upgraded to level of -P5
PDP-11 upgraded to a VAX
Connections via separate EMULEX panels

e Part # 19A149302P4 upgraded to level of -P5
PDP-11 upgraded to a VAX
Connections via separate DILOG panels

» Part# 19A149302P5
VAX
Connections via separate DILOG panels

e Part# 19A149302P6
VAX
Connections via separate DILOG panels

» Part# 19A149302P8
VAX
Connections via separate DILOG panels

& Options (up to Software Release 7.0 only)
LBI-38812 - EDACS Interface Panel

LBI-39128 - DB8860-Based Power Monitor Unit
LBI-38513 - RIC/LIC Local Telephone Interconnect
LBI-39076 - ELI Enhanced Local Interconnect
LBI-39077 - GTI Configurator Software (ELI)
LBI-38896 - Downlink GETC Configuration
LBI-38894 - GETC Shelf

LBI-38822 - GETC 1e Turbo Board)

LBI-33031 - Downlink/System Manager Modem
LBI-31939 - Test and Alarm Unit

LBI-38980 - 900 MHz MDX Test Unit
LBI-39167 - Orion Test Unit (2-RU Version)

AE/LZB 119 1899- Orion Test Unit (3-RU Version)

- Part# 19A149302P9 LBI-39004 - Guardog

VAX . LBI-38550 - Station Power Supply
Connections via modular connectors on back panel

) ) LBI-4841 - 120 VAC Outlet Strip
References in this manual to System Manager screens

and configurable parameters refer to Release 6 of the VAX | BI-4842 - Cabinet Top Fan
System Manager software. (See the System Manager

instruction manual for more information.) TECHNICAL ASSISTANCE

RELATED MANUALS For technical assistance, contact the Ericsson Technical

Assistance Center (TAC) at the number shown on the last
For information about the Site Controller computerpage of this manual.

hardware, or other equipment located in the Site Controller

cabinet, see the following instruction manuals:
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DESCRIPTION

initial parameter values provides unsatisfactory operation, a

The software for a VAX (or PDP upgraded to a VAX) new Personality must be ordered from the factory.

Site Controller consists of a set of initial parameter values
(known as the Site Controller's Personality) and a
operational program (known as the Site Controller
Application Software).

Values for the parameters described here may be

rlspecified in the Personality. Particular attention should be

Sgiven to those parameters that cannot be reconfigured

through a System Manager (i.e. can only be specified in the

Personality), and are therefore shown in italics. Note that

PERSONALITY there are some additional parameters, not listed here, that
can only be reconfigured through the System Manager (see

The Site Controller’s Personality is contained in a set ofhe System Manager users guide for details).

two PROMSs located on the PROM Card (see the Installation

section of this manual for location). Site Controller channel Data

Personalities generated using Release 8.0 of the Personality

Programmer Utility (software used in the factory to generate NOTE
generic and customer-specific Site Controller Personalities) )
are identified by the words “VAX Site Controller Parameters that cannot be reconfigured through a

VAX System Manager (i.e. can only be specified

Personality (vV8.0)" marked on the top line of each . ! R
in the Personality) are shown in itallics.

Personality Data sheet shipped with the Site Controller (or
Personality, if shipped separately).

If customer-specific information is not available at the ~ Channel Data includes a set of values (one for each
time the Site Controller is assembled in the factory, &hannelnumber) for each of the following parameters:
generic Personality is temporarily installed to permit testing
in the factory and the field. Although this generic
Personality contains typical values for most parameters, it
must be replaced as soon as possible with a customer-
specific Personality. At the very least, the customer-specific
Personality_must contain customer-specific values for the
following critical parameters:

RF - Is this channel equipped as an EDACS

repeater? This parameter is used to limit search
routines to equipped RF channels. Choices are Yes
and No for channels 1-26. Default is Yes for

channels 1-20 and No for channels 21-26.

* Interconnect - Is this channel equipped to support
For ECC Compliance: interconnect calls? Choices are Yes and No for
channels 1-20. Default is Yes for channels 1-20.

» Site Morse Code (see Miscellaneous Data) o . . )
< Digital Voice - Is this channel equipped to support

For Communication with User’'s Radios: digital voice calls? Choices are Yes and No for
channels 1-26. Default is Yes for channels 1-20

* RF Site ID (see System Manager Configuration) and No for channels 21-26.

For Communications with System Manager: « Data - Is this channel equipped to support data
calls? Choices are Yes and No for channels 1-26.

+ Port Type (see System Manager Configuration) Default is Yes for channels 1-20 and No for

] ) channels 21-26.
e Port Speed (see System Manager Configuration)

e Channel Test - Do you want this channel placed in

 Phone (see System Manager Configuration) a test partiton? Choices are Yes and No for
] ] ) channels 1-26. (If you don't know what this is, the

*  Site Number (see System Manager Configuration) answer is No.) Default is No for channels 1-26.

» Password (see System Manager Configuration) « Allowed CC - Is this channel allowed to be a

Control Channel? Choices are Yes and No for
channels 1-26. Default is Yes for channels 2-20
and No for channels 1 & 21-26.

Many initial parameter values may be reconfigured
through a System Manager. However, if the Site Controller
will not be connected to a System Manager, the set of initial
parameter values cannot be reconfigured. If this set of
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Wide Area - Is this channel equipped to support +« PMU Power Levels - What is the low forward

multisite and/or Simulcast operation? Choices are power threshold level (in watts for New-8860 or in
Yes and No for channels 1-26. Default is Yes for tenths of watts for Old-8843), below which a PMU
channels 1-20 and No for channels 21-26. alarm is to occur? Range is from 0 to 255. Default

is 20 (20 watts for New-8860 or 2.0 watts for Old-
Downlink - Is this channel a Downlink GETC? 8843).

Choices are Yes and No for channels 1-26. Default
is No for channels 1-20 and Yes for channels 21interconnect Data

26.

PMU Enable - Should the PMU report alarms for NOTE

this channel? Choices are Yes and No for Parameters that cannot be reconfigured through a

channels 1-20. Default is Yes for channels 1-20. VAX System Manager (i.e. can only be specified
in the Personality) are shown in itallics.

Analog Voice - Is this channel to be enabled for
analog voice? Choices are Yes and No for
channels 1-26. Default is Yes for channels 1-20 Interconnect Data includes a single value for each of the

and No for channels 21-26. following parameters:

Channel Data also includes a single value for each of < Interconnect Mode - What type of telephone

the following parameters: interconnect is to be used? Choices are Local-uses

RICs, Local-uses GTls, CTIS, and Jessica. Default

Control Channel - Which channel number should is Local-uses RICs.

be used as the Control Channel at startup? Range

is any channel number from 1 to 24. Default is 2. ¢ Max Line - If the type of telephone interconnect to
be used is Local-uses RICs, what is the number of

Multiple Channel Partitioning - Is Multiple interconnect telephone lines connected? If the type

Channel Partition to be used on the system? of telephone interconnect to be used is Local-uses

Choices are Enabled and Disabled. Default is GTIs, what is the highest numbered channel

Disabled. connected to an interconnect telephone line?

Range is from 0 to 255. Default is 8.

PMU Data

¢ Max Calls - What is the maximum number of

NOTE interconnect calls to be allowed at any one time?
Range is from 0 to 20. Default is 20.

Parameters that cannot be reconfigured through a

VAX System Manager (i.e. can only be specified Interconnect Data also includes a set of values for the
in the Personality) are shown in itallics. following parameter:

 Rotary 1 Defaults - (Not for CTIS or Jessica)

PMU Data includes a single value for each of the Which telephone line numbers will the Site
following parameters: Controller search for an available line for radio-
originated interconnect calls, and in what order?
* Power Monitor Unit - What is the intended status Up to 16 lines can be specified. Default is line 16

of the optional Power Monitor Unit feature? first, line 15 second, etc. to line 1 sixteenth.

Choices are On and Off. Default is Off. Note that
this parameter must be On in order to specify New-  Interconnect Data also includes a single value for each

8860 as the model (see next parameter). of the following parameters:
¢ Model - If the intended status of the optional ¢ Normal Polling Interval - (Not for CTIS or Jessica)
Power Monitor Unit feature is On, what model of How long (in milliseconds) should the Site
Power Monitor Unit is being used? Choices are Controller wait between consecutive polling
Old-8843 and New-8860. Default is Old-8843. messages to the interconnect equipment when no
interconnect calls are in the process of being
PMU Data also includes a set of values (one for each connected? Range is from 0 to 20,000. Default is
channel number) for the following parameter: 1000.
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Fast Polling Interval - (Not for CTIS or Jessica)
How long (in milliseconds) should the Site
Controller wait between consecutive polling
messages to the interconnect equipment when one
or more interconnect calls are in the process of
being connected? Range is from 0 to 20,000.
Default is 100.

Dial Tone Detect Duration - (Not for CTIS or
Jessica) How long (in milliseconds) should the
Site Controller wait for a dial tone from a
telephone line during a radio-originated call?
Range is from 0 to 20,000. Default is 1000.

Start Dial Delay - (Only if the type of telephone
interconnect to be used is Local-uses RICs.) How
long (in milliseconds) should the Site Controller
wait between seeing dial tone and starting to dial
during a radio-originated call? Range is from 0 to
20,000. Default is 50.

Pause In Dialing Duration - (Only if the type of
telephone interconnect to be used is Local-uses
RICs.) How long (in milliseconds) should the Site
Controller wait after the # character before
resuming to dial during a radio-originated call?
Range is from 0 to 20,000. Default is 120.

DTMF Digit Detect Duration - (Only if the type of
telephone interconnect to be used is Local-uses
RICs.) How long (in milliseconds) should the Site
Controller wait for the first DTMF digit from a
telephone line during a telephone-originated call
before dropping the call? Range is from 0 to
20,000. Default is 4000.

Line Dropping Duration - (Not for CTIS or
Jessica) How long (in milliseconds) is the Site
Controller to wait between hanging up a telephone
line and attempting to reuse the same telephone
line for a radio-originated call? Range is from O
to 20,000. Default is 4000.

Ring Radio On Landline Originated - (Only if the
type of telephone interconnect to be used is Local-
uses RICs.) Is a radio to be rung when a
telephone-originated interconnect call is made to
the radio? Choices are Yes and No. Default is
Yes.

Allow landline to GID calls - (Not for CTIS or
Jessica) Is the Site Controller to allow telephone-
originated interconnect calls to GIDs? Choices
are Yes and No. Defaultis Yes.

Miscellaneous Data

Pulse Digit Delay Base - (Only if the type of
telephone interconnect to be used is Local-uses
RICs.) What is the minimum amount of time (in
milliseconds) for the first pulse in the dialed digit

that the Site Controller is to wait between

telephone digits when using pulse dialing for a
radio-originated call? Range is from 0 to 20,000.

Default is 800.

telephone interconnect to be used is Local-uses
RICs.) What is the incremental amount of time (in
milliseconds) that should be added to the Pulse
Digit Delay Base for each additional pulse in the
dialed digit that the Site Controller is to wait
between telephone digits when using pulse dialing
for a radio-originated call? Range is from 0 to
20,000. Default is 100.

DTMF Digit Delay - (Only if the type of telephone
interconnect to be used is Local-uses RICs.) What
is the amount of time (in milliseconds) that the Site
Controller is to wait between telephone digits when
using DTMF dialing for a radio-originated call?
Range is from 0 to 20,000. Default is 120.

NOTE

Parameters that cannot be reconfigured through a
VAX System Manager (i.e. can only be specified
in the Personality) are shown in itallics.

Miscellaneous Data includes a single value for each of
Pulse Digit Delay Increment - (Only if the type of the following parameters:

Recent Call Interval - What is the maximum
amount of time (in milliseconds) that the Site
Controller will give a half level priority advantage
to a new call request from a participant in a recent
call, if the call is queued? Range is from 1000 to
30,000. Default is 5000.

Activity Dump Threshold - What quantity of
activity records do you want the Site Controller to
accumulate before sending them to the System
Manager? Range is from 0 to 16,383. Using O will
stop the Site Controller from sending the activity
records to the System Manager. Default is 1000.

Site ID Delay - What period of time should a radio
wait for a reply to a call request? Range is from 0
to 3. (Represents, but is not equal to, the maximum

10
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number of outbound Control Channel frames the
radio should have to wait for the site to respond.)
Default is 2.

Site Morse Code - What is the Morse Code ID
assigned by the FCC? Default is none. (Note that
this parameters is _critical to the operation of the

system, where required by the FCC.)

Test Unit - Is the status of the Test Unit option?
Choices are Enabled and Disabled. Default is
Enabled.

Local Test Unit - Will a Local Test Unit be

assignments? Choices are Yes and No. Default is
No. (Can be reconfigured through a VAX System
Manager with Release 6 or later software.)

Rotate Assignments - Should the Site Controller
assign channels in a rotating pattern? Choices are
Yes and No. Default is Yes.

Assign Channels - If you specified that the Site
Controller is to assign channels in a rotating
pattern, which direction should the Site Controller
rotate the assignments? Choices are Ascend and
Descend. Default is Ascend.

connected to the Site Controller? Choices are Ye%vstem Manager Configuration

and No. Default is Yes.

Remote Test Call Alarm Level - What is the number
of consecutive remote test call failures that the Site
Controller must receive for a specific channel
before the Site Controller reports it as a failed
channel alarm to the System Manager? Choices
are an from 0 to 6 (recommend not more than 3).
Default is 0.

Data Call Mode - Should the Site Controller's
support of data calls be limited to mobile-to-mobile
calls, or be expanded to also include mobile-to-
CEC/IMC switch? Choices are RF (mobile-to-
mobile only) and Landline (includes CEC/IMC
switch). Default is RF.

Queue Data Calls - Should the Site Controller
support queuing of data calls. Choices are Yes
(when all useable channels are busy, data calls
will be queued) and No (when all useable channels
are busy, data calls will be given a system busy).
Default is No.

Console Pre-empts - Should the Site Controller
allow a console to interrupt voice calls in progress,
and if so, what type(s)? Choices are None, Analog
Only, Digital Only, and Digital and Analog.
Default is Analog Only.

Console Digital Preempt Delay - For console
preempts of digital voice calls, how long after the
console’'s PTT should the Site Controller wait
before sending the Working Channel assignment?
Range is from 0 to 500 (milliseconds) in intervals
of 10. Default is 180.

Enable 900 MHz Assignment - Should the Site
Controller use the GE-NET channel assignment
algorithm in order to minimize adjacent channel

NOTE

Parameters that cannot be reconfigured through a
VAX System Manager (i.e. can only be specified
in the Personality) are shown in itallics.

System Manager Configuration includes a single value
for each of the following parameters:

Site Number - What site number should the Site
Controller use for communications with the System
Manager? Choices are from 1 to 32. Default is 1.
(Note that the Site Number is critical to the
operation of the system, and must agree with the
Site Number defined in the System Manager.)

RF Site ID - What site ID number should system
under the direction of the Site Controller use for

communications with the radios using the system?
Choices are from 0 to 31. Defaultis 1. (Note that
the RF Site ID is critical to the operation of the

system, and_must agree with the RF Site ID
programmed into the radios to be used with the
system.)

Output Attempts - How many times should the Site
Controller attempt to send a specific message to
the System Manager before switching to the
backup data link to the System Manager (if there is
one) or giving up? Range is from 1 to 5 (failures

to respond). Default is 3.

ACK Timeout - How long should the Site
Controller wait for an acknowledgment from the
System Manager before going to next step? Range
is from 1 to 10 (seconds). Default is 3.

Sanity Poll Timeout - How long should the Site
Controller wait for a sanity poll from the System

11
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Manager before declaring the link to the System
Manager logically disconnected? Range is from
10 to 30 (seconds). Defaultis 12.

Password - What is the password that the Site
Controller must send to the System Manager to
verify that it is the Site Controller, and the System

Manager must send to the Site Controller to verify

that it is the System Manager? Default is 16PLUS.
(Note that the Password is critical to the operation

of the system, and must agree with the Password
defined for this Site Number in the System
Manager.)

Primary Port Number - What Site Controller serial
port is to be used for the primary communication
link between the Site Controller and the System
Manager? Default is 00.

(Primary) Port Type - What type of circuit is to be
used for the primary communications link between
the Site Controller and the System Manager?
Choices are Hardwire (DC link), Dial-up (audio
link), and Dedicated (audio link). Default is
Hardwire. (Note that the Port Type is critical to
the operation of the system, and must agree with
the type of circuit used for the connection to the
System Manager.)

(Primary) Port Speed - What data speed is to be
used for the primary communications link between
the Site Controller and the System Manager?
Choices are 19200, 9600, 4800, 2400, 1200, and
300 (baud rate). Default is 9600. (Note that the
Port Speed is_critical to the operation of the
system, and must agree with the Port Speed at the
System Manager.)

Primary) Phone - If a dial-up audio link is to be
used for the primary communications link between
the Site Controller and the System Manager, what
is the telephone number? The telephone number
may have up to 20 digits and will accept the AT-
command set pause character W, if required.
Default is 1234. (Note that the Phone (humber) is
critical to the operation of the system, if a dial-up
type circuit is used for the connection to the System
Manager.)

Backup Port - What should be the status of a
backup Site Controller port for communications
with the System Manager? Choices are Enabled
and Disabled. Default is Disabled.

Backup Port Number - What Site Controller serial
port is to be used for the backup communication
link between the Site Controller and the System
Manager? Default is 00.

(Backup) Port Type - What type of circuit is to be
used for the backup communications link between
the Site Controller and the System Manager?
Choices are Hardwire (DC link), Dial-up (audio
link), and Dedicated (audio link). Default is
Hardwire.

(Backup) Port Speed - What data speed is to be
used for the backup communications link between
the Site Controller and the System Manager?
Choices are 19200, 9600, 4800, 2400, 1200, and
300 (baud rate). Default is 9600.

Backup) Phone - If a dial-up audio link is to be
used for the backup communications link between
the Site Controller and the System Manager, what
is the telephone number? The telephone number
may have up to 20 digits and will accept the AT-
command set pause character W, if required.
Default is 5678.

Dial Attempts - If a dial-up audio link is to be used
for the communications link between the Site
Controller and the System Manager, what is the
number of times the site Controller will attempt to
get a connection before giving up? Default is 3.

Carrier Timeout - If a dial-up audio link is to be
used for the communications link between the Site
Controller and the System Manager, how long will
the Site Controller wait to receive a carrier before
giving up? Default is 30 (seconds).

DTR Drop Duration - If a dial-up audio link is to
be used for the communications link between the
Site Controller and the System Manager, how long
will the Site Controller hold the DTR line down to
hang up the modem? Default is 3 (seconds).

DTR Wait Duration - If a dial-up audio link is to
be used for the communications link between the
Site Controller and the System Manager, how long
will the Site Controller wait to make the call after
bringing the DTR line up? Default is 3 (seconds).

12
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Timing Data

Alarm Enable Data

NOTE NOTE

Parameters that cannot be reconfigured through a
VAX System Manager (i.e. can only be specified
in the Personality) are shown in itallics.

Parameters that cannot be reconfigured through a
VAX System Manager (i.e. can only be specified
in the Personality) are shown in itallics.

Timing Data includes a single value for each of the

following parameters:

Unit Enable/Disable Interval - What is the time
between the unit enable/disable messages sent out
on the Control Channel? Range is from 30 to
30,000 milliseconds. Default is 500.

Regroup Message Interval - What is the time
between the regroup messages sent out on the
Control Channel? Range is from 30 to 30,000
milliseconds. Default is 160.

GETC Polling Interval - What is the rate at which
every GETC should be polled? Range is from
1000 to 4000 milliseconds. Default is 2000.

Patch Message Interval - What is the time between
patch messages sent out on the Control Channel?
Range is from 30 to 2000 milliseconds. Default is

100.

Simulselect Update Interval - What is the time
between Simulselect update messages sent out on

Alarm Enable Data includes a single value for each of

the following parameters:

Carrier Failures - Should carrier failures (reported
by the GETCs to the Site Controller) be reported to
the System Manager? Choices are Enabled and
Disabled. Enable only for Group 21 and later
GETC software. Default is Enabled.

Auxiliary Alarms - Should auxiliary alarms
(reported by the GETCs to the Site Controller) be
reported to the System Manager? Choices are
Enabled and Disabled. Default is Enabled.

FSL Alarms - Should FSL alarms (reported by the
GETCs to the Site Controller) be reported to the
System Manager? Choices are Enabled and
Disabled. Default is Disabled.

Phone Line Failures - Should phone line failures
(reported by the GETCs to the Site Controller) be
reported to the System Manager? Choices are
Enabled and Disabled. Default is Enabled.

the Control Channel? Range is from 30 to 2000.ocy Data

Default is 250.

Morse Code Broadcast Interval -
interval between consecutive FCC Morse Code ID
messages? Range is from 0 to 3600 seconds. A
value of 0 disables the feature. Default is 1800.

Background Test Interval - What is to be the
interval between consecutive background test calls?
Range is from 0 to 3600 seconds. A value of O
disables the feature. Default is 300.

Scanner Scramble Interval - What is to be the
interval between consecutive scanner scramble
transmissions? Range is from 0 to 3600 seconds.
A value of 0 disables the feature. Defaultis 0.

ACU Data includes a set of values (one for each of 32

What is to be thealarm inputs) for each of the following parameters:

Active - Do you want the ACU to enable this alarm
input? Choices are Yes and No. Default is Yes.

Alarm Hi - Do you want the ACU to interpret a
logic high at this alarm input as an alarm condition?
Choices are Yes and No. Default is No.

Major - Do you want the ACU to classify an alarm
condition at this alarm input as a major alarm?
Choices are Yes and No. Default is No.

ACU Data also includes a set of values (one for each of
8 relay outputs) for the following parameter:

Relay - Do you want this relay to be energized?
Choices are Yes and No. Default is No.

13
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LID Data

LID Data includes a single value for each of the
following parameters:

Hang Time - How much hang time (time in seconds
between unkey and channel drop) do you want for
LIDs? Range is 0 to 255. Defaultis 0.

Channel Priority (Voice) - What queue priority

level do you want for voice calls for LIDsS? Range
is 0 to 7 (highest numbers get unqueued first).
Default is 3.

Channel Priority (Data) - What queue priority level

Channel Priority (DVG) - What queue priority

level do you want for Digital Voice Guard calls for
GIDs? Range is 0 to 7 (highest numbers get
unqueued first). Default is 3.

Channel Priority (Phone) - What queue priority

level do you want for interconnect calls for GIDs?
Range is 0 to 7 (highest numbers get unqueued
first). Defaultis 3.

Special Fleet All-Call GID - What GID do you
want reserved for the Special Fleet All-Call
feature? Range is 0 to 2048 (using 2048 disables
this feature). Default is 2048.

do you want for data calls for LIDs? Range is 0 tOrijure Levels

7 (highest numbers get unqueued first). Default is
3.

Channel Priority (DVG) - What queue priority
level do you want for Digital Voice Guard calls for
LIDs? Range is 0 to 7 (highest numbers get
unqueued first). Default is 3.

Channel Priority (Phone) - What queue priority

NOTE

Parameters that cannot be reconfigured through a
VAX System Manager (i.e. can only be specified
in the Personality) are shown in itallics.

Failure Levels includes a single value for each of the

level do you want for interconnect calls for LIDs? following parameters:

Range is 0 to 7 (highest numbers get unqueued
first). Defaultis 3.

GID Data

NOTE

Parameters that cannot be reconfigured through a
VAX System Manager (i.e. can only be specified
in the Personality) are shown in itallics.

GID Data includes a single value for each of the
following parameters:

Hang Time - How much hang time (time in seconds
between unkey and channel drop) do you want for
GIDs? Range is 0 to 255. Default is 0.

Channel Priority (Voice) - What queue priority
level do you want for voice calls for GIDs? Range
is 0 to 7 (highest numbers get unqueued first).
Default is 3.

Channel Priority (Data) - What queue priority level
do you want for data calls for GIDs? Range is 0 to
7 (highest numbers get unqueued first). Default is
3.

GETC # of answers for ON - What number of
consecutive polls must a specific GETC correctly
respond to, to be declared ON after being declared
OFF? Range is from 1 to 255. Default is 4.

GETC # of failures for OFF - What number of
consecutive polls must a specific GETC fail to
correctly respond to, to be declared OFF after
being declared ON? Range is from 1 to 255.
Default is 2.

Test Unit # of answers for ON - What number of
consecutive polls must the Test Unit correctly
respond to, to be declared ON after being declared
OFF? Range is from 1 to 255. Default is 4.

Test Unit # of failures for OFF - What number of
consecutive polls must the Test Unit fail to
correctly respond to, to be declared OFF after
being declared ON? Range is from 1 to 255.
Default is 8. (Can be reconfigured through a VAX
System Manager with Release 6 or later software.)

Note that this parameter must be set to 8 for a
RANGR TU, to eliminate unnecessary TU device
failures. (A RANGR TU can miss up to 8 polls
when switching from the User Call mode to the
Test Unit mode.)

14



DESCRIPTION AE/LZB 119 1911/1 R1B

e Success Modifier - How many additional polls Dynamic Site Reconfiguration
must a specific GETC pass to be declared ON after
failing a test call? Range is from 0 to 255. Default Parameters for most trunking features may be
is 6. reconfigured remotely through the System Manager when

needed, without disrupting service on the system:

e Channel Fault Tolerance Threshold - What
percentage of the total equipped channels must faiUnit Enable / Disable
due to non-critical alarms before the Site
Controller considers the most common alarm type  The Unit Enable / Disable feature allows the System
as bogus? Range is from 0 to 100 (per cent)Manager to remotely enable or disable individual radio units
Default is 50. (LIDs) and specific groups (GIDs).

Startup Wide Area Caller / Callee ID Validation

Startup Wide Area includes a single list for the  The LID and GID validation feature allows the site to
following parameter: deny call requests to LIDs and GIDs not defined in the
database. LIDs and GIDs may be added or deleted from the
» Startup Wide Area IDs - What LIDs and/or GIDs database through the System Manager.
do you want wide area enabled at startup (until the
Site Controller is able to obtain the LID and GID Dynamic Regrouping
databases from the System Manager)? Up to 63
LIDs and/or GIDs may be enabled. The Range of The Dynamic Regrouping feature allows radios to be
LIDs is from 0 to 16383 L. The range of GIDs is programmed over the air with up to 8 new groups. The

from O to 2048 G. Default is 16383 L. individual radios are given regrouping instructions, one
radio at a time. After all radios have been given regrouping
APPLICATION SOFTWARE instructions, an activation message is sent to all radios to be

regrouped and the radios regroup in unison.

The Application Software for the VAX Site Controller = .
computer is contained in a set of 14 PROMs located on tHg"ority Queuing
PROM Card (see the Installation section of this manual for o . . .
location). Release 8.0 Application Software is identified "€ Priority queuing feature allows the site to assign
by “RON 107 784 R8A" marked on each Application qgqud calls to ayallable channels using a system of
Software PROM. The Application Software supports a se@r}o.rltles. .The priority for eaph call type (Voice, Data, and
of standard features, a set of optional hardware features, ahiital Voice) for each defined LID and GID may be
individual optional software features. Note that the€configured through the System Manager.

individual optional software features must be enabled in the ) o
Personality. Recent Call Queuing Priority

The recent call queuing priority feature increases the
queuing priority for participants in a recently completed call,
Release 8.0 of the VAX Site Controller softwareShOUId queuing be necessary. This feature helps maln'galn

he continuity of question and answer sequences during

supports the following standard features when connected {0 ) . .
i eavy traffic periods when calls are being queued.
a System Manager:

Standard Features

If a participant in a recently completed call makes a call
request (keys radio) within a specific time period after the

) recently completed call is unkeyed, the queuing priority for
Shared use of up to 20 RF channels, supporting up t0 18¢ ¢4 given a half level increase. This specific time period
concurrent calls, for single-site systems (or up to 24 Rfin mjlliseconds), called the Recent Call Queue Interval,
channels, supporting up to 23 concurrent calls, for Simulcagf5y pe specified in the Site Controller's Personality PROMs
& Voted multi-site systems) (miscellaneous data) and may also be reconfigured through
the System Manager (menu item 10, panel 2). Range is
from 0 to 30,000. Default is 5,000.

System Trunking
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To keep participants in a recently completed call fromor may be reconfigured through the System Manager (menu
hogging the system during heavy traffic periods, a limit istem 10, panel 2). Range is from 0 to 16383. Using 0
placed on how many times a specific ID can receive thigisables the automatic sending of the Activity Records.
increased priority during any specific sequence of calls. Mefault is 1000.

wrap around O to 7 counter, maintained for each ID, is
incremented each time a call is placed by that ID (each

In the event that the Site Controller is unable to send the

PTT). If the counters for both the calling and called ID argActivity Records to the System Manager before its memory
anywhere from 0 to 3, the call request is given increasebecomes full, the Site Controller overwrites the oldest
priority. However, if the counter for either the calling or Activity Records first. This allows the most recent records
called ID is anywhere from 4 to 7, no increased priority ig0 be sent once communications to the System Manager is
given to the call request. This assures that, in the worgestored.

case, two IDs do not get this increased priority more than

50% of the time, within a specific sequence of calls. Whe#larm Reporting

the last Recent Call Queue Interval that applies to a specific
ID expires, the counter for that ID is reset to 0.

The Site Controller reports the state of the following

alarms to the System Manager whenever an alarm changes

Message Trunking

state, or whenever requested to do so by the System

Manager.

LIDs and GIDs with a Hang Time greater than 0 are

message trunked (the same channel will be used for each *

transmission). In the Analog Mode only, the Hang Time for
each LID and GID may be reconfigured through the System
Manager.

Confirmed Call

The confirmed call feature allows the site to assign the
radio logged into that LID (or each radio logged into that
GID) to a Working Channel before the caller is allowed to
talk. This feature may be enabled or disabled for each LID
and GID through the System Manager.

Activity Logging

The Site Controller logs the following events in the
form of Activity Records:

» Call Requests

*  Channel Assignments

e Channel Drops

e Equipment Failed

e Equipment Returned to Service

e Alarm State Changes

These Activity Records may then be sent to the System
Manager for use in making reports. Activity Records may
be automatically sent to the System Manager when the
guantity reaches the Activity Dump Threshold, or may be
manually requested through the System Manager (menu item
31). The Activity Dump Threshold may be specified in the
Site Controller's Personality PROMs (miscellaneous Data)

Auxiliary Alarm (by RF channel #) - Indicates the
detection of a Test Unit alarm for the specific
channel by the TUAI at a Simulcast transmitter site.
State changes are reported to the Site Controller by
the Control Point GETC for that channel.

Carrier Alarm (by RF channel #) - Indicates the
presence of an RF carrier without proper signaling
for the specific channel (possible interfering signal
or deliberate jamming). State changes are reported
to the Site Controller by the GETC for that
channel.

Power Alarm (by RF channel #) - Indicates that the
MASTR Ill repeater’s output power has dropped
below the alarm threshold level. State changes are
reported to the Site Controller by the GETC for
that channel. (First supported by GETC Release 6
and System Manager Release 6.)

Synthesizer Alarm (by RF channel #) - Indicates
that the MASTR Il repeater's synthesizer is not
locked. State changes are reported to Site
Controller by the GETC for that channel. (First
supported by GETC Release 6 and System
Manager Release 6.)

Voter Alarm (by RF channel #) - Indicates that
error messages are being received by GETC from
Voter. State changes are reported to the Site
Controller by the GETC for that channel. (First
supported by GETC Release 6 and System
Manager Release 6.)
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Interconnect (RIC) Alarm (by RF channel #) -
Indicates that poll responses from the interconnect
equipment (RIC or GTI) are not being received by
the Site Controller).

PMU Alarm (by RF channel #) - Indicates that the

output power level for the channel has exceeded the
alarm threshold as measured by the PMU. State
changes are reported to the Site Controller by the

ACU Alarm (device) - Indicates that poll responses
from the ACU are not being received by the Site
Controller.

Interconnect (LIC) Alarm (device) - Indicates that
poll responses from the interconnect equipment
(LIC or GTI) are not being received by the Site
Controller.

PMU. Site Activity Monitoring

TU Alarm (by RF channel #) - Indicates that a test
call failed for that channel.
reported to the Site Controller by the TU.

Alarm and trunking activity at the site may be
State changes arenonitored in real time on the System Manager's Alarm
Display and Acknowledge screen, and Site Monitor screen.

ACU Alarm (by alarm input #) - Indicates that an \yjide-Area Enable / Disable

alarm signal is being received by the ACU at this

alarm input.  State changes are reported to the Site  RF channels, LIDs, and GIDs can independently be

Controller by the ACU.

enabled/disabled for Wide-Area calls when the system,

controlled by the Site Controller, is connected to one or

Phone (Line) Alarm (by channel #) - Indicates the
absence of data from a Voter in Voted or Simulcast

more other devices or systems through a CEC/IMC switch.

System (possible line noise or breakage on ”nkAnang/DigitaI Console Preempt

from Voter to GETC). State changes are reported
to the Site Controller by the GETC for that
channel.

Poll Alarm (by channel #) - Indicates that poll
responses from a Working Channel or Downlink
GETC are not being received by the Site
Controller).

Turbo Alarm (by channel #) - Indicates that there is

The Analog and/or Digital Console Preempt feature
allows a dispatcher’s call to preempt an existing group call.
This means the dispatcher’s call is heard at all radios and the
transmitting radio is still heard by the dispatcher. The
Analog and/or Digital Console Preempt feature also allows a
dispatcher (at a Supervisor console only) to preempt another
dispatcher’s preempt call.

a disruption in communication between a specificQRtional Features

GETC'’s main processor and its Turbo Board. State

changes are reported to the Site Controller by thélardware

GETC for that channel. (First supported by GETC
Release 6 and System Manager Release 6.)

Release 8.0 of the VAX Site Controller software

supports the following optional hardware features:

Antenna Feed Alarm (by antenna #) - Indicates that
the low power or SWR alarm threshold for the
antenna circuit has exceeded. State changes are
reported to the Site Controller by the PMU. (See

Alarm & Control Unit
Test Unit

the PMU heading in the Optional Trunking .
Features section for more information.)

Power Monitor Unit

e Local Telephone Interconnect

TU Alarm (device) - Indicates that the TU is not .
responding to polls, FTT processing has failed the
TU, or the TU has been disabled in the database. gufware

Redundant Downlink

PMU Alarm (device) - Indicates that the PMU is
not responding to polls, FTT processing has faile
the PMU, or the PMU has been disabled in th
database.

Release 8.0 of the VAX Site Controller software
:5upports the following optional software feature:

e Multiple Channel Partition
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INSTALLATION

INSTALLATION

NOTE

Controller computer (or PDP-11 that
upgraded to a VAX).

This software can only be used with a VAX Site

has bden

pulled out. (Observe standard handling practices
for static sensitive components.)

Back-Entry with DILOG or EMULEX Panels

The earlier VAX and later PDP-11 Site Controllers are
characterized by the DILOG or EMULEX panels connected

by ribbon cables. Access to the PROM card isutinothe
back using the following procedure:

PROM CARD REMOVAL ) o

1. Turn off the Site Controller (switch is on the back).

The Site Controller’s software is located on the PROM 5
Card inside the Site Controller computer. The PROM Card
must temporarily be removed to install the new software.

The following three procedures correspond to the thre 5 5

different package designs for the Site Controller computer. N Fastener screws—/

Loosen the two fastener screws holding the back
panel to the chassis (see Figure 3).

Back Entry with RJ11-Type Connectors

=]
an

The latest VAX Site Controller is characterized by the |
modular RJ11-type connectors on its back panel. Access 0
the PROM card is through the back using the following
procedure:

Figure 3 - Fastener Screw Location In Earlier VAX

Lift the back panel out of the way (be careful not to

1. Turn off the Site Controller (switch is on the back). damage the ribbon cables).

2. Loosen the two fastener screws holding the back 4
panel to the chassis (see Figure 1).

Remove the PROM Card (see Figure 4) by pulling
on the two tabs fastened to the front edge of the
card. Once the card has disengaged the connector,

@ 2] DEEEOED °_° A use one hand to push up on the board above to help
- DzDzDZDZZ O] ] prevent the PROM Card from dragging as it is
gig@ mininn OO pulled out. (Be careful not to damage the ribbon

Djijlﬂﬂi D . cables and observe standard handling practices for
@ I static sensitive components.)

Figure 1 - Location of Fastener Screws

3. Pull the top of the back panel out and down (be

ké PROM Card~—

careful not to damage the ribbon cables). =
3 an)
@ 11 I I
2. — Figure 4 - PROM Card Location In Earlier VAX

PROM Card Top-Entry with DILOG or EMULEX Panels

— —

The earliest PDP-11 Site Controller is characterized by
the DILOG or EMULEX panels connected by ribbon cables.
Access to the PROM card is through a liftdgor in the top
4. Remove the PROM Card (see Figure 2) by pullingusing the following procedure:

on the two tabs fastened to the front edge of the

card. Once the card has disengaged the connector,

use one hand to push up on the board above to help
prevent the PROM Card from dragging as it is

Figure 2 - PROM Card Location In Later VAX

1. Turn off the Site Controller (switch is on the back).
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2. Pull the Site Controller chassis all the way forwargd
on its slide-out track.

D

3. Pull up the top cover with the attached card cag
and have someone other than you hold it up.

4. Remove the PROM Card (see Figure 5) by pullin

[(®]

on the two tabs fastened to the front edge of the

card. Once the card has disengaged the connecior,
use one hand to push up on the board above to help

prevent the PROM Card from dragging as it ig
pulled out.
for static sensitive components.)

PROM Card

Figure 5 - PROM Card Location for Top Entry

PROM REPLACEMENT

(Observe standard handling practicgs

SO o Sre
Personality
PROMs
13 14 01-02
01 02
\ X\
09 10
11 12
A AN AN L
Application
05 06 Software
07 08 PROMs
AU AN LN 01-14
01 02
03 04
A N N A

The Application Software consists of fourteen (14)

PROMs and the Personality consists of two (2) PROMSs.

Figure 6 - Location of PROMs on PROM Card

The location of each PROM on the MRV11-D PROM Card
is shown in Figure 6. The following rules apply wher
replacing Site Controller PROMSs:

e Observe standard handling practices for stati
sensitive components.

* Replace PROMs as a set only.

Software Revisior{_

RON 107 784 R8A=

VAX SITE CTRLR

EDACS J01=<

© 1996 BY ERICSSON INC

PROM Locatior/—

e Put each PROM in its correct location. Be

especially careful of location numbers 01 and 02
since these numbers are used for both sets ¢fersonality PROMs

Figure 7 - Application Software PROM Label

PROMs.

A typical Personality PROM label is shown in Figure 8.

»  Orient each PROM with the notched end as shown.gach PROM in the set must be marked with the same serial

number, and the set must contain one PROM for each of the
* Make sure no PROM leads get bent under thgyg (2) PROM locations.

PROM during insertion into the socket.

Application Software PROMs

A typical Application Software PROM label is shown in
Figure 7. Each PROM in the set must be marked with tm
same software revision number, and the set must contain
PROM for each of the fourteen (14) PROM locations.

e
ne

Serial Number:

SER#: 12345678 =<

SITE CONTROLLER

EDACS J01=<
PERSONALITY

PROM Location

Figure 8 - Personality PROM Label
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Some parameter values are not reconfigurable through
FULL-FEATURED TRUNKING the System Manager (such as the Site Morse Code, RF Site
ID, and the System Manager communications parameters).
Full-Featured Trunking refers to trunking under theTo change parameter values not reconfigurable through the
direction of the Site Controller with a full set of standardSystem Manager, or to change any parameter value when no
features. Without a functioning Site Controller, the systenBystem Manager is connected to the Site Controller, a new
operates in Failsoft, which is trunking under the direction ofet of Personality PROMs must be ordered from the factory.
the Control Channel GETC with a reduced set of features.
To determine if the system is operating in Full-Feature@gwitch To Full-Featured Trunking
Trunking or Failsoft, look at the L1 indicator on the front of

any Station or Downlink GETC. The L1 indicator is lit If the Site Controller is powered-up and becomes

when the system is operating in Failsoft. operational (allow up to 90 seconds) before the Station
GETCs are powered up and become operational (may be as

SITE CONTROLLER STARTUP little as 2 seconds), the site will become operational in Full-

Featured Trunking. However, if the Site Controller becomes
operational after the Station GETCs become operational, the

Initialization site will become operational in Failsoft.

Each time the Site Controller is powered-up or reset, the  To bring the site out of Failsoft, reset a GETC

working memory of the Site Controller is initialized and (preferably the Control Channel GETC) for a channel that is
loaded with the operating program from the Applicationallowed to be a Control Channel by the Site Controller

Software PROMs and the initial set of parameter valuegpress S4 on the front edge of the GETC Logic Board inside
from the Personality PROMs. When the loading isthe GETC shelf). If you accidently reset a GETC (whether
complete, the operating program is started at its beginning.is the Control Channel GETC or not) for a channel that is
If the Site Controller is not connected to a System Managepot allowed to be a Control Channel by the Site Controller,
this initial configuration cannot be changed and will remainthe site will not come out of Failsoft. If this happens, you

as the active configuration of the Site Controller until newmust move the Control Channel (by resetting the Control

Personality PROMs are installed. Channel GETC) to a channel that is allowed to be a Control
Channel by the Site Controller. Then, reset the Control
Request for Databases Channel GETC once more to bring the site out of Failsoft.

When the initialization is complete, the Site ControllercONTROL CHANNEL SELECTION
will attempt to communicate with the System Manager to

obtain the latest databases that apply to the site. These The Control Channel is the RF channel to which all user

databases are sets of valqes for those Site Comro"?&dios tune to request and receive channel assignments for
parameters that are reconfigurable through the S.YStefﬂmked calls (the trunked call itself takes place on a
Manager. = If the databases have not been specifically;oing Channel). Only one RF channel is assigned as a

configured for the site, the databases will contain defau'&ontrol Channel at a time. To determine which RE channel

valugs. When the databases (default or .re.c.onfigured) ¢ assigned as the Control Channel, look at the L6 indicator
received from the System Manager, the initial paramete%

I i the Si ller i q n the front of each Station GETC. The L6 indicator on the
values in the Site Controller's working memory are update, o channel GETC will remain lit continuously, while

W'th. the new values, and _tr_u_a Site _Cont_rollers aClV&he |6 indicator on a Working Channel GETC will only be
configuration is no longer the initial configuration. lit when assigned to a call. If a System Manager is
connected the Site Controller, you can also determine which

The Site Controller's active configuration may then be channel is assigned as the Control Channel by looking at
changed as often as needed by partial database transfers 9 y 9

from the System Manager. The Site Controller’'s active r?iciltghgﬂr?r?;tl?sr ‘%;Zirr:ér]:c?tﬁ/itsé’l?gtllic;rt]egzgsatnhi Oct:)c?r?trr\glng
configuration may also be changed by the use of tempora hannel y

reconfiguration (non-database) transfers from the Syste '

Manager. However, because these temporary changes are

not made to the databases, they will be lost the next time the

Site Controller is powered down or reset.
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Initial Control Channel channel to its bitmap of available channels, but will leave
the Control Channel where it presently is. Note that a

Upon completion of initialization, the Site Controller channel may be available and still be alarmed (due to Fault

starts sending polling messages on the individual data linkBolerance Threshold processing). However, an alarmed

to each GETC. The Site Controller sends Control Chann&hannel will not be assigned as a Control Channel, unless no

instructions to the initial Control Channel specified in itsunalarmed channels exist.

Personality PROMs to let it know that it is the Control

Channel. However, if the initial Control Channel GETCWORK|NG CHANNEL ASSIGNMENTS

fails to respond to polls, the Site Controller will accept (as a

Control Channel) the first GETC that responds to polls and Working Channel is an RF channel which can be

is allowed to be a Control Channel. assigned to a trunked call to provide the audio path for the

call. All RF channels, other than the Control Channel, are
Change Due To Database Download Working Channels.

If the databases maintained by the System Manage$|,cing a Call
specify a different set of channels allowed to be the Contro1_g_
Channel, the Site Controller may move the Control Channel
after receiving the initial database download from theSele
System Manager. That is, if the initial Control Channel iq
no longer among those channels allowed to be a Contr Individual, group, emergency group, interconnect, or
Channel, the Site Controller selects the next higher availablg e aII' call) a’nd the LID. GID or,telephone nur’nber
(free) channel number from the new set of channels allowed o4 The user then pusﬁes the Push-To-Talk (PTT)
to be a Control Channel. When looking for an availablts;ou,[ton o
channel, the Site Controller checks successively higheéhannel
channel numbers. When all higher channel numbers ar ID)
checked, the Site Controller starts over with the Iowessg !
channel number.

To place a trunked call from a user’'s radio, the user
cts the communications mode (normal analog voice,
cal telephone interconnect, digital voice, or data), call type

n the radio to send a call request to the Control
. The message includes the radio's identification
communication mode, call type, and the
identification (LID, GID, or telephone number) of the
individual or group called. When the Control Channel
GETC receives the call request from the field radio, it sends
System Manager Reconfiguration a call request message to the Site Controller.

and the channels which e alowed 1o be used a6 & ContgfieriCallee I Valdation

Channel may subsequently be changed thrqugh the System \ypen the Site Controller receives the call request
Manager. These changes can be made in the databa éssage from the Control Channel GETC, it checks the
maintained by the System Manager and then uploaded 0 thg, 1" and callee’s LID or GID. Each caller's and callee's
Site Controller, or these changes can be uploaded to the SE?D or GID must be defined in the Site Controller's active

Controller without changing the databases maintained by ﬂIﬁ)m‘iguration, whether initially from the Personality, or later

iystgm Manager.' \éVhsn %hané:]es areMnot savedhin ﬂﬁeom the site database sent from the System Manager. |f
atabases maintained by the System Manager, they glg, .. ihe caller's or callee’s LID or GID is not defined in

temporary and will be lost the next time the Site Controllerthe active configuration, the Site Controller sends a call

is powered down or reset. denied message to the Control Channel GETC, the Control
_ Channel GETC sends a call denied message to the calling
Control Channel Failure radio, the calling radio gives a call denied signal to the

caller, and the call request ends there.
If the Control Channel GETC fails to respond to a Site

Controller polls, or is failed by the TU or PMU, the Site If no System Manager is connected to the Site
Controller selects the next higher available (free) channetontroller, the LID and GID defaults must be defined in the
number from the set of channels allowed to be a Contrdbersonality PROMs. If a System Manager is connected to
Channel, as specified in its active configuration. Wherthe Site Controller, the LIDs and GIDs may be defined
looking for an available channel, the Site Controller checkshrough the System Manager using the Unit Identification
successively higher channel numbers. When all highescreen (menu selection 11) and Group ldentification screen
channel numbers are checked, the Site Controller starts ovlenu selection 12). Then use the Database Upload Request
with the lowest channel number. When the original Controscreen (menu selection 30) to send the Logical and Group
Channel is fixed and tested, the Site Controller will add théD Changes to the Site Controller.
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Channel Rotation NOTE

Note that Analog Voice cannot be reconfigured
through the System Manager, and therefore must
be configured correctly in the Personality.

The method or pattern used by the Site Controller to
search for an available (free) channel to assign to a call
depends upon whether channel rotation has been selected,
and whether the channels are to be assigned in ascending or

descending order. Call Queuing

If no System Manager is connected to the Site

e ; If all channels that are enabled for the requested
Controller, these parameters must be specified in the L .
communications mode are busy, the Site Controller queues

Personality PROMs. If a System Manager is connectedtt e call request in the specific queue for the requested

the Site Controller, these parameters may be reconfigure o
communications mode and sends a queued call message to

through the System Manager using the External DeVicﬁwe Control Channel GETC, the Control Channel GETC

Definition screen (menu selection 10). Then use the Site : : .
. : ) Sends a queued call message to the calling radio, the calling
Reconfiguration screen (menu selection 20) to send the

reconfigured site database to the Site Controller. radp gives a qgeued call signal to the caller, and the caller
waits for an available channel.

Communication Modes The Site Controller manages a separate queue for
Analog Interconnect, Digital Interconnect, Analog Voice,

If the caller's and callee’s LID or GID is defined in the Digital Voice, and Data communication modes. As channels

active configuration, the Site Controller searches th@ecome available, the highest priority queued call request is

available (free) channels to find one enabled for thejequeued first. If two or more queued call requests have the
communications mode requested (Interconnect, Digitadame priority level, the call request with the longest time
Voice, Data, Channel Test, Wide Area, and Analog Voice)queued is dequeued first. The priority level of a call request
If no channels have been enabled for the requested determined by the call type, the higher of the caller's or

communications mode, the Site Controller sends a cathe callee's user priority, and the Recent Call Queue Interval
denied message to the Control Channel GETC, the Contr@dr the system.

Channel GETC sends a call denied message to the calling
radio, the calling radio gives a call denied signal to the Two call types are automatically given the highest
caller, and the call request ends there. priority levels. The highest priority level is given to a
System All Call. The next highest priority level is given to
If no System Manager is connected to the Siteany Emergency Group call. If two Emergency Group calls
Controller, channels must be enabled or disabled for eacte queued, the GID with the higher user priority is
communications mode in the Personality PROMs. If aequeued first.
System Manager is connected to the Site Controller,
channels may be enabled and disabled as needed for each User priority levels for Voice (Analog), Data,
communications mode through the System Manager usingterconnect, and Digital Voice are be assigned to each
the External Device Definition screen (menu selection 10) talefined LID and GID. If no System Manager is connected
select which channels are enabled for whichto the Site Controller, user priority levels must be assigned
communications mode. Then use the Site Reconfiguratioim the Personality PROMs (all LIDs will be assigned to one
screen (menu selection 20) to send the reconfigured siget of priority levels and all GIDs will be assigned to a
database to the Site Controller. second set of priority levels). If a System Manager is
connected to the Site Controller, these user priority levels
Care must be taken to only enable a channel for ghay be reconfigured independently for each LID and GID.
communications mode that it is equipped to support. Butro reconfigure the user priority levels through the System
just because it is equipped to support that communicationganager, use the Unit Identification screen (menu selection
mode, it need not be enabled. (For example, all channels are) and the Group Identification screen (menu selection 12).
equipped to support Analog Voice calls, but it may beThen use the Database Upload Request screen (menu
desirable for a system to have one or more channels disablgglection 30) to send the Logical and Group ID Changes to
for Analog Voice.) the Site Controller.

The Site Controller gives a recent user a slight edge
when its call is queued (to help maintain the continuity of a
conversation). The Site Controller increases the priority of a
call request by half a level if the time between the last call
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request and the current call request is less than the Receaintinuity of the message and is called Message Trunking.
Call Queue Interval for the site. If no System Manager i#\ hang time of zero drops the Working Channel assignment
connected to the Site Controller, the Recent Call Queuat the end of each transmission and is called Transmission
Interval must be specified in the Personality PROMs. If a'runking.

System Manager is connected to the Site Controller, the

Recent Call Queue Interval may be reconfigured through the If no System Manager is connected to the Site

System Manager using the External Device DefinitionController, the hang time must be specified in the

screen (menu selection 10). Then use the SitBersonality PROMs. One hang time may be specified for all
Reconfiguration screen (menu selection 21) to send thllDs. Another hang time may be specified for all GIDs. If
reconfigured site database to the Site Controller. a System Manager is connected to the Site Controller, the
hang time may be reconfigured through the System Manager
Callee Busy using the Unit Identification screen (menu selection 11) and

the Group Identification screen (menu selection 12). Then
If a channel that is enabled for the requested'S€ the Database Upload Request screen (menu selection

communications mode is found, the Site Controller checks0) t0 send the Logical and Group ID Changes to the Site
to see if the callee is involved in another call. If the called=Ontroller. Different hang times may be defined for each

radio is involved in another call, the Site Controller sends 4D and GID.
busy message to the Control Channel GETC, thg Contrpl A second hang time called the Interconnect Hang Time
Channel GETC sends a busy message to the calling radio, . . .
. S . applies specifically to telephone interconnect calls. The
the calling radio gives a busy signal to the caller, and thF . b fi d onlv th h
call request ends there hterconnect Hang Tlme_may e reconfigured only throug
' the System Manager using the External Device Definition
screen (menu selection 10). Then use the Site
Reconfiguration screen (menu selection 21) to send the
reconfigured site database to the Site Controller. A single

If a channel that is enabled for the requesteqnierconnect Hang Time applies to all LIDs and GIDs.
communications mode is found and the called radio is not

involved in another call, the Site Controller assigns the A third hang time called the Emergency Hang Time
channel to the call request and sends a Working Channgpplies specifically to emergency calls. The Emergency
assignment message to the Control Channel and Workingang Time may be reconfigured only through the System
Channel GETCs, and the Control Channel GETC sends Manager using the External Device Definition screen (menu

Working Channel assignment to the calling and calledelection 10). Then use the Site Reconfiguration screen

Channel Assignment

radios. (menu selection 21) to send the reconfigured site database to
the Site Controller. A single Emergency Hang Time applies
Opening The Audio Path to all LIDs and GIDs.

When the calling and called radios receive the Working ~ There are two conversation time limits: one for Message
Channel assignment on the Control Channel, they tune to tHéunking and another for Transmission Trunking. The
assigned Working Channel. After a high speed handshakdessage and Transmission Conversation Time Limits may
between the Working Channel and the calling radio, th&e reconfigured only through the System Manager using the
calling radio gives the caller the "OK to transmit" signalExternal Device Definition screen (menu selection 10).
indicating that the caller can begin talking. Signaling on thdhen use the Site Reconfiguration screen (menu selection
assigned Working Channel tells the called radio to unmutél) to send the reconfigured site database to the Site

its speaker so that the caller can be heard. Controller. A single Message Time Limit applies to all
LIDs and GIDs. A single Transmission Time Limit applies

Endina The Call to all LIDs and GIDs.

The lenath of time the call is allowed to use the When the caller finishes talking, the caller releases the
9 PTT button, sending an unkey message to the assigned

\é\écr)]:/kérrlgati%?\at?rgzl Ii(rjrﬁtp e;‘.ﬂse #gr?n titr::z igatlrr:g g:}nih %?(:mt]g\‘?\/orking Channel and all called radios. The Site Controller
) g 9 eceives either a call dropped (Transmissionnked call)

that the Working Channel will remain assigned to the cal[r a call unkey (Message Trunked call) depending upon the

e o i {or2ehang e included in the Woring Chamel assignmen
9 P t%essage for the call. With Transmission Trunking, the

the samfa Workmg Chaf?“e' assu_:_jnment if the rc_aspgnse tlgdios involved in the call return to monitor the Control
made within the hang time. This helps to maintain the
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Channel. With Message Trunking, the radios stay on the To bring the site out of Failsoft, reset a GETC
Working Channel until hang time or the Message(preferably the Control Channel GETC) for a channel that is

Conversation Limit expires. allowed to be a Control Channel by the Site Controller
(press S4 on the front edge of the GETC Logic Board inside
SITE CONTROLLER FAILURE the GETC shelf). If you accidently reset a GETC (whether

it is the Control Channel GETC or not) for a channel that is
not allowed to be a Control Channel by the Site Controller,

messages from the Site Controller and sees no pulses on EHS site W'“Lr?t (é)me oluz:ﬁf Falllso;t. If th's. hapr;])encs:, youl
FSL (Frame Sync Line) other than its own, it switches frorﬂ“rl:st m?\(/;eEtT g ontrcr)] alnrr\]e ( y”r eseglng; € Control
the Site Controller Mode to the Failsoft Mode and signalsC anne )to.a channel that is allowed to be a Contro
each other GETC (using the pulses it puts on the FSL) t hannel by the Site Controller. Then., reset the _Control
switch to the Failsoft Mode. In going to the Failsoft Mode, hannel GETC once more to bring the site out of Failsoft.
each GETC switches its serial input from its Site Controller oo :
) S When the GETC f t, it will h t
data link to the BSL (Backup Serial Line) connected to all en the G emerges from Teset, 1t witl have its

serial input switched to its Site Controller data link and be
GE.TCS' Thg Contrpll ChanneI.GETC then t_akes over thSble to see polls from the Site Controller. When the GETC
Failsoft trunking activity, directing the Working Channel

starts responding to polls from the Site Controller, the Site
GETCs over the BSL. Controller will check to see if it is allowed to be a Control
Channel. If it is allowed to be a Control Channel, the Site
SITE CONTROLLER RECOVERY Controller will assign that GETC's channel as the Control
Channel. The GETC will then signal each other GETC (via
If the whole site is powered up together after a shorthe FSL) to switch its serial input from the BSL to its
power outage (one short enough not to discharge the batteéndividual Site Controller data link.
in the Uninterruptible Power Supply), the site will come up
in the Full-Featured Trunking mode of operation. This iSANALOG/DIGITAL CONSOLE PREEMPT
because the Site Controller remained powered up by the
Uninterruptible Power Supply and did not have to be
initialized. Therefore, when the Station GETCs finishedRel
their initialization, they were able to see and respond to the

polling messages from the Site Controller and remained in .
the Site Controller Mode. Description

If the Control Channel GETC stops receiving polling

The Digital Console Preempt feature is supported by
ease 8.0 and later Site Controller software.

If the whole site is powered up together after a  Normally a dispatcher will receive a system busy signal
prolonged power outage (one long enough to discharge tfieom the Site Controller when trying to place a call to a GID
battery in the Uninterruptible Power Supply), the site willthat is busy with an existing group call. The Analog and/or
come up in the Failsoft Trunking mode of operation. This idigital Console Preempt feature allows a dispatcher’s call to
because it takes much longer for the Site Controller t®reempt an existing group call. This means the dispatcher's
initialize itself than for the Station GETCs. Therefore, at th&all is heard at all radios and the transmitting radio is still
time each Station GETC is looking for polling messages oReard by the dispatcher. The Analog and/or Digital Console
its individual Site Controller data link, the Site Controller Preempt feature also allows a dispatcher (at a Supervisor
hasnt finished the initialization and isn't sending anyconsole only) to preempt another dispatcher’s preempt call.

polling messages to the Station GETCs. The Station ) .
GETCs, seeing no polling messages, assume the Site The Analog Console Preempt feature is for analog voice

Controller has failed and switch to the Failsoft Mode. calls. The Digital Console Preempt feature is for digital

voice calls (AEGIS and Voice Guard). Note that message-
In the Failsoft Mode, each GETC's serial input istrunked calls are not pported in the digital mode. Also

switched to the BSL instead of its Site Controller data linknote that Interconnect calls cannot be preempted in either

Therefore, when the Site Controller resumes polling thénode. When a dispatcher tries to place a call to a GID that

GETCs on these data links (after a prolonged power outagl, busy with an existing Interconnect group call, the Site

or an actual Site Controller hang-up or failure), each GET&Oontroller sends a system busy signal to the dispatcher.

will be unaware of the polling. To get the GETCs to switch

from the Failsoft Mode to the Site Controller Mode, you

must get each GETC to switch its serial input from the BSL

back to its Site Controller data link.
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Configurable Parameters Analog-Voice Console Preempts of an existing analog-voice
group call, ignore references to the digital preempt delay
The following two parameters must be specified in theimer and the preempt-pending message.
Site Controller's Personality PROMSs:

When a dispatcher tries to place a call to a GID that is

» Console Preempts busy with an existing group call, the Site Controller sends a
preempt-pending message to the Working Channel GETC
* Console Digital Preempt Delay and sets the digital preempt delay timer for that channel.

When the timer expires, the Site Controller assigns the
The Console Preempts parameter must be specified fteempting console to the Working Channel, and all
the Site Controller's Personality PROMs (not Systenyeceiving members of the talkgroup will hear the dispatcher
Manager reconfigurable) as one of the following: instead of the transmitting member of the talkgroup. The
] transmitting member of the talkgroup will be heard by the
* None - Console Preempt is not allowed for any typ&jispatcher, but will not hear the dispatcher until unkeying
of call (disables feature). his/her radio. If the transmitting member of the talkgroup is
) still keyed when the call from the dispatcher is unkeyed, the

* Analog Only - Console Preempt is allowed for yonqmitting member's call will be restored.

transmission-trunked analog-voice group calls only.

o ) If the dispatcher aborts (unkeys) the group call before
* Digital Only - Console Preempt is allowed for yhe digital preempt delay timer expires, the Site Controller
transmission-trunked digital-voice group calls only. i abort processing the preempt call from the dispatcher

- . and allow the transmitting member’s call to be restored.
e Digital and Analog - Console Preempt is allowed

for transmission -trunked digital and analog-voice

group calls Console Preempt of Existing Console Preempt Call

NOTE

CAUTION A console preempt of a console preempt is only

possible from a supervisor console. For more
Digital Preempt must be enabled on sstems details, see the console instruction manual.
or nosystems - not just some of the systems in a

network. If just some systems are enabled ffor
Digital Preempt, problems (such as CT” The description given here is for Digital-Voice Console

dropping and missed audio) will be encountefed ~ Preempts of an existing digital-voice group call. ~ For
in the systems not enabled. For mdre Analog-Voice Console Preempts of an existing analog-voice

information, see the Product Release Nofes 9group call, ignore references to the digital preempt delay
AE/LZT 123 3218/1 for Digital Preempt. timer and the preempt-pending message.

When a second dispatcher (must be at a Supervisor
When “Digital Only” or “Digital and Analog” is console only) tries to place a call to a GID that is busy with
specified for the Console Preempts parameter, the Consa existing Console Preempt call from another dispatcher
Digital Preempt Delay parameter must also be specified ithas been assigned), the Site Controller sends a preempt-
the Site Controller's Personality PROMs (not Systenpending message to the Working Channel GETC and sets
Manager reconfigurable). This delay defines the timdhe digital preempt delay timer for that channel. When the
between when the dispatcher keys the call and when tHiner expires, the Site Controller assigns the second
dispatcher is assigned to the Working Channel for the groupreempting console to the Working Channel and all
call. The required delay depends upon the type of radiggceiving members of the talkgroup will hear the second
(MPA, MRK, etc.) used with the system. The default valuedispatcher instead of the first dispatcher or the transmitting
of 180 ms should be sufficient for all radio types, but may bénember of the talkgroup. The transmitting member of the

specified at any 10 ms step from 0 to 500 ms if needed.  talkgroup will be heard by the second dispatcher, but will
not hear the second dispatcher until unkeying his/her radio.

The preempted dispatcher's call is dropped. If the
preempted radio is still keyed when the second dispatcher

The description given here is for Digital-Voice ConsoleUnkeys, the transmitting member’s call will be restored.
Preempts of an existing digital-voice group call. For

Console Preempt of Existing Group Call
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If the second dispatcher aborts (unkeys) the group catlropped. If the preempted radio is still keyed when the
before the digital preempt delay timer expires, the Sitesecond dispatcher unkeys, the transmitting member’s call
Controller will abort processing the preempt call from thewill be restored.
second dispatcher, but the first dispatcher’s preempt call will
not be restored. If the preempted radio is still keyed when If the second dispatcher aborts (unkeys) the group call
the second dispatcher unkeys, the transmitting member’s cdlefore the digital preempt delay timer expires, the Site

will be restored. Controller will abort processing the preempt call from the
second dispatcher, but the first dispatcher’s preempt call will
Console Preempt of Pending Console Preempt Call not be restored. If the preempted radio is still keyed when
the second dispatcher unkeys, the transmitting member’s call
NOTE will be restored.

A console preempt of a console preempt is only
possible from a supervisor console. For more
details, see the console instruction manual.

MULTI-SITE OPERATION

Channel Assignment

The description given here is for Digital-Voice Console  To support multi-site and console operation, the Site
Preempts of an existing digital-voice group call. Controller sends all channel assignment, hang time, and

channel drop information to the Downlink GETC.
When a second dispatcher tries to place a call (must be

at a Supervisor console only) to a GID that is busy with a®s;., /icast
existing group call and a Console Preempt call is being
processed (but has not been assigned - delay timer has not |, gsimulcast systems, a Site Controller data link is

yet expired) from another dispatcher, the Site Controller wilk,,ynacted to each Control Point GETC instead of to each
abort processing the preempt call from the first dispatchegiaiion GETC. Erom the Site Controller's point of view the

and begin processing the preempt call from the secondqni ol point GETC behaves just like a Station GETC.
dispatcher. When the timer expires, the Site Controller

assigns the second preempting console to the Worki .

Channel and all receiving members of the talkgroup Wi::\%ted Non-Simulcast
hear the second dispatcher instead of the first dispatcher or . .
the transmitting member of the talkgroup. The transmittinj% In Voted Non-Simulcast systems, a Site Controller data

member of the talkgroup will be heard by the secon nk is connected to each Main Site GETC instead of to each
dispatcher, but will not hear the second dispatcher unt ta'tion.GETC. From the $ite (.:ontrollerfs point of view the
unkeying his/her radio. The preempted dispatcher’s call i&lam Site GETC behaves just like a Station GETC.
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OPTIONAL TRUNKING FEATURES ~ Configurable Parameters

; ; - The ACU parameters listed here are configurable in the
The following optional trunking features ar rted . N
wing opt unxing y bpo site database maintained by the System Manager.

by the Site Controller, but require additional hardware
installation:
Alarm Inputs

e Alarm & Control Unit ] ] )
The following parameters may be reconfigured in the

e Test Unit Alarm Control Unit Definition screen (menu selection 16),
and transferred to the site using the Database Upload
*  Power Monitor Unit Request screen (menu selection 30):
« Redundant Downlink Enabled - Defines if the alarm is enabled for reporting.
Site Controller personality default is Y (yes). System
* RIC/LIC Interconnect Manager default is N (no).
» Enhanced Local Interconnect Active High - Defines if a logic high is an alarm

condition.  Site Controller personality and System
The following optional trunking feature does not require  Manager defaults are N (no).
additional hardware installation, but is only supported when

the feature is ordered through Lynchburg: Major - Defines if the alarm is a major alarm. Site
Controller personality and System Manager defaults are
e Multiple Channel Partition N (no).
ALARM & CONTROL UNIT Control Outputs
o The following parameter may be reconfigured in panel
Description 1 of 4 in the External Device Definition screen (menu

. ) ~selection 10), and transferred to the site using panel 5 of 5 in
The Alarm and Control Unit (ACU) is an EDACS Site the Site Reconfiguration screen (menu selection 24):
Controller option used as the system input point for up to 32

alarms from user-supplied devices, the system output point Relay on - Defines the normal state of the output relay.
for up to 8 controls to user-supplied devices, and the local Select Y (relay’'s NO (normally open) contact is closed)
display of the alarm and control status for the system under or N (relay's NO contact is open). Site Controller

the control of the local Site Controller. personality and System Manager defaults are N.

The ACU receives the following information from the Relay trigger definitions for these control outputs are
following devices: configurable in the Alarm Activated Relays screen (menu
selection 41), and transferred to the site using panel 5 of 5 in
+ Alarm inputs from up to 32 user-supplied devices the Site Reconfiguration screen (menu selection 24). See

] the System Manager user’s manual for more information.
* Alarm Mask message from Site Controller

«  Set Relays message from Site Controller Messaging

The ACU sends the following information to the The ACU communicates with the Site Controller
following devices: through an asynchronous B®C serial data link. The Site
Controller uses the following messages to supervise the

«  Control outputs to up to 8 user-supplied devices operation of the ACU:

«  Alarm system status to indicators on the front panel ¢ Poll - causes a Status message response.

« Status message to Site Controller * Reset - causes the ACU to reset itself.

e Alarm Mask - configures the alarm inputs.
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« Set Relays - configures the control output relays. Relays message and the actual state of the relays. If a
discrepancy is detected, the ACU turns on the "RELAY
The ACU uses the following message to report its statusRROR" LED in the "ALARM UNIT STATUS" display
to the Site Controller: group and tries to latch (or unlatch) the appropriate relay. If
the relay is successfully latched (or unlatched), the
e Status - reports latest status to Site Controller. discrepancy disappears and the "RELAY ERROR" LED is

turned off.
Operation

ACU Front Panel Alarm Display
Startup

An Alarm Input LED is lit when that enabled Alarm
The Site Controller sends a Poll message at reguldfput is active (in the alarmed condition). A Control Output
intervals to the ACU, whether the ACU responds or notLED is lit when that relay is energized. An Alarm Unit
Whenever the ACU receives a Poll message, it respondgatus LED is lit for the following conditions:
with a Status message. When the Site Controller first

receives a Status message from the ACU, it sends the Reset * Major Alarm - indicates that one or more of the
message to the ACU. active alarms are defined as Major Alarms.

The Reset message from the Site Controller causes the * Minor Alarm - indicates that one or more of the
ACU to initiate a reset cycle, during which time the ACU active alarms are defined as Minor Alarms.
performs a diagnostic self test. During this self test, the o ]

ACU disables all 32 alarm inputs, leaves all 8 control output * ACU Error - indicates that a logic error has been
relays in their existing positions, and turns on all front panel detected in the ACU.
LEDs. Any detected ACU problem is reported in the Status

message to the Site Controller « Relay Error - indicates that one or more relays are

in the wrong state.
The Site Controller then sends the Alarm Mask message oo )
and the Set Relays message. The ACU is then ready for * Ready -indicates that the ACU is ready for normal

normal operation. operation.

* Polled - indicates that the ACU has received a Poll

Alarm Inputs ;
P message from the Site Controller.

The Alarm Mask message contains a 32-bit mask for
each of the three Alarm Input parameters. The Enabled
mask defines which alarm inputs are enabled for reporting.
The Active High mask defines if a logic high is an alarm
condition. The Major mask defines if the alarm is a major
alarm.

Not Ready - indicates that the ACU has not
received the Alarm Mask and Set Relays messages
from the Site Controller since it was last reset.

The System Status LEDs indicate the status of the
system as sent to the ACU in the messages from the Site

Controller. For more information about the ACU, see the

The ACU continually scans .the 32 alarm lnputs, IOOk.mgTest and Alarm Unit manual listed in the Introduction of this
for changes from user-supplied alarm-sensing dev'ce?hanual

Whenever the ACU detects a change in an enabled alarm
input, the ACU sends an updated Status message to the Sétestem Manager Alarm Disola
Controller, and updates its front panel display by turning on Y 9 play

or off any affected LEDs. The status of the alarm inputs from up to 32 user-

supplied devices is also shown in the System Manager's
“Alarm Display and Acknowledge” screen (menu selection

The Set Relays message contains an 8-bit mask for tﬁﬁc\)()juc ur'rAent’ Aslsm)sc‘)l FI): n;l]’o\llcn tgilg\?vldthtg gllae””:gihr:pai

Control Output parameter. The parameter defines Whicﬂumber for each active alarm input (alarm condition)
control output relays should normally be on (energized). In '

an energized relay, the NC contacts are open.

Control Outputs

The ACU continually scans the 8 control output relays,
looking for discrepancies between the mask in the last Set

28



OPTIONAL TRUNKING FEATURES AE/LzB 119 1911/1 R1 B

LOCAL TEST UNIT Controller, the TU will never become operational) -
enter Y for yes or N for no - default is Y (enabled).
Description « Local Test Unit - tells the Site Controller if the TU
) ) ) is local (located at the same site) or remote (located
The Local Test Unit (TU) is an EDACS Site Controller at a different site - such as at a Remote Transmitter
hardware option used to test the messaging on the radio Site in a Simulcast system) relative to the Site
channels for a single EDACS Trunked Site. Three different Controller's location - select from Local (default)
TU types have been supplied to date. The first type, a or Remote.

RANGR TU, was available in models for the VHF, UHF,
and 800 MHz bands. The second type, a MDX TU, was . Background Test Call Interval - tells the Site

available in the model for the 900 MHz band. The third Controller how long to wait (in minutes) between
type, an Orion TU, replaces the first two types and is successive Background Test Calls - enter an integer
available in models for the VHF, UHF, 800 MHz, and 900 from O to 1440 (24 hours) - default is 5 (entering 0
MHz bands. inhibits Background Test Calls).

RANGR Test Unit Messaain

The RANGR TU contains a VHF, UHF, or 800 MHz
RANGR mobile radio. The radio and connecting cables arg
mounted in the pull-out TU shelf just below (and a part Of()jg

The TU communicates with the Site Controller through
asynchronous RS232C serial data link. The Site
ontroller uses the following messages to supervise the

the ACU. For more information, see the ACU manual liste peration of the TU:

in the Introduction section of this manual.
e Reset - Tells the TU to perform a hardware reset.

MDX Test Unit When the hardware reset is complete, the TU will
) _ _ send a Status Response message to the Site
The MDX TU contains a 900 MHz MDX mobile radio Controller.

that has been specially modified, programmed, and labeled
in the factory. The radio and connecting cables are mounted «  Status Request - Tells the TU to send a Status

in the pU”-OUt TU shelf jUSt below (and a part Of) the ACU. Response message to the Site Controller.

For more information, see the 900 MHz TU manual listed in

the Introduction section of this manual. e Monitor Control Channel - Tells the TU to start
monitoring the Control Channel, the present

Orion Test Unit channel number of the Control Channel, and the
site ID.

The Orion TU contains a VHF, UHF, 800 MHz, or 900
MHz Orion mobile radio that has had the TU feature e« Testcall State - Tells the TU to place a test call.
enabled in the factory. The radio and connecting cables are
mounted in the Orion TU shelf just below the ACU. For  The TU uses the following messages to report the
more information, see the Orion TU manual listed in theesults of its activities to the Site Controller:

Introduction section of this manual. .
» Status Response - Tells the Site Controller the state

in which it is operating (Power-Up, Initialization,

Configurable Parameters Set-Up, Monitor, or Test Call).

The TU parameters listed here are configurable in the

. S Call Results - Sent at the end of each test call. Tells
site database maintained by the System Manager. o it

the Site Controller the Working Cannel number and

The following parameters may be reconfigured in panel what error(s) (if any) were detected.

3 of 4 in the External Device Definition screen (menu
selection 10), and transferred to the site using panel 3 of 5 in
the Site Reconfiguration screen (menu selection 22):

CC Fail - Sent only when an error is detected while
monitoring the Control Channel. Tells the Site
Controller the Control Channel number and what

 Test Unit Enabled - tells the Site Controller if it error(s) were detected.

should poll the TU (without poles from the Site
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Operation « No Channel Assignment - The Test Unit was
unable to decode the Working Channel assignment
The RANGR TU and Orion TU operate in either the on the Control Channel.
User Call Mode or the Test Unit Mode. The MDX TU
operates in the Test Unit Mode only. e Cannot Sync (Working Channel) - The Test Unit
was unable to synchronize with the data frames
User Call Mode being sent by the assigned Working Channel.
In the User Call Mode, service personnel may use the * No High-Speed Data - The Test Unit was unable to
Orion TU as a mobile radio to place Group Calls on the decode the high-speed data on the assigned
system. While in the User Call Mode, the Orion TU will not Working Channel.

monitor the Control Channel. While in the User Call Mode, )
the Orion TU will not respond to messages from the Site * NO Low-Speed Data - The Test Unit was unable to

Controller, and therefore will not place test calls on the decode the low-speed data on the assigned
system until the Orion TU is returned to the Test Unit mode. Working Channel.
Test Unit Mode « No Drop Channel Message - The Test Unit was

unable to decode a drop channel message on the

In the Test Unit Mode, the TU follows instructions from assigned Working Channel.

the Site Controller to either monitor the outgoing messages

on the Control Channel (Monitor Control Channel messageg
er

or place a test call on the system (Testcall State message).

Test calls placed on channels that are presently in
vice (OK) are called Background Test Calls. Test calls
placed on channels that are presently out of service (failed)

When the TU receives the Monitor Control Channel®® called Recovery Test Calls. Each type of test call is

message from the Site Controller, the TU starts monitoringfientical; only the interval between calls is different.
the outgoing messages on the Control Channel. The TU
sends a CC Fail message to the Site Controller only to repdrckground Test Calls

one of the following conditions, if detected:
Background Test Calls are test calls placed on channels

« Cannot Find - The Test Unit was unable to find thethat are presently in service and are thought to be OK. The
Control Channel. time interval between successive Background Test Calls is
determined by the Background Test Call Interval parameter
« Cannot Sync - The Test Unit cannot synchronizeh the site’s database, which can be reconfigured through the
with the data frames being sent by the ControlSystem Manager (see Parameters heading). If the quantity
Channel. of operational (not failed) Working Channels drops to one,
no Background Test Calls will be placed. (This is to ensure
« Cannot Decode - The Test Unit cannot decode fouthat the last remaining non-failed Working Channel is not
consecutive messages sent by the Control Channefailed due to a test call.)

When the TU receives the Testcall State message froRecovery Test Calls
the Site Controller, the TU places a test call on the system to

simulate a system user. A Call Results message is sent to Recovery Test Calls are test calls placed on channels
the Site Controller at the end of each test call. The Cathat have been taken out of service for one of the following
Results message will specifically report any of the followingreasons:
conditions, if detected:
e TU Test Call Failure - Recovery Test Calls are
» Cannot Find (Control Channel) - The Test Unit was started as soon as the failure occurs, and continue
unable to find the Control Channel. until the failure is cleared.

* Cannot Sync (Control Channel) - The Test Unit ~ « PMU Transmitter Power Alarm - Recovery Test
was unable to synchronize with the data frames Calls are started as soon as the alarm occurs, and
being sent by the Control Channel. continue until the alarm is cleared.

e GETC Alarm - Recovery Test Calls are started only
after the GETC Alarm has been cleared.
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The time interval between successive Recovery Test alarm system, and a failed channel is reported back
Calls is determined by the Success Modifier parameter that to the Site Controller as an Auxiliary alarm by the
is configured when the Site Controller's Personality PROMs Control Point GETC for the failed channel.

are programmed in the factory (it cannot be reconfigured
through the System Manager). The default value for this ¢ Operation - The Remote TU operates only in the

parameter is six seconds. With this default value, the Test Unit mode. Attempting to use the Remote TU
interval starts at six seconds and increases by six seconds in the User Call mode may have undesirable effects
after each unsuccessful Recovery Test Call (on that specific on the operation of the system.

channel) until the maximum interval of 255 seconds is

reached. Thereafter, the interval stays fixed at 255 secongsO\WER MONITOR UNIT
(a little over 4 minutes). With the six-second default, the

maximum interval is reached approximately 1 1/2 hours o

after the start of the Recovery Test Calls. Description

To speed up the recovery of a channel that has been out The Power Monitor Unit (PMU) is an EDACS Site
of service due to a TU of PMU alarm, switch off the DCController option used to test the RF output power for each
power supply for that channel for a few seconds. When thi@dio channel and the SWR into each transmit antenna for a
channel's GETC is powered on, its resumption of p0||single EDACS trunked site. The current model (identified
response messages to the Site Controller will cause the Si¥ the absence of a keypad on its front panel) is referred to
Controller to have the TU place a Recovery Test Call o@s the DB8860-based PMU. The previous model (identified
that channel, without waiting for the end of the current timdy @ keypad on its front panel) is referred to as the DB8843-
interval between successive Recovery Test Callddased PMU.
Alternatively, the channel may be configured off for RF and
then back on again through the System Manager. DB8860-Based PMU Configurable Parameters

There is no need to take any special action to speed %rsonality Parameters
the recovery of a channel that has been out of service due to
a GETC alarm. As soon as the alarm condition is reported \/51ues for the following PMU parameters are

to have cleared, the Site Controller will have the TU place ﬁrogrammed into the Personality PROMs for the Site
Recovery Test Call on the channel before it is placed back \gntroller at the factory. If the values for one or more

Service. parameters need to be changed, a new set of Personality
PROMs must be ordered from the factory. (These
REMOTE TEST UNIT Personality PROMSs are not field programmable.)
The Remote Test Unit is similar to the Local Test Unit, * Channel Fault Tolerance Threshold - What
except for the following differences: percentage of RF enabled channels must fail before
Fault Tolerance processing is initiated by the Site
» Description - The Remote Test Unit (Remote TU) Controller? Range is 0% to 100%. Default is 50 %.
is an EDACS Site Controller hardware option used (The value of this parameter must (can only) be
to test the messaging on the radio channels for a programmed in the Personality PROMs.)
single remote EDACS Trunked Site in a Simulcast
system. e PMU Enable (channel, not device) - For which
channels should the PMU report alarms? Choices
» Configurable Parameters - The Test Unit Enabled are yes (enabled) or no (disabled), for each channel
parameter must be set to Y (enabled) even though from 1 to 20. Default is yes (enabled), for all
the Site Controller will not be able to get poll channels from 1 through 20. (This parameter must
responses from the Remote TU. The Local Test (can only) be enabled in the Personality PROMs.)

Unit parameter must be set to Remote.

« Power Monitor Unit - Do you want the PMU

* Messaging - Messages to the Remote TU are sent (device, not channel) enabled? Choices are on
from the Site Controller to the Control Channel’s (enabled) or off (disabled). Default is off
Control Point GETC, and sent out on the Control (disabled). (Even though this parameter can be
Channel. The Remote TU receives these messages reconfigured in the Site Controller's Active
by monitoring the Control Channel. Messages Configuration through the System Manager, this
from the Remote TU are sent to the Simulcast parameter _must be enabled in the Personality
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PROMs in order to configure the PMU Model
parameter to “New-8860" (see next).)

channel)? Range is 0.0 to 999.9 watts. Default is
0.0 watts for each channel from 1 to 20. (Note that
the reconfiguration of this parameter_is temporary
until the next EDACS Configuration Setup is sent
to the PMU from the Site Controller.)

e PMU Model - Which PMU model is being used?
Choices are “Old-8843" and “New-8860". Default
is “Old-8843". (This parameter must (can only) be
programmed in the Personality PROMs and must °
be configured to “New-8860".)

Transmitter Upper Alarm Limit - What is the high
power alarm limit for each channel from 1 to 20 (a
separate limit may be programmed for each
channel)? Range is 0.0 to 999.9 watts. Default is
125.0 watts for each channel from 1 to 20. (Note
that the reconfiguration of this parameter is not
affected when the next EDACS Configuration
Setup is sent to the PMU from the Site Controller.)

» PMU Low Power Alarm Thresholds - What is the
low power alarm limit for each channel from 1 to
20 (a separate limit may be programmed for each
channel)? Range is 0 to 255 watts. Default is 20
watts for all channels from 1 through 20. (This
parameter should be programmed in the Personality
PROMs even though it can be reconfigured in the
Site Controller's Active Configuration through a
System Manager.)

Antenna Lower Alarm Limit - What is the low
power alarm limit for each antenna (a separate limit
may be programmed for each antenna)? Range is
0.0 to 999.9 watts. Default is 0.0 watts for each
antenna. (Note that the reconfiguration of this
parameter is not affected when the next EDACS
Configuration Setup is sent to the PMU from the
Site Controller.)

System Manager Parameters

Values for the following PMU parameters are
configurable in the System Manager's database for the site.
The database for the site is then used to reconfigure the
values of these parameters in the Site Controller's Active
Configuration whenever the Site Controller is powered up or
reset, or a system administrator makes changes through the
System Manager. (Note that whenever the Site Controller is
powered up or reset, the Site Controller will use the values
in its Personality PROMs until its Active Configuration is
reconfigured by the site database from the System Manager.)

Antenna Upper Alarm Limit - What is the high
power alarm limit for each antenna (a separate limit
may be programmed for each antenna)? Range is
0.0 to 999.9 watts. Default is 999.9 watts for each
antenna. (Note that the reconfiguration of this
parameter is not affected when the next EDACS
Configuration Setup is sent to the PMU from the
Site Controller.)

e SWR Upper Limit - What is the high SWR alarm
limit for each antenna (a separate limit may be
programmed for each antenna)? Range is 0.00 to
9.99. Default is 2.00 for each antenna. (Note that
the reconfiguration of this parameter is not affected
when the next EDACS Configuration Setup is sent
to the PMU from the Site Controller.)

 Power Monitor Unit Enabled - Do you want the
PMU (device, not channel) enabled? Choices are
yes (enabled) or no (disabled). Default is yes
(enabled). (Note that the PMU_must also be
enabled in the Site Controller's personality (and be
specifically enabled for the DB8860 model) in
order for this enable to work.)

« Antenna Mapping - To which antenna is each

« PMU Power Level - What is the low power alarm

limit for all channels from 1 through 20 (same limit
all channels)? Range is 0 to 255 watts. Default is
40 watts for all channels from 1 through 20.

channel connected? Choices are Al025 (antenna
#1) or Al027 (antenna #2) for each channel from 1
to 20. (Note that the reconfiguration of this

parameter is not affected when the next EDACS

Configuration Setup is sent to the PMU from the
Values for the following PMU parameters are Site Controller.)
configurable in the PMU (using an RS232 CRT terminal, or

PC with terminal emulation software).

e Transmitter Lower Alarm Limit - What is the low
power alarm limit for each channel from 1 to 20 (a
separate limit may be programmed for each
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DB8843-Based PMU Configurable Parameters System Manager Parameters

Personality Parameters Values for the following PMU parameters are
configurable in the System Manager's database for the site.
Values for the following PMU parameters are The database for the site is then used to reconfigure the
programmed into the Personality PROMs for the sjtevalues of these parameters in the Site Controller's Active
Controller at the factory. If the values for one or moreConfiguration whenever the Site Controller is powered up or
parameters need to be changed, a new set of Personali§pet, or a system administrator makes changes through the
PROMs must be ordered from the factory. (TheseéSystem Manager. (Note that whenever the Site Controller is

Personality PROMs are not field programmable.) powered up or reset, the Site Controller will use the values
in its Personality PROMs until its Active Configuration is
e Channel Fault Tolerance Threshold - Whatreconfigured by the site database from the System Manager.)

percentage of RF enabled channels must fail before _ _
Fault Tolerance processing is initiated by the Site * Power Monitor Unit Enabled - Do you want the

Controller? Range is 0% to 100%. Default is 50 PMU (device, not channel) enabled? Choices are
%. (The value of this parameter must (can only) be yes (enabled) or no (disabled). Default is yes
programmed in the Personality PROMS.) (enabled).

« PMU Enable (channel, not device) - For which « PMU Power Level - What is the low power alarm
channels should the PMU report alarms? Choices limit for all channels from 1 thrOUgh 20 (Same limit
are yes (enabled) or no (disabled), for each channel all channels)? Range is 0.0 to 25.5 watts (for more
from 1 to 20. Default is yes (enabled), for all information, see the Power Monitor Unit heading
channels from 1 through 20. (Th|s parameter must on page 67) Default is 4.0 watts for all channels
(can only) be enabled in the Personality PROMs.) from 1 through 20.

» Power Monitor Unit - Do you want the PMU Front Panel Parameters
(device, not channel) enabled? Choices are on
(enabled) or off (disabled). Default is off Values for the following PMU parameters are
(disabled). (This parameter must be enabled in theonfigurable in the PMU (using the keypad on the front).
Personality PROMSs only if the Site Controller is

not connected to a System Manager.) « MIN IPF - What is the low power alarm limit for
each channel from 1 to 20 (a separate limit may be
« PMU Model - Which PMU model is being used? programmed for each channel)? Range is 0 to 255
A personality made using V5.5.2 or later watts. (Note that the reconfiguration of this
personality utility, will specify “Old-8843" or parameter is_temporary until the next EDACS
“New-8860". Default is “Old-8843". (This Configuration Setup is sent to the PMU from the
parameter_must (can only) be programmed in the Site Controller.)
Personality PROMs and_must be configured to
“Old-8843".) « MIN IPF - What is the low power alarm limit for
each antenna (a separate limit may be programmed
A personality made using a pre-V5.5.2 personality for each antenna)? Range is 0 to 255 watts. (Note
utility, is automatically configured for the DB8843- that the reconfiguration of this parameter is not
based PMU. affected when the next EDACS Configuration

Setup is sent to the PMU from the Site Controller.)
« PMU Low Power Alarm Thresholds - What is the

low power alarm limit for each channel from 1 to +  MAX SWR - What is the high SWR alarm limit for

20 (a separate limit may be programmed for each each antenna (a separate limit may be programmed
channel)? Range is 0.0 to 25.5 watts (for more for each antenna)? Range is 0.0 to 9.9 watts.
information, see the Power Monitor Unit heading (Note that the reconfiguration of this parameter is
on page 67). Default is 2.0 watts for all channels not affected when the next EDACS Configuration
from 1 through 20. (This parameter should be Setup is sent to the PMU from the Site Controller.)

programmed in the Personality PROMs even

though it can be reconfigured in the Site .« CHNL DES - To which antenna is each channel
Controller’s Active Configuration through a System connected? Choices are 01 or 02 for each channel
Manager.) from 1 to 20. (Note that the reconfiguration of this
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parameter is not affected when the next EDACSDperation
Configuration Setup is sent to the PMU from the

Site Controller.) Startup
Messaging As soon as the Site Controller is operating (power on

and initialization complete) and the parameter that enables
The PMU communicates with the Site Controllerthe PMU option is enabled (from the Site Controller's
through a dedicated asynchronous?B&C serial data link. Personality PROMs or reconfigured through the System
The Site Controller uses the following messages to superviddanager), the Site Controller should start sending Poll
the operation of the PMU: messages to the PMU at the rate of one per second. Each
Poll message tells the PMU to send a Status message back to
+ Clear Alarms - clear all active alarms set bythe Site Controller.
previous measurements or calculations
After the Site Controller is powered up or reset, the Site

» Poll - request for a Status message response Controller must receive a Status message reply to five
_ consecutive Poll messages before the Site Controller will
» Enable Mask - which alarms are enabled recover the PMU device. After recovery of the PMU

o device, the Site Controller takes the following action:
* Program Threshold - alarm limits

* Sends information to the System Manager
*  On Channel - when to start and stop measurements indicating that the PMU device is no longer failed.
on a specific transmitter or antenna

PMU Device Alarm
The PMU uses the following message to report the

results of its activities to the Site Controller: If no Status message is received by the Site Controller

within one second of any Poll message, the Site Controller

* Stas - which (if any) transmitter and antennafails the PMU device and takes the following action:
alarms were detected

A transmitter alarm for a specific channel is reported to Stops using the PMU alarm to fail a channel.

the Site Controller for the following condition: . Sends information to the System Manager

. DB8860-Based PMU - The measured output power indicating that the PMU device is now failed.

for that channel's transmitter exceeds the upper or
lower alarm threshold limit.

After a polling failure (PMU does not respond to one or
more polls), the Site Controller must receive a Status

message reply to five consecutive Poll messages before the

*  DBB8843-Based PMU - The measured output POWEIS;ie Controller will recover the PMU device. After recovery

for that channel's transmitter exceeds the Iowerof the PMU device, the Site Controller takes the following

action:

alarm threshold limit.

An antenna alarm for a specific antenna is reported to

the Site Controller for the following conditions: Sends information to ~the System Manager

indicating that the PMU device is no longer failed.

+ DB8860-Based PMU - The measured input power
for that channel's antenna exceeds the upper or
lower alarm threshold limit.

Resumes using the PMU alarm to fail a channel.

If the Fault Tolerance Threshold is reached for the

. DB8843-Based PMU - The measured input powerPMU device (too many _chan_nels failed by the PMU see t_he

; Fault Tolerance Heading in the Alarm section of this
for that channel’'s antenna exceeds the lower alarm . . .
threshold limit manual), the Site Controller fails the PMU device and takes

the following action:

e Both PMUs - The calculated SWR for that
channel's antenna exceeds the SWR alarm
threshold limit. Sends

Stops using the PMU alarm to fail a channel.

information to the System Manager
indicating that the PMU device is now failed.
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Attempts to recover each channel that was failed
because of a PMU alarm by assigning a Recovery

power measurement while the TU performs its
tests. If the system is not equipped with a TU, the

Site Controller initiates a Pseudo Test Call for the
channel just failed. This also keys that channel’s
transmitter so that the PMU can make another
measurement, but without the TU tests).

Test Call to each channel.

e Continues to send all new PMU alarms to the
System Manager.

After the PMU device is failed because the Fault  When the Site Controller receives a Status message
Tolerance Threshold is reached, all PMU alarms must bfgom the PMU indicating that a transmitter power threshold
cleared before the Site Controller will recover the PMUIlimit is no longer being exceeded, the Site Controller takes
device. After recovery of the PMU device, the Sitethe following action:

Controller takes the following action:
« Recovers the channel (returns the channel to

* Sends information to the System Manager service).

indicating that the PMU device is no longer failed.

* Sends information to the System Manager

e Resumes using the PMU alarm to fail a channel. indicating which channel was recovered.

Transmitter Alarms e« Sends a Reset message to the Alarm and Control

Unit (ACU) with information to turn off the CHN
PWR FAIL indicator in the SYS STATUS group
on the front of the ACU (if there is no outstanding
PMU transmitter alarm), and with information to
turn off the GETC FAIL indicator (if there is no
outstanding failed channel).

The Site Controller sends an On Channel message to the
PMU each time a channel has been assigned or is about to
be dropped. This message tells the PMU when to start and
when to stop measuring the transmitter power for each
specific channel.

As soon as the PMU detects that a transmitter power
threshold limit has been exceeded for a specific channel, the
PMU sends a Status message to the Site Controller
indicating that a transmitter power threshold limit was
exceeded and for which channel. Any one Status message

may contain information for one or more new alarms. |If .
i Note that there may be a noticeable delay between when
three or more new alarms are reported in the same Status

: o a transmitter problem is corrected and when the alarm is
message, the Site Controller will disregard the new alarms |r\ ; .
the message. cleared from the System Manager’'s Alarm Display and

Acknowledge screen (menu selection 40). This is because a

When the Site Controller receives a Status messadgansmitter alarm condition is not considered cleared until a
from the PMU indicating that a transmitter power threshold®St call (Recovery, Background, or Pseudo) has been
limit is now being exceeded, the Site Controller takes th&uccessfully completed on that channel.
following action:

e If the system is equipped with a Test Unit (TU), the
Site Controller resumes Background Test Calls at
regularly-scheduled intervals for the channel just
recovered.

Antenna Alarms
e Fails the channel (removes the channel from

service). The Site Controller sends an On Channel message to the
PMU each time a channel has been assigned or is about to
« Sends information to the System Managerbe dropped. This message tells the PMU when to start and

indicating which channel was failed. when to stop measuring the SWR for each specific antenna.

« Sends a Reset message to the Alarm and Control
Unit (ACU) with information to light the GETC
FAIL and CHN PWR FAIL indicators in the SYS
STATUS group on the front of the ACU.

As soon as the PMU detects that an SWR threshold
limit has been exceeded for a specific antenna, the PMU
sends a Status message to the Site Controller indicating that
an SWR threshold limit was exceeded and for which

. If the system is equipped with a Test Unit (TU), the@"teNna.

Site Controller initiates a Recovery Test Call for
the channel just failed. This keys that channel"s,fro
transmitter so that the PMU can make another

When the Site Controller receives a Status message
m the PMU indicating that an SWR threshold limit is now
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being exceeded, the Site Controller counts how many alarn®ystem Manager is connected to the Site Controller, channel
are received for this antenna during the last thre@5 may be Downlink enabled through the System Manager
consecutive polling cycles. If two or more alarms areusing the External Device Definition screen (menu selection
received for this antenna during the last three consecutivEd). Then use the Site Reconfiguration screen (menu
polling cycles, the Site Controller takes the following action:selection 20) to send the reconfigured site database to the
Site Controller to modify its Active Configuration.
* Sends information to the System Manager
indicating which antenna has high SWR. Downlink Selection

* Sef‘ds a Resgt message _to the Alarm and Control Downlink selection is based on which channel numbers
Unit (ACU). W'.th mforlmatlon to light the ANT have been Downlink enabled in the Site Controller’s active
PWR FAIL indicators in the SYS STATUS group configuration and which Downlink is not failed. Assuming
on the front of the ACU. that the (main) Downlink has not failed, the Site Controller

When the Site Controller receives a Status messagvéIII initially select the (main) Downlink GETC.

from the PMU indicating that an SWR threshold limit is no A Downlink will be failed for any of the following
longer being exceeded, the Site Controller takes thg, cons:
following action: '

* Poll Failure - The Site Controller does not receive a
pole response message from the Downlink GETC
for a specific number of consecutive poll cycles.
This number is specified in the Site Controller's
Personality (normally is 2). Currently, the System
Manager sends a default value of 2 to the Site
Controller though, which cannot be reconfigured by
the System Manager.

« Sends information to the System Manager
indicating which antenna no longer has high SWR.

* Sends a Reset message to the Alarm and Control
Unit (ACU) with information to turn off the ANT
PWR FAIL indicator in the SYS STATUS group
on the front of the ACU (if there is no outstanding
alarm for another antenna).

Link Failure - The Downlink GETC has stopped
receiving information from the network end of the
Downlink.

If only one alarm is received for this antenna during any
three consecutive polling cycles, the Site Controller will
only send information to the System Manager indicating
which antenna no longer has high SWR, so that the

Turbo Failure - The Downlink GETC’s main
momentary antenna alarm can be noted on the alarm report.

processor is unable to communicate with its Turbo
Board.

REDUNDANT DOWNLINK

If the (main) Downlink is failed and the system is
equipped with a functioning Redundant Downlink, the Site
Controller will select the Redundant Downlink. After the
, . . o main) Downlink GETC is fixed, the Site Controller will not

The data link between a single-site or multi-site SySteniWitCh back to the (main) Downlink GETC, unless the

and the CEC/IMC switch is referred to as a Downlink. A . . . X
Downlink GETC is used as the data interface at the systelll”jhs%l:r:gggtt Downlink fails or the Site Controller is powered

end. A Redundant Downlink and its Redundant Downlink
GETC are used to backup the (main) Downlink and its

Description

Downlink GETC. RIC/LIC LOCAL INTERCONNECT
Configurable Parameters The RIC/LIC Local Interconnect has been replaced by

the Enhanced Local Interconnect. Although the hardware is

Channel 26 is always Downlink enabled in the sitedistributed differently and the pieces go by different names,
Controller's Active Configuration and is reserved for thethe RIC/LIC Local Interconnect is functionally identical to
(main) Downlink. Channel 25 must be Downlink enabled inthe E|_'1h_anced Local Interconnect. See the next heading for
the Site Controller's Active Configuration if the system isdescription, parameters, and operation.
equipped with a Redundant Downlink. If no System
Manager is connected to the Site Controller, channel 25
must be Downlink enabled in the Personality PROMs. If a
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ENHANCED LOCAL INTERCONNECT

Description

The

Enhanced Local Interconnect (ELI) is an EDACS

Site Controller option which allows radios to be connected
(under the direction of the Site Controller and without

dispatcher assistance) to the local telephone system (at the

location

place calls from their radios to the local telephone system, or

of the Site Controller). Authorized radio users may

receive calls from the local telephone system to their radios.

Configurable Parameters

General

Values for the following local telephone interconnect

parameters are programmed into the Personality PROMs for

the Site

more parameters need to be changed, a new set of .

Controller at the factory. If the values for one or

Personality PROMs must be ordered from the factory.
(These Personality PROMs are not field programmable.)

Interconnect (Channel Data) - Which channels are
enabled for telephone interconnect calls? Choices
are enabled or disabled, for each channel from 1 to
20. Default is enabled for each channel from 1 to
20. (This parameter can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Interconnect (Channel
Configuration) parameter.)

Phone (LID Data) - What queue priority will be
used for telephone interconnect calls to/from each
LID (same value for each LID)? Range is from O
(lowest priority) to 7 (highest priority). Default is
3. (This parameter can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Interconnect (Radio
Parameters) parameter.)

Phone (GID Data) - What queue priority will be
used for telephone interconnect calls to each GID
(same value for each GID)? Range is from 0
(lowest priority) to 7 (highest priority). Default is
3. (This parameter_can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Interconnect (Group
Parameters) parameter.)

Interconnect Mode (Interconnect Data) - Which
type of telephone interconnect equipment is to be
used for this site? Choices are Jessica (PBX
gateway), CTIS (Central Telephone Interconnect

System), Local-Uses GTls (ELI Interconnect), and
Local-Uses RICs (RIC/LIC Interconnect). Default
is Local-Uses RICs (RIC/LIC Interconnect). (The
value of this parameter_cannot be reconfigured in
the Site Controller’s Active Configuration through
the System Manager, and therefore must be
programmed in the Site Controller's Personality
PROMSs.)

Max Line (Interconnect Data) - What is the

highest-numbered channel at this site that is
connected to a GTI unit (ELI Interconnect), or what
is the total number of local telephone interconnect
lines connected to this site (RIC/LIC Interconnect)?
Default is 8. (The value of this parameter cannot
be reconfigured in the Site Controller's Active

Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller’'s Personality PROMSs.)

Max_Calls (Interconnect Data) - What is the
maximum number of concurrent telephone
interconnect calls permitted for this site? Default is
20. (This parameter can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Max # Concurrent Intcon
(Site Parameters) parameter.)

Rotary 1 Defaults (Interconnect Data) - In what
sequence will the local telephone interconnect lines
be searched for an available line for a radio-
originated call from a LID assigned a Rotary
Number of 1 (any 16 or less lines may be listed in
any order)? Default is line numbers 1 through 8 in
ascending order. (This parameter _can be
reconfigured in the Site Controller's Active
Configuration through the System Manager.)

Normal Polling Interval (Interconnect Data) - What
is the time between consecutive Site Controller
polls to the local telephone interconnect equipment
when no calls are being processed? Default is 1
second. (The value of this parameter cannot be
reconfigured in the Site Controller's Active
Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMSs.)

Fast Polling Interval (Interconnect Data) - What is
the time between consecutive Site Controller polls
to the local telephone interconnect equipment when
calls are being processed?  Default is 100
milliseconds. (The value of this parameter cannot
be reconfigured in the Site Controller's Active
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Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMSs.)

Dial Tone Detect Duration (Interconnect Data) -
How much time should be allowed between taking
a telephone line off-hook and receiving a dial tone,
before dropping the interconnect call? Default is 1
second. (The value of this parameter cannot be
reconfigured in the Site Controller's Active
Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMS.) (See the
Interconnect Timing Settings heading for more
information.)

Start Dial Delay (Interconnect Data for RIC/LIC
Interconnect only) - How much time should be
allowed between receiving a dial tone and the start
of dialing? Default is 50 milliseconds. (The value
of this parameter cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore _ _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Pause In Dialing Duration (Interconnect Data for
RIC/LIC Interconnect only) - How much time
should be allowed between a “#” character and the
next digit when dialing the telephone number?
Default is 120 milliseconds. (The value of this
parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore _ _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Pulse Digit Delay Base (Interconnect Data for
RIC/LIC Interconnect only) - How much time
should be allowed between the last dial pulse of
one digit and the first dial pulse of the next digit of
a telephone number when pulse dialing is used?
Default is 800 milliseconds. (The value of this
parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Pulse Digit Delay Increment (Interconnect Data for
RIC/LIC Interconnect only) - How much time

should be allowed between the start of consecutive
dial pulses within each digit of a telephone number
when pulse dialing is used? Default is 100
milliseconds. (The value of this parameter cannot
be reconfigured in the Site Controller's Active

Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMS.) (See the

Interconnect Timing Settings heading for more
information.)

DTMF Digit Delay (Interconnect Data for RIC/LIC
Interconnect only) - How much time should be
allowed between the start of consecutive DTMF
digits of a telephone number when DTMF dialing
is used? Default is 120 milliseconds. (The value
of this parameter cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

DTMFE Digit Detect Duration (Interconnect Data
for RIC/LIC Interconnect only) - How much time
should be allowed between answering a telephone-
originated call and the receipt of the DTMF digits
for the called LID or GID, before dropping the
call? Default is 4 seconds. (The value of this
parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Line Dropping Duration (Interconnect Data) - How
much time should be allowed between the call drop
at the end of one call and the line being available
for the next call? Default is 4 seconds. (The value
of this parameter cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Ring Radio on Landline Originated (Interconnect
Data for RIC/LIC Interconnect only) - Do you want

the local telephone interconnect equipment to ring
the called radio? Default is yes. (The value of this
parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the

System Manager, and therefore  _must be
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programmed in the Site Controller's Personality
PROMs.)

Allow Landline to GID Calls (Interconnect Data) -

Are GIDs enabled to receive telephone-originated
interconnect calls (same for each GID)? Default is
yes for each GID. (The value of this parameter can
be reconfigured in the Site Controller's Active

Configuration through the System Manager - see
the Inb Interconnect (Radio Parameter) parameter.)

Values for the following local telephone interconnect
parameters are configurable in the System Manager's

database for the site. The database for the site is then used

to reconfigure the values of these parameters in the Site

Controller's Active Configuration whenever

the Site

Controller is powered up or reset, or a system administrator

makes changes through the System Manager.

(Note that

whenever the Site Controller is powered up or reset, the Site
Controller will use the values in its Personality PROMs until
its Active Configuration is reconfigured by the site database
from the System Manager.)

Interconnect (Channel Configuration) - Which
channels are enabled for telephone interconnect
calls? Choices are Y (enabled) or N (disabled), for
each channel from 1 to 24. The Site Controller
default is Y (enabled) for each channel from 1 to
20. The System Manager default is N (disabled) for
each channel from 1 to 24. (Only channels
equipped with a RIC Shelf or GTI Unit should be
enabled.)

Interconnect Hang Time (Site Parameters) - How
much time should be allowed between unkey
(release of the PTT key on the radio) and channel
drop for telephone interconnect calls? Range is
from 1 to 255 seconds. The Site Controller and
System Manager defaults are 30 seconds.

Max # Concurrent Intcon (Site Parameters) - What
is the maximum number of concurrent telephone
interconnect calls permitted for this site? Range is
from O to 30. The Site Controller default is 20.
The System Manager default is 2.

Interconnect (Radio Parameters) - What queue
priority will be used for telephone interconnect
calls to/from this LID (different value for each
LID)? Range is from 0 (lowest priority) to 7
(highest priority). The System Manager default is
0.

Interconnect (Group Parameters) - What queue
priority will be used for telephone interconnect

calls to this GID (different value for each GID)?
Range is from O (lowest priority) to 7 (highest
priority). The System Manager default is 0.

Inb Interconnect (Radio Parameters) - Is this LID
enabled to receive telephone-originated inter-
connect calls (different for each LID)? Choices are
Y (enabled) and N (disabled). The Site Controller
and System Manager defaults are N (disabled) for
each LID.

Inb Interconnect (Group Parameters) - Is this GID
enabled to receive telephone-originated inter-
connect calls (different for each GID)? Choices are
Y (enabled) and N (disabled). The Site Controller
default is Y (enabled) for each GID. The System
Manager default is N (disabled) for each GID.

Toll Call Rest (Radio Parameters) - Which toll call
restriction level applies to this LID for radio-
originated interconnect calls? Range is 0 (no
access to any telephone number) or from 1 to 15.
The Site Controller and System Manager defaults
are O for all LIDs.

Toll Call Parameters (table) - Which digit patterns
(for the first four digits of a called telephone

number) are_allowed (Y) and which digit patterns
(for the first four digits of a called telephone

number) are denied (N) for each toll call restriction
level? Digit choices are a space (wildcard for *, #,
or any number from 0 to 9), an X (wildcard for any
number from 0 to 9), or a number from 0 to 9.
(Unused digit patterns are represented by four
periods.) The Site Controller default allows all

patterns (with four spaces) for each restriction
level. The System Manager default allows no
patterns (with four periods) for each restriction
level.

The Site Controller defaults cause a Site Controller
not connected to a System Manager to allow radio-
originated interconnect calls to all telephone
numbers. The System Manager defaults cause a
Site Controller connected to a System Manager to
deny radio-originated interconnect calls to all
telephone numbers, until the Toll Call Rest
parameter and the Toll Call Parameters (table) are
configured.

Dedicated Line (Radio Parameters) - To which (if
any) local interconnect subscriber line is this LID
dedicated (must be tried first) for radio-originated
calls? The Site Controller and System Manager
defaults are 1 (line 1) for all LIDs.
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Rotary Number (Radio Parameters) - Which rotarylnterconnect Timing Settings
hunt sequence is used for this LID. Range is 0 (no

access) or from 1 to 15. The Site Controller default NOTE
is 1. The System Manager default is 0. (Note that a
0 for both the Rotary Number and Dedicated Line
parameters for a specific LID will block all radio-
originated telephone interconnect calls from that
LID.)

When upgrading pre-Release 7.0 Site Controller
application software, the values of the
interconnect timing parameters that you were
using in the Site Controller’'s personality may
need to be changed.

Line Selection (table) - Which local telephone

interconnect lines are searched, and in what o ) )
sequence, for each Rotary Number? The Site These timing parameters We.re'de5|gned to guide the
Controller default defines Rotary Number 1 only System response time for certain interconnect sequences,
(line numbers 1 through 8 in ascending order). Thsuch as dial tonfe detection and DTMF 'd|g|t detection. Pre-
System Manager default defines no lines for eacrlﬁelga}se 7.'0 Site Contr'oll'er application software added
Rotary Number from 1 to 15. significant time to these timing parameters. As an example,

the one-second default value for the Dial Tone Detect

A Site Controller not connected to a SystemDuration parameter actually took 1.6 seconds. In another
Manager, will allow radio-originated interconnect €xample, the 20-second default value for the DTMF Digit

calls on line numbers 1 through 8. A Site Detect Duration parameter actually took 32 seconds. These
Controller connected to a System Manager willexamples show how rotary hunts took longer than (and
allow radio-originated interconnect calls on no interconnect resource recovery was delayed beyond) what
lines, until the Rotary Number and the Line You might have expected from the values of the interconnect
Selection (table) are configured. timing parameters in the Site Controller personality.

Line Active (Line Parameters) - Is this interconnect ~ 10 eliminate the confusion, Release 7.0 and later Site
subscriber line available for use by the localController application software no longer adds time to the
interconnect equipment? The Site Controller andva@lues of the interconnect timing parameters given in the
System Manager defaults are N (no) for each line. _Site Controller _pe_rsonality. In other words, the values of the
interconnect timing parameters are now an accurate
Pulse Dial (Line Parameters) - Does thisrepresentation of the times used by the application software,
interconnect subscriber line require pulse dialing7and it should be easier for you to specify the times needed
The Site Controller and System Manager defaultdor your system. However, this means that you will
are N (no) for each line. (This parameter is ignoreddrobably need to update the Site Controller personality
by the ELI Interconnect.) concurrently with the Site Controller application software
update, in order to maintain the same actual time intervals.
Dedicated To Unit (Line Parameters) - To which (if The new interconnect timing parameters may need upward
any) LID is this interconnect subscriber line adjustment by multiplying the old value by 1.6. The default
dedicated (connected) for all telephone-originatedvalues and adjusted default values are shown in Table 1).
calls received on this line? The Site Controller and
System Manager defaults are 0 (no LID) for each
line.
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Table 1 - Local Interconnect Timing Parameter Adjustments For Release 7

LOCAL TELEPHONE DEFAULT | ADJUSTED DEFAULT RECOMMENDED
INTERCONNECT TIMING | VALUE® VALUE? VALUE®
PARAMETER (needed with Release 7 to | (assumes the Current value* provides
maintain the same timing the desired level of operation)
margin as pre-Release 7)
Dial Tone Detect Duration [1,000 ms (1,600 ms Use the 1,000 ms if the dial tone is
(1 sec) (1.6 sec) present within 1/2 sec; otherwise use
Adjusted Default Value.
Start Dial Delay 50 ms 80 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
Pause In Dialing Duration  |120 ms 192 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
Pulse Digit Delay Base 800 ms 1,280 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
Pulse Digit Delay Increment |100 ms 160 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
DTMF Digit Delay 120 ms 192 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
DTMF Digit Detect Duration 20,000 ms {20,000 ms (20 sec); Use 20,000 ms.
(ELI Interconnect only) (20 sec) maximum possible value
DTMF Digit Detect Duration |4,000 ms (6,400 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) |(4 sec) (6.4 sec) by trying other values between Current
Value and Adjusted Default Value.
Line Dropping Duration 4,000 ms |6,400 ms Use Adjusted Default Value, or optimize
(4 sec) (6.4 sec) by trying other values between Current
Value and Adjusted Default Value.

! Default Value: The Default Value is the value used in the Personality if no specific value is specified.

2 Adjusted Default Value: The Adjusted Default Value equals 1.6 times the Default Value. (Example: for a Default Value

1000 ms, the Adjusted Default Value equals 1.6 times the Default Value of 1000 ms, or 1600 ms.)

® Recommended Value: The Recommended Value is the value of the parameter that should be used with release 7 and
Application Software. The recommendations are conservative and are intended to minimize any customer impact

providing timing margins equivalent with past releases. You can try existing personalities with the Release 7 upgrade; the
may be sufficient timing margin to accommodate the more accurate Release 7 timings. However, be aware of the tim
sequences and be prepared to update the personality if performance problems are encountered.

* Current Value: The Current Value is the value of the parameter currently being used satisfactorily with pre-release

Application Software.
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Toll Call Restrictions Interconnect Rotary Definition

The Site Controller checks the first four digits of the If a LID is dedicated to a specific local telephone
called telephone number, for each radio-originated locahterconnect line, the Site Controller must first try that local
interconnect call. Up to 16 allowable initial digit patternstelephone interconnect line for a radio-originated local
may be configured (through the System Manager) for eacimterconnect call. If the LID is not dedicated to a specific
of up to 16 toll call restriction levels. Each LID is thenlocal telephone interconnect line (or if the dedicated line is
assigned (through the System Manager) to one of the 16 tddiled or busy), the Site Controller's search for an available
call restriction levels. In other words, a toll call restrictionlocal telephone interconnect line is based on the Rotary
level restricts all called telephone numbers (from each LIDNumber assigned to the calling LID and the lines assigned to
assigned to that toll call restriction level) to the allowablethat Rotary Number in the Interconnect Rotary Definition
initial digit patterns that have been configured for that toll(matrix).
call restriction level. Specially defined non-numerical
characters may be configured as digits in the initial digit In the Interconnect Rotary Definition (matrix), a
patterns to allow more than one value for that digit (see theequence of up to 16 local telephone interconnect lines may
System Manager manual for details). be defined (through the System Manager) for each of up to

15 Rotary Numbers. Then, a Rotary Number may be

If the Site Controller is not connected to a Systemassigned (through the System Manager) to each LID. The
Manager, the Site Controller defaults will allow radio- Site Controller will search the lines in the order listed in the
originated interconnect calls to all telephone numbers. If thmatrix, for the Rotary Number assigned to the LID that has
Site Controller is connected to a System Manager, thplaced the call. When Rotary Number 0 is assigned to a
System Manager defaults will allow radio-originatedLID, no lines in the matrix are searched. Therefore, if
interconnect calls to_no telephone numbers, until the TolRotary Number 0 and Dedicated Line 0 are both assigned to
Call Rest parameter and Toll Call Parameters (matrix) ara LID, all local interconnect calls from this LID will be
configured. denied.

Dedicated Lines If the Site Controller is not connected to a System
Manager, the Site Controller defaults will allow radio-
There are two parameters regarding dedicated line§riginated interconnect calls on_all lines. If the Site

One involves radio-originated calls; the other involvesController is connected to a System Manager, the Site
telephone-originated calls. Controller defaults will allow radio-originated interconnect

calls on no lines, until the Rotary Number and Line
For radio-originated calls, the Dedicated Line parameteSelection (matrix) are configured.
is somewhat misleading (since more than one LID can be
“dedicated” to the same line, and the Site Controller is onlpperation
required to try the line specified by the Dedicated Line
parameter first). If this line is busy, the interconnect rotary  The following terms are used to describe the operation
for this LID will be checked for an available line. If no of the Local Telephone Interconnect:
available line is found, the radio will receive a system busy.

« Telephone-originated call - a call from a telephone,

For telephone-originated Ca||S, the Dedicated To Unit through a te|ephone line connected to an EDACS
parameter allows each local telephone interconnect line to repeater site, to one or more radios using that
be dedicated to a single LID (only one LID per line). EDACS repeater site.

Therefore, if a line has been dedicated to a specific LID, all
telephone-originated calls received on this line will be « Radio-originated call - a call from a radio using an

connected to the assigned LID. If the LID is busy with EDACS repeater site, through a telephone line
another call, the caller will be given a busy signal. (Note connected to that EDACS repeater site, to a
that even if a line is dedicated to a LID, the LID must still be telephone.

enabled for inbound (telephone-originated) interconnect

calls.) e Line-connected GTI - (for ELI Interconnect) the

GTI unit connected to the telephone line for the
interconnect call being described. (This is
equivalent to the LIC for a RIC/LIC Interconnect.)
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e Channel-connected GTI - (for ELI Interconnect)
the GTI unit connected to the radio channel for the
interconnect call being described. (This is
equivalent to a RIC for a RIC/LIC Interconnect.)

Note that for the ELI Interconnect, a line-connected

GTI and a channel-connected GTI may be the same physical
GTI unit or different physical GTI units.
GTI unit is capable of being connected to one line and to
one channel, the Site Controller makes each radio channel
and telephone line assignment, based on availability and the
constraints of its Active Configuration, not on whether they
share the same GTI unit.
there is no confusion since the RICs that interface with th8-
radio channels are physically separate from the LIC that
interfaces with the telephone lines.

Although each 6,

For the RIC/LIC Interconnect,

Telephone-Originated Call

The sequence of steps for a telephone-originated loc&t

interconnect call is as follows:

DETECTING THE CALL 10.

Somewhere in the telephone system, a user dials the
telephone number of a subscriber line connected to ¢
GTI unit.

The line-connected GTI detects the call by sensing the
presence of a ringing voltage (or an E-lead signal), and
sends a message to the Site Controller indicating that a
call has been detected by this GTI unit.

The Site Controller checks to see if it is permitted to
add another telephone interconnect call. (There may be
a limit on the number of telephone interconnect calls
allowed at any one time.)

If the Site Controller_is not permitted to add another
telephone interconnect call, it lets the call go
unanswered. This ends the sequence here.

If the Site Controller_is permitted to add anotherlz'

telephone interconnect call, it checks fhedicated to
Unit field of the line definition for this line.

If the value is non-zero, then the Site Controller will
take this value as the callee LID or GID and the
sequence advances to step 20.

If the value in théDedicated to Uniffield is zero, the 13.
Site Controller checks to see if a channel-connected
GTI is available to collect overdial digits. (The Site
Controller will check the GTI on the Control Channel
first and if available, use it for this operation.)

If no channel-connected GTI is available, the Site
Controller lets the call go unanswered. The caller
should hang up and try again after 3 ringbacks. This
ends the sequence here.

ANSWERING THE CALL

If a channel-connected GTI is available, the Site
Controller allocates it for digit collection.

The Site Controller sends a message to the line-
connected GTI, directing it to answer the call.

The line-connected GTI answers the call and lights the
“LINE CONNECTED” indicator on its front panel.
(For RIC/LIC interconnect, the LIX card will light a
corresponding LED for the line that has gone “off
hook”.)

The Site Controller directs the line-connected GTI to
apply dial tone to the line.

The Site Controller directs the line-connected GTI to
look for DTMF or dial click (pulse) signals. (RIC/LIC
interconnect will only look for DTMF signals.)

The Site Controller starts a rapid polling mode of
operation to poll the Master GTI (or LIC/RIC) more
frequently than usual. The fast polling is used during
the anticipated dialing process to speed the processing
of the dialed digits. The Site Controller will fast poll
for the DTMF digit detection duration to collect the
digits. The call will be disconnected if the DTMF digits
collection exceeds this time.

This parameter differs for ELI and RIC/LIC
interconnect. For ELI interconnect, this parameter is set
to 20 seconds by ELI and is not configurable in the Site
Controller personality. For RIC/LIC interconnect, this
parameter defaults to 4 seconds in the Site Controller
personality, and is also configurable from there.

The caller hears the dial tone from the line-connected
GTI, and starts sending DTMF digits indicating whether
the call is analog or digital, if it's to a group or
individual, and what the ID of the individual or group
is.

IDENTIFYING CALLED ID

The channel-connected GTI detects the first DTMF
digit, momentarily lights the “DTMF DETECTED” red
LED on the front panel, and reports the digit to the Site
Controller.  (RIC/LIC interconnect lights a similar
“DTMF DETECTED” LED on the front of the RIC.)
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14. The Site Controller directs the line-connected GTI tdl9. The Site Controller checks to see if the ID is valid and

15.

16.

17.

18.

stop sending a dial tone to the calling line, and sets up a
counter to count the received DTMF digits.

The Site Controller checks the first DTMF digit to see if
itis a #, *, or number from O to 9.

If the first DTMF digit is a #, the call is identified as a

digital call, but the counter is not advanced. (Note: If
this is ELI Interconnect, the call will be assigned but
audio will be incorrect. This is because ELI does not
support digital mode.)

If the first DTMF digit is a *, the call is identified as a 20-
group call, and the counter is advanced by one. (Note:
If this is ELI Interconnect, a 9 also identifies that call as

a group call (used for pulse dialed calls).

If the first DTMF digit is a number from 0 to @ for
ELI interconnect), the digit is stored in the ID buffer
and the counter is advanced by one.

The channel-connected GTI detects the next DTME
digit, momentarily lights the “DTMF DETECTED” red
LED on the front panel, and reports the digit to the Site
Controller.  (RIC/LIC interconnect lights a similar
“DTMF DETECTED” LED on the front of the RIC.)

The Site Controller receives the report from the
channel-connected GTI, stores the digit in its ID buffer,2
advances the counter by 1, and checks to see if the
counter has reached 5. If the Site Controller is still

within its DTMF digit detection fast polling duration 23
and the counter has not reached 5, return to step 17. '

For ELI interconnect, if the counter has not reached 5
within the 20 second fast polling duration, the Site
Controller will send a message to the channel-connecte
GTI instructing it to send the call denied tone or voice
prompt and hang up. This ends the sequence here.

For RIC/LIC interconnect, if a digit is not detected 25.
within the 4 second fast polling duration, the Site
Controller will send a message to the channel-connected
GTI instructing it to send the call denied tone and hang
up. This ultimately means that all five digits must be
detected with 20 seconds of fast polling. This ends the
sequence here.

If the counter has reached 5, the Site Controller has now
received all digits of the ID, and directs the line-
connected GTI to stop looking for DTMF signals and
disconnect itself from the channel-connected GTI.

if the Inb Interconnectis set to receive inbound
interconnect calls.

If the call is not allowed, the Site Controller sends a
message to the line-connected GTI instructing it to send

the call denied tone (or voice prompt for ELI
interconnect) and hang up. This ends the sequence
here.

OBTAINING WORKING CHANNEL

If the call is allowed, the Site Controller checks to see if
a working channel with a channel-connected GTI is
available.

If no working channel with a channel-connected GTI is
currently available, the Site Controller queues the call
and instruct the GTI to apply a queue tone (or voice
prompt) to the line. When the call comes out of the
gueue, continue to next step.

1. If a working channel with a channel-connected GTI is

available, the Site Controller sends a message to the
control channel GETC to send the working channel
assignment to the radio(s) with the Logical or Group ID
called.

2. The radio(s) with the Logical or Group ID called

receive(s) the working channel assignment and tune(s)
to the assigned working channel.

The Site Controller sends a message directing the
channel-connected GTI to connect its associated radio
channel for a telephone interconnect call.

. The Site Controller sends a message directing the line-

connected GTI to connect itself to the assigned channel-
connected GTI.

The Site Controller sends a message directing the
channel-connected GTI unit to apply a ringing tone to

the called radio(s) and the line-connected GTI unit to

apply a ringback tone to the calling telephone.

26. A radio user hears the ringing tone and pushes the PTT

switch.

27. The assigned working channel GETC detects the radio

transmission on the assigned working channel and sends
a radio keyed message to the Site Controller. If the Site
Controller does not receive this message within the
Interconnect Hang Timspecified in the Site Controller
Personality PROMs or in the System Manager, it sends
a hang up message to the line-connected GTI and a
disconnect message to the working channel GETC.

44



OPTIONAL TRUNKING FEATURES AE/LzB 119 1911/1 R1 B

28. If the Site Controller receives the radio keyed message e« All other system parameter and protocol

within Interconnect Hang Timeit sends a connect requirements are met along the way (i.e., calling
audio message to the Master GTI (RIC/LIC). The radio is valid for the site).

audio path should now be connected between the calling

telephone and the called radio. A telephone interconnect number is a string of decimal

numbers (digits). The string can be anywhere from 0 to 32
29. The Site Controller sends a message to the Master Gdligits long. It can be pre-programmed (pre-stored), or
(RIC/LIC), directing the line-connected GTI to look for manually keyed just prior to pressing the PTT switch

DTMF digits. (temporarily-stored).  The radio automatically adds a
terminator digit to the end of a pre-stored telephone
ENDING THE CALL interconnect number. However, you may have to manually

add the terminator digit (press the * Key) at the end of

30. To end the telephone interconnect call, the callelemporarily-stored telephone interconnect number (see
presses the # key on the DTMF keypad and hangs ugperator’s manual for the radio). When a working channel

(If the telephone does not have a # key, the caller cai assigned, all digits including the terminator digit are sent
just hang up.) digitally to the assigned working channel GETC. The

channel-connected GTI takes the digitally-transmitted digits

31. When the line-connected GTI detects the DTMF # digifnd decodes them for the Site Controller.

or end of call signaling (if the line provides it), the .
Master GTI (RIC/LIC) sends a message to the Site A telephone interconnect number may be a complete or

Controller indicating that the telephone has been hun?"’lrtial telephone number.  (An example of a partial
up. elephone number is an access code plus an area code.)

When the telephone interconnect number is only a partial

The called radio user can also terminate the call bif!éPhone number, the caller must supply the remaining
pushing the EXIT, SPC, or designated button on th&ligits of the telephone number as overdialed digits, after the
radio (see the operator's manual for the radio). Thillephone line has been connected and the trapped

causes the radio to transmit a disconnect signal to tHaterconnect digits have been re-dialed on the telephone line.
assigned working channel GETC. Overdialed digits are logged by the Site Controller and then

passed directly to the telephone line, through the channel-

32. When the Site Controller receives a hang up messa gnnected GTI and line-connected GTI, without interception
é&and regeneration.

from the Master GTI (RIC/LIC), a disconnect messag

from the Working Channel GETC, or the conversation The toll call restrictions test is performed on the first 4
time limit is exceeded, the Site Controller first directs. P

the channel-connected GTI to extract itself from thelqtgrconqect dlglts,_or as many of_the first 4 m}erconnggt
digits as it has received before receiving the terminator digit.

audio loop of the assigned working channel, then direc . S
the line-connected GTI to hang-up the line, and finall;/‘Cl‘he lack of the terminator digit will not hold up the toll call

. X . restrictions test once 4 interconnect digits are received, but
directs the assigned working channel GETC to : - ;
. the terminator digit must be received before the telephone
terminate the call. L : -
line is connected and the trapped interconnect digits are re-
) . dialed to the telephone line. If less than 4 interconnect
Radio-Originated Call digits have been received by the time the terminator digit is
_ received, the Site Controller adds wild-card digits to the end
A request for a telephone interconnect call can be madsf the string of received interconnect digits, until it has 4
from any radio that is equipped with the controls to place digits for the toll call restrictions test. Each wild-card digit
telephone interconnect call. However, a telephone line wilis tested for all possible values from 0 to 9.
not be connected and the trapped telephone interconnect
digits will not be re-dialed to the telephone line until the Site  The following sequence of steps describes the main
Controller has verified the following: events involved in a radio-initiated local telephone
interconnect call:
* The trapped telephone interconnect digits meet the

toll call restrictions for that radio ID. OBTAINING A WORKING CHANNEL

1. The radio user sets the radio to the mode of operation
 The Site Controller receives the digital stream  that allows an interconnect call, either selects a pre-
terminator digit.
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stored telephone number or types in a temporarily-
stored telephone number, and pushes the PTT switch.

The radio sends an interconnect call request on the
control channel.

The control channel GETC receives the request for ag
interconnect call, and sends the request to the Site
Controller.

The Site Controller receives the request for an
interconnect call, and checks to see if it is permitted to
add another interconnect call. There may be a limit
imposed by the System Manager (or Site Controller
personality), on the number of telephone interconnect
calls allowed at any one time.

GETC to send the working channel assignment to the
calling radio, and directs the assigned working channel
GETC to look for the digits from the calling radio.

INTERCONNECT DIGITS

The calling radio receives the working channel
assignment, tunes to the assigned working channel, and
sends the pre-stored or temporarily-stored interconnect
digits (with the terminator digit) to the assigned
working channel GETC.

10. The assigned working channel GETC receives the

interconnect digits (and terminator digit), and sends
them to the Site Controller.

11. As the Site Controller receives the digits, it counts and

If the Site Controller is not allowed to add another

interconnect call, it directs the control channel GETC to
send a busy signal to the calling radio. This ends the
sequence here.

If the Site Controller is allowed to add another
interconnect call, it checks if the Master GTI is
responding to polls (or if the LIC is responding to polls
for RIC/LIC interconnect).

If the Master GTI (or LIC) is not responding to polls,
the Site Controller directs the control channel GETC to
send a call-denied signal to the calling radio. This ends
the sequence here.

If the Master GTI (or LIC) is responding to polls, the
Site Controller checks to see if the telephone line
specified by theDedicated Line of the radio is
available.

If the telephone line specified by tBedicated Lineof

the radio is not available, the Site Controller will search
for another telephone line according to tRetary
Definition of the radio. If no telephone line is available,
the Site Controller directs the control channel GETC to
send a busy signal to the calling radio. This ends the
sequence here.

If a telephone line is available, the Site Controller
checks to see if a working channel with a channely g
connected GTl is available.

If a working channel with a channel-connected GTI is
not available, the Site Controller will queue the call
request and send a queued tone to the radio. Continue
to the next step when the call comes out of the queue. 14

If a working channel with a channel-connected GTI is
available, the Site Controller directs the control channel

stores each interconnect digit, and looks for the
terminator digit. As soon as it counts 4 interconnect
digits received or sees the terminator digit, it performs
the toll call restrictions test for that radio ID, using
wild-card digits if necessary.

If the received interconnect digits fail the toll call
restrictions test, the Site Controller directs the assigned
working channel GETC to terminate the call and de-
allocate the telephone line. This ends the sequence here.

If the received interconnect digits pass the toll call
restrictions test and the Site Controller has received the
terminator digit, skip step 12.

12. If the received interconnect digits pass the toll call

restrictions test, but the Site Controller has not received
the terminator digit, the Site Controller will continue to
receive, count, and store each interconnect digit until it
either sees the terminator digit, the received
interconnect digits exceed the maximum storage
capacity of 32, or the allowed hang time expires.

If the Site Controller receives too many interconnect

digits or does not receive the terminator digit within the

allowed hang time, it directs the assigned working

channel GETC to terminate the call and de-allocate the
telephone line. This ends the sequence here.

The Site Controller directs the assigned working
channel's channel-connected GTI to insert itself into the
channel’'s audio loop.

RE-DIALED DIGITS
The Site Controller then directs the allotted line-

connected GTI to take the line off-hook and check if
dial tone is present.
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15.

16.

17.

18.

19.

For ELI interconnect, if th®ial Tone Requiredield is

set toY in the System Configuration of the GTI
Configurator, then the absence of dial tone, for
whatever line type (E&M or End-to-End), will cause the
Site Controller to initiate a rotary hunt to get an
available telephone line. The Site Controller will apply
a rotary hunt tone to the calling radio. If all of the lines
are exhausted by the rotary hunt, the call @pged (for
more information, see the descriptions of the Rotary
Number and Line Selection parameters, earlier in this
section).

21.

When the line-connected GTI detects dial tone (or E-
lead signal) (or iDial Tone Requireds N and theDial
Tone Seek Timis up for ELI interconnect), it sends a
dial tone detected message to the Site Controller. The
caller should hear a dial tone (but will hear nothing for
an E-lead signal).

20.

SPC, or a designated button on the radio (see the
operator's manual for the radio). This causes the radio
to transmit a digital end-of-call signal to the assigned

working channel GETC. (The telephone end can hang
up by placing the telephone on-hook (for ELI, pressing

# for one second will also work).)

The assigned working channel GETC receives the end-
of-call signal from the calling radio, and sends end-of-
call information to the Site Controller.

When the Site Controller receives the end-of-call
information (or the conversation time limit is exceeded),
it first directs the channel-connected GTI to extract
itself from the audio loop of the assigned working

channel, then directs the line-connected GTI to hang-up
the line, and finally directs the assigned working

channel GETC to terminate the call.

If the Site Controller does not receive the dial tonepULTIPLE CHANNEL PARTITION

detected message within tBél Tone Detect Duration
in the Site Controller Personality, the Site Controller

will initiate a rotary hunt for an available telephone line. Rescription

The Site Controller will apply a rotary hunt tone to the
calling radio. If all of the lines are exhausted by the
rotary hunt, the call is dpped (for more information,

of the EDACS Site Controller.

Multiple Channel Partition (MCP) is an optional feature
This feature requires no

Selection parameters, earlier in this section).

(can't be enabled through the System Manager). The MCP

option allows selected sets of channels (partitions) to be set
The Site Controller sends the interconnect digits (thaaside for exclusive use by selected sets of users (one set of
have been trapped and stored) to the line-connecteghannels for each set of users). Backup sets of channels may
GTI for re-dialing (DTMF or pulse dial) to the also be set aside for alternate use by these selected sets of
connected line. The caller should hear these DTMEIsers, to be used when a Working Channel is not available
tones or dial clicks (pulse dial) as the digits are dialed. within the primary set of channels and the configurable

condition for use is met.
For ELI only, the Site Controller sends a message to the
Master GTI, directing the line-connected GTI to look  Up to 15 partitions may be set aside (defined) for each
for DTMF digits. (This is used to detect the pressing ofystem that is under the direction of a Site Controller. One
# by the telephone user to end the call.) primary and up to three backup partitions may then be
selected for each Logical unit ID (LID) and Group ID
(GID). LIDs and GIDs may individually be MCP enabled.
When a LID or GID is MCP enabled, channel assignments
If the telephone interconnect number was only a parti@'e from within its primary or backup partitions. When a
te|eph0ne number, the caller must now Supp|y thé_|D or GID is not MCP enabled, channel assignments are
remaining digits of the telephone number as overdialethade from the partition that contains the Control Channel.
digits. These overdialed digits are sent as DTMF tones
directly through the channel-connected GTI and line-
connected GTI to the telephone line, without trapping Initial values for the MCP parameters allow the system
and re-dialing. All overdialed digits are logged into theto operate initially as if MCP doesn't exist. After a partition
call record. plan is developed, channels can be set aside in partitions and
partitions can be selected for IDs as needed through the
System Manager.

OVERDIALED DIGITS

ENDING THE CALL

The normal method to end a radio-originated telephone
interconnect call is for the caller to press the EXIT,
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Compatibility/System Requirements is enabled in the Site Controller’s personality.) MCP Data is
made up of MCP Channel Data and MCP ID Data.

Channel Test
MCP Channel Data
The Channel Test feature (formerly called Partition 2)
operates independently of the MCP feature. Therefore, both MCP Channel Data refers to the channel-related MCP

features may be in operation at the same time on the sarh@rameters. These parameters may be (but do not need to
system under the direction of a Site Controller. be) identical for each system in a network. MCP Channel
Data consists of the following parameters:

Test Calls . , . .
e MC Patrtition - defines a single partition number for

each specific channel number. Each channel can
only be assigned to one partition. Any number of
channels may be assigned to the same partition.

Test calls placed by a Test Unit are independent of the
MCP feature. There is no change in the procedure for
selecting the next channel for a background test call, for
taking a channel out of service for failing a test call, for
initiating a recovery test call, for processing the results, and
for either returning the channel to service or reporting the
test call failure. However, a partition containing only one
channel will be unavailable to users during a test call for that
channel (about 5 or 6 seconds).

« Allowed CC - defines which channels may be used
as Control Channels. (This parameter indirectly
controls which partition or partitions will be the
Active Control Channel partition.)

MCP ID Data

Mixing MCP Enabled & Disabled Systems
MCP ID Data refers to the ID-related MCP parameters.

A network may contain some systems that are MCIJhese parameters will be different for different sets of LIDs

enabled and some systems that are not MCP enabled. Uriilid G!Ds. MCP ID Data will be used by each MCP enabled

a system is MCP enabled, the System Manager will not senctYSten,1 in the netwgrk. Partition assignments may be
any MCP Data to the Site Controller for that Systemreconﬁgured at any time, regardless of weather the ID has

Therefore, a system that is not MCP enabled will behavBeen MCP enabled or not. However, MCP enabled systems

exactly as if no MCP option or MCP Data exists evenWi” not use the partition assignments for a specific ID until
' at ID is MCP enabled. MCP ID Data consists of the

though the LIDs and GIDs using the system may be MC )
enabled. following parameters:

e ID Subject to Partitioning - defines if the ID is
subject to partitioning. (When an ID is subject to
partitioning it is MCP enabled.)

System Manager

The MCP feature requires the following hardware and

software for the System Manager: e Primary Partition - defines the first partition to be

. Model - Must be a VAX model (not PDP). searched for an available Working Channel.

MCP ID Data also consists of the following parameters

*  Software - Must be version 5.01 (release 5, 9'0URGr each of three backup partition assignments (optional):

5) or later software. The version number is

displayed in the heading of the User Menu screen «  Condition For Use - defines the condition that must

(V5.01 means version 5.01). exist before a specific backup partition may be
searched. A condition must be selected for each
backup partition that is defined.

Configurable Parameters

The configurable parameters that apply to the MCP + MC Partition - defines a specific backup partition
feature are referred to as MCP Data. MCP Data may be to be searched for an available Working Channel.
reconfigured at any time, regardless of weather the system
has been MCP enabled or not. However, no MCP Data will
be sent to the Site Controller until the system is MCP
enabled. (A system is MCP enabled when the MCP feature
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Partition Planning Partitioning can be used to set aside a specific set of
channels to be used exclusively by a specific set of users.
NOTE This specific set of users may then experience an increase or
decrease in access time (more or fewer queued calls). If this
specific set of users experience a decrease in access time
(fewer queued calls) as a result of the partition, it is likely
that the remaining users of the system will experience an
increase in access time (more queued calls). The following
general rules apply to the effect of partitions on access time:

Before you try to configure the MCP Channel
Data or MCP ID Data, make a plan. Without| a
plan it is too easy to get results that you don't
expect and don't want. Use the checklist and
planning worksheets in Appendix A of this

manual.
e After the addition of a partition to a system, some
) (possibly all) users will experience more queued
Overview calls.

Before you try to configure the MCP Channel Data or  «  The more partitions that are defined for a system,
MCP ID Data, make a plan. To make that plan, you will the fewer channels will be in each partition.
first need to carefully read this partition planning
information through to the end. You must thoroughly « The fewer the channels in a partition, the more calls
understand not only what each parameter does, but what will be queued.
effect it has on each other parameter. Even then, there will
be a certain amount of trial and error. Without a plan it is NOTE
too easy to get results that you don’t expect and don’t want.

In general, the more partitions that are defined
for a system, the fewer the channels per patrtition,
and the more often calls will be queued. For the
smallest possible partition (a partition containing
a single channel) no channel will be available
while a background test call is being performed.

When you make a plan, start off simple. Then try to
keep it as simple as possible. Because of the tremendous
flexibility of this feature, it is easy to make the partitioning
unnecessarily complex. With time you will get a better feel
for which alternatives are most advantageous for your
specific partition needs. Keep all systems in mind when
creating the plan.

Although the partition assigned to a specific channel in
Throughout this section many situations involving IDsON€ System does not need to be the same as the partition

will be described. At all times it will be assumed that thes@SSigned to the same channel in another system, and a
IDs have been validated for all the systems involved. partition that is defined in one system does not need to be
defined in another system, it is recommended that all

systems in a network be configured as similarly as possible.
If you have no choice but to configure the systems

A partition exists, or is said to be defined for a systemdifferently, you will need to be very careful when you later

when one or more channels in a system are assigned to tise'9" IDs to these partitions so that you won't accidentally
partition. By default, all channels are initially assigned to€XClude some users from a system where a specific partition

partition 1, making partition 1 the only partition initially 'S not defined.
defined for the system. Each channel can then be reassigned

to any partition from 1 to 15. However, a channel can only NOTE
be assigned to one partition at a time. For example: a 15- | All systems in a network need not have their
channel system could have as many as 15 channels in one| partitions configured identically. However, when
partition, as few as one channel in each of 15 partitions, or | this happens, you must be especially careful not
any of the many combinations in between. to accidently exclude some users from a system
where a specific partition is not defined.

Channel Partitions

The main advantage of a trunked system is its ability to
share all the channels with all the users to minimize the
average access time for all users of the system. Partitions
are barriers to this sharing of channels, and therefore tend to If at all possible, the channel partition assignments
increase the access time. The use of backup partitiashould be completed before partitions are assigned to any
assignments (to be covered later) can sometimes be usediitd The full consequences of changing channel partition
reduce the effects of partitioning on access time. assignments after partitions have been assigned to IDs can
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be especially difficult and requires caution. Changing thehannels enabled to support the expected call types (such as
partition assignment of the last remaining channel in aligital voice, digital data, and interconnect). If the ACC
partition, removes that partition from the system. If thatPartition is sometimes in one partition and sometimes in
partition was assigned to an ID, that ID may suddenly banother (due to the Control Channel moving from one
unable to use the system for some calls. partition to another), then each possible ACC Partition must
be large enough and contain channels enabledpfmosithe

If neither the primary partition nor any of the optional expected call types.

backup partition assignments for an ID are defined in a

system for which the ID is MCP enabled, call requests from An Allowed Control Channel (Allowed CC) is a
that ID will be handled as follows: channel that is allowed to be used as a Control Channel.

Several channels are generally designated as Allowed
« Caller/called ID partition assignment the same -Control Channels, to allow for possible channel failures. All
System will deny the call. Allowed Control Channels do not have to be in the same
partition. However, if they are not all in the same patrtition,
. Caller/called ID partition assignment different - the Control Channel (and the calls restricted to the ACC
System will look for an available channel in the Partition) could be in one partition at one time and in
Active Control Channel (ACC) Partition only. another partition at another time. So if you don't want th|§
However, if the ACC Partition does not contain alto happen, make sure all Allowed Control Channels are in

channel equipped to handle the call type, thdh€ Same partition.
system will deny the call.

In order to decide whether it is best to limit the ACC
No restrictions have been placed on partition removal?artition to a single partition or to perr_nit the ACC PartiFion
even when it may have adverse effects for some IDs. Th{9 Move between more than one partition, you must estimate
allows the system administrator to quickly disable a'©W many channels will be needed to support the expected
partition, without having to spend the time to modify all thecalls in the ACC Partition (don't forget to count the Control

affected IDs. However, if you have time before you remové-nannel), and you must estimate the minimum number of
a partition from a system, make a list of all the IDs to whictf\llowed Control Channels you will need (to provide

this partition has been assigned. Then check and possififiéduate Control Channel backup). If more channels are
restructure each affected ID's individual partition needed to support the expected calls than are needed for

assignments to minimize any negative impact. C_ontrol Che_lnnel_backupz Iir_niting the ACC Partition_to a
single partition will keep it simple plus give you additional
When the Site Controller is reset, or powers-up after aﬁ:ontrol Channel backup (you might just as well enable each

outage, it requests the latest site database from the Syst&hfnnel in the partition as an Allowed Control Channel).

Manager to update its initial configuration. While waiting

27 : .. If more channels are needed for Control Channel
for this site database update, the Site Controller uses its ,
L . X Al . . ackup than are needed to support the expected calls, it
initial configuration consisting of a single partition, no IDs

subject to partitioning, and no ID validation. During thisWOUId be wasteful to limit the ACC Partition to a single

) . ﬁ)artition, because the channels would be idle too much of
interval the Site Controller allows all users access to a . . e
the time. To improve the utilization of the channels, you can

channels, regardless of what partition information has been . itional f h " ber t
programmed into the site database by the System Manager‘.ass'gn an add!t!ona .SEt of users to that partltlon_ numoer o
Share the partition with those calls that are restricted to the
) ACC Partition. Alternatively, you can permit the ACC
Active & Allowed Control Channels Partition to move between two or more partitions (each
partition must be large enough and contain channels enabled
The MCP feature attaches special significance to th& support the expected call types), but use the smallest
partition which contains the Control Channel. This partitiomumber of partitions that will add up to the total number of
is referred to as the Active Control Channel Partition (ACCallowed Control Channels needed to provide adequate
Partition).  All calls involving an ID that is not MCP Control Channel backup.
enabled, calls between IDs having different partition
assignments, System All-Call, and Dynamic Regrouping
calls are restricted to this partition (see Table 19 for more \ypen enabling Allowed Control Channels, the
details). Therefore, the ACC Partition must be large enougﬂ)llowing items should be considered:
to handle all calls that are restricted to the ACC Partition,
plus all calls between IDs assigned specifically to that . FCC ID - The lowest frequency channel (usually
partition number. The ACC Partition must also contain channel 1) is reserved as a Working Channel so
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that it can be used to send periodic FCC ID Generally, LIDs and GIDs must be entered into the
messages. Do not configure the lowest frequencgystem database before they can use the MCP feature.
channel to be an Allowed Control Channel in aHowever, by default, the Site Controller will fill in LID
system where FCC ID messages are required. 16383 for users that do not have a LID entered into the site

database. Also, by default, LID 16383 is MCP enabled and
Antennas - If all channels are not connected to thessigned to partition #1 in the site database. This allows all
same antenna, assigning some channels from ea¢Rers initial access to the system to give you time to
antenna group as Allowed Control Channels toreconfigure the site database through the System Manager.
increase the probability of always having aThere is no equivalent default mechanism for GIDs.
functioning channel available for a Control

Channel, even if either antenna system is damaged. NOTE

After the site database has been reconfigured, |it is
recommended that you leave LID 16383 in the
site database, but invalidate it for all systemg in
the network. This will ensure that non-existgnt
LIDs cannot access the system.

Control Channel Backup - Make sure that enough
channels are enabled to be Allowed Control
Channels. The higher the number of Allowed
Control Channels the higher the probability of
always having a functioning channel available for a
Control Channel, even if there are many channel
failures.

Primary Partition

Limit Possible ACC Partitions - Each partition
containing an Allowed Control Channel is a  The MCP feature allows for the assignment of one
possible ACC Partition. Keep the number of ACC primary partition for each LID and GID. Whenever a call
Partitions to a minimum (one if possible). request is received in an MCP enabled system (to and from

. MCP enabled IDs, each having the same primary partition),
Traffic - Make sure that enough channels arehe Site Controller scans through the primary partition
included in_each possible ACC Partition to provideassigned to those IDs looking for an available channel.
for all calls restricted to the ACC Partition, all calls Therefore, a Unit or Group’s primary partition assignment
between IDs assigned specifically to that partitionspoyld reflect where the system administrator wants that 1D

number, and the Control Channel. to get channel assignments. This partition may be used as a
way of limiting different functional groups of IDs to specific
Call Type - Make sure that enough channels ar, anities of channels. In systems where not all channels

included in_each possible ACC Partition that arey, e the same coverage area, this partition may be a way to
enabled for each needed type of call (data, digitfiyit |ps in a smaller coverage area to those channels
voice, etc.). covering that smaller area, so as to reserve the channels

. . covering a larger area for those IDs needing the larger
Small Partitions - Do not enable the only channel in 9 g g g

a partition as an Allowed Control Channel. Ifitis coverage area.

ever selected as the Control Channel, there will be  |f 5 call request is to or from an ID that is not MCP

no Working Channel left in the partition to be usedgnpapled, or if both IDs do not have the same primary

for calls. A two-channel partition is only one parition assignment, the site will only look in the ACC

channel-failure away from a one-channel partition. patition for an available channel. Therefore, IDs that call
each other frequently should probably be assigned the same

Each ID (LID or GID) can be selected to be subjectto  |f an ID is given the ALL assignment (instead of a
partitioning or not. When an ID is selected to be subject tgpecific partition) for its primary partition, its call request is
partitioning, that ID is said to be MCP enabled, and isreated as if partitioning doesn't exist. That is, all the
referred to as an MCP enabled ID. Primary and backuphannels at the site will be searched for an available channel.
partitions can be assigned to each ID regardless of whethgrall the channels do not have the same coverage area, and
the ID is MCP enabled or not. However, until an ID is MCPthe first available channel covers a smaller area than is
enabled, its partition assignments will be ignored and it wilheeded to complete the call, the call will not be completed
only be assigned channels in the ACC Partition. and the caller will have to call again. In this case, the ALL

assignment is not a good choice.
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Backup Partitions » Failed/Busy - Indicates that this partition should
only be searched if all channels in the partition last
The MCP feature allows for the assignment of up to searched were failed or busy.

three backup partitions for each LID and GID. If the Site

Controller cannot find an available channel within the <« Failed Only - Indicates that this partition should
assigned primary partition, it looks at the first backup only be searched if all channels in the partition last
partition assignments for the IDs. searched were failed (none were busy).

If the call is to a LID and the LIDs have the same first ~ “Partition last searched”, means last searched for an
backup partition and condition for use, the Site Controlleavailable channel, not a partition just looked at to see if the
looks to see if the condition for use is met. If the conditiorcondition for using that backup partition is met. Note that
is met, the Site Controller then looks to see if there is athe result of the partition last searched (failed/busy or failed
available channel. If the condition is not met (or theonly) may change as the search proceeds from partition to
condition is “Not Used”), the Site Controller looks at the partition.
second backup partition assignments for the LIDs, and so
on. If, after looking at all of the assigned backup partitions, ~ There is no requirement that the backup partitions have
no available channel was found in the partition(s) searchedy! the capabilities of the primary partition. However, the
(but at least one channel was found busy), the call is queugystem administrator should be aware of any limitations.
in each partition where a busy channel was found. If alBefore backup partitions are assigned, the system

channels in the partition(s) searched were found failed, thedministrator should compare the capabilities of the primary
call is denied. and possible backup partitions for the following:

If the LIDs have different first backup partitons or ¢ Coverage Area - The coverage area of a backup
conditions for use, the Site Controller searches the ACC partition should at least include the coverage area
Partition for an available channel. After the ACC Partition of the primary partition.
is searched, no other partition is searched. If, after looking
at the ACC Partition, no available channel was found in the * Channel Capabilities - If the user of the primary

partition(s) searched (but at least one channel was found partition requires features such as data, digital
busy), the call is queued in each partiton where a busy voice, and/or telephone interconnect, any backup
channel was found. If all channels in the partition(s) partition for this user should support these same
searched were found failed, the call is denied. features.

If the call is to a GID, only the backup partiion  Before a backup partition is assigned, the system

assignments for the GID are used to determine whicRdministrator should be convinced that the backup partition
partitions are searched. For Patch and Simulselect calls, sédecessary. Here are some things to consider:

the notes at the bottom of Table 19. If the backup partition
assignment is ALL, all channels are searched regardless of
partitions.

Reliability - Assigning a backup partition improves
the reliability of small partitions because they are
especially vulnerable to a small number of channel

There is no requirement that backup partitions must be failures.
assigned. Initially, the database contains no backup partition o
assignments. If a backup partition is to be assigned, its * 100 Many Backups - On the other hand, assigning

condition for use must first be selected from one of the too many backup partitions tends to cancel the
following: effects of partitioning.

« Not Used (default) - Indicates that this partition * TheALL Assignment - This partition assignment is
should not be used. extremely prone to canceling the effects of

partitioning and should be used with extreme care.
 Emergency - Indicates that this partition should
only be searched if this is an emergency call, andExamples
all channels in the partition last searched were

failed or busy. Single-Site System with One Partition

If a system that is MCP enabled has not received any
MCP Data, it will appear to operate just like a system that is
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not MCP enabled. If a site that is MCP enabled has onlwere being placed on their channels - and it wasn't fair.
received MCP Channel Data, it will only assign channels iffCalls between IDs with different partition assignments are
the ACC Partition. If a site that is MCP enabled has onlynly given channel assignments in the ACC Partition.) So a
received MCP ID Data, it will behave one of two ways: new need developed, requiring a new solution.

1. Caller/called ID partition assignment is same: SOLUTION #2: The agencies got together and decided
to each donate one channel (the second agency actually
* Primary partition assignment = 1 - Site will donated two channels: one of its own and one for use as the

assign channel as if no partition exists. Control Channel) to a third partition that could be used as
the pool of Allowed Control Channels, and therefore the

* Primary partition assignmer# 1 - Site will  inter-agency calls. This left the first agency with 5 channels,
deny call. the second with 7, and the new partition with 2 channels plus

N . o the Control Channel, and they agreed to share the costs
2. Caller/called ID partition assignment is different:  5550ciated with the new partition.

* Site will assign channel as if no partition 5o they reconfigured the MCP Data as follows and
exists. everything was fine:
Single-Site System with Multiple Partitions e Partition 3: channels 1-5

NEED: Suppose there are two agencies that operate in *  Partition 9: channels 6-8
the same coverage area. Both want to share the lower cost .  partition 5: channels 9-15
of one larger shared system, as opposed to the higher cost of
two smaller separate systems. The first agency thinks it will ¢ Allowed Control Channels: channels 6-8
need six working channels; the second agency will need
eight. However, each agency wants to have exclusive use of
its channels. »  Primary partition for 2nd agency's IDs: partition 5

Primary partition for 1st agency's IDs: partition 3

SOLUTION #1: The agencies got together and decided *  Backup partitions: none
to share a fifteen-channel site with two partitions. One Th dav th lot of activity in the first
partition would serve as the primary partition for the first en one day there was a lot of activity In ihe 1irs
agency, and the other partition would serve as the primarg/genCy and it was taking a long time to get channel

partition for the second agency. Since the second agenc;égs'gnmems’ but when an inter-agency call was placed, the

partition contained more channels, both agencies agreed %" minste”t%\?c;[ (t:rr]wg)r?r?ehls nlz)?:/errezgrr?/ggl}irgli(r)\:etr?awgr?geggﬁs
add one more channel (to be used as the Control Channel)vf’ y gency

that partition and to only designate channels in that partitioﬁ%ﬁldnt be usled as be;]ckup lchanneI? fl?r leltf(ljerdaggncy when
as Allowed Control Channels. either agency's own channels were fully loaded. So a new

need developed, requiring a new solution.

So they installed the system, made the following

assignments, and everything was fine: SOLUTION #3: The agencies got together and decided

to use the shared partition as the first backup for all the IDs
in both agencies. They also decided that the condition for
using this backup should be if their own channels were all
» Partition 5: channels 7-15 failed or busy.

* Partition 3: channels 1-6

*  Allowed Control Channels: channels 7-15 So they reconfigured the MCP Data as follows and

- Primary partition for 1st agency's IDs: partition 3 ~ everything was fine:
* Primary partition for 2nd agency's IDs: partition 5 e Partition 3 to channels 1-5
» Backup partitions: none e Partition 9 to channels 6-8

Then one day someone in one agency discovered that * Partition 5 to channels 9-15
calls could be made to the other agency, and it turned out to
be beneficial to both agencies. It was only after some time
(after more inter-agency calls were being placed) that the < Primary partition for 1st agency's IDs: partition 3
second agency realized that all of these inter-agency calls

Allowed Control Channels to channels 6-8
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«  Primary partition for 2nd agency's IDs: partition 5 site number or site name in the Device Number field or the

. Device Name field respectively.
e 1st backup partition for 1st agency's IDs:

failed/busy - partition 9 MC Partitioning Enabled
e 1st backup partition for 2nd agency's IDs:
failed/busy - partition 9 Within the Channel Configuration panel (1:4), the MC
. - Partitioning Enabled field is a read-only field. The field will
* Additional backup partitions: none display either Disabled or Enabled. The information

indicated by each message is as follows:
Initial MCP Data

« Disabled (default): Indicates that, either the System

The initial values for the MCP Data have been selected Manager has not communicated with the selected
so that the MCP feature can be installed without noticing site since the site was MCP enabled, or the System
any change in the system operation. In other words, any ID Manager has lost track of the site’s MCP status.

that is validated at a site will be allowed to use that site as if

there is no partitioning. At any time thereafter, the system * Enabled: Indicates that the last time the selected
administrator may configure the MCP Data for the desired site communicated with the System Manager, the
MCP operation. The MCP Data is made up of MCP site reported that its MCP feature was enabled.

Channel Data and MCP ID Data. ) o
Regardless of the message in the MC Partitioning

MCP Channel Data Enabled field, the system administrator can enter MCP
Channel Data for that system. However, the MCP Channel

The MCP Channel Data parameters are shown ipata will not be sent to the Site Controller until it is MCP
System Manager screen 10, Channel Configuration pangnabled. For any system that is not MCP enabled, IDs will
(1:4) or System Manager screen 20, Channel Configuratioﬁ"ie_g've“ channel assignments as if the MCP feature did not
panel (1:5). Initial values for these parameters are &@XISt

follows:
Allowed CC

* MC Partition - 1 (for each channel)
The Allowed CC (Control Channel) parameter defines

* MC Partitioning Enabled - N which channels will be allowed to be used as a Control
Channel. Although the Allowed CC parameter may already
MCP ID Data have been configured for general trunking without MCP, the

) parameter may need to be reconfigured when adding the
The MCP ID Data parameters are shown in SystenyCp feature. See the information under Active & Allowed

Manager screens 11 (for LID) or 12 (for GID), Multiple Control Channels under Partition Planning.
Channel Partitioning panel (4:4). Initial values for these

parameters are as follows (for each ID): Within the Channel Configuration panel (1:4), the
_ o Allowed CC field will show a single character for each of
 ID Subject to Partitioning - N the 24 channels (default = Y for channel 2 and N for all

other channels). To reconfigure the Allowed CC assignment
for a specific channel, change the character in the column
»  First (Backup Partition) - Not Used for that specific channel. The character Y allows the

- channel to be a Control Channel, and the character N does
*  Second (Backup Partition) - Not Used not allow the channel to be a Control Channel. After you
«  Third (Backup Partition) - Not Used have completed all the change(s) you wish to make to this
field, press the Do key to save your change(s) in the
database.

*  Primary Partition - 1

MCP Channel Data Configuration

MCP Channel Data refers to MCP parameters that adC Partition
assigned to a specific site. Changes to the MCP Channel N i N
Data are made in the System Manager. Select Menu Item 10 The MC Partition parameter defines one partition for
to look at the External Device Definition screen. Within the®ach channel.  Any channel not specifically given a partition

Selected Device panel, select the desired site by entering tA&Signment, remains assigned to partition 1 (default).
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Within the Channel Configuration panel (1:4), the MC « In the Channel Configuration panel (1:5), change

Partition field will show a single character for each of the 24 the character in the MC Partition row between the
channels (default = 1). To reconfigure the partition Database box and the Site box from N to Y and
assignment for a specific channel, change the character in press the Do key.

the column for that specific channel. The characters 1 . ] )
through 9 represent partitions 1 through 9 respectively, and If the Site Controller for a system with temporarily
the characters A through F represent partitions 10 througi¢configured MCP Channel Data is reset or powered on, it
15 respectively. Partition assignments do not have to pwill automatically request the latest site (sy_stem) daFabase
sequential or to groups of adjacent channels. They can beffigm the System Manager, and the temporarily reconfigured
any order. After you have completed all the change(s) yolflCP Channel Data will be lost.

wish to make to this field, press the Do key to save your ) )
change(s) in the database. MCP ID Data Configuration

MCP ID Data refers to MCP parameters that are
assigned to individual IDs (LIDs and GIDs). To make
?ganges in the MCP ID Data for a LID, select Menu Item 11
ook at the Unit Identification screen. Within the Selected
it panel, select the desired unit by entering the unit
umber or unit name in the Unit Number field or the Unit
ame field respectively.

Database Uploads

When you press the Do key to save changes to the si
database in the System Manager, these changes are ﬁb
automatically sent to the Site Controller. Use the following n
procedure to send the latest MCP Channel Data from t
System Manager to the Site Controller. The procedure mu
be repeated for each site for which MCP Channel Data 14 make changes in the MCP ID Data for a GID, select
needs to be transferred. Menu Item 12 to look at the Group Identification screen.

. Within the Selected Group panel, select the desired Group
look at the Site py entering the group number or group name in the Group
Number field or the Group Name field respectively.

 Select Menu Item 20 to
Reconfiguration screen.

» Inthe Selected Site panel, enter the Site Number qcp Availability
Site Name for the site to be sent the MCP Channel

Data. Within the Multiple Channel Partitioning panel (4:4),
the MCP Availability field is a read-only field. The field
Swill display either No Sites, Selective, or Universal. The
nformation indicated by each message assumes that the
ystem Manager has communicated with each MCP enabled
Site Controller since it was MCP enabled. If this
communication has not taken place, the indicated message
will be wrong. The information indicated by each message

. . is as follows:
The following procedure allows a system administrator

to send temporary MCP Channel Data to a site without « No Sites: (default): Indicates that nookthe sites

the character in the MC Partition row between th
Database box and the Site box from N to Y an
press the Do key.

Temporary Uploads

changing the site database in the System Manager. The (systems) for which this ID is validated, are MCP
procedure must be repeated for each site for which enabled (or the System Manager has not
temporary MCP Channel Data needs to be transferred. communicated with the site since MCP was
enabledy.
+ Select Menu Item 20 to look at the Site
Reconfiguration screen. » Selective: Indicates that one or mdbait not all) of
the systems for which this ID is validated, are MCP
* Inthe Selected Site panel, enter the Site Number or enabled.

Site Name for the system to be sent the temporary
MCP Channel Data.

e In the Channel Configuration panel (1:5), 5 '
reconfigure the temporary MCP Channel Data in_ S'ouP5_System Manager Software Only: The System Manager
. sometimes loses track of this information, and incorrectly indicates that
the MC Partition row of the Database box. no sites (for which an ID is validated) are MCP enabled. If you suspect
that this has happened, go to the Site Reconfiguration screen for each site
(system) in the network. This will force each site to report its current
status to the System Manager and correct the MCP Availability field.
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e Universal: Indicates that albf the systems for assignments. If ALL is entered, all backup partition
which this ID is validated, are MCP enabled. level assignments will be ignored.

Regardless of the message in the MCP AvailabilityBackup Partitions
field, the system administrator can enter MCP ID Data for
this ID. However, the MCP ID Data will only be sent to Within the Multiple Channel Partitioning panel (4:4),
those systems which are MCP enabled. For any system thagre is a Condition For Use field and MC Partition field for
is not MCP enabled, this ID will be given channeleach of the three backup partition levels.
assignments as if MCP did not exist.

For each backup partition level that is to be assigned a
ID Subiject to Partitioning partition (not required), the Condition For Use field must be
selected first, from one of the following:

Within the Multiple Channel Partitioning panel (4:4),

the ID Subject to Partitioning field will show one of the ¢ Not Used (default): Indicates that this partition

following letters: N or Y. To reconfigure this field, type in level should be skipped.
the desired letter. The information indicated by each letter . ) .
is as follows: e Failed/Busy - Emergency: Indicates that this
partition should be searched for an available
« Y: Indicates that, for any system that is MCP channel only if this is an emergency call, and all
enabled, this ID will be given channel assignments channels in the partition last searched were failed
in accordance with the remaining MCP ID Data or busy.

fields for this ID.
e Failed/Busy - All: Indicates that this partition

« N (default): Indicates that, for any system that is should be searched for an available channel only if
MCP enabled, this ID will not be given channel all channels in the partition last searched were
assignments in accordance with the remaining MCP failed or busy.

ID Data fields for this ID, but will instead be given . ) ) N

(ACC) partition. (The ACC partition is the searched for an available channel only if all
partition which currently includes the Control channels in the partition last searched were failed
Channel.) (none were busy).

For any system that is not MCP enabled, this ID will be To select a condition for use, move the cursor to First,
given channel assignments as if no partitioning existso€cond, or Third (under Backup Partition) and press the
regardless of whether the ID is subject to partitioning or not>€lect key. Then move the cursor to the desired choice and

again press the Select key.

Primary Partition - . .
"mary " For each backup partition to be assigned (not required),

the MC Partition field will show the present partition

Within the Multiple Channel Partitioning panel (4:4), . ¢ The default . tis blank T
the Primary Partition field will show the present assignmen'?‘ss"gnmen ' 1€ default assignment 1S blan (n_one). 0
change the partition assignment, enter a new assignment in

for the primary partition level. The default assignment is 1. f th ¢ All bl it _ "
To change the present assignment, enter a new assignmenptﬂce c; I € Presen one. owable partition assignments
place of the present one. Allowable assignments are (¢ as follows:

follows: « Single Character: Indicates that the Site Controller

should search only the partition represented by the
character.  Characters 1 through 9 represent
partitions 1 through 9 respectively. Characters A
through F represent partitions 10 through 15
respectively.

» Single Character: Indicates that the Site Controller
should search only the partition represented by the
character.  Characters 1 through 9 represent
partitions 1 through 9 respectively. Characters A
through F represent partitions 10 through 15

respectively. e ALL: Indicates that the Site Controller should

search all channels regardless of partitions. If All
is entered, all information for the next Backup
Partition(s) will be ignored.

e ALL: Indicates that the Site Controller should
search all channels regardless of their partition
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Each partition assignment (primary and each backup) Group ID Changes fields from N to Y and press the
must be different, but does not have to be in any order, Do key.
except for the ALL assignment. The ALL assignment may
be used for a primary or backup partition, but no backu@emporary Uploads
partition assignments should be made after an ALL
assignment. Any unused backup partitions should have Not Temporary changes to the MCP ID Data (unlike the
Used selected in the Condition For Use field. WheneveMCP Channel Data) require changing the site database in
Not Used is selected in the Condition For Use field, the MGhe System Manager. See Database Uploads.
Partition field will automatically be blank.

Operation
After you finish all the change(s) you wish to make to_p—

this panel for a specific ID, press the Do key to save you
change(s) in the database. If the message “Duplica
Backup Partition Number” appears at the bottom of the

: " : Until a system is MCP enabled, the System Manager
screen, you selected a duplicate partition _gs&gnmgnt andII not sendyMCP Data to that system's éite Controllgr
your changes were not saved. Each partition as&gnme}?{ erefore, a system that is not MCP enabled will behav'e

must be different before the changes can be saved. exactly as if no MCP feature or MCP Data exists. This

means that, even though LIDs and GIDs using this system
may have partitions assigned for use with other systems that
are MCP enabled, this system will not be aware of and so
ﬁNi" not use any of these partition assignments.

CP Disabled Systems

Database Uploads

When exiting either the Unit Identification screen
(menu selection 11) or the Group Identification scree
(menu selection 12), the System Manager will prompt youy . . .
with a database upload request. If a record has been delet r,“Ch Partition Is Searched
move the cursor to “All” and press the Select key to upload .
all records. |If records have been changed, move the cursor Aiter a system is MCP enabled, the search for an

to “Modified” and press the Select key to upload only th available channel will depend upon the MCP Data received
}E

modified records. If for some reason an upload is no y the Site Controller from the System Manager. However,

desired at this time, move the cursor to “None” and press t € partition searched may not always be. the partition
Select key to upload no records. assigned to the calling or called ID. Sometimes only the

ACC Partition is searched. The partition searched depends

If at a later time the records need to be uploaded, uggPon the following factors (see summary in Table 2):
the following procedure to send the latest MCP ID Data
from the System Manager to the Site Controller. The
procedure must be repeated for each ID for which MCP ID
Data needs to be transferred.

« What is the call type? For Dynamic Regrouping
and System All-Call, only the ACC partition is
searched.

How many LIDs and GIDs for field radios are

e Select Menu Item 30 to look at the Database . .
involved in the call?

Upload Request screen.

How many of these LIDs and GIDs are subject to
partitioning? If one or more are not subject to
partitioning, only the ACC patrtition is searched.

» In the All Sites and Devices section of the screen,
change the character in the Logical ID Changes and

6 Group 5 System Manager Software Only: The duplicate partition
assignment may be hidden from view in a Not Used assignment. To
remove a hidden duplicate partition assignment, temporarily change each
Not Used assignment to some other condition so you can see the hidden
partition number. Then select ALL as the partition number and change the
condition back to Not Used.

If the Select key is accidentally pressed while the “Duplicate Backup
Partition Number” message is shown on the screen, the pop-up window
appears to get stuck on the screen because the cursor is not in the pop-up
window. To get the cursor into the pop-up window, press the Select key
again. Then highlight the desired condition for use and press the Select
key once again.
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Table 2 - Which Partition Is Searched

CALL TYPE LIDs & GIDs FOR FIELD RADIOS [ WHICH PARTITION IS SEARCHED
HOW MANY [ HOW MANY COMPARISON
ARE ARE OF ASSIGNED
INVOLVED | SUBJECT TO PARTITIONS
IN CALL PARTITIONING | AND CONDITIONS
Individual 1LID None N/A ACC Partition
Data One N/A Assigned patrtition for LID
Local & Central | 1 LID or GID None N/A ACC Partition
Interconnect One N/A Assigned patrtition for LID or GID
Group 1GID None N/A ACC Partition
One N/A Assigned patrtition for GID
Group 1GID None N/A ACC Partition
Data One N/A Assigned patrtition for GID
Individual 2 LIDs None Doesn’'t Matter ACC Partition
One Doesn’t Matter ACC Partition
Both Different [] ACC Partition
Same [ Assigned partition for both LIDs
Patch [] 2 or More None Doesn’t Matter ACC Partition
GIDs Only 1 or More Doesn’'t Matter ACC Partition
but Not All
All Different [] ACC Partition
Same [ Assigned partition for collected GIDs
Simulselect [ 2 or More None Doesn’'t Matter ACC Partition
LIDs, GIDs, or 1 or More Doesn’'t Matter ACC Partition
LIDs & GIDs but Not All
All Different [] ACC Partition
Same [ Assigned partition for collected IDs
Dynamic [ 2 or More Doesn't Doesn’t Matter ACC Partition
Regrouping GIDs Matter
System All Doesn't Doesn’'t Matter ACC Partition
All-Call Matter

O IDs for host data and telephone interconnect equipment are not assigned MCP ID Data and therefore are not a factor in

determining which partition is searched.

O The partition(s) to be searched are determined when the Patch or Simulselect is activated. If the MCP ID Data is changed
for an ID that is part of an activated Patch or Simulselect, that Patch or Simulselect must be deactivated and then reactivated
before the changes will have any effect on which partition(s) are to be searched. This is the standard operation for Patch or

Simulselect with any LID or GID database (not just for MCP).

O Only the single partition assignment for the partition level being searched (primary or one backup) must be the same.

O The complete set of assignments for all partition levels (primary and each backup) must be the same.

O This call type refers only to the call made to the radios during regrouping. A Call to a group that has been dynamically

regrouped is treated like any ordinary group call.

58




OPTIONAL TRUNKING FEATURES AE/LzB 119 1911/1 R1 B

« Are the partition assignments (and conditions forpartitions are searched when a call is later placed to that
use) for these LIDs and GIDs the same? SAID. If the partition assignment sets for the IDs involved
in the Patch or Simulselect are not the same, only the ACC
The comparison of partition assignments (partition angartition is assigned to the SAID and only the ACC partition
condition for use) is different depending upon whether it isyill be searched when a call is later placed to that SAID.
an individual call, or whether it is a Patch or Simulselect
call. For Patch or Simulselect, one comparison is made of
the complete assignment set of all partition assignment
For an individual call, separate comparisons are made &vels. between each ID involved (at the time of activation),
each partition assignment level as the search progressesd a single set of partition assignments is assigned to the
When both partition assignments are the same for th8AID (System Assigned ID) for the Patch or Simulselect. If
partition assignment level being checked, that partitionhe partition assignment sets for each ID involved in the
assignment is searched for an available channel. When battatch or Simulselect are the same, that partition assignment
partition assignments are not the same for the partitioset is assigned to the SAID and will be used to determine
assignment level being checked, the ACC partition isvhich partitions are searched when a call is placed to that
searched for an available channel. Once the ACC partitioBAID. If the partition assignment sets for each ID involved
is searched, no other partition will be searched. in the Patch or Simulselect are not the same, only the ACC
partition is assigned to the SAID and only the ACC partition

For Patch or Simulselect, one comparison is made Gfjj| pe searched when a call is placed to that SAID.
the complete partition assignment set (including all partition

assignment levels), between each ID involved in the Patchqnditions for Searching Backup Partitions

or Simulselect (at the time of activation). A single set of

partition assignments is then assigned to the SAID (System |, addition to meeting any requirements for a
Assigned ID) for the Patch or Simulselect. If the pa”itioncomparison of partition assignments, no backup partition

assignment sets for the IDs involved in the Patch opgssignment will be searched unless the condition for use

Simulselect are the same, that partition assignment set igrees with the results of previous partition level searched
assigned to the SAID and will be used to determine whicligee summary in Table 3).

Table 3 - When Is Backup Partition Searched

CONDITION RESULTS OF PREVIOUS PARTITION SEARCHED
FOR USE OF EMERGENCY CALL NON-EMERGENCY CALL
THIS BACKUP ALL FAILED OR BUSY ALL FAILED ALL FAILED OR BUSY ALL FAILED
PARTITION (BUT NOT ALL FAILED) (BUT NOT ALL FAILED)
Failed / Busy Search this Search this Search this Search this
All backup partition backup partition backup partition backup partition
Failed / Busy Search this Search this
Emergency backup partition backup partition
Failed Search this Search this
Only backup partition backup partition
Not
Used
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Primary Level of Search

When the Site Controller receives a call request, the

Site Controller must check its personality to see if MC
Partitioning has been disabled or enabled.

Disabled - If MC Partitioning has been disabled, all
channels are searched for an available channel.

A. Available - If an available channel is found, the
channel is assigned to the call.

B. Busy - If all channels are found to be failed or
busy (but not all failed), the call is queued.

C. Failed - If all channels are found to be failed, the
call is denied.

. Enabled - If MC Partitioning has been enabled, each

LID or GID for the field radios involved in the call
is checked to see if it is “subject to partitioning”.

A. Not All - If none, one, or more (but not all), of
the LIDs and GIDs for the field radios involved
in the call are “subject to partitioning”, only the
Active Control Channel (ACC) partition is
searched for an available channel.

1. Available - If an available channel is found,
the channel is assigned to the call.

2. Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition.

3. Failed - If all channels are found to be failed,
no other partition is searched and the call is
denied.

B. All - If all of the LIDs and GIDs for the field
radios involved in the call are “subject to
partitioning”, their partition assignments for the
primary partition level are compared. (For Patch
and Simulselect, the partition assignments are
compared for all partition levels at the time the
IDs for Patch or Simulselect are activated.)

1. Different - If their partition assignments for
the primary partition level are different, the
Active Control Channel (ACC) partition is
searched for an available channel. (For Patch
and Simulselect: if their partition
assignments for the primary partition level
are different, if their partition assignments
for the first backup partition level are

different, if their partition assignments for
the second backup partition level are
different, or if their partition assignments for
the third backup partition level are different.)

a. Available - If an available channel is
found, the channel is assigned to the call.

b. Busy - If all channels are found to be
failed or busy (but not all failed), no
other partition is searched and the call is
queued.

c. Failed - If all channels are found to be
failed, no other partition is searched and
the call is denied.

2. Same - If their partition assignments for the
primary partition level are the same, the
partition number must be checked with the
MCP Channel Data for the system. (For
Patch and Simulselect: if their partition
assignments for the primary partition level
are the same, their partition assignments for
the first backup partition level are the same,
their partition assignments for the second
backup partition level are the same, and their
partition assignments for the third backup
partition level are the same.)

a. ALL - If the partition number is ALL, all
channels are searched for an available
channel, regardless of partitions.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

(3) Failed - If all channels are found to be
failed, the call is denied.

b. Not Defined - If the partition number is
not defined (no channels assigned to that
partition number), no other partition is
searched and the call is denied.

c. Defined - If the partition number is
defined (one or more channels assigned
to that partition number), the partition is
searched for an available channel.
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(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
partition is noted as busy and the Site
Controller proceeds to the 1st backup
level of the search.

a. Busy - If any channel was found busy in
the primary partition, the call is queued in
the primary partition.

b. Failed - If all channels were found failed
in the primary partition, the call is denied.

B. Same - If their 1st backup partition numbers and
conditions for use are the same, the condition for
use must be checked with the results from
searching the primary partition.

(3) Failed - If all channels are found to be
failed, the partition is noted as failed
and the Site Controller proceeds to
the 1st backup level of the search.

First Backup Level of Search

Each LID or GID for the field radios involved in the

call is checked to see if a partition has been assigned to the

1st backup partition level.

None - If none of the LIDs and GIDs for the field
radios involved in the call have a partition assigned
to the 1st backup partition level (all have “Not
Used” selected), the Site Controller proceeds to the
2nd backup level of the search.

Some or All - If some or all of the LIDs and GIDs

for the field radios involved in the call have a
partition assigned to the 1st backup partition level,
their partition assignments for the 1st backup
partition level (numbers and conditions for use) are
compared.

A. Different - If their 1st backup partition numbers
and conditions for use are different (including
the case where one or more (but not all) do not
have a partition assigned (have “Not Used”
selected)), the Active Control Channel (ACC)
partition is searched for an available channel.

1. Available - If an available channel is found,
the channel is assigned to the call.

2. Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition and the primary partition if a busy
channel was found.

3. Failed - If all channels are found to be failed,
no other partition is searched, but a check is
made to see if any channel was found busy in
the primary partition.

1. Condition Not Met - If the condition for use

is not met, the Site Controller proceeds to the
2nd backup level of the search.

. Condition Met - If the condition for use is

met, the partition number must be checked
with the MCP Channel Data for the system.

a. ALL - If the partition number is ALL, all
channels are searched for an available
channel, regardless of partitions.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

(1) Failed - If all channels are found to be
failed, the call is denied.

b. Not Defined - If the partition number is
not defined (no channels assigned to that
partiton number), the Site Controller
proceeds to the 2nd backup level of the
search.

c. Defined - If the partition number is
defined (one or more channels assigned
to that partition number), the partition is
searched for an available channel.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
partition number is noted as busy and
the Site Controller proceeds to the
2nd backup level of the search.
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(3) Failed - If all channels are found to be
failed, the partition number is noted
as failed and the Site Controller
proceeds to the 2nd backup level of
the search.

Second Backup Level of Search

call is checked to see if a partition has been assigned to the

Each LID or GID for the field radios involved in the

2nd backup partition level.

None - If none of the LIDs and GIDs for the field
radios involved in the call have a partition assigned
to the 2nd backup partition level (all have “Not

Used” selected), the Site Controller proceeds to the

3rd backup level of the search.

Some or All - If some or all of the LIDs and GIDs
for the field radios involved in the call have a
partition assigned to the 2nd backup partition level,
their partition assignments for the 2nd backup
partition level (numbers and conditions for use) are
compared.

A. Different - If their 2nd backup partition numbers
and conditions for use are different (including
the case where one or more (but not all) do not
have a partition assigned (have “Not Used”
selected)), the Active Control Channel (ACC)
partition is searched for an available channel.

1. Available - If an available channel is found,
the channel is assigned to the call.

2. Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition and each previously searched
partition where a busy channel was found.

3. Failed - If all channels are found to be failed,
no other partition is searched, but a check is
made to see if any channel was found busy in
a previously searched partition.

a. Busy - If any channel was found busy in a

b.

previously searched partition, the call is
gueued in each partition where a busy
channel was found.

Failed - If all channels were found failed
in all previously searched partitions, the
call is denied.

B. Same - If their 2nd backup partition numbers
and conditions for use are the same, the
condition for use must be checked with the
results from the last partition level searched.

1. Condition Not Met - If the condition for use
is not met, the Site Controller proceeds to the
3rd backup level of the search.

2. Condition Met - If the condition for use is
met, the partition number must be checked
with the MCP Channel Data for the system.

a. ALL - If the partition number is ALL, all
channels are searched for an available
channel, regardless of partitions.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

(3) Failed - If all channels are found to be
failed, the call is denied.

b. Not Defined - If the partition number is
not defined (no channels assigned to that
partition number), the Site Controller
proceeds to the 3rd backup level of the
search.

c. Defined - If the partition number is
defined (one or more channels assigned
to that partition number), the partition is
searched for an available channel.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
partition number is noted as busy and
the Site Controller proceeds to the 3rd
backup level of the search.

(3) Failed - If all channels are found to be
failed, the partition number is noted
as failed and the Site Controller
proceeds to the 3rd backup level of
the search.
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Third Backup Level of Search

Each LID or GID for the field radios involved in the

call is checked to see if a partition has been assigned to the

3rd backup partition level.

None - If none of the LIDs and GIDs for the field
radios involved in the call have a partition assigned
to the 3rd backup partition level (all have “Not
Used” selected), no other partition is searched, but a
check is made to see if any channel was found busy
in a previously searched patrtition.

A. Busy - If any channel was found busy in a
previously searched patrtition, the call is queued
in each partition where a busy channel was
found.

B. Failed - If all channels were found failed in all
previously searched partitions, the call is denied.

Some or All - If some or all of the LIDs and GIDs
for the field radios involved in the call have a
partition assigned to the 3rd backup partition level,
their partition assignments for the 3rd backup
partition level (numbers and conditions for use) are
compared.

A. Different - If their 3rd backup partition numbers
and conditions for use are different (including
the case where one or more (but not all) do not
have a partition assigned (have “Not Used”
selected)), the Active Control Channel (ACC)
partition is searched for an available channel.

1. Available - If an available channel is found,
the channel is assigned to the call.

2. Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition and each previously searched
partition where a busy channel was found.

3. Failed - If all channels are found to be failed,
no other partition is searched, but a check is
made to see if any channel was found busy in
a previously searched partition.

a. Busy - If any channel was found busy in a
previously searched partition, the call is
gueued in each partition where a busy
channel was found.

b. Failed - If all channels were found failed
in all previously searched partitions, the
call is denied.

B. Same - If their 3rd backup partition numbers and
conditions for use are the same, the condition for
use must be checked with the results from the
last partition level searched.

1. Condition Not Met - If the condition for use
is not met, no other partition is searched, but
a check is made to see if any channel was
found busy in any previously searched
partition.

a. Busy - If any channel was found busy in a
previously searched partition, the call is
queued in each partition where a busy
channel was found.

b. Failed - If all channels were found failed
in all previously searched partitions, the
call is denied.

2. Condition Met - If the condition for use is
met, the partition number must be checked
with the MCP Channel Data for the system.

a. ALL - If the partition number is ALL, all
channels are searched for an available
channel, regardless of partitions.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

(3) Eailed - If all channels are found to be
failed, the call is denied.

b. Not Defined - If the partition number is
not defined (no channels assigned to that
partition number), no other partition is
searched, but a check is made to see if
any channel was found busy in any
previously searched partition.

(1) Busy - If any channel was found busy
in a previously searched partition, the
call is queued in each partition where
a busy channel was found.
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(2) Failed - If all channels were found (b) Failed - If all channels were found
failed in all previously searched failed in all previously searched
partitions, the call is denied. partitions, the call is denied.

c. Defined - If the partition number is cCall Queuing

defined (one or more channels assigned

to that partition number), the partition is A call is queued only after all channels that were
searched for an available channel. allowed to be searched were found to be failed or busy (but
not all failed). At that time the call is queued in each

3 , searched partition where one or more busy channels were
found, the channel is assigned to theéfong.  As soon as a channel becomes available in any
call. partition where the call was queued, the available channel is
assigned to the call and the call is removed from the queue
in all partitions where the call was queued.

(1) Available - If an available channel is

(2) Busy - If all channels are found to be
failed or busy (but not all failed), no
other partition is searched, but the call
is queued in each partition where a
busy channel was found.

Call Denial

A call is denied only after all channels that were
(3) Failed - If all channels are found to be allowed to be searched were found to be either failed (none
failed, no other partition is searched, busy) or unable to support the call request (i.e., digital, data,
but a check is made to see if any wide area, etc.). This is assuming the IDs are valid and that
channel was found busy in a their database partition assignments exist on the site(s).
previously searched partition. Also, if all assigned patrtitions for the IDs involved in the
call are not defined (do not exist) for the site and the
(a) Busy - If any channel was found conditions for using the ACC Partition are not met, the call
busy in a previously searched Will be denied.
partition, the call is queued in
each partition where a busy
channel was found.
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Examples of Non-Emergency Individual Calls

Table 4 - Example 1
Partition Calling LID Called LID Search
Level |Partition|Condition|Partition|Condition|Results
Primary 2 N/A 2 N/A 2
Busy
1st 3 Fail/Busy 3 Fail/Busy| 3
Backup All All Busy
2nd 4 Fail/Busy 1 Fail/Busy| ACC
Backup All All Free
3rd 1 Fail/Busy 4 Fail/Busy
Backup All All

Primary: partition same, search partition 2, all busy or

failed (not all failed).

First backup: partition & condition same, condition met,

search partition 3, all busy or failed (not all failed).

Second backup: partition different,
partition, channel free & assigned to call.

Table 5 - Example 2

Partition Calling LID Called LID Search
Level |Partition|Condition|Partition|Condition|Results
Primary 2 N/A 2 N/A 2
Failed
1st 3 Fail/Busy 3 Fail/Busy| 3
Backup All All Busy
2nd 4 Fail/Busy 1 Fail/Busy| ACC
Backup All All Busy
3rd 1 Fail/Busy 4 Fail/Busy
Backup All All

Primary: partition same, search partition 2, all failed.

First backup: partition & condition same, condition met,

search partition 3, all busy or failed (not all failed).

Second backup: partition different,

call in partitions 3 and ACC.

Table 6 - Example 3

Partition Calling LID Called LID Search
Level [Partition|Condition|Partition|Condition|Results
Primary 2 N/A 2 N/A 2
Busy
1st 3 Fail 3 Fail No
Backup Only Only [Search
2nd 5 Fail/Busy 5 Fail/Busy| No
Backup Emer Emer |Search
3rd Not 4 Fail/Busy| ACC
Backup Used All Busy

search ACC

Primary: partition same, search partition 2, all busy or
failed (not all failed).

First backup: partition & condition same, condition not
met, skip.

Second backup: partition & condition same, condition
not met, skip.

Third backup: condition different, search ACC
partition, all busy or failed (not all failed), queue
call in partitions 2 and ACC.

Table 7 - Example 4

Partition Calling LID Called LID Search
Level |Partition|Condition|Partition|Condition|Results
Primary 2 N/A 2 N/A 2
Busy
1st 3 Fail 3 Fail No
Backup Only Only [Search
2nd Not Not No
Backup Used Used |Search
3rd Not 4 Fail/Busy| ACC
Backup Used All Busy

search ACC
partition, all busy or failed (not all failed), queue

Primary: partition same, search partition 2, all busy or
failed (not all failed).

First backup: partition & condition same, condition not
met, skip.

Second backup: Not Used for all IDs, skip.

Third backup: condition different, search ACC
partition, all busy or failed (not all failed), queue
call in partitions 2 and ACC.
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Examples of Non-Emergency Group Calls

Table 8 - Example 5

Examples of Emergency Group Calls

Table 10 - Example 7

Partition Called GID Search Partition Called GID Search
Level Partition|Condition|Results Level Partition|Condition|Results
Primary 2 N/A 2 Primary 2 N/A 2
Busy Busy
1st 3 Fail No 1st 3 Fail No
Backup Only |Search Backup Only [Search
2nd 4 Fail/Busy| No 2nd 4 Fail/Busy| 4
Backup Emer |Search Backup Emer | Free
3rd 1 Fail/Busy| 1 3rd 1 Fail/Busy
Backup All Busy Backup All

Primary: partition same, search partition 2, all busy or

failed (not all failed).

First backup: partition & condition same, condition not

met, skip.

Second backup: partition & condition same, condition

not met, skip.

Third backup: partition & condition same, condition
met, search partition 1, all busy or failed (not all

failed), queue call in partitions 1 and 2.

Table 9 - Example 6

Primary: one GID (group call), search partition 2, all
busy or failed (not all failed).

First backup: one GID (group call), condition not met,
skip.

Second backup: one GID (group call), condition met,
search partition 4, channel free & assigned to call.

Table 11 - Example 8

Partition Called GID Search
Level Partition|Condition|Results
Primary 2 N/A 2
Busy
1st 3 Fail/Busy| 3
Backup All Busy
2nd 4 Fail/Busy| 4
Backup Emer | Busy
3rd 1 Fail No
Backup Only [Search

Partition Called GID Search
Level Partition|Condition|Results|
Primary 2 N/A 2
Busy
1st 3 Fail/Busy| No
Backup Emer |Search
2nd 4 Fail/Busy| 4
Backup All Free
3rd 1 Fail/Busy
Backup All

Primary: one GID (group call), search partition 2, all

busy or failed (not al

First backup: one GID (group call), condition not met,

skip.

Second backup: one GID (group call), condition met,
search partition 4, channel free & assigned to call.

| failed).

Primary: one GID (group call), search partition 2, all
busy or failed (not all failed).

First backup: one GID (group call), condition met,
search patrtition 3, all busy or failed (not all failed).

Second backup: one GID (group call), condition met,
search partition 4, all busy or failed (not all failed).

Third backup: one GID (group call), condition not met,
skip, queue call in partitions 2, 3, and 4.
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ALARMS _ :
alarm threshold (in watts) for a DB8843-based PMU is 25.5

watts. However, a higher alarm threshold (in watts) can be
ALARM DETECTION configured_temporarily through the keypad on the front of
the DB8843-based PMU. (Note that any temporarily
Alarm conditions may be detected by the Site Controlleconfigured level must be manually reconfigured after a
itself, or by standard or optional equipment connectedlisruption in communication between the PMU and the Site
directly or indirectly to the Site Controller. Some alarms areController, such as after a power outage.)
only sent to the Site Controller if optional alarm-detecting
devices are installed and enabled in the system. The On the other hand, a DB8860-based PMU alarms at the
performance of a specific alarm depends on how théxact level that is sent to it. This means that if 255 is sent
parameters for that alarm are configured. For additiondrom the System Manager, then a DB8860-based PMU will
information about a specific alarm, see the instructiorlarm if the power level goes below 255 watts. The low

manual for the device that is responsible for detecting thatower limit can be reconfigured temporarily through a dumb
alarm condition. terminal connected to the DB8860-based PMU. The high

power limit can be reconfigured permanently through a
dumb terminal connected to the DB8860-based PMU.
(Note that any temporarily configured low power limit must

The Site Controller detects the following conditionsP® manually —reconfigured after a disruption in
(resulting in the generation of an alarm for a polled devic€ommunication between the PMU and the Site Controller,
or an alarm-reporting device): such as after a power outage.)

Site Controller

An antenna alarm condition is detected when either the

» Polling Failure o .
forward power at an antenna’s input is too low (as measured

» Fault Tolerance Threshold Exceeded by the PMU), or the SWR (measurement of reflected power)
at an antenna’s input is too high (as measured and calculated
Power Monitor Unit by the PMU).

The Power Monitor Unit (PMU) sends an alarm to theAlarm & Control Unit

Site Controller when either a transmitter alarm condition or
an antenna alarm condition is detected. The Alarm & Control Unit sends an alarm to the Site

Controller when one of the following conditions exist:

A transmitter alarm condition is detected when a .
channel’s output power (as measured by the PMU) exceeds °* User-Supplied Alarms - ACU reports alarm for any

the allowable limits. The DB8843-based PMU uses a low of 32 user-supplied alarm inputs (see "ACU
power limit only. The DB8860-based PMU uses both a Parameters” panels in System Manager screen 16,
lower and an upper power limit. The low power limit is Alarm Control Unit Definition”).

specified in the Site Controller's Personality and is
configurable through the System Manager's “Site
Reconfiguration” screen. Site Controller application
software marked “344A3265Gx” (where x = 6 or higher), or
marked “RON 107 784 Rxx” (where xx = 8A or higher), Test Unit

allows the low power limit to be re-configured through the

System Manager. This limit should be set to the exact The Test Unit sends alarm information to the Site
power level (in watts) that the power should not fall belowController when one of the following conditions exist:

(note the exception for the DB8843-based PMU).

e ACU Error - Diagnostic self-test after reset detects
problem in ACU.

e Control Channel Alarm Conditions - The following

Note that a DB8843-based PMU divides the low power Control Channel alarm conditions are sent to the
limit (sent to it from the Site Controller) by 10. This means Site Controller in the CC Fail message as soon as
that the low power limit must be set (in the Site Controller detected while monitoring the Control Channel:
personality and the System Manager) to 10 times the desired . ) ]
alarm threshold (in watts) when using a DB8843-based *  Cannot Find - The Test Unit was unable to find
PMU. Since 255 is the largest value that can be configured the Control Channel.

(in the Site Controller personality or through the System
Manager) for the low power limit, the highest configurable
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e Cannot Sync - The Test Unit cannot
synchronize with the data frames being sent by
the Control Channel.

e Cannot Decode - The Test Unit cannot decode
four consecutive messages sent by the Control
Channel.

Working Channel Alarm Conditions - The
following Working Channel alarm conditions are
sent to the Site Controller in the Call Results
message at the end of the test call:

e Cannot Find (Control Channel) - The Test Unit
was unable to find the Control Channel.

e Cannot Sync (Control Channel) - The Test
Unit was unable to synchronize with the data
frames being sent by the Control Channel.

* No Channel Assignment - The Test Unit was
unable to decode the Working Channel
assignment on the Control Channel.

e Cannot Sync (Working Channel) - The Test
Unit was unable to synchronize with the data
frames being sent by the assigned Working
Channel.

* No High-Speed Data - The Test Unit was
unable to decode the high-speed data on the
assigned Working Channel.

* No Low-Speed Data - The Test Unit was
unable to decode the low-speed data on the
assigned Working Channel.

* No Drop Channel Message - The Test Unit
was unable to decode a drop channel message
on the assigned Working Channel.

Station / Main Site / Control Point GETC

Station GETCs in a single-site system, Main Site

GETCs in a Non-Simulcast Voted system, and Control Point
GETCs in a Simulcast system send an alarm to the Site
Controller when one of the following conditions exist:

The following alarms cannot be reconfigured
through the System Manaager.

NOTE

Auxiliary (Aux) Alarm (Control Point only) -

Indicates that a Test Unit alarm is detected at one
of the transmit sites for this channel. This alarm is
sent through the Simulcast alarm system to the

Control Point GETC for that channel, and then on
to the Site Controller. This alarm will only be used
to fail the channel if it is enabled in the Personality
of the Site Controller (default is enabled). (See the
Auxiliary Alarm Reporting heading under the
Alarm Management heading later in this section.)

Phone Line (PL) Failure Alarm (Main Site and
Control Point only) - Indicates that this GETC is
not receiving data from the Voter (possible line
noise or breakage of data link in direction from
Voter to GETC). This alarm will only be used to
fail a channel if it is enabled in the Site Controller’s
personality.

Voter Alarm (Main Site and Control Point only) -
Indicates that this GETC is receiving error
messages from the Voter (possible line noise or
breakage of data link in direction from GETC to
Voter). (See Critical Fault Alarms heading.)

Carrier Present Alarm (Single-Site and Main Site
only) - Indicates that this GETC is detecting the
presence of an RF carrier without proper signaling
(possible interfering signal or deliberate jamming).
This alarm will only be used to fail a channel if it is

enabled in the Site Controller’'s personality.

PA Failure Alarm (Single-Site and Main Site only)

- Indicates that the MASTR Il repeater’'s output
power has dropped below the threshold level. (See
Critical Fault Alarms heading.)

Synth Unlock Alarm (Single-Site and Main Site
only) - Indicates that the MASTR Il repeater’s
synthesizer is not locked. (See Critical Fault
Alarms heading.)

Turbo Board Failure Alarm (Single-Site, Main Site,

and Control Point) - Indicates a disruption in the
communication between this GETC’'s main

processor and its Turbo Board. (See Critical Fault
Alarms heading.)

Frame Sync Line (FSL) Failure (This alarm is not
yet implemented.) - Indicates the absence of (or an
abnormality in) the sync pulses from the Control
Channel GETC to this GETC (possible open or
shorted line, or fault in Control Channel GETC).
This alarm will only be used to fail a channel if it is
enabled in the Site Controller's personality (default
is disabled - not currently supported).
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Downlink GETC e Test Call Failure from TU for Working Channel

A Downlink (or Redundant Downlink) GETC sends an * Workinq Channel Power Failure from PMU for
alarm to the Site Controller when one of the following Working Channel

conditions exist: e Control Channel Power Failure from PMU for
Control Channel

e Link Failure Alarm - Indicates that the Downlink
GETC has stopped receiving information from the  As soon as the failed channel is removed from service,
network end of the Downlink. the Site Controller pursues the following course of action:

e Turbo Failure Alarm - Indicates that the Downlink e If the failed channel is the Control Channel, the

GETC’s main processor is unable to communicate Site Controller selects a new Control Channel.
with its Turbo Board.

*  The Site Controller reports the failure to the System
If the primary downlink GETC fails to respond to polls Manager in an Activity Record.

from the Site Controller or reports a turbo alarm, then the
Site Controller will fail that downlink. When the IMC does + The Site Controller continues to poll the failed
not see messages from the Site Controller on the primary channel’'s GETC.

downlink, it will switch to the redundant downlink (if one is
defined). The Site Controller sends the same messaging to

For PMU and test call failures, the Site Controller

all defined downlinks so when the IMC looks to the directs the TU to place test calls on the failed
redundant downlink, it will see the same messaging it was channel at more frequent intervals than for non-
expecting to see from the primary downlink. If the Site failed channels.

Controller does not see messages from the IMC, it will set a
bit in its message to the IMC indicating that there is a * For PMU failures in a system without a functioning

problem with the messages coming from the IMC. This will TU, the Site Controller places Pseudo test calls on
also cause the IMC to switch to the redundant downlink (if the failed channel (keys channel) to allow the PMU
one is defined). to measure the channel’s output power level.

The failed channel is returned to service when one of

ALARM MANAGEMENT the following conditions is met:

Alarm conditions detected by the Site Controller itself, .  The original alarm condition is cleared and a test
or by standard or optional equipment connected directly or call is successfully completed on the failed channel
indirectly to the Site Controller, are used to take a channel (if a TU exists).
or piece of equipment out of service when it is no longer a
benefit to the operation of the system. The Site Controller « The total number of failed channels reaches the

follows a specific course of action (depending upon the type Fault Tolerance Threshold, and the non-critical
of alarm) to fail such equipment, report the alarm to the alarm type (for which the channel was failed) is
System Manager, attempt to recover the failed equipment, responsible for the highest number of non-critical
and (if successful) report the alarm cleared to the System channel failures. A test call must also be
Manager. successfully completed on the failed channel (if a

TU exists). (For more details, see the Fault
Channel Failure/Recovery Tolerance Threshold heading.)

Any one of the following alarm conditions results in the po|ling Failure/Recovery
immediate failure of the channel and its removal from

service (no user calls will be assigned to the failed channel A polling failure occurs when the Site Controller does

until it is returned to service): not receive a single correct response to a certain number of
) . ) consecutive polls. The following pieces of equipment are
* Polling Failure for Station GETC polled by the Site Controller and are therefore subject to
« GETC Alarm from Station GETC polling failures:
e CC Fail message from TU for Control Channel « Station GETCs (one for each RF channel)

« Downlink GETC
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When a polling failure occurs, the Site Controller fails
the piece of equipment and pursues the following course &

Redundant Downlink GETC
PMU (Power Monitor Unit)

If a test call is_not successfully completed before the
specified number of consecutive test call failures is reached,
the channel remains out of service, the channel is indicated
ACU (Alarm & Control Unit) as failed on the System Manager’s Site Monitor screen (with

) “AUX ALARM” shown as Channel Activity), and an
TU (Test Unit) Auxiliary alarm is reported to the System Manager (shown

Local Telephone Interconnect (two data links - two©n the Alarm screen).

polls) The Remote Test Call Alarm Level parameter has a

default value of 0, which will allow each received Auxiliary
rm (temporary or not) to be reported to the System
Manager. Although you may order a Site Controller
Personality with this parameter set as high as 6, values

actually exists).
The Site Controller reports the polling failure to the

System Manager in an Activity Record. Fault Tolerance Threshold

The Site Controller continues to poll the piece of  In general, the channel fault tolerance threshold (FTT)

equipment in order to recover it as soon as thes used to determine when too many channels have failed

failure is corrected. and some need to be recovered. If the quantity of channels
failed (due to any combination of alarms) reaches the FTT,

When the Site Controller receives a correct response 19| channels failed due to the non-critical alarm type that has
each of a certain number of consecutive poll messages, th§jed the most channels will be put back into service. The
Site Controller returns the piece of equipment to service anBTT processing does not return channels to service that are
reports the clearing of the polling failure to the SysteMjled due to critical alarms (see Critical Fault Alarms

Manager.

Auxiliary Alarm Reporting

Starting with Site Controller Application Software
Release 8.0, a Remote Test Call Alarm Level parameter can
be specified in the Site Controller Personality when a
Remote Test Unit is specified. This parameter (not
reconfigurable through the System Manager) specifies the
number of consecutive test call failures (Auxiliary Alarms)
that must be received from a Control Point GETC before the
Site Controller will report the Auxiliary Alarm for that
channel to the System Manager. This feature is used to
minimize the reporting of temporary Auxiliary Alarms that
require no action.

As soon as an Auxiliary Alarm is received from the
Control Point GETC (regardless of the Remote Test Call
Alarm Level parameter’s value), the affected channel is
taken out of service and the channel is indicated as failed on
the System Manager's Site Monitor screen. If a test call is
successfully completed before the specified number of
consecutive test call failures is reached, the channel is
returned to service, the channel is indicated as available on
the System Manager’s Site Monitor screen, and no alarm is
reported to the System Manager.

heading).

When the FTT is reached, the Site Controller takes the
following action:

The Site Controller determines which non-critical
alarm type is responsible for the most failed
channels.

If this alarm type is being reported by the PMU, the
Site Controller fails the PMU and sends a PMU fail
alarm to the System Manager, stops using this
alarm type to fail channels (although it continues to
report any new alarms of this alarm type to the
System Manager - for display on the alarm screen),
and attempts to bring each PMU-failed channel
back into service by successfully completing a
Recovery Test Call on each of these channels. In a
system without a functioning TU, the Site
Controller places Pseudo Test Calls in place of the
Recovery Test Calls (keys the channel’s transmitter
so the PMU can make a power measurement).

If this alarm type is being reported by the TU, the
Site Controller fails the TU and sends a TU fail
alarm to the System Manager, stops using this
alarm type to fail channels (although it continues to
report any new alarms of this alarm type to the
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System Manager - for display on the alarm screen)alarms. In this example, the Site Controller does not return
and returns all channels to service that were failedny channels to service.

by this alarm type.

continues to report any new alarms of this alarm

The value for the FTT (default is 50%) is contained in

» If this alarm type is for any failure other than athe Site Controller personality and cannot be reconfigured
PMU or TU failure, the Site Controller stops using through the System Manager. If some other value is desired,
this alarm type to fail channels (although it a new personality must be obtained from the factory.

type to the System Manager - for display on theACU Display Panel

alarm screen), and returns all channels to service
that were failed by this alarm type.

from the System Manager alarm screen (those
detected before and after the FTT was reached), the
Site Controller resumes using this alarm type to fail
channels. In a case where this alarm type was
reported by the PMU or TU, the Site Controller
recovers that device and reports to the System
Manager that the alarm for the device is cleared.

Example (non-critical alarms only): Suppose a system
has 8 channels, a FTT of 50%, 3 channels fail due to carrier
alarms, and 1 channel fails due to a PMU alarm. The FTT is
met because 4 out of 8 channels (50%) have failed. The
channels that have failed due to carrier alarms will be
brought back into service, because this alarm type is a non-
critical fault alarm and is responsible for the most failed
channels. The channel that has failed due to the PMU alarm
will remain failed. If additional carrier alarms are received,
they will not be used to take channels out of service.

Example (critical and non-critical alarms): Suppose a
system has 8 channels, a FTT of 50%, 3 channels fail due to

The following “SYS STATUS” alarms, displayed on
) the ACU (Alarm & Control Unit) display panel, are driven
*  When all alarms for this alarm type have clearedyy glarm information from the Site Controller:

ANT PWR FAIL - Lit when an antenna alarm (for
one or both antennas) is received by the Site
Controller from the PMU.

CHN PWR FAIL - Lit when a transmitter alarm
(for one or more channels) is received by the Site
Controller from the PMU.

GETC FAIL - Lit when a GETC alarm (for one or
more GETCSs) is received by the Site Controller
from the GETCs.

INTERCONNECT FAIL - Lit when an alarm for
the local telephone interconnect is received the Site
Controller.

BACKUP LINK FAIL - Lit when an FSL (Frame
Sync Line) alarm (for one or more GETCSs) is
received by the Site Controller from the GETCs.

a PA failure, and 1 channel fails due to a carrier alarm. Th RITICAL FAULT ALARMS

FTT is met because 4 out of 8 channels (50%) have failed.
The channels that have failed due to a PA failure will not be

brought back into service (even though this alarm type iescription

responsible for the most failed channels), because this alarm
type is a critical fault alarm. The 1 channel with the Carrier

The channels that have failed due to a PA failure or a Turbo
alarm will not be brought back into service (even though
these alarm types are responsible for all of the failed
channels), because both of these alarm types are critical fault

Unlike other GETC alarms which are sent to and used

alarm will be brought back into service because, of the nory the Site Controller to fail RF channels, the critical fault
critical fault alarm types, it is responsible for the most failec@larms are used by the Station GETCs to fail RF channels
channels (even though it is only 1 channel). If additionafirectly (without relying on the Site Controller). These
carrier alarms are received, they will not be used to takalarms are sent to the Site Controller so calls won't be
channels out of service. assigned to the RF channels already failed by the GETCs,
and so the alarms can be reported to the System Manager.
Example (critical alarms only): Suppose a system has Bhe primary difference between critical and non-critical
channels, a FTT of 50%, 3 channels failed due to PAlarms is that the Fault Tolerance Threshold does not apply
failures, and 1 channel failed due to a Turbo alarm. Théor critical alarms (does not return channels to service that
FTT is met because 4 out of 8 channels (50%) have failedre failed due to critical alarms).
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These four critical fault alarms are as follows:

Compatibility with PMU Option

PA Failure Alarm - Indicates that the MASTR IlI
repeater’'s output power has dropped below the
threshold level.

Voter Alarm - Indicates that error messages are
being received from the Voter.

NOTE

» Synth Unlock Alarm - Indicates that the MASTR
Il repeater’s synthesizer is not locked.

processor and its Turbo Board.

System Requirements

The following minimum configurations are required for
the following equipment in order to support these alarms:

e System Manager:

*  VAX model

«  Group 6 software
+ Station GETCs:

* Logic Board Hardware must be 19D901868G4
(or G3 upgraded to G4).

* Logic Board Software must be 349A9607G6
or later.

e Turbo Board Software must be 344A4414G4
or later.

e Personality Software must have PA Failure
alarm enabled (f no PMU exists in the
system).

The PA Failure alarm is not compatible with the
PMU option. The Site Controller can bhe
programmed to respond to either the alarms from
the PMU or the PA Failure alarms from the

Station GETCs, but not both.

To have the Site Controller respond to all alarms from
»  Turbo Board Failure Alarm - Indicates a disruptionthe PMU (ignore all PA Failure alarms from the Station
in the communication between the main GETCGETCs), the following configurations are required:

The Power Monitor Unit parameter must be

enabled in the System Manager. If using the
DB8860-based PMU (with or without a System

Manager), this parameter must be enabled in the
Site Controller's personality (so that the DB8860

model can be selected). If using the DB8843-based
PMU without a System Manager, this parameter
must be enabled in the Site Controller's

personality.

The PA Failure alarm must be disabled in each
Station GETC's personality.

To have the Site Controller respond to all PA Failure

alarms from the Station GETCs (ignore all alarms from the
PMU), the following configurations are required:

The Power Monitor Unit parameter must be
disabled in the System Manager. If using either
PMU without a System Manager, this parameter
must be disabled in the Site Controller's
personality.

The PA Failure alarm must be enabled in each
Station GETC's personality.

Channel Failure / Recovery

The process of failing an RF channel due to a critical

alarm is as follows:

" Use of Group 5 or earlier (instead of Group 6 or later) System Manager
software will not affect the operation of the GETCs or Site Controller
regarding these alarms. The System Manager will receive information to
indicate that a channel has failed, but be unable to recognize the alarm
that caused the channel to be failed. Therefore, the user will have no idea
why the channel is failed, and may believe the system is operating
incorrectly. Group 5 System Manager software can report the alarm type
using the logging to printer feature. Alarm types can be determined at the
GETC. See the System Manager and GETC manuals for details.

The Station GETC receives or detects a critical
alarm.

The Station GETC sends the alarm to the Site
Controller.

The Station GETC takes itself out of service (stops
responding to call requests from the Site
Controller).
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The Site Controller fails the RF channel failed by e The Site Controller sends alarm cleared

the Station GETC (stops assigning calls to the information to the ACU.
GETC).
e The Site Controller sends alarm cleared
The Site Controller sends alarm information to the information to the System Manager.
ACU.
The Site Controller sends alarm information to the TROUBLESHOOTING

System Manager.
The Site Controller continues to poll the StationRECOVERY FROM FAILSOFT

GETC for the failed RF channel. . ) )
To bring the site out of Failsoft, reset a GETC

The Station GETC continues to respond to polis(Preferably the Control Channel GETC) for a channel that is
from the Site Controller. allowed to be a Control Channel by the Site Controller
(press S4 on the front edge of the GETC Logic Board inside

The process of recovering an RF channel that was faileitie GETC shelf). If you accidently reset a GETC (whether
due to a critical alarm is as follows: it is the Control Channel GETC or not) for a channel that is

not allowed to be a Control Channel by the Site Controller,
The Station GETC stops receiving the alarm orthe site will not come out of Failsoft. If this happens, you
detects that the alarm has cleared. must move the Control Channel (by resetting the Control

Channel GETC) to a channel that is allowed to be a Control
The Station GETC stops sending the alarm to thehannel by the Site Controller. Then, reset the Control
Site Controller. Channel GETC once more to bring the site out of Failsoft.

The Station GETC puts itself back into service
(starts responding to call requests from the SiteTROUBLESHOOTING GUIDES

Controller).
) Table 12 consists of a troubleshooting guide for MCP-

The Site Controller assigns a test call to the RA€lated problems. Find the applicable symptom. Then look

channel cleared by the Station GETC. at each possible cause. When the cause is found, you may
want to take the corrective action or leave as is.

If the test call is successful, the Site Controller

recovers the RF channel that was previously failed

by the Station GETC.
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Table 12 - Multiple Channel Partition (MCP) Troubleshooting Guide

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Group voice or data call is
denied.

Partition not defined at site.

Use different group or define
partition for that site.

No digital channels in partition.

Assign digital channel to partition.

No data channels in partition.

Assign data channel to partition.

ACC partition moved to called group’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no working
channels in the patrtition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Individual voice call is denied.

If both radios are in same patrtition the
partition may not be defined at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

No digital channels in partition.

Assign digital channel to partition.

If both radios in same partition and ACC
moved to that partition or radios in
different partitions, the ACC partition may
be located in partition with only one
channel, which is now the Control
Channel, so there are no Working
Channels in that partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Individual data call is denied.

Data radio’s partition may not be defined
at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

No data channels in partition.

Assign data channel to partition.

ACC partition moved to data radio’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Dynamic Regroup call is
denied.

ACC partition moved to partition that only
has one channel defined, which is now
the Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

System All-Call is denied.

ACC partition may have moved to a
partition that only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

(Continued)
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Table 12 - Multiple Channel Partition (MCP) Troubleshooting Guide (Continued)

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Patch activation is denied.

If all GIDs are in the same partition,
partition may not be defined at one of
more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If GIDs are in different partitions at one or
more of the sites, the ACC partition may
have moved to a partition that only has
one channel defined, which is now the
Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

Group Simulselect activation is
denied.

If all GIDs are in the same patrtition,
partition may not be defined at one of
more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If GIDs are indifferent partitions, at one or
more of the sites, the ACC partition may
have moved to a partition that only has
one channel defined, which is now the
Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

Individual Simulselect
activation is denied.

If all LIDs are in the same partition,
partition may not be defined at one of
more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If LIDs are in different partitions, at one
or more of the sites, the ACC partition
may have moved to a partition that only
has one channel defined, which is now
the Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

LID & GID Simulselect
activation is denied.

If all LIDs & GIDs are in the same
partition, partition may not be defined at
one of more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If LIDs & GIDs are in different partitions,
at one or more of the sites, the ACC
partition may have moved to a partition
that only has one channel defined, which
is now the Control Channel, so there are
no Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

(Continued)
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Table 12 - Multiple Channel Partition (MCP) Troubleshooting Guide (Continued)

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Radio-originated Local or
Central Interconnect call is
denied.

Calling radio’s partition may not be
defined at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

If this is a Local Interconnect call, the

number called may be toll call restricted.

Change toll call restrictions for the
calling LID to allow called number.

If this is a Local Interconnect call, there
may not be any channels with
interconnect equipment in partition.

Assign interconnect channel to
partition.

ACC partition moved to calling radio’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Telephone-originated Local or
Central Interconnect call is
denied.

Called radio’s partition may not be
defined at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

If this is a Local Interconnect call, the
called LID or GID may not be allowed to
receive Local Interconnect calls.

Enable LID or GID to receive Local
Interconnect calls.

If this is a Local Interconnect call, there
may not be any channels with
interconnect equipment in partition.

Assign interconnect channel to
partition.

ACC partition moved to calling radio’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Multisite call is not assigned to
some sites.

Call's partition may not be defined at all
sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

ACC partition may have moved to a
partition that only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

(Continued)
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Table 12 - Multiple Channel Partition (MCP) Troubleshooting Guide (Continued)

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Group Central Interconnect
call is assigned and then drops
at radio. Phone gets a busy
signal.

One or more sites do not have the
group’s partition defined.

When making the partition plan, be
aware that enabling a group for
MCP and assigning it to a partition
that only exists at certain sites will
cause multi-site calls to that GID to
be denied on certain sites.

System permits LID-to-LID call
even when each partition
assigned to one or both LIDs
does not exist in system.

Present software design checks similarity
of partitions assigned to LIDs before
checking existence of partitions in
system. When partitions assigned to
LIDs are dissimilar, the search for an
available channel is directed to the ACC
Partition regardless of whether the
partitions assigned exist in system.

When making your partition plan, be
aware that non-existent partition
assignments do not deny access to
a system for calls between LIDs
with dissimilar partition
assignments.

System permits LID-to-LID call
even when each partition
assigned to one or both LIDs
does not exist in system, and
even if one or both are MCP
disabled.

Present software design checks for MCP
disabled status of LIDs before checking
existence of partitions in system. When
either LID is MCP disabled, the search
for an available channel is directed to the
ACC Partition regardless of whether the
partitions assigned exist in system.

When making your partition plan, be
aware that MCP disabling a LID
does not deny access to a system
(it guarantees access to a system).

System permits Patch or
Simulselect to be activated
even when each partition
assigned to one or more IDs
does not exist in system.

Present software design checks similarity
of partitions assigned to IDs before
checking existence of partitions in
system. When partitions assigned to IDs
are dissimilar, the search for an available
channel is directed to the ACC Partition
regardless of whether the partitions
assigned exist in system.

When making your partition plan, be
aware that non-existent partition
assignments do not prevent
activation or deny access to a
system for Patch or Simulselect
involving IDs with dissimilar partition
assignments.

System permits Patch or
Simulselect to be activated
even when each partition
assigned to one or more IDs
does not exist in system, and
even if one or more are MCP
disabled.

Present software design checks for MCP
disabled status of IDs before checking
existence of partitions in system. When
any ID is MCP disabled, the search for
an available channel is directed to the
ACC Partition regardless of whether the
partitions assigned exist in system.

When making your partition plan, be
aware that MCP disabling an ID
does not prevent activation or deny
access to a system for Patch or
Simulselect (it guarantees access to
a system).
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GLOSSARY

ACC Partition..........eeeeeiiiiieeeiiiiieee e See Active Control Channel Partition.

Active Control Channel Partition.................. The Active Control Channel (ACC) partition is the partition presently containing
the Control Channel, in a system using the Multiple Channel Partition (MCP)
option.

Active Configuration.............cccooiiiiiiiiieneeen. The Active Configuration is the complete set of presently active (currently being

used) values for the configurable parameters for a specific piece of equipment.
The active configuration may consist entirely of the default values set during
power-up or reset, or may have some or all values subsequently reconfigured.

Allowed CC ..ot The Allowed CC (Control Channel) parameter defines (for a system’s set of
channels) which channels may be used as Control Channels.

Application Software ..........ccccoevviveeeiiiiinnnn. The Application Software is the software that runs a device (an executable
program). Several versions of Application Software may be written for a single
device; one for each of several applications.

Backup Serial Line..........ccoocvviveiiiiiiiiieeeens The Backup Serial Line is a data bus used for communications between GETCs
during Failsoft Trunking. It is connected to each Station, Downlink, and Uplink
GETC in an EDACS system.

Basic EDACS System ........ccooccviieeeeieeeeiinnns A Basic EDACS System uses Failsoft Repeaters, operating in the Trunked
Failsoft mode, to provide voice and data trunked radio communications for an
EDACS site.

BSL e See Backup Serial Line.

Control Channel...........cccoeeeves A Control Channel is any allowed radio channel (only one at a time) at an

EDACS Trunked Site that is used for call requests and Working Channel
assignments for trunked calls.

Control Channel GETC..........ccccovvviiveennninn, The Control Channel GETC is the specific Station GETC that is connected to the
EDACS repeater currently assigned as the Control Channel.

Downlink GETC .....coovviiiiieeeeeee e, The Downlink GETC is the communications interface between an EDACS
Repeater site and the Downlink to the IMC.

EDACS ..o Enhanced Digital Access Communications System. EDACS is a registered
trademark of Ericsson Inc., and is used by Ericsson to describe specific
communications systems and their specific equipment which meet or exceed the
needs of the Public Service, Industrial, Commercial, and Utility markets world-
wide.

EDACS Site Controller...........ccccovvvveeeennnee. The EDACS Site Controller is made up of the Site Controller cabinet, the Site
Controller computer, and any supporting equipment that is mounted in the Site
Controller cabinet.

Failsoft Trunking.........cccccevvvieeieiiiiiieeiiieen, Failsoft Trunking refers to basic EDACS trunking under the direction of the
Control Channel GETC. This is the normal mode of trunking for a Basic
EDACS repeater site having no EDACS Site Controller, or the backup mode of
trunking for an EDACS repeater site having an EDACS Site Controller.

Fault Tolerance Threshold ...........ccccccceeeenn. Fault Tolerance Threshold (FTT) is that level (quantity) of failed channels at
which FTT processing starts to be applied in an attempt to recover some of these
failed channels. This level is specified as a percent of the equipped channels.
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Full-Featured Trunking.......ccccccoeecvvvveeeeeninnnnns Full-Featured Trunking refers to EDACS trunking under the direction of thi
EDACS Site Controller. It provides additional features beyond the basic features
provided by Failsoft Trunking.

[ I See Fault Tolerance Threshold.

FTT ProCessSing....cceeeeeeeeiiieiiciiinineeeeeeaeeeeen FTT processing refers to the special condition when the FTT is reached and
Site Controller is allowed to assign some failed channels to calls.

GETC ettt A GETC is a communications interface with many possible hardware a
software configurations, depending upon its application. When configured for a
specific application, it acquires the name of the application, such as a Station
GETC, a Control Channel GETC, a Working Channel GETC, a Downlink

GETC, etc.

GID .. —— Group ID. A GID is a unique number used to identify a specific collection
radio units that normally communicate with each other in an EDACS trunked
system.

IMC e Integrated Multisite and Console Controller.

Initial Configuration ...........ccccccovvviiiivnnnnnen, An Initial Configuration is the Active Configuration of a specific piece of
equipment as long as it consist entirely of the default values set during power-up
or reset.

Level 1 EDACS SySteM.....cccvvvveeeeeeieiiiiiinnnns A Level 1 EDACS System is a Basic EDACS System, with a Site Controller ar
System Manager added, to allow operation in the Full-Featured Trunking mode.

0 PR Logical unit ID. A LID is the unique number used to identify an individual radic
unit in an EDACS trunked system.

MCP ..t Multiple Channel Partition. MCP is an optional feature of the EDACS Sit

Controller which allows selected sets of channels (partitions) to be set aside for
exclusive use by selected sets of users (one set of channels for each set of users)

MCP Channel Data...............ccceccvvvvvvneeneennnn. The MCP Channel Data set is made up of those parameters that are assi
specifically to that system.

MCP Data ......ceeeeeieieeeeeeeieieeeeeee The MCP Data for an EDACS system is a complete set of those variables u
for the MCP option. The MCP Data is made up of one MCP Channel Data set
and many MCP ID Data sets.

MCP ID Data.........ccovvvvvvrviiiiiiiiiieieeeeeaeeeeeeeenns Each MCP ID Data set is made up of those parameters that are assigned to
individual ID (LID or GID). The MCP ID Data sets will be used by all MCP
enabled EDACS systems in the EDACS network.

/oL =7 o B A Modem is a data communications interface between a digital data circuit (st
as defined by the RS-232 standard) and an analog voice circuit (such as a
telephone line or a microwave channel).

Partition ...........ooovvvvicc e A partition is a selected set of channels set aside for exclusive use by a sele
set of users.

Personality .........ccccceeeiiiiiieeeeeeeeeceeeee, A Personality is a set of values for the configurable parameters of a device,
can be used to customize the operation of that device for each user.

Personality PROM........cccccceiiiiiiiiiieeeerieeeeeees A Personality PROM is used to store an initial Personality in a piece
equipment. Depending upon the piece of equipment, this initial Personality may
or may not be partially or completely reconfigured at some other memory
location in the piece of equipment. The PROM itself cannot be reconfigured
without being removed from the piece of equipment.
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Redundant Downlink GETC.............ccccvvveee. A Redundant Downlink GETC is a redundant communications interface between
an EDACS Repeater site and the Downlink to the IMC. It is identical to the
Downlink GETC; only its connection points are different.

Site Controller..........oooocciviieiieiieeee e, See Site Controller Computer.

Site Controller Computer............ccccccvvvvvvnneen. The Site Controller Computer (usually referred to as the Site Controller) is the
computer (along with its Application Software and customer-specific
Personality) that is used to supervise the Full-Featured Trunking mode of
operation for an EDACS site (system).

Site Database.........ccccccvveveviieie The Site Database is a set of parameter values (maintained by the System
Manager) for a specific EDACS Repeater system. The Site Database is used by
the Site Controller to supervise the Full-Featured Trunking mode of operation
for that specific EDACS Repeater system.

Station GETC......ccoccciiiiiieeeeeeeeeee e A Station GETC is the GETC located with a MASTR I, lle, or Il repeater to
make it an EDACS repeater. A Station GETC connected to a Control Channel is
called a Control Channel GETC. A Station GETC connected to a Working
Channel is called a Working Channel GETC.

Working Channel............cocccviveeeeeee i, A Working Channel is any radio channel at an EDACS Trunked Site that is
available or in use to carry trunked calls.
Working Channel GETC.......cccccceveeeiiiiiiinns A Working Channel GETC is any Station GETC that is connected to an EDACS

repeater currently assigned as a Working Channel.
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APPENDIX A - MCP ASSISTANT

The MCP Assistant includes an MCP Feature Checklist and MCP Planning Worksheets. These tools, along with t
MCP Troubleshooting Guide, located in the Troubleshooting section of the main text, will assist in implementing an
managing MCP. Refer to the MCP section in the main text for additional information on what MCP is, how it is used, ar
what is needed before making a plan.

MULTIPLE CHANNEL PARTITION (MCP) FEATURE CHECKLIST

The MCP Checklist is summarized as follows:

1. System Requirements

2. Running the System with Default MCP Data

3. Creating Partition Plan

4. Implementing Partition Plan

5. Partition Plan Operational Verification

6. Partition Plan Updates

7. Partition Plan Deactivation

Items 1 through 5 should be executed in order. Items 6 and 7 are independent and are provided for future reference.

The checklist items are described in more detail as follows:

1. System Requirements

|:| VAX System Manager Release 5 (version 5.xx) or later.
|:| VAX Site Controller Release 7 (version 7.xx) or later.
|:| Site Controller Personality has MCP enabled.

2. _Running the System with Default MCP Data

|:| Use defaults until partition plan is defined.
e« MCP Channel Data defaults all channels to partition 1. MCP ID Data defaults all LIDs and GIDs to “No”

for the ID subject to partitioning status. This is functionally equivalent to an EDACS system (site) running
with MCP disabled, but it sets things up for activating MCP once a plan is defined.

3. Creating Partition Plan

|:| Before you start to configure the MCP Channel Data or MCP ID Data, make a plan. Keep all EDACS systems
(sites) in the EDACS network and all call types for IDs in mind when creating a plan.
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A. MCP Channel Data

[]

[]

For each system in the network that is enabled for MCP, the MCP Channel Data must be set up.

» Atleast one partition must always be defined at the site.

* A highly partitioned system may result in a high call queuing rate.

« Channel partitioning is done on a per site basis. The partition number assigned to a specific channel number

at one site does not need to be the same as the partition number assigned to the same channel number at
another site, particularly when the number of channels varies from site to site.

The RF field still defines which channels are enabled for the site.

B. Allowed Control Channel Management

[]

The Active Control Channel (ACC) partition should contain a sufficient number of channels to handle MCP
assignments. These assignments include calls between IDs having different partition designations, calls for IDs
that are not MCP enabled, and calls for IDs with the primary partition number of the ACC. Coverage area, call
type, and quantity of channels should all be taken into consideration when setting up the ACC partition.

When specifying the allowed control channels (Allowed CC on the System Manager), use the fewest number of
MCP partitions needed to provide adequate CC movement per customer requirements. This maximizes partition
use for calls per the partition plan.

C. MCP ID Data

[]

For each GID and/or LID in the System Manager database that is subject to partitioning, MCP ID Data must be
set up.

* GID and LID patrtitioning is currently done on a network wide basis (all sites).

The ID Subject to Partitioning field in the LID and GID database screens indicate whether or not the ID is MCP
enabled " yes” or disabled “no”. If the ID is not subject to partitioning, the ACC partition will be used.

The Primary Partition field in the LID and GID database screens designates the partition of choice (where the
call should be assigned) under typical system conditions.

The Optional Backup Partition fields in the LID and GID database screens will indicate the condition for using
this partition when the primary partition is unavailable and the partition number assigned to that backup. The
site will search these backup partitions in ascending numerical order.

4. Implementing Partition Plan

[]
[]

Once you have created a plan, you can start to configure the site(s) with MCP Channel Data and MCP ID Data.

Perform a System Manager Database Backup to establish a non-MCP baseline.
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A. Entering MCP Channel and ID Data

Note there are three options given here as to how the partition plan can be entered. The difference among
options is the impact that MCP will have on system operation versus the ease in entering the data. As
guideline, option 2 is recommended.

The issue is as follows: once the MCP Data is entered, but before you are ready to update the site with the d
the Site Controller may get reset (e.g., power outage). If this happens, the (perhaps partial) MCP Data that t
been entered will update the site. This will consequently affect system operation (i.e., If the Channel Data hi
been entered but no ID Data, then all calls will go to the ACC patrtition. This could cause calls to get queued
the ACC is not large enough to handle all system activity.)

Since the likelihood of the Site Controller being reset may vary from system to system, these three options gi
you the ability to enter the MCP Data in the manner that will suit your particular needs (whether they be ease
entering or safety from the Site Controller being reset).

Note that Channel Data must be entered for all sites before ID Data is entered. ID Data is configured on &
network wide basis, it will update all MCP enabled sites in the network with this information. Since Channel
Data is configured on a per site basis, all MCP enabled sites must be configured with their Channel Date
before the ID Data is entered.

Option 1 - Quick Data Entry (with potentially high Site Controller reset impact):

[]

ii)

iv)

This option is useful for the following scenarios:

*  Small partition plans

e Low call activity

» System installation (where the system and/or network is not yet on-line)

This option provides the easiest method of entering the MCP Data, but it is subject to operational risk if the Si
Controller is reset before all data is entered. If there is relatively low risk that the Site Controller will be rese
before all data is entered and this process is taking place during a very low call activity period, then this optic
is most likely the best one for you.

Enter and save the MCP Channel Data in the System Manager Site Definition Screen (screen 10) for all MC
enabled sitedo not update the site(s) with the MCP Channel Data at this ti@t&nnel Data must be entered
before MCP ID Data. If MCP ID Data is entered before MCP Channel Data and the site(s) gets updated wif
the data (i.e., site is reset), then calls made to and from MCP enabled IDs may be denied (since there are
channels assigned to any other partition but 1).

Enter and save all of the MCP GID Data (enable the ID and set up the primary and backup partitior
information) in the System Manager Group Definition Screen (screen 12). When entering the data, do it by MC
primary partition (i.e., enter MCP Data for all GIDs with primary patrtition 1 first, then for all GIDs with primary
partition 2, then with primary partition 3, etd)o not update the site(s) with the MCP GID Data at this time.

Enter and save all of the MCP LID Data (enable the ID and set up the primary and backup partition information
in the System Manager Logical Unit Definition Screen (screen 11). When entering the data, do it by MCF
primary partition (i.e., enter MCP Data for all LIDs with primary patrtition 1 first, then for all LIDs with primary
partition 2, then with primary partition 3, etd)o not update the site(s) with the MCP LID Data at this time.

Create the following System Manager reports and verify that the MCP Data is correct:
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» Device Report (screen 60)
* Logical Unit Report (screen 61)

e Group Report (screen 62)

Option 2 - Partition-based Data Entry (with low Site Controller reset impact):

[]

i)

This option is recommended for general use. It is useful for the following scenarios:
» Large partition plans

* High call activity

* Low tolerance to Site Controller reset scenario

This option provides a more difficult method of entering the MCP Data, but with almost no impact if the Site
Controller is reset before all data is entered. If there is a real risk that the Site Controller will be reset before all
data is entered or this process is taking place during a very high call activity period which may cause queuing,
then this option is most likely the best one for you.

Enter and save the MCP Channel Data for one of the partitions from the partition plan (we’ll call this partition X
- screen 10). Do this for all MCP enabled sitB® not update the site(s) with the MCP Channel Data at this
time.

Enter and save the MCP GID primary and backup partition information for those GIDs that will have a primary
partition of X. Do not update the site(s) with the MCP GID Data at this time.

iii) Enter and save the MCP LID primary and backup partition information for those LIDs that will have a primary

iv)

v)

Vi)

partition of X. Do not update the site(s) with the MCP LID Data at this time.

For those GIDs that will have a primary partition of X, enable them for MCP and $2wenot update the
site(s) with the MCP GID Data at this time.

For those LIDs that will have a primary partition of X, enable them for MCP and Bewvaot update the site(s)
with the MCP LID Data at this time.

Repeat steps i through v until all MCP Data for all partitions from the partition plan has been entered and saved
for all sites.

vii) Create the following System Manager reports and verify that the MCP Data is correct:

» Device Report (screen 60)
» Logical Unit Report (screen 61)

*  Group Report (screen 62)

Option 3 - Phased Data Entry (with Delayed Activation):

[]

This option is useful for the following scenarios:

System installation (where turn on of MCP is delayed, and partition planning definition phase may be done on
System Manager)

84



APPENDIX A AE/LzB 119 1911/1 R1 B

This option provides a compromise between the ease of entering the MCP Data and safety from the Si
Controller being reset. If there is a minimal risk that the Site Controller will be reset before all data is entere
but this process is taking place during a very high call activity period, then this option is most likely the best on
for you.

This procedure is executed in two phases, which will require two passes through the ID databases.
Phase | (prior to Site Controller turn-on):

I-i) Enter and save the MCP Channel Data in the System Manager Site Definition Screen (screen 10) for &
MCP enabled site(sppo not update the site(s) with the MCP Channel Data at this ti@eannel Data
must be entered before MCP ID Data. If MCP ID Data is entered before MCP Channel Data and the site(
gets updated with the data (i.e., Site Controller is reset), then calls made to and from MCP enabled IDs m:
be denied (since there are not channels assigned to any other partition but 1).

I-ii) Enter and save the MCP GID primary and backup partition information for all GIDs. This is done in the
System Manager Group Definition Screen (screen 12). When entering the data, do it by MCP primar
partition (i.e., enter MCP Data for all GIDs with primary partition 1 first, then for all GIDs with primary
partition 2, then with primary partition 3, etd)o not update the site with the MCP GID Data at this time.

I-iif)Enter and save all of the MCP LID primary and backup partition information for all LIDs. This is done in
the System Manager Logical Unit Definition Screen (screen 11). When entering the data, do it by MCF
primary partition (i.e., enter MCP Data for all LIDs with primary partition 1 first, then for all LIDs with
primary partition 2, then with primary partition 3, etdo not update the site with the MCP LID Data at
this time.

Phase Il (sometime after system is on-line):

[I-i) For those GIDs changed in step ii, enable them for MCP and save (screebdl8pt update the site with
the MCP GID Data at this time.

lI-ii)For those LIDs changed in step iii, enable them for MCP and save (screebd ot update the site with
the MCP LID Data at this time.

[I-iif)Create the following System Manager reports and verify that the MCP Data is correct:
» Device Report (screen 60)
» Logical Unit Report (screen 61)

*  Group Report (screen 62)

B. Activate Partition Plan

[]

Update each MCP enabled site with the MCP Channel Data using the System Manager Site Reconfiguration
Screen, Channel (screen 20)ote that Channel Data is entered on a per site basis where ID Data is entered
for all sites. This means all sites must be updated bafutating the site with the MCP ID Data.

Update the system with the MCP ID Data using the System Manager Device Communication, Database Uploax
Screen (screen 30). Simply mark the Full Logical ID Database and Full Group ID Database fields with a “Y”
and submit your request. Note that all sites will be updated at dinéeshould be done after updating all

MCP enabled systems with MCP Channel Data.
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5. Partition Plan Operational Verification

[]
[]

[]

Place calls on the system(s) that exercise the partition plan.

Verify the System Manager Activity Detail Report confirms that the IDs got assigned to channels in the proper
partition, according to the partition plaihis assumes that the MCP Channel Data has not been altered since
the calls were placed. If so, make sure to use the Channel Data that was defined at the point in time that the
calls were placed.

Perform a System Manager Database Backup to establish an MCP baseline.

6. Partition Plan Updates

[]
[]

Enter changes and activate per partition using option 2 of Step 4.A, Implementing Partition Plan.

Verify operation and perform system manager backup using Step 5, Partition Plan Operational Verification.

7. _Partition Plan Deactivation

Method 1:

[]

i)

Note there are two methods given here as to how to terminate the partition plan if necessary.

Apply per partition using option 2 of Step 4.A, Implementing Partition Plan, if possible, option 1 of Step 4.A if
in a hurry.

The idea here is to execute the Implementation of the partition plan in reverse. Note that you only need to make
each ID not subject to partitioning. The actual partition information does not have to be changed.

Once all IDs are no longer subject to partitioning, if all channels for each MCP enabled site are not assigned
partition 1 do this now.

iii) Update all MCP enabled sites using Step 4.B.

Method 2:

[]

Restore the non-MCP baseline from the System Manager backup (done in Step 4).

Once the backup restoration is complete, update all MCP enable sites with the restored MCP Channel and 1D
Data using step 4.B.

* Note that the backup restore operation will restore all non-MCP database information d$ tisllis not
acceptable, use method 1.
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MULTIPLE CHANNEL PARTITION (MCP) PLANNING WORKSHEETS

MCP Template: Channel Data

Site Definition - Channel Configuration Partitioning

This template is an extract from the System Manager screen 10 (panel 1.4). Use this as a guide to s
each site that is MCP enabled.

Device Number

Channel Configuration:
123456 7 8 9 1011 12 13 14 15 16 17 18 19 20 21 22 23 24

RF:

Allowed CC:

MC Partition:

Legend:

RF: Enter ‘Y’ for enabled, ‘N’ for disabled, and ‘C’ for the control channel.
Allowed CC: Enter ‘Y’ if the channel is allowed to be a control channel and ‘N’ if it is not.

MC Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for the
partition that should be assigned to the channel.
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MCP Template: ID Data

Unit Multiple Channel Partitioning

This template is an extract from the System Manager screen 11 (panel 4.4). Use this as a guide to setup
each Logical Unit ID for MCP.

Unit Number:
ID Subiject to Partitioning:
Primary Partition:

First Backup Partition:

Condition for Use: MC Partition:
Second Backup Partition:
Condition for Use: MC Partition:
Third Backup Partition:
Condition for Use: MC Partition:
Legend:

ID Subject to Partitioning: Enter 'Y’ if LID should be enabled for MCP or ‘N’ if LID should be
disabled for MCP).

Primary Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for the
partition that should be assigned to the LID.

First/Second/Third Backup Partition (Optional). Enter the Condition for Use and
MC Partition for each desired backup.

Condition for Use:Choose one of the following -

Not Used Skip (do not search) this backup definition.

Failed/Busy - All Search if previous partition was failed or busy.

Failed/Busy - EmerSearch if call is an emergency and previous partition was failed or busy

MC Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for the
partition that should be assigned to the LID.
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MCP Template: ID Data

Group Multiple Channel Partitioning

This template is an extract from the System Manager screen 12 (panel 4.4). Use this as a guide to se
each Group ID for MCP.

Group Id

ID Subject to Partitioning:

Primary Partition:

First Backup Partition:
Condition for Use: MC Partition:

Second Backup Partition:
Condition for Use: MC Partition:

Third Backup Patrtition:
Condition for Use: MC Partition:

Legend:

ID Subject to Partitioning: Enter Y’ if GID should be enabled for MCP or ‘N’ if GID should be
disabled for MCP).

Primary Partition:  Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for|the
partition that should be assigned to the GID.

First/Second/Third Backup Partition (Optional). Enter the Condition for Use and MC Patrtition
for each desired backup.

Condition for Use:  Choose one of the following:

Not Used Skip (do not search) this backup definition.
Failed/Busy - All Search if previous partition was failed or busy.
Failed/Busy - Emer Search if call is an emergency and previous partition was failed or bugy.

MC Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for thg
partition that should be assigned to the GID.

1%
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