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SPECIFICATIONS
Environmental:
Storage:
AlTUTE ... 0 to 4876.8 m (0 to 16,000 ft)
TEMPEIALUIE ....vvvvviiiiieeeeeeeeee e e 2.td®6 C (-40 to 150.8 F) at sea level
Relative Humidity............ccoccvvvvieneree s 0 to 95%, non-condensing
Operation:
AlTUTE ... 0to 2438.4 m (0 to 8,000 ft)
TEMPEIALUre .....uvvveieieeeeeeeeeeeee e 21050 C (41° to 122 F) at sea level
Relative Humidity.............ooccvvvieeenee s 10 to 95%, non-condensing
Mechanical:
Dimensions:
69" Cabinet......ccccvvriiiiiiiieiecee e 69" High x 25" Wide x 22" Deep
83" Cabinet......ccccviiiiiiiiiii e 83" High x 25" Wide x 22" Deep
86" Open RacCK ..........ccoovvciiiiiiiiieieeeeeee e, 86" High x 22 1/2" Wide x 15 1/4" Deep (allow additional 1"

Weight:

69" Cabinet.............
83" Cabinet.............

86" Open Rack
Input Power:
Voltage

Frequency.........ccccevuennn.
External Breaker Size....

front and back for typical equipment projection)

....................................... 160 to 200 Ib.

....................................... 170 to 210 Ib.

....................................... 100 to 140 Ib.

....................................... 120 ¥A0% or 230 VAC+ 10% to- 15%
........................................ 68 BiH 50 Hz+ 2%
....................................... 20A 10 A




INTRODUCTION LBI-38985C

INTRODUCTION LBI-39128 - DB8860-Based Power Monitor Unit

LBI-38513 - RIC/LIC Local Telephone Interconnect
SCOPE OF MANUAL

LBI-39076 - ELI Enhanced Local Interconnect

This manual covers the EDACS Site Controller, and

supporting equipment co-located with the Site Controller, as
used to supervise the operation of the MASTR I, lle, or lll
trunked repeaters for a single-site system. This manual also
applies to the Control Point of a Simulcast system and the | g|.38894 - GETC Shelf
Main Site of a Voted (non-Simulcast) system.

LBI-39077 - GTI Configurator Software (ELI)

LBI-38896 - Downlink GETC Configuration

. . . LBI-38822 - GETC 1e Turbo Board
This manual describes the features and operation of the

EDACS Site Controller through software release 7.0, and | BI-33031 - Downlink/System Manager Modem
hardware changes through the Orion Test Unit (2-RU

Version). As a result of the instruction manuals changing to  LBI-31939 - Test and Alarm Unit

the Ericsson numbering system, later software releases and

hardware changes will be covered by the following manuals:  LBI-38980 - 900 MHz MDX Test Unit

AE/LZB 119 1911/1- Site Controller Software LBI-39167 - Orion Test Unit (2-RU Version)
AE/LZB 119 1914/1- System Interface Cabinet LBI-39004 - Guardog
LBI-38550 - Station Power Supply

RELATED MANUALS

N _ _ _ LBI-4841 - 120 VAC Outlet Strip
For additional information about the equipment covered
by this manual, see one or more of the following instruction  LBI-4842 - Cabinet Top Fan
manuals:

LBI 39074 - Basic & Level | System Installation TECHNICAL ASSISTANCE

LBI-38984 - System Manager User’s Guide For technical assistance, contact the Ericsson Technical
Assistance Center (TAC) at the number shown on the last
LBI-38812 - EDACS Interface Panel page of this manual.
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LBI-38985C DESCRIPTION

DESCRIPTION Cabinet

The 69-inch enclosed cabinet provides physical,

The EDACS Site Controller is made up of the Site lectrical, and dust protection for the Site Controller

Controller cabinet, the Site Controller computer, and all of'€¢

the standard and optional supporting equipment that ge%qmpment.

mounted in the Site Controller cabinet. The standard

arrangement for a fully-equipped EDACS Site Controller isExhaust Fan

shown in Figure 1. The actual arrangement may vary

Somewhat, depending upon which Options or specia' The 120V AC exhaust fan prOVides additional air flow

customer requirements are supplied. Blank panels afer cooling the Site Controller equipm_ent. Eor connections

provided in place of non_supp”ed optiona' front_mountedto the E).(ha.ust Fan, see Interconnection D|agram 16 at the

equipment. The Auxiliary AC Power Strip is used in placeend of this manual.

of the AC Relay Panel when the Guardog option is not

supplied. The 230V, 50 Hz version of the Main AC PowerMain AC Power Strip

Strip is mounted in a different position than the 120V, 60 Hz

version. For more information, see Interconnection Diagram  The 6-outlet 120V main AC power strip provides the

16 or Interconnection Diagram 17 at the end of this manual15-foot AC power cord for the Site Controller cabinet, and

AC outlets for the exhaust fan, uninterruptible power supply,

The EDACS Site Controller supports up to 20 channelaind DC power supply. For connections to the Main AC

for a Level 1 EDACS system, or up to 24 channels for @ower Strip, see Interconnection Diagram 16 at the end of

Voted (nhon-Simulcast) or Simulcast (Voted or non-Voted)this manual.

system. In a Level 1 system, the EDACS Site Controller is

Iocateo! at the site with the EDACS Repgaters. In a VOt_eﬂuxiliarv AC Power Strip

(non-Simulcast) system, the EDACS Site Controller is

located at the Main Site. In a Simulcast system, the EDACS  The 2-gutlet 120V auxiliary AC power strip plugs into

Site Controller is located at the Control Point. the uninterruptible power supply, and provides AC outlets
for the Site Controller computer and the modem for the data
STANDARD EQUIPMENT link to the System Manager. For connections to the

Auxiliary AC Power Strip, see Interconnection Diagram 16
The standard EDACS Site Controller consists of theat the end of this manual.
following standard equipment:
EDACS Interface Panels

e Cabinet

Two EDACS Interface Panels provide the connection
* ExhaustFan point between circuits outside the cabinet and circuits inside
the cabinet. For connections to the EDACS Interface Panels,

* Main AC Power Strip see Interconnection Diagram 1 at the end of this manual.

»  Auxiliary AC Power Strip D link GETC
ownlin

+ EDACS Interface Panels ) ) )
The Downlink GETC provides the interface at the

e« Downlink GETC system end of the data link (Downlink) between the system
and the network. During Failsoft Trunking, it provides the
e Site Controller interface between the Station GETCs and the network.
During Full-Featured Trunking, it provides the interface
» System Manager Modem between the Site Controller computer and the network. For
connections to the Downlink GETC, see Interconnection
« DC Power Supply Diagram 8 at the end of this manual.

* Uninterruptible Power Supply

12
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Figure 1 - Location of Standard and Optional Equipment in 69-Inch Cabinet
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LBI-38985C DESCRIPTION

Site Controller Computer e 230V, 50 Hz Power

The Site Controller is a 32-port DEC computer with e Power Monitor Unit (PMU)
application software to provide system-level supervision for
the EDACS equipment in a single or multisite EDACS * Local Telephone Interconnect
system. Earlier models are referred to as PDP-11 models.
Later models are referred to as VAX models. Earlier PDP-
11 models and later VAX models (except the current VAX )
model) are identified by the use of EMULEX or DILOG ~ * Alarmand Control Unit (ACU)
panels as connection points to the Site Controller. The .
current VAX model is identified by the 8-pin modular * TestUnit(TU)
connectors mounted directly in the back panel of the Site
Controller. For connections to the Site Controller, see
Interconnection Diagram 1 at the end of this manual.

* Redundant Downlink GETC

e Guardog

Cabinets & Racks

System Manager Modem

The EDACS Site Controller equipment may also be
The modem for the data link to the System Manage?;(élligted in one of the following optional cabinets or open
provides the interface at the Site Controller end when a ’
voice-frequency data link is used between the Site gg» standard-depth cabinet
Controller and the System Manager. For connections to the
System Manager, see Interconnection Diagram 4 at the end 83" extra-deep cabinet
of this manual.

86" standard-depth open rack

DC Power Supply

86" extra-deep open rack

The DC Power Supply provides regulated +13.8 VDC
for the standard Downlink GETC and the optional Power
Monitor Unit, Redundant Downlink GETC, Alarm and
Control Unit, Test Unit, and Guardog (Reset Unit and AC230V, 50 Hz Power
Relay Panel). For connections to the DC Power Supply, see

Interconnection Diagram 18 at the end of this manual. The 230V, 50 Hz power option substitutes 230V, 50 Hz
versions for the following standard equipment: cabinet fan,

6-outlet main AC power strip, 2-outlet auxiliary AC power
strip, modem for the data link to the System Manager, DC
power supply, and uninterruptible power supply. For
onnections to the 230V, 50 Hz equipment, see
nterconnection Diagram 17 at the end of this manual.

96" open rack.

Uninterruptible Power Supply (UPS)

The Uninterruptible Power Supply (UPS) provides an
uninterrupted, filtered, and regulated 120V, 60 Hz outpu
over a wide range of AC line input voltages (including short
power outages of up to ten minutes) for the Site Controller . )
computer and the modem for the data link to the Systedgower Monitor Unit (PMU)
Manager. For connections to the Uninterruptible Power

Supply, see Interconnection Diagram 16 at the end of this 1he DB8860-based PMU option replaces the previously
manual. used DB8843-Based PMU option. Both are used for Level 1

system applications, but not for Voted system or Simulcast
system applications.

OPTIONAL EQUIPMENT

. . , DB8860-Based PMU
EDACS Site Controller options may add equipment to,

or substitute equipment for, the standard equipment. The 114 DB8860-based PMU option provides a transmitter

EDAQS Site_ControIk_ar may therefore include some of thealarm when a transmitter's output power drops below a

following optional equipment: minimum level, or rises above a maximum level. The PMU
. also provides an antenna alarm when an antenna’s input

*  Cabinets & Racks SWR rises above a maximum value. Up to 20 transmitters
and 2 antennas can be monitored. The PMU operates under

14
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the direction of, and reports alarms to, the Site Controlleconnections to the ELI Local Telephone Interconnect, see
computer. Interconnection Diagram 1 at the end of this manual.

The DB8860-based PMU option requires a PMUR|C/LIC Local Telephone Interconnect
mounted in the Site Controller cabinet, one transmitter
power sensor installed at the output of each transmitter, and The RIC/LIC Local Telephone Interconnect option
one antenna power sensor installed at the input of the cog¥ovides the connection of authorized radios to a local
to each transmit antenna. The transmitter power sensors aiephone system, for telephone or radio initiated calls,
mounted in the EDACS Repeater cabinets; the antenngithout dispatcher assistance. The RIC/LIC Local

power sensors in the RF Equipment cabinets. Forelephone Interconnect operates under the direction of the
connections to the DB8860-based PMU, see Interconnectiaite Controller computer.

Diagram 11 at the end of this manual.

The RIC/LIC Local Telephone Interconnect option

DB8843-Based PMU requires a LIX/LIC shelf mounted in the Site Controller
cabinet and a RIC shelf installed with each radio channel to

The DB8843-based PMU option provides a transmittebe used for local telephone interconnect calls. For
alarm when a transmitter's output power drops below @onnections to the RIC/LIC Local Telephone Interconnect,

minimum level. The PMU also provides an antenna alarngee Interconnection Diagram 9 or Interconnection Diagram
when the antenna’s input SWR rises above a maximumQ at the end of this manual.

value. Up to 20 transmitters and 2 antennas can be
monitored. The PMU operates under the direction of, a”ﬁedundant Downlink GETC
reports alarms to, the Site Controller computer.

i . . The Redundant Downlink GETC option provides a
The DB8843-based PMU option requires a I:)Mubackup for the Downlink GETC. The Redundant Downlink

mounted in the Site Controller cabinet, one transmlttebETC provides the interface at the system end of the
power sensor installed at the output of each transmitter, and

) . redundant data link (Redundant Downlink) between the

one antenna power sensor installed at the input of the coax
) . sr)éstem and the network.

to each transmit antenna. The transmitter power sensors a

mounted in the EDACS Repeater cabinets; the antenna

power sensor(s) in the RF Equipment cabinet(s). Folr

connections to the DB8843-based PMU, see Interconnectio@

Diagram 12 at the end of this manual.

The Redundant Downlink GETC option requires the
stallation of a second Downlink GETC in the Site
ontroller cabinet (and the availability of a second
Downlink to the CEC or IMC). For connections to the
Redundant Downlink GETC, see Interconnection Diagram 8

Local Telephone Interconnect at the end of this manual.

The Enhanced Local Interconnect (ELI) option replace .
the previously used RIC/LIC Local Telephone Interconnec?)‘larm and Control Unit (ACU)
option.

The Alarm and Control Unit (ACU) option provides
alarm inputs for up to 32 customer-supplied alarms,
normally-open and normally-closed control relay outputs for

i ., up to 8 customer-supplied devices, and a display panel
The Enhanced Local Interconnect (ELI) option providespgicating the status of up to 56 alarm or control parameters.

the connection of authorized radios to a local telephongne AcU also provides the data interface between the
system, for telephone or radio initiated calls, WithoUlRANGR or MDX Test Unit and the Site Controller. The
dispatcher assistance. ELI operates under the direction of thg; ., and Control Unit (ACU) can be operated with or
Site Controller computer. without the Test Unit (TU). The ACU operates under the
direction of the Site Controller computer. For connections to

_ The ELI option requires no hardware installation in theq,e Acy, see Interconnection Diagram 13 at the end of this
Site Controller cabinet, but does require one Global,snual.

Telephone Interconnect (GTI) Unit installed with each radio
channel to be used for local telephone interconnect calls.
Each GTI Unit can be connected to one telephone line,
which will be shared with all other GTI Units. For

Enhanced Local Interconnect (ELI)
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Test Unit (TU) 900 MHz MDX
The Orion Test Unit (TU) replaces the previously used  The 900 MHz MDX TU option provides a means of
RANGR and 900 MHz MDX Test Units. testing the radio channels by monitoring the messages on the
Control Channel and making mobile-simulated test calls.
Orion The TU operates under the direction of the Site Controller
computer.

The Orion TU option provides a means of testing the _ _
radio channels by monitoring the messages on the Control The 900 MHz MDX TU option requires the presence of
Channel and making mobile-simulated test calls. The Tuhe Alarm and Control Unit (ACU) option and the

operates under the direction of the Site Controller computerinstallation of the TU radio in the shelf provided by that
option. For connections to the 900 MHz MDX TU, see

The Orion TU option requires the installation of the Interconnection Diagram 2 at the end of this manual.
Orion TU shelf (with radio) in the Site Controller cabinet.
For connections to the Orion TU, see InterconnectioGuardog
Diagram 15 at the end of this manual.
The Guardog option provides automatic local and
RANGR manual remote resetting of the Station GETCs, System
Manager Modem, and Site Controller computer. The
The RANGR TU option provides a means of testing theGuardog can operate automatically (by looking at the local
radio channels by monitoring the messages on the Contrghilsoft Status line from the Station GETCs) or manually
Channel and making mobile-simulated test calls. The TYby receiving instructions from a system administrator at a
operates under the direction of the Site Controller computerremote location).

The RANGR TU option requires the presence of the  The Guardog option requires the installation of an AC
Alarm and Control Unit (ACU) option and the installation of Relay Panel and a Reset Unit in the Site Controller cabinet.
the RANGR TU radio in the shelf provided by the ACU For connections to the Guardog, see Interconnection
option. For connections to the RANGR TU, seeDiagram 14 at the end of this manual.

Interconnection Diagram 2 at the end of this manual.
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INSTALLATION AC POWER

Each step of the installation consists of one or more ~The AC power for the Site Controller cabinet must be
information paragraphs followed by one or more actiorsupplied through a separate circuit breaker. Use a 20-amp

items (identified by thd ] symbol so it can be checked off Circuit breaker for 120 V, 60 Hz, or a 10-amp circuit
when completed). Skip steps for equipment not supplied breaker for 230 V, 50 Hz. The outlet for this circuit must be

placed within reach of the Site Controller cabinet's power

cord.
CABINET

The Site Controller cabinet is equipped with an AC
The cabinet or open rack has four holes in the bottorower cord terminated with a NEMA 5-15 type plug for
for 1/2-inch bolts or lag screws to fasten the cabinet or opeh20V, 60 Hz, or a CEE 7/7 type plug for 230V, 50 Hz. The
rack directly to the floor, or to a raised platform (which isAC power cord may be routed through the top or bottom of
itself secured directly to the floor). An open rack also comethe cabinet. The AC power cord is approximately 15 feet
with two holes in each side (one near the top; one near theng from the point where it is fastened to a power strip near
bottom) for 3/8-inch bolts for securing the rack to anothethe bottom of the cabinet. Therefore, routing the cord
rack on either side. through the top of the cabinet will make it appear shorter by
the approximate height of the cabinet.
[] Secure the Site Controller cabinet (or open rack) to
the floor or the raised platform using four 1/2-inch bolts or L] Turn off the AC circuit breaker for the EDACS Site
lag screws. If the EDACS Site Controller is mounted in arfcontroller cabinet. Plug the EDACS Site Controller's AC

open rack, also fasten the rack to any adjoining rack usingower cord into the AC outlet provided for the Site
two 3/8-inch bolts. Controller cabinet. Do not turn the AC circuit breaker on.

PROTECTIVE GROUND INTERFACE PANEL #1

A protective ground wire must connect the Site ~ The EDACS Site Controller is equipped with two
Controller cabinet to the same single-point ground that iEDACS Interface Panels mounted in the back of the cabinet
used by all equipment in the room. Use annealed copp&ear the top. The upper panel is referred to as EDACS
wire with a cross section no smaller than that of #2 Awdnterface Panel #1 (part number 19D904009G12) and is
wire and no longer than 25 feet. Solid wire is better thaghown in Figure 2.
stranded wire. Use as straight and direct a route as practical.

If bends are unavoidable, they should have no less than a 1Rewer Sensor Module

inch bending radius. Do not run the wire through metal

conduit. If the EDACS Site Controller is equipped with a Power
Monitor Unit, the upper interface panel is equipped with a

The Site Controller cabinet is equipped with a COPPElpO\WER SENSOR” module. The Power Sensor module
ground bus running vertically along the left side rail, azgri

. qf he back of th bi Th . ovides the connection points between the transmitter
viewed from the back of the cabinet. The protective groundyqer sensor circuits from the repeater cabinets and the

wire can be run through the top of the cabinet and connect wer Monitor Unit in the Site Controller cabinet. The
LO the ul?pt;r en%_of thlsdground bl:js’ orhrurtl) through dthﬁower Sensor module also provides the connection points
ho_ttom 0 dtbe cabinet and connected to the bottom en %r the antenna power sensor circuits between each antenna
this ground bus. power sensor in an RF cabinet and the Power Monitor Unit

[] Connect a protective ground wire from the groundIn the Site Controller cabinet.

bus !n the Site Contro_IIer cab_inet, to the single-point ground The 19C852632G1 Power Sensor module is used with

that is used by all equipment in the room. the present DB8860-based Power Monitor Unit as shown in
Interconnection Diagram 11 at the end of this mantiaé
earlier 19C852213G1 Power Sensor module was used with
the earlier DB8843-based Power Monitor Unit as shown in
Interconnection Diagram 12 at the end of this manual.

17



LBI-38985C INSTALLATION

LA
LA

GETC Data

® ®

@ Connection for daisy chain to channels 1-10 (2 repeaters / cabinet),
or to channels 1-12 (3 or 4 repeaters / cabinet).
Plug with shorting jumpers must be moved to end of daisy chain.

Connection for daisy chain to channels 11-20 (2 repeaters / cabinet),
or to channels 13-20 (3 or 4 repeaters / cabinet).
Plug with shorting jumpers must be moved to end of daisy chain.

@ Connection for antenna sensor circuits.

Figure 2 - External Connections to EDACS Interface Panel #1

Transmitter Circuits

NOTE

A transmitter power sensor circuit consists of a power All unused transmitter power sensor circuits must
sensor at the output of a transmitter, the cable connecting it | be grounded (jumper present on jumper board)
to the Power Sensor module in the repeater cabinet, and a
series of daisy-chained cables between the Power Sensor| The power sensor circuits for channels 11 and| 12
modules in neighboring repeater cabinets and finally the Site | each have_two jumpers (one on each jumper
Controller cabinet. The transmitter power sensor circuits for board)._Both jumpers must be removed if a power
channels 1 through 12 are carried by one daisy chain of | sensor is connected to one of these circuits.
cables. The transmitter power sensor circuits for channels 10
through 20 are carried by another daisy chain of cables. The
transmitter power sensor circuits for channels 11 and 12 are  [] Connect a 25-pair cable from J1 on the Power

included in both daisy chains to support configurations o&ensor module in the Site Controller cabinet, to J14 on the
either 2, 3, or 4 channels per cabinet. Power Sensor module in the first repeater cabinet of the first

) o group of channels (repeater cabinet containing channel 1).
All unused transmitter power sensor circuits must be

grounded. One jumper board, with grounding jumpers, iS [ Eqjiow the string of 25-pair cables connecting J15
provided for installation at the end of each of the two

oér]aone Power Sensor module, to J14 on the next until you

possible daisy chains. When no second daisy chain is usgg, 1, an empty J15. Plug the first 19C852379G1 jumper
the second jumper board is installed in the Power Sens%rOard into this empty J15

module in the Site Controller cabinet. These 19C852379G1
jumper boards are usually found wrapped in plastic and
taped to the top of the Site Controller computer.

[l Remove the jumper for each channel which is
equipped with a power sensor (see interconnection diagram
at the end of this manual). If channel 11 or 12 is equipped
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with a power sensor, that jumper must be removed frormto the power sensor at the input to the coax to antenna #2.
both jumper boards. The phono plug with blue/white wires is for forward power;

the phono plug with orange/white wires is for reflected

[] Connect a 25-pair cable from J2 on the Powempower. If the antenna power sensor circuits for antenna #2

Sensor module in the Site Controller cabinet, to J14 on thare not connected to a power sensor, they must be grounded
Power Sensor module in the first repeater cabinet of theshorted). To ground the unused power sensor circuits for
second group of channels (repeater cabinet containimgntenna #2, make up two shorted phono jacks and plug the
channel 11 or 13). two unused phono plugs into them.

[l Follow the string of 25-pair cables connecting J15g,c aAudio Modules
on one Power Sensor module, to J14 on the next until you
reach an empty J15. Plug the second 19C852379G1 jumper |t the EDACS Site Controller is equipped with a

board into this empty J15 (or into J2 on the Power Sensq§|c/LiC Local Telephone Interconnect, the upper interface
module in the Site Controller cabinet if there was no seconﬂand is equipped with two “RIC AUDIO” modules. These
group of channels). modules provide the connection point for telephone
0 ) ~_interconnect audio circuits between each RIC (in a repeater
Remove the jumper for each channel which iscgpinet) and the LIX/LIC Shelf (in the Site Controller

equipped with a power sensor (see interconnection diagragapinet). See Interconnection Diagram 9 or Interconnection
at the end of this manual). If channel 11 or 12 is equippefhiagram 10 at the end of this manual.

with a power sensor, that jumper must be removed from

both jumper boards. L] Connect a 25-pair daisy-chain cable from J14 or
o J15 (both are equal) on the “RIC AUDIO” module in the
Antenna Circuits first EDACS Repeater cabinet for the fsoup of channels,

o . to J14 or J15 (both are equal) on the “RIC AUDIO 1-12"

sensor at the input to a transmit antenna in that antenna’s RF

cabinet and the cable connecting it directly to the Power [ |fthe EDACS Trunked site is large enough to have
Sensor module in the Site Controller gabmet. Both forward, onq group of channels, connect a 25-pair daisy-chain cable
and reflected antenna power sensor circuits for each of t\Weom 314 or J15 (both are equal) on the “RIC AUDIO”
possible antennas share the same connector on the Powesq e in the_first EDACS Repeater cabinet for the 2nd
Sensor module in the Site Controller cabinet. All unuseq‘[]roup of channels, to J14 or J15 (both are equal) on the

antenna power sensor circuits must be grounded. No jump&gc AUDIO 13-20” module in the Site Controller cabinet.
board is provided for this purpose, as was the case for the

transmitter power sensor circuits. GETC Data Modules

The upper interface panel is equipped with two “GETC
NOTE DATA” modules which provide the connection point for the
All unused antenna power sensor circuits must be  data links between each Station GETC (in a repeater
grounded. cabinet) and the Site Controller. See Interconnection
Diagram 6 at the end of this manual.

[] Plug the 19C852677P3 antenna power sensor cable [J Connect a 25-pair daisy-chain cable from J14 or
into J9 on the Power Sensor module. Run the branch of &> (both are equal) on the “GETC DATA” module in the
cable containing the power sensor circuits for antenna #irst EDACS Repeater cabinet for the gsoup of channels,
(end of cable marked “1”) to the RF cabinet for antenna #i0 J14 on the left-hand “GETC DATA" module in the Site
and plug the two phono plugs into the power sensor at tHeontroller cabinet.
input to the coax to antenna #1. The phono plug with

blue/white wires is for forward power; the phono plug with 1 If the EDACS Trunked site is large enough to have
orange/white wires is for reflected power. a 2nd group of channels, connect a 25-pair daisy-chain cable

from J14 or J15 (both are equal) on the “GETC DATA”

(] Run the branch of the cable containing the powefcdule in the_first EDACS Repeater cabinet for the 2nd
sensor circuits for antenna #2 (end of cable marked “27) tgrOUP of channels, to J14 on the right-hand "GETC DATA

the RF cabinet for antenna #2 and plug the two phono pIudEOduIe in the Site Controller cabinet.
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Serial Module [J Connect a 15-conductor daisy-chain cable from J1
or J2 (both are equal) on the “SERIAL MODULE” module
The upper interface panel is equipped with a “SERIALjn the first EDACS Repeater cabinet for the gsbup of
MODULE” which provides the connection point for the channels, to J1 or J2 (both are equal) on the “SERIAL
following signal lines: MODULE” module in the Site Controller cabinet.

* Backup Serial Line and Frame Sync Line between [ f the EDACS Trunked site is large enough to have
all Station GETCs (in a repeater cabinet) and the, onq group of channels, connect a 15-conductor daisy-chain
Downlink (and Redundant Downlink) GETC cable from J1 or J2 (both are equal) on the “SERIAL
. . . MODULE” module in the first EDACS Repeater cabinet for
e GETC Reset Line and Failsoft Status Line betweeqhe 2nd group of channels, to J1 or J2 (both are equal) on

all Station GETCs (in a repeater cabinet) and the Res@f. "“sEr|AL MODULE” module in the Site Controller
Unit for the Guardog option cabinet

e Serial data line between all RICs (in a repeater
cabinet) and the Site Controller INTERFACE PANEL #2

The daisy chain from the first group of EDACS The EDACS Site Controller is equipped with two
Repeater cabinets connects to J1 or J2; the second groupEBDACS Interface Panels mounted in the back of the cabinet
J1 or J2. See Interconnection Diagram 8 (Downlinknear the top. The lower panel is referred to as EDACS
GETCs), Interconnection Diagram 9 or Interconnectioninterface Panel #2 (part number 19D904009G13) and is
Diagram 10 (RIC/LIC Interconnect), and Interconnectionshown in Figure 3.

Diagram 14 (Guardog) at the end of this manual.

honeLine 1-14 honeLinel7-p0

0
L L
L
L
L
LT
0

ownlink Data

® ® ©

@ Connection for Downlink and Redundant Downlink to CEC/IMC.

Connection for telephone lines #1-16 (used for RIC/LIC Interconnect only).

@ Connection for telephone lines #17-32 (used for RIC/LIC Interconnect only).

Figure 3 - External Connections to EDACS Interface Panel #2
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Downlink Data Module

The lower interface panel
“DOWNLINK DATA” module which provides

is equipped with a
the

connection points between the Downlink and Redundarnt

Diagram 10 at the end of this manual or Table 2 for pin
identification.

Table 2 - Telephone Line Connection Pin Identification

Downlink to the Console Electronics Controller (CEC) or J14 TELEPHONE LINE #
Integrated Multisite and Console Controller (IMC), and the|pIN | WIRE | PHONE LINE 1-16 | PHONE LINE 17-32
Backup Serial Line (BSL) during Failsoft Trunking or the|| # MODULE MODULE
Site Controller during Full-Featured Trunking. See 61 T
Interconnection Diagram 8 at the end of this manual of P 1 17
S L 1 | Ring
Table 1 for pin identification. -
27 | Tip
) ) . o . 2 18
Table 1 - Downlink Connection Pin Identification 2 | Ring
28 | Tip
3 | Rin 3 19
J14 PIN # |DATA DIRECTION | DATA CIRCUIT 9
26 Outgoing Main 249 I;I'Ilnp 4 20
1 (To CEC/IMC) Downlink ng
_ - 30| Tip
27 Incoming Main 5 | Ring S 21
2 (From CEC/IMC) Downlink -
31| Tip 6 29
28 Outgoing Redundant 6 | Ring
3 (To CEC/IMC) Downlink 32 | Tip
29 Incoming Redundant 7 | Ring ! 23
4 (From CEC/IMC) Downlink 33| Tip 8 24
8 | Ring
[] If the EDACS Site Controller is to be connected to| 34 | Tip 9 o5
a Console Electronics Controller (CEC) or Integrated 9 | Ring
Multisite and Console Controller (IMC), connect a 25-pairf| 35 ij 10 26
daisy-chain cable from J14 or J15 (both are equal) on thelO | Ring
“DOWNLINK DATA” module to the protected punch-block (| 36 | Tip 11 27
for the Downlink and optional Redundant Downlink. 11 | Ring
i; RTi'npg 12 28
CAUTION 38 Ti
P 13 29
. . N 13 | Ring
All telephone lines (or equivalent circuits) mupt -
pass through protected punch blocks (or ii ;Ip 14 30
equivalent protection) before being connected to '_ng
the EDACS Interface Panel. 40 | Tip 15 31
15 | Ring
41 | Tip
. 16 32
Phone Line Modules 16 | Ring

If the EDACS Site Controller is equipped with a

L] connect a 25-pair daisy-chain cable from J14 or

RIC/LIC Local Telephone Interconnect, the lower interfacej15 (both are equal) on the “PHONE LINE 1-16” module, to
panel is equipped with two “PHONE LINE” modules. Thesethe protected punch-block for those local subscriber lines.

modules provide the connection point for the audio circuits
between the local telephone lines and the LIX/LIC Shelf.

Telephone lines 1-16 are connected to J14 or J15 on the

"PHONE LINE 1-16" module, and telephone lines 17-32 are
connected to J14 or J15 on the "PHONE LINE 17-20"
module. See Interconnection Diagram 9 or Interconnection
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[] If more than 16 local subscriber lines are to b
connected to the RIC/LIC Local Telephone Interconnect

197}

connect a 25-pair daisy-chain cable from J14 or J15 (bgth

are equal) on the “PHONE LINE 17-32" module, to the
protected punch-block for those local subscriber lines.

CAUTION

All telephone lines (or equivalent circuits) mugt
pass through protected punch blocks
equivalent protection) before being connected
the EDACS Interface Panel.

DIRECT CONNECTIONS

Some external connections to the Site Controller cabing
bypass the EDACS Interface Panels and connect directly
a specific piece of equipment within the cabinet. Diredt
connections that may be required are shown in Figure 4.

When installing direct connections, use cable ties {g
secure the cables to the side rails of the cabinet. Be caref
to route the cables so that they do not block access to 4
equipment or mounting screws.

CAUTION

Avoid routing any cables near the sharp end| of
mounting screws, and route the cables so that
mounting screws can be removed and fe-
installed without damaging the cables.

ELI| Local Telephone Interconnect

197}

If the system is equipped with the ELI Local Telephon
Interconnect, a RIC Data Link cable and LIC Data Link
cable are connected directly between the Master GTI unit (i
a repeater cabinet) and the Site Controller.

[] Connect the RIC Data Link cable from J4 (left

—

hand 6-pin modular jack) on the back of the Master G

00
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008 z
;/
@ 31 30, Z
HEEEE i
a 0000 —Lo |°
S
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1000, ol e
5 =
7@?] J4 J5 _E_/
J3 ()
oo ——— g
E:O: D D . (e} E
’ 00 @ 0 il
: j J6 © ol:lo J5 < : Z"‘
il —
1] Sig
Qlm O B} 9_;
: :
‘0 T : : o E
O! g (e} O
5 NEE
oOCHO

ELI Local Telephone
I Interconnect
RIC Data Link

ELI Local Telephone
[— Interconnect
LIC Data Link

System Manager
[~ Data Link
without Modem

Alarm and Control Unit
Alarm Inputs A1-A16

Alarm and Control Unit
{— Alarm Inputs A17-A32

| _ Alarm and Control Unit
Control Outputs C1-C8

Orion Test Unit
Antenna

Guardog
}— External Alarm Output
(Add to existing plug)

Guardog External
Automatic Reset Disable
(Add to J2-8 inside)

T

Guardog
Telephone Line

System Manager
Data Link with Modem

unit, to Port 30 (RIC) on the back of the Site Controller.

[1 Connect the LIC Data Link cable from J5 (right-
hand 6-pin modular jack) on the back of the Master GTI
unit, to Port 31 (LIC) on the back of the Site Controller.

Figure 4 - Direct Connections (Rear View)
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Alarm & Control Unit (ACU) Table 3 - Alarm Input Connections
FUNCTION CONNECTOR J14 CONNECTOR J15
CAUTION PIN# | ALARM# [PIN# | ALARM#
+ 26 26
Never make a direct connection between|a g 217 Al 217 AL7
power circuit (or ground) in the external - > >
equipment, and a power circuit (or ground) |in c o8 A2 o8 A18
the Alarm and Control Unit. G 3 3
+ 29 29
_ . . . C 4 A3 4 A19
If the EDACS Site Controller is equipped with an G 30 30
Alarm and Control Unit, up to 32 alarm lines from user- + 5 5
supplied alarm-sensing devices may be connected directlyjo C 31 A4 31 A20
the Alarm and Control Unit. Typical alarm input G 6 6
configurations are shown in Figure 5. * 32 32
C 7 A5 7 A2l
G 33 33
ALARM INPUT (A1-A32) ‘ USER-SUPPLIED EQUIPMENT + 8 8
+13.8VDC —\/\/\/\l%;] Relay Contact Closure c 34 A6 34 A22
2 \ Closure = Logic 0 = Active LED G 9 9
NOTE POSITION OF JUMPER + 35 35
C 10 A7 10 A23
| g G 36 36
(*: % + 11 11
Optoelectronic G ‘ NG ‘ C 37 A8 37 A24
Coupler _ [ 0" o ‘ G 12 12
- + 38 38
+13.8 VDC —\/\/\/\1% ‘ [ Open Collector Drive (Low Voltagé) C 13 A9 13 A25
Transistor On = Logic 0 = Active LED G 39 39
i:l \ + 14 14
| NOTE POSITION OF JUMPER C 40 Al10 40 A26
\ G 15 15
:: ‘ +5 to +16 VDC Source + 11 11
opté,elecltronic G J C 16 All 16 A27
ouper — 138VGND | +5t0 +16 VDC Retur G 42 42
| + 17 17
+13.8 VDC —— AN [ Open Collector Drive (High VoItagE]a) C 43 Al12 43 A28
2 ‘ Transistor On = Logic 0 = Active LED G 18 18
3 \7\ + 44 44
NOTE ABSENCE OF JUMPER C 19 Al3 19 A29
. \ G 45 45
c ‘ +15 to +48 VDC Source + 20 20
Opté:elecltronic G | J C 46 Al4 46 A30
ouper — 13.8VGND +15 to +48 VDC Retur G 21 21
| + 47 47
+13.8 VDC —\/\/\/\% ‘ [ Op Amp Driver ] C 22 Al5 22 A3l
;:l +Output = LOgICO Active LED G 48 48
\4\ + 23 23
NOTE POSITION OF JUMPER C 49 Al6 49 A32
+15VDC G 24 24
c \ ;. VDﬁ 13.8V GND | 50 50
Optoelectronic G ‘ +13.8 VDC * 25 --- 25 ---
Coupler —‘:T 138VGND — * Requires jumper on Alarm/Control Interface Board. Use
jumper J40 for connector J14 and jumper J41 for connector
J15. See cautions about power circuit connections in text.

Figure 5 - Alarm Input Configurations
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CAUTION

All external connections to equipment locat
outside the room housing the EDACS Site
Controller must pass through protected purjch
blocks (or equivalent protection) before being

pd

[J Connect Control lines to J3 on the back of the
Alarm and Control Unit using a standard 25-pair Telco-type
connector. Pin-out information is shown in Table 4, and
Interconnection Diagram 13 at the end of this manual.

Table 4 - Control Output Connections

connected to the Alarm and Control Unit.

[] Connect alarm lines to J4 and J5 on the back of th
Alarm and Control Unit using standard 25-pair Telco-typg

connectors. Pin-out information is shown in Table 3, andg

Interconnection Diagram 13 at the end of this manual.

If the EDACS Site Controller is equipped with an
Alarm and Control Unit, up to 8 control lines may also bg

connected directly to user-supplied devices to be remote
controlled. Typical control line configurations are shown in
Figure 6.

CONTROL OUTPUT (C1-C8) USER-SUPPLIED EQUIPMENT

Control Output Switche:
User's Load

i

f

+V

User's Load
To Be Controlled

FUNCTION CONNECTOR J3
PIN #[ CONTROL # [PIN #|CONTROL #
F N.O. 26 32
COM 1 C1 7 cs
N.C. 27 33
N.O. 2 8
COM 28 Cc2 34 C6
N.C. 3 9
y N.O. 29 35
COM 4 C3 10 Cc7
N.C. 30 36
N.O. 5 11
COM 31 C4 37 C8
N.C. 6 12
+5VDC 13 |+5 VDC requires jumper P38 on
+5VDC 38 |Alarm/Control Interface Board.
SV GND 14 11138 vDC requires jumper P39
SV GND 39 |on Alarm/Control Interface Board.
+13.8VDC| 15 . ,
+13.8 vDC | 40 |See cautions in text about
13.8V GND| 16 |connections to power circuits.
13.8VGND| 41

Control Output Switche:

User's Relay

f

+13.8 VDC +138VDe
\J/_O—N.O.< +V
coMm o
13.8V GND : User's Load
To Be Controlled

Figure 6 - Control Output Configurations

CAUTION

All external connections to equipment locat
outside the room housing the EDACS Site
Controller must pass through protected purjch
blocks (or equivalent protection) before being
connected to the Alarm and Control Unit.

pd

Test Unit (TU)

If the EDACS Site Controller is equipped with a Test
Unit (TU), a magnetic-base antenna is connected directly to
the TU Shelf.

[J Connect the TU antenna’s cable to the antenna
connector on the back of the TU Shelf. If it is necessary to
mount the TU antenna outside of the building, the antenna
cable must be lightning protected where it enters the
equipment room.

Guardog

If the EDACS Site Controller is equipped with the
Guardog option, the following direct connections may be
required to the Modem / Reset Unit chassis:
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e Telephone Line (or equivalent circuit) - for

remotely initiating a reset, disabling automatic CAUTION

reset, and checking status
All external connections to equipment located

» External Alarm Output - relay contact closure to outside the room housing the EDACS Site
ground indicates that automatic reset cycle is in Controller must pass through protected purjch
progress blocks (or equivalent protection) before being

connected to the Modem / Reset Unit chassis.

e External Automatic Reset Disable Input - for
remotely disabling automatic reset when no
telephone line is available System Manager

Direct connections to the Modem / Reset Unit chassis  \yhen the distance between the System Manager and the
are shown in Interconnection Diagram 14 at the end of thifpacs site Controller exceeds approximately 50 feet, a
manual. modem should be used at each end of the data link between

. ) ~__ them. The standard configuration of the EDACS Site

[] cConnect the telephone line (or equivalent circuit) tocontroller provides a modem in the Modem / Reset Unit
J5 on the back of the Modem / Reset Unit chassis (S&helf and a cable connected from the Site Controller to the
Figure 7). modem. Pin-out information is shown in Interconnection
Diagram 4 at the end of this manual.

[] Connect the external alarm output to the existing
connector plugged into J4 on the back of the Modem/Reset [] |f the distance between the System Manager and
Unit chassis (see Figure 7). Pin 2 is a relay contact closuiie EDACS Site Controller exceeds approximately 50 feet,
to ground when the automatic reset cycle is in progress. Pigpnnect the telephone line (or equivalent circuit) from the
4 is ground reference. System Manager to J6 (left-hand 6-pin modular connector)

on the back of the Modem / Reset Unit Shelf.
|:| |:| J5|:| |:| |:|J3 I:I |:| J1
AN

e I ————— CAUTION

J8

The telephone line (or equivalent circuit) myst
Figure 7 - Back View of Modem / Reset Unit Chassis pass through a protected punch block (or
equivalent protection) before being connected to
[] Connect the external automatic reset disable input the Modem / Reset Unit Shelf.
to J2 (terminal strip) inside the Reset Unit (see Figure 8).
Terminal 8 is the input (logic low initiates the external
automatic reset disable cycle). Terminal 15 is ground When the distance between the System Manager and the
reference. EDACS Site Controller is approximately 50 feet or less, a
modem should not be necessary at each end of the data link
[  —— —— 1 between them. In this is the case, the data link from the
System Manager may be connected directly to the Site
Controller. Pin-out information is shown in Figure 9.

Ji J2 -
System Manager Site Controller Computd
1 171 17 19A149302P9
l I | PORT 0 (SM
1 DB-25 (F) | DB-25 (M) DB-25 (F) | DB-25 (M)
e [E]

Shield 1 1 Shield

. . . . —> Tx Data 2 4 2 Tx Data<—

- <—Rx Data 3 3 Rx Data—>

Figure 8 - Inside View of Reset Unit Siemay s Data ¢ 3 3 I ot -

Figure 9 - System Manager Data Link without Modems
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[ If the distance between the System Manager and *  Test Unit radio
the EDACS Site Controller is approximately 50 feet or less,
connect the telephone line (or equivalent circuit) from the L] Turn on the AC power circuit breaker for the Site
System Manager directly to Port 0 (SM) on the back of th&€ontroller cabinet. Verify that the fan at the top of the
Site Controller (see Figure 9). (You will need to disconnectabinet, the UPS, and the System Manager Modem are on.
the cable from the System Manager Modem first, if a System

Manager Modem was supplied.) [J Turn on the DC power supply. Verify that the
Downlink GETC, Redundant Downlink GETC, Alarm and
INITIAL POWER-UP Control Unit, and Reset Unit (Guardog) are on.

L] Turn on the Site Controller. Verify that the Site

[l Turn off the following individual pieces of Controller is on.

equipment in the Site Controller cabinet:

L] Turn on the Power Monitor Unit. Verify that the

*  DC power supply Power Monitor Unit is on.

+ Site Controller
L] Turn on the Test Unit radio. Verify that the Test

«  Power Monitor Unit Unit radio is on.
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FULL-FEATURED TRUNKING Switch Operational Mode of Site

Full-Featured Trunking refers to trunking under the  If the Site Controller is powered up and becomes
direction of the Site Controller with a full set of standardoperational (allow 90 seconds) before the Station GETCs
features. To determine if a system is operating in Full&ré powered up and become operational (allow 15 seconds),
Featured Trunking, look at the L1 indicator on the front ofthe site will become operational in the Full-Featured

the Station or Downlink GETCs. The L1 indicator will not Trunking mode. If however, the Site Controller becomes
be lit when operating in Full-Featured Trunking. operational after the Station GETCs become operational, the

site will become operational in the Failsoft Trunking mode.

The operation of the Site Controller depends upon the )
version of the Application Software installed. Except where ~ T0 switch, reset the Control Channel GETC (press S4
noted otherwise, the operation described in this section is f&n the front edge of the GETC Logic Board). If this does not
Application ~ Software identified by part number bring the site out of Failsoft, then try resetting all Statlon
344A3265G7. See the Software Replacement heading in t§eETCS (press S4 on the front edge of the GETC Logic
Maintenance section of this manual for information on thé30ard) within a few seconds of each other (last one must be

location and identification of the Application Software. started before the first one completes its reset). An

alternative method is to turn off all Station GETCs (turn off
each repeater's DC Power Supply) until all are off. Then
SITE CONTROLLER STARTUP power up one repeater at a time.

Intialization. GETC COMMUNICATION

Whenever the Site Controller is powered up or reset, the
Site Controller initializes its working memory, loads the GeTc Data Links
Application Software from its set of 14 Application —
Software PROMSs, loads the initial set of parameter values Egch Station and Downlink GETC receives instructions
from its set of 2 Personality PROMSs, and starts running thgom the Site Controller via a separate GETC data link. The
Application Software. The initial set of parameter values ingeTc data links for the Downlink GETC and Redundant
the Site Controller's working memory is referred to as thepownlink GETC connect directly to the Site Controller. The
Initial Configuration. GETC data links for the Station GETCs use GETC DATA

interface modules as the connection points between cabinets.

Request for Site Database

Frame Sync Line (FSL)

Once the Application Software is running, the Site

Controller requests the latest Site Database from the System , . .
Manager. When the Site Database is received from the Each Working Channel and Downlink GETC receives

System Manager, some parameter values may change in ﬁén_chronization pulses from the Control Channel GETC via

working memory. However, the initial parameter values in2 single FSL (Frame Sync Llne.) connected tq all GETCs.

the Site Controller's Personality PROMs remain unchangeo-ll.—hese pulses tell eaCh Downlink and Working Channel

The modified set of parameter values in the Site Controller§ETC yvhe.ther- the Site Controller or the Control Channel

working memory is referred to as the Active Configuration. GETC |s.d|rect|ng the EDACS trunking. The FSL, Uses the
SERIAL interface module as the connection point within

The Active Configuration may be changed as often agnd between cabinets.

needed by partial or complete Site Database transfers from

the Syster_n Manager. However, some parameter values (SuébNTROL CHANNEL SELECTION

as the Site ID) cannot be reconfigured by the System

Manager. If any change needs to be made for any parameter

value in the Initial Configuration, the change must be made The Control Channel is the RF channel to which all user

in the set of 2 Personality PROMSs. radios tune to receive or request directions for a trunked
call. (The trunked call itself takes place on a Working
Channel.) Only one RF channel can be a Control Channel at
a time. To determine which RF channel is serving as the
Control Channel, look at the L6 indicator on the front of
each Station GETC. The L6 indicator on the Control
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Channel GETC will remain lit continuously. (The L6 « Channel Test - No special equipment is required
indicator on a Working Channel GETC will only be lit when for channel.
assigned to a call.)

* Wide Area - Connections to network are required

Startup for channel.

At startup, the Site Controller selects the Control A similar mask may be reconfigured in the Site )
Channel as specified in its Initial Configuration (defaults tODatabase (System Manager screen 10) and send to the Site

lowest RF channel allowed to be a Control Channel, Whiclq;OntrOIIer (System Manager screen 20) to modify its Active

should be channel 2). The System Manager magonfiguration.
subsequently change which channels are allowed to be used
as a Control Channel, and move the Control Channel at wifall Sequence

within the allowed channels.
When an EDACS mobile or portable radio is turned on,

its receiver scans the channels of the system looking for the
Control Channel. Once found, the radio synchronizes itself

If the Control Channel GETC fails to respond to a Sitewith and decodes the periodic control messages (every 30

Controller poll or is failed by an alarm (such as from the TyMilliseconds). Once the field radio is synchrqnized with the
or PMU), the Site Controller will select the next highercontrol messages on the Control Chqnnel, it is ready to place
channel number (of the available channels that are aIIowegf receive trunked calls. The following sequence of steps
to be Control Channels) to be the new Control Channefi€Scribes the placing of a call:

When the original Control Channel is fixed and tested, th , . I
Site Controller will add the channel to its bitmap Ofei. The user of a field radio selects the communication
available Working and Control Channels, but leave the
Control Channel where it is.

Control Channel Failure

mode (normal analog voice, digital voice, data, etc.),
call type (individual, group, emergency group,
interconnect, or system all call), and the individual or
group called. An individual call from a radio can be to
WORKING CHANNEL ASSIGNMENTS another radio, or can be a telephone interconnect call to
a telephone number. (A telephone interconnect call
A Working Channel is an EDACS Repeater channel to  from a telephone can be to an individual or group.) The
which user radios can be assigned for a trunked call. Al user then pushes the Push-To-Talk (PTT) switch on the
EDACS Repeater channels, other than the Control Channel, radio.
are Working Channels.
2. The radio transmits a call request message on the

Communication Modes Control Channel. The message includes the radio's
identification (LID), communication mode, call type,

Working Channel assignments are based on the anq the identification (LID or GID) of the called
availability of a channel that has been enabled to support the Fadio(s).
requested communication mode. A mask in the Sit
Controller's Personality is used to enable each channel f
any combination of the following communication modes:

The Control Channel GETC receives the call request
from the calling radio, translates it to Site Controller
protocol, and sends a call/channel request message to

«  RF (Normal Analog Voice) - EDACS Repeater is  the Site Controller.

required for channel. 4. The Site Controller receives the message and checks

with its Active Configuration to see if the request is
permitted. (If it isn't permitted, the Site Controller sends
an appropriate system busy or call denied message to

. Digital Voice - Station GETC to handle Digital the Control Channel GETC which in turn sends a proper
Voice is required for channel. indication to the calling radio.)

» Interconnect - Local Telephone Interconnect
equipment is required for channel.

. Data - Station GETC to handle Data is required fo- |f the call request is permitted, the Site Controller
channel. checks to see if a Working Channel is available. (If a

Working Channel is not currently available, the Site
Controller queues the call request and directs the
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Control Channel GETC to send a queued-call signal tCALL QUEUING
the calling radio. When the call request comes out of

queue, continue to next step.) If queuing is disabled or  when all channels enabled for the requested grade of
otherwise not possible, the Site Controller generates gervice (Analog Voice, Digital Voice, Data, and Telephone
system busy indication. Interconnect) are busy, the call is queued. When a channel

enabled for the requested grade of service becomes

6. The Site Controller directs the Control Channel GETG, qijapie queued call requests are filled first by priority
to send the Working Channel assignment to the Calllngevel and second by time in queue.

and called radios. The Site Controller also sends

channel assignments to the Downlink to support  The Site Controller manages a separate queue for each
multisite  and/or console operation. This channelf the 4 grades of service. Within each queue, the Site
assignment includes a hang time value for this call. Acontroller manages 8 priority levels configurable by ID. The
hang time of zero indicates Transmission Trunkinghigher of the caller's or the callee's priority is used. These
non-zero indicates Message Trunking. eight priority levels are defined for each ID for each grade
of service. The default priority level for each ID for each
rade of service is the lowest priority level, but can be
econfigured in System Manager screen 11, panel 2 for an
LID or screen 12, panel 2 for a GID. System all-calls always
8. A high speed handshake on the Working Channel Witﬁave higher priority.thf’:\n any other call. Emergency _ca!ls
: : ave next highest priority. For these calls, the group priority
the calling radio occurs. . . o
is used to determine the priority between two or more

9. After confirmation, the caller hears the "OK to €mergency calls.
transmit” prompt tone alerting the caller to begin
talking.

7. The calling and called radios receive the Workin
Channel assignment from the Control Channel GET
and tune to the assigned Working Channel.

The Site Controller gives a recent user a slight edge
when its call is queued (to help maintain the continuity of a
10. Signaling on the assigned Working Channel tells th&onversation). The Site Con_troller _increases the priority of a

called radio(s) to unmute their speakers. call request by half a level if the time between the last call

request and the current call request is less than the Recent
11. When the caller finishes talking, the caller releases tHeall Queue Interval for the site. The Recent Call Queue

PTT switch, sending an unkey message to the assigné@tervaJ has a default value of 5 seconds, but can be

Working Channel and all called radio(s). The Sitereconfigured in System Manager screen 21, panel 2.

Controller receives either a call dropped (Transmission

Trunked call) or a call unkey (Message Trunked call). DOWNLINK SELECTION

12. With Transmission Trunking, the radios involved in the

call return_to T“O”“‘” the_ControI Channel. Wit_h and Site Controller in a single EDACS system, and the
Message Trunkmg,_the ra@og stay on the WorklngCEC/IMC switch in an EDACS network. A Downlink
Channel until hang time expiration or manual drop. GETC is used as a data interface at the system end (an
plink GETC is used at the network end). A modem in the

or GID, the radio responds to the Control Channel GET ownlink (and Uplink) GETC converts DC data signals

and is given a Working Channel assignment. The radib'sed by the system (and network) to/from voice-frequency

switches to the assigned Working Channel, exchanges'gnals (for transmission over the Downlink).

information with the Working Channel GETC, and the 5o niink selection is only an issue when a Redundant

Wo_rklng C_hannel GETC opens up the channel between tI~|§ownlink and its Redundant Downlink GETC is used to
calling radio and the called radio. backup the (main) Downlink and its Downlink GETC.
Channel 26 is always Downlink enabled in the Site
CALL VALIDATION Controller's Active Configuration and is reserved for the
(main) Downlink. Channel 25 must be Downlink enabled in
All call requests made to the site are checked by the Sithe Site Controller’'s Active Configuration if the system is
Controller to verify that the ID is valid at (permitted to use)equipped with a Redundant Downlink. The Redundant
the site. (Each GID or LID must have the sites for which it iDownlink may be enabled in the Site Database (System
valid defined in the Site Database.) Manager screen 10) and send to the Site Controller (System
Manager screen 20) to modify its Active Configuration.

A Downlink is a data link between the Station GETCs

When the radio receives a message containing its ng
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Downlink selection is based on which channel numberserial input to the BSL. To force each Station GETC to
have been Downlink enabled in the Site Controller's Activeswitch its serial input from the BSL to its individual data
Configuration and which Downlink is not failed. Assuming link to the Site Controller, reset the Control Channel GETC.
that the (main) Downlink has not failed, the Site ControllerThe Control Channel GETC will then tell the other Station
will initially select the (main) Downlink GETC. GETCs (via the FSL) to switch from the BSL to the their

individual data links to the Site Controller.

A Downlink will be failed for any of the following
reasons: When a Station GETC is reset or powered up, it first

looks at the FSL to determine if it should switch its serial

« Poll Failure - The Site Controller does not receive dhput to either the BSL or its individual data link to the Site
pole response message from the Downlink GETcController. If the Control Channel GETC is in the Site

for a specific number of consecutive poll cycles.Controller mode, then the Station GETC will switch to the
This number is specified in the Site Controller’s Site Controller mode. If the Control Channel GETC is in the
Personality (normally is 2). Currently, the SystemFailsoft mode, then the Station GETC will switch to the

Manager sends a default value of 2 to the Sitdailsoft mode.
Controller though, which cannot be reconfigured by

the System Manager. When a Station GETC is reset or powered up, it

switches its serial input to its individual data link to the Site
Controller. If it sees polling from the Site Controller, it will
resume responding to polls. The first Station GETC (that is
allowed to be a Control Channel) to resume responding to
polling messages from the Site Controller will be selected by
. . , . the Site Controller to be the Control Channel GETC. Each
* Me - The Downhn_k GET.CST main subsequent Station GETC that resumes responding to
processor is unable to communicate with its Turbopolling messages from the Site Controller will be a Working
Board. Channel GETC.

e Link Failure - The Downlink GETC has stopped
receiving information from the network end of the
Downlink.

If the (main) Downlink is failed and the system is | the whole site is powered up together after a
equipped W|th a functioning Redundant Dovynhnk, the Sit€prolonged power outage (one long enough to discharge the
Controller will select the Redundant Downlink. After the battery in the Uninterruptible Power Supply), the site will
(mein) Downlink GETC is_fixed, the_Site Controller will not -ome up in the Failsoft Trunking mode of operation. This is
switch back to the (main) Downlink GETC, unless thepecause it takes much longer for the Site Controller to
Redundant Downlink fails or the Site Controller is poweredpjtialize itself than for the Station GETCs. Therefore, at the

on or restarted. time each Station GETC is looking for polling messages on
its individual data link to the Site Controller, the Site
SITE CONTROLLER FAILURE Controller hasn't finished the initialization and isn’'t sending

any polling messages to the Station GETCs. The Station
GETCs, seeing no polling messages, assume the Site

If the Control Channel GETC stops receiving poliing (?ontroller has failed and switch to the Failsoft Trunking
messages from the Site Controller, the Control Channe .
mode of operation.

GETC signals all Station GETCs via the FSL (Frame Sync
Line) to switch their serial input from the individual data
links (to the Site Controller) to the single BSL (Backup,er gutage (one short enough not to discharge the battery

Serial Line) connecting all GETCs together. The Controf, he Uninterruptible Power Supply), the site will come up
Channel GETC then directs the Working Channel GETC§, the Full-Featured Trunking mode of operation. This is

via the BSL. EDACS trunking, under the direction of thepq.qse the Site Controller remained powered up by the
Control Channel GETC, is referred to as Failsoft Trunking. Uninterruptible Power Supply and did not have to be

initialized. Therefore, when the Station GETCs finished

their initialization, they were able to see and respond to the
SITE CONTROLLER RECOVERY polling messages from the Site Controller.

If the whole site is powered up together after a short

When the Site Controller resumes sending polling
messages to the Station GETCs, the Station GETCs will be
unaware of the polling messages on their individual data
links to the Site Controller, because they have switched their
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CONSOLE PREEMPT dispatcher, but will not hear the dispatcher until unkeying
his/her radio. If the transmitting member of the talkgroup is
Norma”y a dispatcher W|” receive a System busy S|gna§t|” keyed When the Ca” from the dispatcher iS unkeyed, the
from the Site Controller when trying to place a call to a GIDtransmitting member’s call will be restored.
that is busy with an existing group call. When Console
Preempt is enabled in the Site Controller's Personalitonsole Preempt of Existing Console Preempt Call
PROMs, the Site Controller will allow a dispatcher’s call to
preempt an existing analog-voice group call. This means the When a second dispatcher (must be at a Supervisor
dispatcher’s call is heard at all radios, and the transmittingonsole only) tries to place a call to a GID that is busy with
radio is still heard by the dispatcher. Console Preempt alsin existing Console Preempt call from another dispatcher
allows a dispatcher (at a Supervisor console only) tdhas been assigned), the Site Controller assigns the second
preempt another dispatcher’s preempt call. preempting console to the Working Channel and all
receiving members of the talkgroup will hear the second
Note that digital-voice and Interconnect calls cannot belispatcher instead of the first dispatcher or the transmitting
preempted. When a dispatcher tries to place a call to a Glember of the talkgroup. The transmitting member of the
that is busy with an existing digital-voice or Interconnecttalkgroup will be heard by the second dispatcher, but will
group call, the Site Controller sends a system busy signal ot hear the second dispatcher until unkeying his/her radio.

the dispatcher. The preempted dispatcher's call is dropped. If the
preempted radio is still keyed when the second dispatcher

Console Preempt of Existing Group Call unkeys, the transmitting member’s call will be restored.
When a dispatcher tries to place a call to a GID that is NOTE

busy with an existing group Ca”, the Site Controller aSSignS A console preempt of a console preempt call can

the preempting console to the Working Channel, and all | only pe placed from a Supervisor console. For

receiving members of the talkgroup will hear the dispatcher | more details, see the console instruction manual.

instead of the transmitting member of the talkgroup. The

transmitting member of the talkgroup will be heard by the
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SYSTEM MANAGER Configuration. Whenever the Site Controller is powered up
or reset, it will request a download from the System

Manager of the latest databases that apply to the site. A few
DATA LINK parameters, despite being displayed on a System Manager
screen, are for information only and cannot be reconfigured
If a System Manager is to be used with the Sitahrough the System Manager. (See the System Manager
Controller, the System Manager must be connected to thestruction manual for details.)
Site Controller by a data link. If the distance between the
System Manager and the Site Controller exceeds Values for the following trunking parameters are
approximately 50 feet, a modem is needed at each locatiggtogrammed into the Personality PROMs for the Site
to translate the DC logic levels from the RS-232 interface t@ontroller in the factory. If the Site Controller is connected
audio frequencies and back to DC logic levels. The modeno a System Manager, their values can be reconfigured in the
that is located at the Site Controller end is identified as th8ite Controller’s Active Configuration through the System
System Manager Modem. See the manual for the SysteManager. If the Site Controller is not connected to a System
Manager Modem (number is listed in the Introduction of thisManager, their values can only be reconfigured by ordering

manual) for set-up information. a new set of Personality PROMs from the factory. The Site
Controller default values are used if not specified otherwise
Baud Rate by the customer.

Which channel is the initial Control Channel? The
Site Controller and System Manager defaults are
channel 2.

The baud rate of the Site Controller’s data interface for
the data link to the System Manager must be specified in the
Site Controller's Personality. If not specified by the
customer in time for factory assembly, 9600 BPS is
specified. Other selections are 300, 1200, 2400, 4800, and
19200 BPS. Later changes will require the ordering of a new
set of Personality PROMs from the factory (not field
programmable).

* RF (External Device Definition) - Which channels
are equipped to handle RF calls? The Site
Controller default is Y (enabled) for channels 1
through 20 and N (disabled) for channels 21
through 26. The System Manager default is N
(disabled) for channels 1 through 24.

Data Link
* Allowed CC (External Device Definition) - Which
The type of data link used to connect the System channels are allowed to be a Control Channel? The
Manager to the Site Controller must be specified in the Site Site Controller default is N (disabled) for channels
Controller's Personality. If not specified by the customer in 1 and 21 through 26, and Y (enabled) for channels
time for factory assembly, the hardwire connection (metallic 2 through 20. The System Manager default is N
conductors suitable for connecting RS-232 interface to RS- (disabled) for channels 1 through 24.

232 interface directly without modems) is specified. Other
selections are dial-up and dedicated telephone lines. Later .  pownlink (External Device Definition) - Which

changes will require the ordering of a new set of Personality channels are used for a Downlink? The Site
PROMs from the factory (not field programmable). Controller default is N (disabled) for channels 1

through 20 and Y (enabled) for channels 21
PARAMETERS through 26. The System Manager default is N

(disabled) for channels 1 through 25 and Y
(enabled) for channel 26. (Channel 26 is always
used for the primary Downlink and channel 25 is
usually used for the first redundant Downlink.)

Some parameters in the Site Controller's Personality are
not included in the System Manager's databases, and
therefore cannot be reconfigured through the System
Manager. Some parameters in the System Manager’s
databases are not included in the Site Controllers * Rotate Assignments (External Device Definition) -

Personality, and therefore are only configurable through the Should Working Channels be assigned in rotation?
System Manager. Choices are Y (enable) and N (disable). The Site

Controller and System Manager default is Y

After a parameter is reconfigured in one of the System (enable).
Manager’s databases, the reconfigured database can be sent

to the site where it will update the Site Controller's Active * Wide Area (External Device Definition) - Should
Working Channels be assigned in ascending
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rotation? Choices are Y (ascending) and N
(descending). The Site Controller and System
Manager default is Y (ascending rotation).

Assign Non-Adjacent Chan (External Device
Definition) - Should Working Channels be assigned
using the non-adjacent channel assignment
algorithm?  The Site Controller and System
Manager defaults are N (disabled). This is
normally enabled for 900 MHz systems.

Digital Voice (External Device Definition) - Which
channels are equipped to handle digital voice calls?
The Site Controller default is Y (enabled) for
channels 1 through 20 and N (disabled) for
channels 21 through 26. The System Manager
default is N (disabled) for channels 1 through 24.

Interconnect (External Device Definition) - Which
channels are equipped to handle Local Interconnect
calls? The Site Controller default is Y (enabled)
for channels 1 through 20. The System Manager
default is N (disabled) for channels 1 through 24.

Data (External Device Definition) - Which
channels are equipped to handle data calls? The
Site Controller default is Y (enabled) for channels
1 through 20 and N (disabled) for channels 21
through 26. The System Manager default is N
(disabled) for channels 1 through 24.

Channel Test (External Device Definition) - Which
channels are assigned for Channel Test? The Site
Controller default is N (disabled for channels 1
through 26. The System Manager default is N
(disabled) for channels 1 through 24.

Wide Area (External Device Definition) - Which
channels are equipped to handle Wide Area calls
(requires connections to an IMC switch)? The Site
Controller default is Y (enabled) for channels 1
through 20 and N (disabled) for channels 21
through 26. The System Manager default is N
(disabled) for channels 1 through 24.

Wide Area Enable (Unit Identification) - Which
LIDs are permitted to place and receive Wide Area
calls? Choices are Y (enable) and N (disable). The
Site Controller and System Manager defaults are N
(disable) for each LID.

Wide Area Enable (Group Identification) - Which
GIDs are permitted to receive Wide Area calls?
Choices are Y (enable) and N (disable). The Site

Controller and System Manager defaults are N
(disable) for each GID.

Hang Time (Unit Identification) - What is the hang
time between unkey and channel drop for all calls
(except interconnect and emergency) to this LID?
Range is 0 to 255 seconds. The Site Controller and
System Manager defaults are 0 seconds for each
LID. (Note that operation with a hang time of O
seconds results in transmission trunking. To allow
message trunking, the hang time must be
reconfigured to more than O seconds.)

Hang Time (Group ldentification) - What is the
hang time between unkey and channel drop for all
calls (except interconnect and emergency) to this
GID? Range is 0 to 255 seconds. The Site
Controller and System Manager defaults are 0
seconds for each GID. (Note that operation with a
hang time of 0 seconds results in transmission
trunking. To allow message trunking, the hang time
must be reconfigured to more than 0 seconds.)

Voice (Unit Identification) - What is the queue

priority for normal voice calls to this LID? Range

is 0 (low) to 7 (high). The Site Controller default is
3 for each LID. The System Manager default is O
for each LID.

Voice (Group Identification) - What is the queue
priority for normal voice calls to this GID? Range
is 0 (low) to 7 (high). The Site Controller default is
3 for each GID. The System Manager default is 0
for each GID.

Digital Voice (Unit Identification) - What is the
queue priority for digital voice calls to this LID?
Range is 0 (low) to 7 (high). The Site Controller
default is 3 for each LID. The System Manager
default is O for each LID.

Digital Voice (Group Identification) - What is the
queue priority for digital voice calls to this GID?
Range is 0 (low) to 7 (high). The Site Controller
default is 3 for each GID. The System Manager
default is O for each GID.

Data (Unit Identification) - What is the queue
priority for data calls to this LID? Range is O (low)
to 7 (high). The Site Controller default is 3 for
each LID. The System Manager default is O for
each LID.

Data (Group ldentification) - What is the queue
priority for data calls to this GID? Range is 0 (low)
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to 7 (high). The Site Controller default is 3 for
each GID. The System Manager default is 0 for
each GID.

Recent Call Queue Int (External Device Definition)

- What is the maximum allowable time between call
requests to still qualify for the recent call priority
increment? Range is 0 to 30 seconds. The Site
Controller and System Manager defaults are 5
seconds.

Morse Code Id Interval (External Device
Definition) - What is the time interval between
consecutive Morse code ID transmissions? Range
is 0 to 30 minutes. The Site Controller and System
Manager defaults are 30 minutes.

Scramble Data Call Int (External Device
Definition) - What is the time between successive
transmissions in a scrambled data call (call consists
of a series of transmissions on randomly-selected
channels to discourage unauthorized monitoring)?
Range is 0 (feature disabled) to 32,767 seconds
(about 9.1 hours). The Site Controller default is 0
seconds. The System Manager default is 5
seconds.

Activity Dump Threshold (External Device
Definition) - What is the Activity Dump Threshold
(the number of activity records that need to
accumulate in the activity file in order to trigger an
automatic download to the System Manager)?
Range is 0 to 16,383 activity records. The Site
Controller and System Manager defaults are 1000
activity records.

Values for the following trunking parameters are not

programmed into the Personality PROMs for the Site
Controller. If the Site Controller is connected to a System
Manager, their values can be reconfigured in the Site
Controller's Active Configuration through the System
Manager. If the Site Controller is not connected to a System
Manager, their values cannot be reconfigured from the Site
Controller defaults.

Message Conv Limit (External Device Definition) -
What is the time limit for message-trunked calls
(same channel for each transmission)? Range is 10
to 2550 seconds (about 44 minutes). The Site
Controller and System Manager defaults are 5
minutes.

Transmission Conv__Limit (External Device
Definition) - What is the time limit for
transmission-trunked calls (new channel for each

transmission)? Range is 10 to 2550 seconds (about
44 minutes). The Site Controller and System
Manager defaults are 5 minutes.

Emergency Hang Time (External Device
Definition) - What is the emergency call hang time?
Range is 0 to 255 seconds (using O will cause
emergency calls to be transmission-trunked). The
Site Controller and System Manager defaults are 2
seconds.

Max # Concurrent Indiv (External Device
Definition) - What is the maximum number of
concurrent individual calls allowed for this site?
Range is 0 to 30 calls. The Site Controller default
is 25 calls. The System Manager default is 2 calls.

Channel Test (Unit Identification) - Which LIDs
are enabled to use the Test Channel(s) (one or more
channels temporarily set aside for test use)?
Choices are Y (enabled) and N (disabled). The
Site Controller and System Manager defaults are N
(disabled) for each LID.

Channel Test (Group Identification) - Which GIDs
are enabled to use the Test Channel(s) (one or more
channels temporarily set aside for test use)?
Choices are Y (enabled) and N (disabled). The
Site Controller and System Manager defaults are N
(disabled) for each GID.

Confirmed Call Enable (Unit Identification) -
Which LIDs are enabled for confirmed -calls
(confirmation from all called radios before wide
area call is assigned)? Choices are Y (enabled) and
N (disabled). The Site Controller and System
Manager defaults are N (disabled) for each LID.

Confirmed Call Enable (Group Identification) -
Which GIDs are enabled for confirmed calls
(confirmation from all called radios before wide
area call is assigned)? Choices are Y (enabled) and
N (disabled). The Site Controller and System
Manager defaults are N (disabled) for each GID.

Valid Sites (Unit Identification) - At which sites is
this LID allowed to place or receive a call? The
Site Controller and System Manager default is none
for each LID.

Valid Sites (Group Identification) - At which sites
is this GID allowed to receive a call? The Site
Controller and System Manager default is none for
each GID.
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ACTIVITY REPORTS volume, called the Activity Dump Threshold, can be
reconfigured by the System Manager.

The Site Controller continuously monitors the EDACS ,
sitt and logs all call requests, channel dispositons I for some reason the Site Controller cannot
(assignments and drops), channel or equipment failures, aggmmunicate with the System Manager before the stored
alarm information. These activities are formatted intorecords run out of storage; space, the Site Controller writes
records and stored. When the stored activity records reachPel the oldest records first. This allows the most recent
preset volume, they are sent to the System Manager for latgc0rds o be sent once communications to the System
use in compiling various management reports. This presdfanager is restored.
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ALARMS alarm threshold (in watts) for a DB8843-based PMU is 25.5
watts. However, a higher alarm threshold (in watts) can be
configured_temporarily through the keypad on the front of

ALARM DETECTION the DB8843-based PMU. (Note that any temporarily
configured level must be manually reconfigured after a

Alarm conditions may be detected by the Site Controlleflisruption in communication between the PMU and the Site
itself, or by standard or optional equipment connectedontroller, such as after a power outage.)

directly or indirectly to the Site Controller. Some alarms are
only sent to the Site Controller if optional alarm-detecting ~ ©On the other hand, a DB8860-based PMU alarms at the

devices are installed and enabled in the system. TrRxact level that is sent to it. This means that if 255 is sent
performance of a specific alarm depends on how th&0m the System Manager, then a DB8860-based PMU will

parameters for that alarm are configured. For additiongt@m if the power level goes below 255 watts. The low
information about a specific alarm, see the instructiofPOWer limit can be reconfigured temporarily through a dumb

manual for the device that is responsible for detecting thdgrminal connected to the DB8860-based PMU. The high
alarm condition. power limit can be reconfigured permanently through a

dumb terminal connected to the DB8860-based PMU. (Note
that any temporarily configured low power limit must be
manually reconfigured after a disruption in communication
The Site Controller detects the following conditionsbetWeen the PMU and the Site Controller, such as after a

(resulting in the generation of an alarm for a polled devic®OWe' outage.)

or an alarm-reporting device): An antenna alarm condition is detected when either the

forward power at an antenna’s input is too low (as measured

by the PMU), or the SWR (measurement of reflected power)

e  Fault Tolerance Threshold Exceeded at an antenna’s input is too high (as measured and calculated
by the PMU).

Site Controller

e Polling Failure

Power Monitor Unit

Alarm & Control Unit

The Power Monitor Unit (PMU) sends an alarm to the

Site Controller when either a transmitter alarm condition or  1h€ Alarm & Control Unit sends an alarm to the Site
an antenna alarm condition is detected. Controller when one of the following conditions exist:

User-Supplied Alarms - ACU reports alarm for any
of 32 wuser-supplied alarm inputs (see “ACU
Parameters” panels in System Manager screen 16,
“Alarm Control Unit Definition”).

A transmitter alarm condition is detected when a
channel’'s output power (as measured by the PMU) exceeds
the allowable limits. The DB8843-based PMU uses a low
power limit only. The DB8860-based PMU uses both a
lower and an upper power limit. The low power limit is
specified in the Site Controller's Personality and is
configurable through the System Manager's “Site
Reconfiguration” screen. Site Controller application )
software marked 344A3265Gx (where x=6 or higher) allowsLest Unit
the low power limit to be re-configured through the System
Manager. This limit should be set to the exact power level
(in watts) that the power should not fall below (note the®
exception for the DB8843-based PMU).

ACU Error - Diagnostic self-test after reset detects
problem in ACU.

The Test Unit sends alarm information to the Site
ontroller when one of the following conditions exist:

e Control Channel Alarm Conditions - The following
Control Channel alarm conditions are sent to the
Site Controller in the CC Fail message as soon as
detected while monitoring the Control Channel:

Note that a DB8843-based PMU divides the low power
limit (sent to it from the Site Controller) by 10. This means
that the low power limit must be set (in the Site Controller
personality and the System Manager) to 10 times the desired
alarm threshold (in watts) when using a DB8843-based
PMU. Since 255 is the largest value that can be configured
(in the Site Controller personality or through the System
Manager) for the low power limit, the highest configurable

e Cannot Find - The Test Unit was unable to find
the Control Channel.
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e Cannot Sync - The Test Unit cannot
synchronize with the data frames being sent by
the Control Channel.

e Cannot Decode - The Test Unit cannot decode
four consecutive messages sent by the Control
Channel.

Working Channel Alarm Conditions - The
following Working Channel alarm conditions are
sent to the Site Controller in the Call Results
message at the end of the test call:

e Cannot Find (Control Channel) - The Test Unit
was unable to find the Control Channel.

e Cannot Sync (Control Channel) - The Test
Unit was unable to synchronize with the data
frames being sent by the Control Channel.

* No Channel Assignment - The Test Unit was
unable to decode the Working Channel
assignment on the Control Channel.

e Cannot Sync (Working Channel) - The Test
Unit was unable to synchronize with the data
frames being sent by the assigned Working
Channel.

* No High-Speed Data - The Test Unit was
unable to decode the high-speed data on the
assigned Working Channel.

* No Low-Speed Data - The Test Unit was
unable to decode the low-speed data on the
assigned Working Channel.

* No Drop Channel Message - The Test Unit
was unable to decode a drop channel message
on the assigned Working Channel.

Station / Main Site / Control Point GETC

Station GETCs in a single-site system, Main Site
GETCs in a Non-Simulcast Voted system, and Control Point
GETCs in a Simulcast system send an alarm to the Site
Controller when one of the following conditions exist:

The following alarms cannot be reconfigured
through the System Manaager.

NOTE

Auxiliary (Aux) Alarm (Control Point only) -

Indicates that a Test Unit alarm is detected at one
of the transmit sites for this channel. This alarm is
sent through the Simulcast alarm system to the

Control Point GETC for that channel, and then on
to the Site Controller. This alarm will only be used

to fail the channel if it is enabled in the Personality
of the Site Controller (default is enabled). (For

more details, see the Auxiliary Alarm Reporting

heading under the Alarm Management heading
later in this section.)

Phone Line (PL) Failure Alarm (Main Site and
Control Point only) - Indicates that this GETC is
not receiving data from the Voter (possible line
noise or breakage of data link in direction from
Voter to GETC). This alarm will only be used to
fail a channel if it is enabled in the Site Controller’s
personality.

Voter Alarm (Main Site and Control Point only) -
Indicates that this GETC is receiving error
messages from the Voter (possible line noise or
breakage of data link in direction from GETC to
Voter). (See Critical Fault Alarms heading.)

Carrier Present Alarm (Single-Site and Main Site
only) - Indicates that this GETC is detecting the
presence of an RF carrier without proper signaling
(possible interfering signal or deliberate jamming).
This alarm will only be used to fail a channel if it is

enabled in the Site Controller’'s personality.

PA Failure Alarm (Single-Site and Main Site only)

- Indicates that the MASTR Il repeater’'s output
power has dropped below the threshold level. (See
Critical Fault Alarms heading.)

Synth Unlock Alarm (Single-Site and Main Site
only) - Indicates that the MASTR Il repeater’s
synthesizer is not locked. (See Ciritical Fault
Alarms heading.)

Turbo Board Failure Alarm (Single-Site, Main Site,

and Control Point) - Indicates a disruption in the
communication between this GETC’'s main

processor and its Turbo Board. (See Critical Fault
Alarms heading.)

Frame Sync Line (FSL) Failure (This alarm is not
yet implemented.) - Indicates the absence of (or an
abnormality in) the sync pulses from the Control
Channel GETC to this GETC (possible open or
shorted line, or fault in Control Channel GETC).
This alarm will only be used to fail a channel if it is
enabled in the Site Controller's personality (default
is disabled - not currently supported).
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Downlink GETC e Test Call Failure from TU for Working Channel

A Downlink (or Redundant Downlink) GETC sends an * Workinq Channel Power Failure from PMU for
alarm to the Site Controller when one of the following Working Channel

conditions exist: « Control Channel Power Failure from PMU for
Control Channel

e Link Failure - The Downlink GETC has stopped
receiving information from the network end of the  As soon as the failed channel is removed from service,

Downlink. the Site Controller pursues the following course of action:

e Turbo Failure - The Downlink GETC's main « If the failed channel is the Control Channel, the
processor is unable to communicate with its Turbo Site Controller selects a new Control Channel.
Board.

*  The Site Controller reports the failure to the System
If the primary downlink GETC fails to respond to polls Manager in an Activity Record.

from the Site Controller or reports a turbo alarm, then the

Site Controller will fail that downlink. When the IMC does e The Site Controller continues to poll the failed
not see messages from the Site Controller on the primary channel’'s GETC.

downlink, it will switch to the redundant downlink (if one is

defined). The Site Controller sends the same messaging to ¢ For PMU and test call failures, the Site Controller

all defined downlinks so when the IMC looks to the directs the TU to place test calls on the failed
redundant downlink, it will see the same messaging it was channel at more frequent intervals than for non-
expecting to see from the primary downlink. If the Site failed channels.

Controller does not see messages from the IMC, it will set a
bit in its message to the IMC indicating that there is a * For PMU failures in a system without a functioning

problem with the messages coming from the IMC. This will TU, the Site Controller places Pseudo test calls on
also cause the IMC to switch to the redundant downlink (if the failed channel (keys channel) to allow the PMU
one is defined). to measure the channel’s output power level.

The failed channel is returned to service when one of

ALARM MANAGEMENT the following conditions is met:

or by standard or optional equipment connected directly or call is successfully completed on the failed channel.
indirectly to the Site Controller, are used to take a channel

or piece of equipment out of service when it is no longer a «  The total number of failed channels reaches the

benefit to the operation of the system. The Site Controller Fault Tolerance Threshold and the non-critical
follows a specific course of action (depending upon the type alarm type (for which the channel was failed) is
of alarm) to fail such equipment, report the alarm to the responsible for the highest number of non-critical
System Manager, attempt to recover the failed equipment, channel failures. (For more details, see the Fault
and (if successful) report the alarm cleared to the System Tolerance Threshold heading.)

Manager.

Polling Failure/Recovery

Channel Failure/Recovery

A polling failure occurs when the Site Controller does

Any one of the following alarm conditions results in thenot receive a single correct response to a certain number of
immediate failure of the channel and its removal fromgonsecutive polls. The following pieces of equipment are
service (no user calls will be assigned to the failed channglolled by the Site Controller and are therefore subject to

until it is returned to service): polling failures:
» Polling Failure for Station GETC » Station GETCs (one for each RF channel)
e GETC Alarm from Station GETC e Downlink GETC
e CC Fail message from TU for Control Channel « Redundant Downlink GETC
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*  PMU (Power Monitor Unit) Recovery Test Call on each of these channels. In a
) system without a functioning TU, the Site

* ACU (Alarm & Control Unit) Controller places Pseudo Test Calls in place of the

«  TU (Test Unit) Recovery Test Calls (keys the channel’s transmitter

) so the PMU can make a power measurement).
» Local Telephone Interconnect (two data links - two

polls) « If this alarm type is being reported by the TU, the

Site Controller fails the TU and sends a TU fail

alarm to the System Manager, stops using this
alarm type to fail channels (although it continues to
report any new alarms of this alarm type to the
System Manager - for display on the alarm screen),
and returns all channels to service that were failed
by this alarm type.

When a polling failure occurs, the Site Controller fails
the piece of equipment and pursues the following course of
action:

e If the polling failure is for a Station GETC, see the
previous heading on Channel Failure/Recovery.

* The Site Controller reports the polling failure to the

i . e If this alarm type is for any failure other than a
System Manager in an Activity Record.

PMU or TU failure, the Site Controller stops using
this alarm type to fail channels (although it
continues to report any new alarms of this alarm
type to the System Manager - for display on the
alarm screen), and returns all channels to service
that were failed by this alarm type.

e The Site Controller continues to poll the piece of
equipment in order to recover it as soon as the
failure is corrected.

When the Site Controller receives a correct response to
each of a certain number of consecutive poll messages, the
Site Controller returns the piece of equipment to service and
reports the clearing of the polling failure to the System
Manager.

When _all alarms for this alarm type have cleared
from the System Manager alarm screen (those
detected before and after the FTT was reached), the
Site Controller resumes using this alarm type to fail
channels. In a case where this alarm type was
reported by the PMU or TU, the Site Controller
recovers that device and reports to the System
Manager that the alarm for the device is cleared.

Fault Tolerance Threshold

In general, the channel fault tolerance threshold (FTT)
is used to determine when too many channels have failed

and some need to be recovered. If the quantity of channels Example (non-critical alarms only): Suppose a system
failed (due to any combination of alarms) reaches the FTThas 8 channels, a FTT of 50%, 3 channels fail due to carrier
all channels failed due to the non-critical alarm type that hagjarms, and 1 channel fails due to a PMU alarm. The FTT is
failed the most channels will be put back into service. Thenet because 4 out of 8 channels (50%) have failed. The
FTT processing does not return channels to service that agfannels that have failed due to carrier alarms will be
failed due to_critical alarms (see Critical Fault Alarmerought back into service, because this alarm type is a non-

heading). critical fault alarm and is responsible for the most failed
. ) channels. The channel that has failed due to the PMU alarm

When the FTT is reached, the Site Controller takes th&jj| remain failed. If additional carrier alarms are received,

following action: they will not be used to take channels out of service.

« The Site Controller determines which non-critical
alarm type is responsible for the most failed
channels.

Example (critical and non-critical alarms): Suppose a
system has 8 channels, a FTT of 50%, 3 channels fail due to
a PA failure, and 1 channel fails due to a carrier alarm. The
, i , FTT is met because 4 out of 8 channels (50%) have failed.
If this alarm type is being reported by the PMU, thérpe ohannels that have failed due to a PA failure will not be
Site Controller fails the PMU and sends a PMU fail ., yht hack into service (even though this alarm type is
alarm to the System Manager, stops using thigesnonsible for the most failed channels), because this alarm
alarm type to fail channels (although it continues t0y e s 5 critical fault alarm. The 1 channel with the Carrier
report any new alarms of this alarm type 10 they i will be brought back into service because, of the non-

System Manager - for display on the alarm screen)oisica) fault alarm types, it is responsible for the most failed
and attempts to bring each PMU-failed channelop,nnels (even though it is only 1 channel). If additional
back into service by successfully completing a
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carrier alarms are received, they will not be used to takassigned to the RF channels already failed by the GETCs,

channels out of service. and so the alarms can be reported to the System Manager.
The primary difference between critical and non-critical

Example (critical alarms only): Suppose a system has 8larms is that the Fault Tolerance Threshold does not apply

channels, a FTT of 50%, 3 channels failed due to PAor critical alarms (does not return channels to service that
failures, and 1 channel failed due to a Turbo alarm. Thgre failed due to critical alarms).

FTT is met because 4 out of 8 channels (50%) have failed.

The channels that have failed due to a PA failure or a Turbo These four critical fault alarms are as follows:

alarm will not be brought back into service (even though

these alarm types are responsible for all of the failed < PA Failure Alarm - Indicates that the MASTR IlI
channels), because both of these alarm types are critical fault repeater's output power has dropped below the
alarms. In this example, the Site Controller does not return threshold level.

any channels to service.

e Voter Alarm - Indicates that error messages are
The value for the FTT (default is 50%) is contained in being received from the Voter.
the Site Controller personality and cannot be reconfigured
through the System Manager. If some other value is desired, * Synth Unlock Alarm - Indicates that the MASTR

a new personality must be obtained from the factory. lll repeater’s synthesizer is not locked.
; e Turbo Board Failure Alarm - Indicates a disruption
ACU Display Panel - T .
by in the communication between the main GETC
The following “SYS STATUS” alarms, displayed on processor and its Turbo Board.
the ACU (Alarm & Control Unit) display panel, are driven )
by alarm information from the Site Controller: System Requirements
« ANT PWR FAIL - Lit when an antenna alarm (for The following minimum configurations are required for

one or both antennas) is received by the Sitdhe following equipment in order to support these alarms:
Controller from the PMU.
* System Manager:
e CHN PWR FAIL - Lit when a transmitter alarm
(for one or more channels) is received by the Site *  VAX model
Controller from the PMU.

«  Group 6 software

e GETC FAIL - Lit when a GETC alarm (for one or

. . . « Site Controller:
more GETCs) is received by the Site Controller

from the GETCs. e VAX model
» INTERCONNECT FAIL - Lit when an alarm for e Group 7 software
the local telephone interconnect is received the Site
Controller. + Station GETCs:
« BACKUP LINK FAIL - Lit when an FSL (Frame e Logic Board Hardware must be 19D901868G4
Sync Line) alarm (for one or more GETCs) is (or G3 upgraded to G4).

received by the Site Controller from the GETCs. )
* Logic Board Software must be 349A9607G6

or later.

CRITICAL FAULT ALARMS

Description

1 Use of Group 5 or earlier (instead of Group 6 or later) System Manager

. . software will not affect the operation of the GETCs or Site Controller
Unlike other GETC alarms which are sent to and usegkgarding these alarms. The System Manager will receive information to

by the Site Controller to fail RF channels, the critical faultindicate that a channel has failed, but be unable to recognize the alarm
alarms are used by the Station GETCs to fail RF channelgat caused the channel to be failed. Therefore, the user will have no idea

. . : . why the channel is failed, and may believe the system is operating
dlrectly (WlthOUt relymg OI’.l the Site Contm”er)' Th?se incorrectly. Group 5 System Manager software can report the alarm type
alarms are sent to the Site Controller so calls won't b@sing the logging to printer feature. Alarm types can be determined at the

GETC. See the System Manager and GETC manuals for details.
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e Turbo Board Software must be 344A4414G4
or later.

» Personality Software must have PA Failure
alarm enabled (f no PMU exists in the
system).

Compatibility with PMU Option

NOTE

The PA Failure alarm is not compatible with the
PMU option. The Site Controller can be
programmed to respond to either the alarms from
the PMU or the PA Failure alarms from the
Station GETCs, but not both.

To have the Site Controller respond to all alarms from
the PMU (ignore all PA Failure alarms from the Station
GETCs), the following configurations are required:

e The Power Monitor Unit parameter must be
enabled in the System Manager. If using the
DB8860-based PMU (with or without a System
Manager), this parameter must be enabled in the
Site Controller’'s personality (so that the DB8860
model can be selected). If using the DB8843-base
PMU without a System Manager, this parameter
must be enabled in the Site Controller's
personality.

e The PA Failure alarm must be disabled in each
Station GETC's personality.

To have the Site Controller respond to all PA Failure
alarms from the Station GETCs (ignore all alarms from the
PMU), the following configurations are required:

e The Power Monitor Unit parameter must be
disabled in the System Manager. If using either
PMU without a System Manager, this parameter
must be disabled in the Site Controller's
personality.

e The PA Failure alarm must be enabled in each
Station GETC's personality.

Channel Failure / Recovery

The process of failing an RF channel due to a critical
alarm is as follows:

The Station GETC receives or detects a critical
alarm.

The Station GETC sends the alarm to the Site
Controller.

The Station GETC takes itself out of service (stops
responding to call requests from the Site
Controller).

The Site Controller fails the RF channel failed by
the Station GETC (stops assigning calls to the
GETC).

The Site Controller sends alarm information to the
ACU.

The Site Controller sends alarm information to the
System Manager.

The Site Controller continues to poll the Station
GETC for the failed RF channel.

The Station GETC continues to respond to polls
from the Site Controller.

The process of recovering an RF channel that was failed
8ue to a critical alarm is as follows:

The Station GETC stops receiving the alarm or
detects that the alarm has cleared.

The Station GETC stops sending the alarm to the
Site Controller.

The Station GETC puts itself back into service
(starts responding to call requests from the Site
Controller).

The Site Controller assigns a test call to the RF
channel cleared by the Station GETC.

If the test call is successful, the Site Controller
recovers the RF channel that was previously failed
by the Station GETC.

The Site Controller sends alarm cleared
information to the ACU.

The Site Controller sends alarm cleared
information to the System Manager.
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ALARM & CONTROL UNIT Active High - Defines if a logic high is an alarm

condition. Site Controller personality and System
Manager defaults are N (no).
DESCRIPTION
Major - Defines if the alarm is a major alarm. Site
The Alarm and Control Unit (ACU) is an EDACS Site Controller personality and System Manager defaults are
Controller option used as the system input point for up to 32 N (no).
alarms from user-supplied devices, the system output point
for up to 8 controls to user-supplied devices, and the locaontrol Outputs
display of the alarm and control status for the system under
the control of the local Site Controller. The ACU is located  The following parameter may be reconfigured in panel
in the Site Controller cabinet one rack unit (1 RU =1 3/4 "1 of 4 in the External Device Definition screen (menu
below the Site Controller. selection 10), and transferred to the site using panel 5 of 5 in
the Site Reconfiguration screen (menu selection 24):

INPUTS Relay on - Defines the normal state of the output relay.

Select Y (relay’'s NO (normally open) contact is closed)
or N (relay’'s NO contact is open). Site Controller
personality and System Manager defaults are N.

The ACU receives the following information from the
following devices:

*  Alarminputs from up to 32 user-supplied devices Relay trigger definitions for these control outputs are

configurable in the Alarm Activated Relays screen (menu
selection 41), and transferred to the site using panel 5 of 5 in
the Site Reconfiguration screen (menu selection 24). See the
System Manager user’s manual for more information.

» Alarm Mask message from Site Controller

e Set Relays message from Site Controller

OUTPUTS MESSAGING
The ACU sends the following information to the

following devices: The ACU communicates with the Site Controller

through an asynchronous R®C serial data link. The Site
«  Control outputs to up to 8 user-supplied devices Controller uses the following messages to supervise the
operation of the ACU:

e Indicators on the front panel

e Poll - causes a Status message response.

e  Status message to Site Controller )
* Reset - causes the ACU to reset itself.

PARAMETERS «  Alarm Mask - configures the alarm inputs.

The ACU parameters listed here are configurable in the «  Set Relays - configures the control output relays.
site database maintained by the System Manager.
The ACU uses the following message to report its status

Alarm Inputs to the Site Controller:
The following parameters may be reconfigured in the  ° Status - reports latest status to Site Controller.

Alarm Control Unit Definition screen (menu selection 16),

and transferred to the site using the Database Uplod@PERATION

Request screen (menu selection 30):

Enabled - Defines if the alarm is enabled for reporting.Stitug
Site Controller personality default is Y (yes). System

Manager default is N (no). The Site Controller sends a Poll message at regular

intervals to the ACU, whether the ACU responds or not.
Whenever the ACU receives a Poll message, it responds
with a Status message. When the Site Controller first
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receives a Status message from the ACU, it sends the Rege&lU Front Panel Alarm Display
message to the ACU.

An Alarm Input LED is lit when that enabled Alarm
The Reset message from the Controller causes the ACldput is active (in the alarmed condition). A Control Output

to initiate a reset cycle, during which time the ACULED is lit when that relay is energized. An Alarm Unit
performs a diagnostic self test. During this self test, the ACl$tatus LED is lit for the following conditions:
disables all 32 alarm inputs, leaves all 8 control output
relays in their existing positions, and turns on all front panel « Major Alarm - indicates that one or more of the
LEDs. Any detected ACU problem is reported in the Status active alarms are defined as Major Alarms.
message to the Site Controller.

e Minor Alarm - indicates that one or more of the

The Site Controller then sends the Alarm Mask message active alarms are defined as Minor Alarms.
and the Set Relays message. The ACU is then ready for
normal operation. « ACU Error - indicates that a logic error has been

detected in the ACU.

Alarm Inputs -
« Relay Error - indicates that one or more relays are

The Alarm Mask message contains a 32-bit mask for in the wrong state.
each of the three Alarm Input parameters. The Enabled mask
defines which alarm inputs are enabled for reporting. The
Active High mask defines if a logic high is an alarm
condition. The Major mask defines if the alarm is a major
alarm.

« Ready - indicates that the ACU is ready for normal
operation.

Polled - indicates that the ACU has received a Poll
message from the Site Controller.

The ACU continually scans the 32 alarm inputs, looking
for changes from user-supplied alarm-sensing devices.
Whenever the ACU detects a change in an enabled alarm
input, the ACU sends an updated Status message to the Site
Controller, and updates its front panel display by turning on
or off any affected LEDs.

Not Ready - indicates that the ACU has not
received the Alarm Mask and Set Relays messages
from the Site Controller since it was last reset.

The System Status LEDs indicate the status of the
system as sent to the ACU in the messages from the Site
Controller. For more information about the ACU, see the
Control Outputs Test and Alarm Unit manual listed in the Introduction of this

. _ manual.
The Set Relays message contains an 8-bit mask for the

Control Output parameter. The parameter defines Whicgvstem Manager Alarm Display
control output relays should have their NO (normally openj
contacts closed.

The status of the alarm inputs from up to 32 user-
supplied devices is also shown in the System Manager's

&\Iarm Display and Acknowledge” screen (menu selection
Relays message and the actual state of the relays. If4g): “Current Alarms” panel, in the field to the right of

discrepancy is detected, the ACU turns on the "RELAYACU" A ¢ symbol is shown below the alarm input number
ERROR" LED in the "ALARM UNIT STATUS" display for each active alarm input (alarm condition).

group and tries to set (or reset) the appropriate relay. If the

relay is successfully set (or reset), the discrepancy

disappears and the "RELAY ERROR" LED is turned off.

The ACU continually scans the 8 control output relays
looking for discrepancies between the mask in the last S
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TEST UNIT e Test Unit Enabled - tells the Site Controller if it
should poll the TU (without poles from the Site
Controller, the TU will never become operational) -

DESCRIPTION enter Y for yes or N for no - default is Y (enabled)

The Test Unit (TU) is an EDACS Site Controller e Local Test Unit - tells the Site Controller if the TU
hardware option used to test the messaging on the radio is local (located at the same site) or remote (located
channels for a single EDACS Trunked Site. Three different at a different site - such as at a Remote Transmitter
TU types have been supplied to date. The first type, a Site in a Simulcast system) relative to the Site
RANGR TU, was available in models for the VHF, UHF, Controller’'s location - select from Local (default)
and 800 MHz bands. The second type, a MDX TU, was or Remote

available in the model for the 900 MHz band. The third _
type, an Orion TU, replaces the first two types and is * Background Test Call Interval - tells the Site

available in models for the VHF, UHF, 800 MHz, and 900 Controller how long to wait (in minutes) between
MHz bands. successive Background Test Calls - enter an integer

from O to 1440 (24 hours) - default is 5 (entering 0
RANGR Test Unit inhibits Background Test Calls)

The RANGR TU contains a VHF, UHF, or 800 MHz MESSAGING
RANGR mobile radio. The radio and connecting cables are
mounted in the pull-out TU shelf just below (and a part of) ~ The TU communicates with the Site Controller through
the ACU. For more information, see the ACU manual listechn asynchronous RS232C serial data link. The Site
in the Introduction section of this manual. Controller uses the following messages to supervise the
operation of the TU:

MDX Test Unit
e Reset - Tells the TU to perform a hardware reset.

The MDX TU contains a 900 MHz MDX mobile radio When the hardware reset is complete, the TU will
that has been specially modified, programmed, and labeled send a Status Response message to the Site
in the factory. The radio and connecting cables are mounted Controller.

in the pull-out TU shelf just below (and a part of) the ACU.
For more information, see the 900 MHz TU manual listed in  * Status Request - Tells the TU to send a Status
the Introduction section of this manual. Response message to the Site Controller.

¢ Monitor Control Channel - Tells the TU to start
monitoring the Control Channel, the present
channel number of the Control Channel, and the
site ID.

Orion Test Unit

The Orion TU contains a VHF, UHF, 800 MHz, or 900
MHz Orion mobile radio that has had the TU feature
enabled in the factory. The radio and connecting cables are ,
mounted in the Orion TU shelf just below the ACU. For
more information, see the Orion TU manual listed in the The TU uses the fo”owing messages to report the

Testcall State - Tells the TU to place a test call.

Introduction section of this manual. results of its activities to the Site Controller:
PARAMETERS + Status Response - Tells the Site Controller the state

in which it is operating (Power-Up, Initialization,

The TU parameters listed here are configurable in the Set-Up, Monitor, or Test Call).

site database maintained by the System Manager.
Y Y 9 * Call Results - Sent at the end of each test call. Tells

The following parameters may be reconfigured in panel the Site Controller the Working Cannel number and
3 of 4 in the External Device Definition screen (menu what error(s) (if any) were detected.
selection 10), and transferred to the site using panel 3 of 5 in

the Site Reconfiguration screen (menu selection 22): * CC Fail - Sent only when an error is detected while

monitoring the Control Channel. Tells the Site
Controller the Control Channel number and what
error(s) were detected.
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OPERATION

Modes of Operation

The RANGR TU and Orion TU operate in either the
User Call Mode or the Test Unit Mode. The MDX TU
operates in the Test Unit Mode only.

User Call Mode

In the User Call Mode, service personnel may use the
Orion TU as a mobile radio to place Group Calls on the
system. While in the User Call Mode, the Orion TU will not
monitor the Control Channel. While in the User Call Mode,
the Orion TU will not respond to messages from the Site
Controller, and therefore will not place test calls on the
system until the Orion TU is returned to the Test Unit mode.

Cannot Sync (Control Channel) - The Test Unit
was unable to synchronize with the data frames
being sent by the Control Channel.

No Channel Assignment - The Test Unit was
unable to decode the Working Channel assignment
on the Control Channel.

Cannot Sync (Working Channel) - The Test Unit
was unable to synchronize with the data frames
being sent by the assigned Working Channel.

No High-Speed Data - The Test Unit was unable to
decode the high-speed data on the assigned
Working Channel.

No Low-Speed Data - The Test Unit was unable to
decode the low-speed data on the assigned

Working Channel.
Test Unit Mode
« No Drop Channel Message - The Test Unit was
unable to decode a drop channel message on the
assigned Working Channel.

In the Test Unit Mode, the TU follows instructions from
the Site Controller to either monitor the outgoing messages
on the Control Channel (Monitor Control Channel message)

or place a test call on the system (Testcall State message).  Test calls placed on channels that are presently in

service (OK) are called Background Test Calls. Test calls
placed on channels that are presently out of service (failed)
are called Recovery Test Calls. Each type of test call is

When the TU receives the Monitor Control Channelidentical; only the interval between calls is different.
message from the Site Controller, the TU starts monitoring
the outgoing messages on the Control Channel. The TBackaround Test Calls
sends a CC Fail message to the Site Controller only to report
one of the following conditions, if detected:

MONITOR CONTROL CHANNEL

Background Test Calls are test calls placed on channels
that are presently in service and are thought to be OK. The
» Cannot Find - The Test Unit was unable to find thetime interval between successive Background Test Calls is

Control Channel. determined by the Background Test Call Interval parameter

in the site’s database, which can be reconfigured through the
+ Cannot Sync - The Test Unit cannot synchronizesystem Manager (see Parameters heading). If the quantity of
with the data frames being sent by the Controloperational (not failed) Working Channels drops to one, no

Channel. Background Test Calls will be placed. (This is to ensure that

) the last remaining non-failed Working Channel is not failed
*  Cannot Decode - The Test Unit cannot decode fouge to a test call.)

consecutive messages sent by the Control Channel.

Recovery Test Calls

PLACE TEST CALL

Recovery Test Calls are test calls placed on channels

When the TU receives the Testcall State message frofg s have heen taken out of service for one of the following
the Site Controller, the TU places a test call on the system 1Rasons:

simulate a system user. A Call Results message is sent to the
Site Controller at the end of each test call. The Call Results
message will specifically report any of the following
conditions, if detected:

TU Test Call Failure - Recovery Test Calls are
started as soon as the failure occurs, and continue
until the failure is cleared.

e Cannot Find (Control Channel) - The Test Unit was
unable to find the Control Channel.
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« PMU Transmitter Power Alarm - Recovery Testinterval is reached approximately 1 1/2 hours after the start
Calls are started as soon as the alarm occurs, amdthe Recovery Test Calls.
continue until the alarm is cleared.

To speed up the recovery of a channel that has been out
+ GETC Alarm - Recovery Test Calls are started ()nlyOf service due to a TU of PMU alarm, switch off the DC
after the GETC Alarm has been cleared. power supply for that channel for a few seconds. When the
channel's GETC is powered on, its resumption of poll
The time interval between successive Recovery Tesesponse messages to the Site Controller will cause the Site
Calls is determined by the Success Modifier parameter th&ontroller to have the TU place a Recovery Test Call on
is configured when the Site Controller's Personality PROMghat channel, without waiting for the end of the current time
are programmed in the factory (it cannot be reconfiguredhterval between successive Recovery Test Calls.
through the System Manager). The default value for this
parameter is six seconds. With this default value, the interval There is no need to take any special action to speed up
starts at six seconds and increases by six seconds after etftghrecovery of a channel that has been out of service due to
unsuccessful Recovery Test Call (on that specific channe§ GETC alarm. As soon as the alarm condition is reported to
until the maximum interval of 255 seconds is reachedhave cleared, the Site Controller will have the TU place a
Thereafter, the interval stays fixed at 255 seconds (a littlRecovery Test Call on the channel before it is placed back in
over 4 minutes). With the six-second default, the maximun$ervice.
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POWER MONITOR UNIT

The Power Monitor Unit (PMU) is an EDACS Site
Controller option used to test the RF output power for each

radio channel and the SWR into each transmit antenna for a

single EDACS Trunked Site. The current model is referred
to as the DB8860-based PMU. The previous model is
referred to as the DB8843-based PMU.

DB8860-BASED PMU

Description

The current DB8860-Based PMU is digjuished from

the previous model by the absence of a keypad on its front

panel. The PMU is mounted in the front, near the top, of the
Site Controller cabinet and is powered with 12 VDC from
the main DC Power Supply in the Site Controller cabinet.

System Reguirements

The DB8860-Based PMU requires that the Site
Controller be a VAX model with the following software:

Parameters

parameters need to be changed, a new set of Personality

Application Software - Application Software
PROMSs must be marked 344A3265Gx, where x =
6 (group six) or higher.

Personality Software - Personality PROMs must,

channels from 1 through 20. (This parameter must
(can only) be enabled in the Personality PROMSs.)

Power Monitor Unit - Do you want the PMU
(device, not channel) enabled? Choices are on
(enabled) or off (disabled). Default is off
(disabled). (Even though this parameter can be
reconfigured in the Site Controller's Active
Configuration through the System Manager, this
parameter _must be enabled in the Personality
PROMs in order to configure the PMU Model
parameter to “New-8860" (see next).)

PMU Model - Which PMU model is being used?
Choices are “Old-8843" and “New-8860". Default
is “Old-8843". (This parameter must (can only) be
programmed in the Personality PROMs and must
be configured to “New-8860".)

PMU Low Power Alarm Thresholds - What is the
low power alarm limit for each channel from 1 to
20 (a separate limit may be programmed for each
channel)? Range is 0 to 255 watts. Default is 20
watts for all channels from 1 through 20. (This
parameter should be programmed in the Personality
PROMs even though it can be reconfigured in the
Site Controller’'s Active Configuration through a
System Manager.)

Values for the following PMU parameters are
onfigurable in the System Manager’'s database for the site.

have New-8860 selected as the PMU model (using-ne gatabase for the site is then used to reconfigure the

V5.5.2 or later personality utility).

values of these parameters in the Site Controller’s Active

Configuration whenever the Site Controller is powered up or

reset, or a system administrator makes changes through the

System Manager. (Note that whenever the Site Controller is
Values for the following PMU parameters are powered up or reset, the Site Controller will use the values

programmed into the Personality PROMs for the Siten jts Personality PROMs until its Active Configuration is

Controller at the factory. If the values for one or morereconfigured by the site database from the System Manager.)

PROMs must be ordered from the factory. (These
Personality PROMs are not field programmable.)

Channel Fault Tolerance Threshold - What

percentage of RF enabled channels must fail before
Fault Tolerance processing is initiated by the Site
Controller? Range is 0% to 100%. Default is 50 %.

(The value of this parameter must (can only) be

programmed in the Personality PROMS.)

PMU Enable (channel, not device) - For which
channels should the PMU report alarms? Choices
are yes (enabled) or no (disabled), for each channel
from 1 to 20. Default is yes (enabled), for all

Power Monitor Unit Enabled - Do you want the

PMU (device, not channel) enabled? Choices are
yes (enabled) or no (disabled). Default is yes
(enabled). (Note that the PMU_must also be
enabled in the Site Controller’s personality (and be
specifically enabled for the DB8860 model) in

order for this enable to work.)

PMU Power Level - What is the low power alarm
limit for all channels from 1 through 20 (same limit
all channels)? Range is 0 to 255 watts. Default is
40 watts for all channels from 1 through 20.
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Values for the following PMU parameters are Configuration Setup is sent to the PMU from the
configurable in the PMU (using an RS232 CRT terminal, or Site Controller.)
PC with terminal emulation software).

DB8843-BASED PMU

Transmitter Lower Alarm Limit - What is the low

power alarm limit for each channel from 1 to 20 (a

separate limit may be programmed for eachDescription

channel)? Range is 0.0 to 999.9 watts. Default is

0.0 watts for each channel from 1 to 20. (Note that ~The previous DB8843-Based PMU is dgfilished

the reconfiguration of this parameter_is temporanyffom the current model by the presence of a keypad on its

until the next EDACS Configuration Setup is sentfront panel. The PMU is mounted in the front, near the top,
to the PMU from the Site Controller.) of the Site Controller cabinet and is powered with 12 VDC

from the main DC Power Supply in the Site Controller
Transmitter Upper Alarm Limit - What is the high cabinet.
power alarm limit for each channel from 1 to 20 (a
separate limit may be programmed for eachSystem Requirements
channel)? Range is 0.0 to 999.9 watts. Default is
125.0 watts for each channel from 1 to 20. (Note  The DB8843-Based PMU requires that the Site
that the reconfiguration of this parameter is notController software be Group 6 or later, if it is necessary for
affected by the EDACS Configuration Setup sent tothe PMU Power Level parameter to be reconfigured through
the PMU from the Site Controller.) the System Manager. (The System Manager will act as if this
parameter can be reconfigured with earlier versions of Site
Antenna Lower Alarm Limit - What is the low controller software, but it can't.) For more information, see

power alarm limit for each antenna (a separate limithe Power Monitor Unit heading on page 36.
may be programmed for each antenna)? Range is

0.0 to 999.9 watts. Default is 0.0 watts for each
antenna. (Note that the reconfiguration of thisParLeters
parameter is not affected by the EDACS
Configuration Setup sent to the PMU from the Site
Controller.)

Values for the following PMU parameters are
programmed into the Personality PROMs for the Site
Controller at the factory. If the values for one or more
parameters need to be changed, a new set of Personality
ROMs must be ordered from the factory. (These
ersonality PROMSs are not field programmable.)

Antenna Upper Alarm Limit - What is the high
power alarm limit for each antenna (a separate limi
may be programmed for each antenna)? Range Is
0.0 to 999.9 watts. Default is 999.9 watts for each

! . ; e Channel Fault Tolerance Threshold - What

antenna. (Npte that the reconfiguration of this percentage of RF enabled channels must fail before
paral.”neter. s not affected by the EDAC_S Fault Tolerance processing is initiated by the Site
Configuration Setup sent to the PMU from the Site Controller? Range is 0% to 100%. Default is 50 %.

Controller.) (The value of this parameter_must (can only) be

programmed in the Personality PROMS.)

SWR Upper Limit - What is the high SWR alarm
limit for each antenna (a separate limit may be
programmed for each antenna)? Range is 0.00 to
9.99. Default is 2.00 for each antenna. (Note that
the reconfiguration of this parameter is not affected
by the EDACS Configuration Setup sent to the
PMU from the Site Controller.)

e PMU Enable (channel, not device) - For which
channels should the PMU report alarms? Choices
are yes (enabled) or no (disabled), for each channel
from 1 to 20. Default is yes (enabled), for all
channels from 1 through 20. (This parameter must
(can only) be enabled in the Personality PROMSs.)

Arr]ltenn? Mapplngd; 3)1 \.Nh'Ch ant;\alrg;as s each . power Monitor Unit - Do you want the PMU
channel connected® oices are (antenna (device, not channel) enabled? Choices are on

#1) or Al027 (antenna #2) for each channel from 1 (enabled) or off (disabled). Default is off
to 20. (Note that the reconfiguration of this )
parameter is not affected by the next EDACS

(disabled). (This parameter must be enabled in the
Personality PROMs only if the Site Controller is
not connected to a System Manager.)
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e PMU Model - Which PMU model is being used? A parameter is_temporary until the next EDACS
personality made using V5.5.2 or later personality Configuration Setup is sent to the PMU from the
utility, will specify “Old-8843” or “New-8860". Site Controller.)

Default is “Old-8843". (This parameter_must (can . o
only) be programmed in the Personality PROMs ¢ MIN IPE - What is the low power alarm limit for

and_must be configured to “Old-8843".) each antenna (a separate limit may be programmed

for each antenna)? Range is 0 to 255 watts. (Note
A personality made using a pre-V5.5.2 personality that the reconfiguration of this parameter is not
utility, is automatically configured for the DB8843- affected by the EDACS Configuration Setup sent to
based PMU. the PMU from the Site Controller.)

e PMU Low Power Alarm Thresholds - What is the e  MAX SWR - What is the high SWR alarm limit for
low power alarm limit for each channel from 1 to each antenna (a separate limit may be programmed
20 (a separate limit may be programmed for each for each antenna)? Range is 0.0 to 9.9 watts. (Note
channel)? Range is 0.0 to 25.5 watts (for more that the reconfiguration of this parameter is not
information, see the Power Monitor Unit heading affected by the EDACS Configuration Setup sent to
on page 36). Default is 2.0 watts for all channels the PMU from the Site Controller.)

from 1 through 20. (This parameter should be _ .
programmed in the Persona“ty PROMs even . CHNL DES - To which antenna is each channel

though it can be reconfigured in the Site connected? Choices are 01 or 02 for each channel
Controller's Active Configuration through a System from 1 to 20. (Note that the reconfiguration of this
Manager.) parameter is not affected by the EDACS
Configuration Setup sent to the PMU from the Site
Values for the following PMU parameters are Controller.)

configurable in the System Manager’'s database for the site.

The database for the site is then used to reconfigure thaESSAGING
values of these parameters in the Site Controller's Active
Configuration whenever the Site Controller is powered up or
reset, or a system administrator makes changes through ough an asynchronous B&C serial data link. The Site

System Manager. (Note thgt whenever the'S|te Controller ©ontroller uses the following messages to supervise the
powered up or reset, the Site Controller will use the Val“egperation of the PMU:

in its Personality PROMs until its Active Configuration is
reconfigured by the site database from the System Manager.) . clear Alarms - clear all active alarms set by

previous measurements or calculations

The PMU communicates with the Site Controller

« Power Monitor Unit Enabled - Do you want the
PMU (device, not channel) enabled? Choices are , pg - request for a Status message response
yes (enabled) or no (disabled). Default is yes -

(enabled). «  Enable Mask - which alarms are enabled

* PMU Power Level - What is the low power alarm «  Program Threshold - alarm limits
limit for all channels from 1 through 20 (same limit
all channels)? Range is 0.0 to 25.5 watts (for more «  On Channel - when to start and stop measurements
information, see the Power Monitor Unit heading on a specific transmitter or antenna
on page 36). Default is 4.0 watts for all channels
from 1 through 20. (The Site Controller software The PMU uses the following message to report the
must be Group 6 or later to allow the Systemresults of its activities to the Site Controller:
Manager to reconfigure this parameter.)

e Status - which (if any) transmitter and antenna
Values for the following PMU parameters are alarms were detected

configurable in the PMU (using the keypad on the front).
A transmitter alarm for a specific channel is reported to

* MIN IPF - What is the low power alarm limit for the Site Controller for the following condition:
each channel from 1 to 20 (a separate limit may be
programmed for each channel)? Range is 0 to 255
watts. (Note that the reconfiguration of this
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« DB8860-Based PMU - The measured output powe.
for that channel's transmitter exceeds the upper or
lower alarm threshold limit.

+ DBB8843-Based PMU - The measured output poweB-
for that channel's transmitter exceeds the lower
alarm threshold limit.

An antenna alarm for a specific antenna is reported té-
the Site Controller for the following conditions:

+ DB8860-Based PMU - The measured input power
for that channel's antenna exceeds the upper oOF-
lower alarm threshold limit.

« DB8843-Based PMU - The measured input power
for that channel’s antenna exceeds the lower alarrf-
threshold limit.

e Both PMUs -
channel's antenna exceeds
threshold limit.

The calculated SWR for that
the SWR alarnf

OPERATION

The PMU measures the DC voltage outputs from power
sensors located at the output of that channel’s
transmitter and input to that channel’s antenna.

The PMU converts the DC voltage outputs from the
power sensors into power measurements and calculates
SWR for the antenna’s input.

The PMU compares the transmitter power
measurements and SWR calculation to the alarm
threshold limits.

The PMU sends a message to the Site Controller telling
the Site Controller which alarm threshold limits were
exceeded.

The PMU receives a message from the Site Controller
telling the PMU to stop measuring the power sensors
for a specific channel.

The PMU stops measuring the DC voltage outputs from
power sensors located at the output of that channel's
transmitter and input to that channel’s antenna.

Site Controller Activity

Power Sensors

The following steps describe the activity of the Site

Controller after the addition of a transmitearmfrom the
Power sensors are used to sense the amount of forwapgu.

RF power at the output of each transmitter, and the amount
of forward and reflected RF power at the input of eacHl.
antenna circuit. The power sensors convert a minute amount
of the RF power into a DC voltage. This DC voltage from
each power sensor circuit is applied to a separate input of
the PMU. The PMU then converts this DC voltage to &-
power measurement, using a conversion table developed
empirically from measurements of typical power sensors.
The DC output of each power sensor must therefore
periodically adjusted (calibrated) to agree with this
conversion table. (See the manual for the PMU or Appendix
A at the end of this manual.)

PMU Activity

The following steps describe the activity of the PMU
starting from the receipt of a message from the Site
Controller telling the PMU to start or stop measuring the
power sensors for a specific channel. 4.

1. The PMU receives a message from the Site Controller
telling the PMU to start measuring the power sensors
for a specific channel. 5.

The Site Controller receives a message from the PMU
telling the Site Controller that a specific transmitter
alarm has been detected.

The Site Controller removes the specific channel from
service (fails channel).

If the system is equipped with a TU, the Site Controller
initiates a Recovery Test Call for the channel just failed
(which keys that channel's transmitter to get another
PMU measurement, as well as the normal TU tests - see
the Test Unit section for details about its operation).

If the system is not equipped with a TU, the Site
Controller initiates a Pseudo Test Call for the channel
just failed (which just keys that channel’s transmitter to
get another PMU measurement).

The Site Controller sends a message to the ACU to turn
on the CHN PWR FAIL indicator on the front of the
ACU.

The Site Controller sends a message to the System
Manager reporting that the specific transmitter alarm
has been detected.
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The following steps describe the activity of the Site2.

Controller after the removal of a transmitearmfrom the
PMU.

1.

The Site Controller receives a message from the PM@.
telling the Site Controller that a previous specific
transmitter alarm is no longer being detected.

The Site Controller returns the specific channel to
service (OK). 4,

The Site Controller sends a message to the ACU to turn
off the CHN PWR FAIL indicator on the front of the
ACU.

The Site Controller sends a message to the ACU to turn
on the ANT PWR FAIL indicator on the front of the
ACU.

The Site Controller receives a second message from the
PMU (on the second consecutive poll cycle) telling the
Site Controller that the same specific antenna alarm was
still detected.

The Site Controller sends a message to the System
Manager reporting that a specific antenna alarm was
detected.

The following steps describe the activity of the Site

Controller after the removal of a receivaelarm from the
The Site Controller sends a message to the Systepmvu.

Manager reporting that the specific transmitter alarm is
no longer being detected. 1.

The following steps describe the activity of the Site

Controller after the addition of a receivalarm from the

PMU. 2.

1.

The Site Controller receives a message from the PMU
telling the Site Controller that a specific antenna alarm
was detected.

3.

The Site Controller receives a message from the PMU
telling the Site Controller that a previous specific
antenna alarm was no longer detected.

If no antenna alarm has been detected for the other
antenna, the Site Controller sends a message to the
ACU to turn off the ANT PWR FAIL indicator on the
front of the ACU.

The Site Controller sends a message to the System
Manager reporting that the specific antenna alarm was
no longer detected.
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GUARDOG

DESCRIPTION

The Guardog option is an EDACS Site Controller

hardware option used for automatic and manual resetting of
the Station GETCs and Site Controller at a single EDACS
Trunked Site. The Guardog option consists of a Reset Unit

mounted

in the Modem/Reset Unit Shelf in the Site

Controller cabinet, and an AC Relay Panel mounted in the
back, just below the Modem/Reset Unit Shelf.

Only one model for the Guardog option has been

supplied to date. For more information, see the EDACS
Guardog manual listed in the Introduction section of this
manual.

INPUTS

Inputs to the Guardog consist of the following:

e The GETC Reset Line is used by the Guardog to

reset all Station GETCs (2-second application of
ground).

e The 110 or 220 VAC sockets on the AC Relay

Panel are used by the Guardog to reset the Modem
and Site Controller (2-second interruption of
power).

e The optional telephone line connection is used by

the Guardog to give status responses to manual
queries from a distant telephone, and to place calls
and play a recorded message when the automatic
reset cycle fails to bring the site out of Failsoft.

e The optional External Alarm Output connection is
used by the Guardog to signal some external
enunciator or reporting device whenever the
automatic reset cycle has been initiated (3-minute
application of ground).

OPERATION

12 VDC, supplied from the Station Power Supply

in the Site Controller cabinet, powers the Resekutomatic Reset Cycle

Unit and is used to operate the relay in the AC
Relay Panel.

e 110 or 220 VAC, supplied from the Uninterruptible
Power Supply (UPS) in the Site Controller cabinet,
powers the Modem and the Site Controller througt}
the AC Relay Panel.

» The Failsoft Status Line connected to each Statio
Failsoft.

e The optional telephone line connection allows

programming of the Guardog and manual resetg'

from a distant telephone.

* The optional External Automatic Reset Disable3'

input allows a momentary contact closure to ground
from some external device to start the automatic

reset cycle and (if unsuccessful) disable the,

automatic reset cycle.

e The optional RS-232 programming connection
allows programming from a terminal.

OUTPUTS

Outputs from the Guardog consist of the following:

The following steps describe the activity of the Guardog
after receiving a logic low on the Failsoft Status Line
continuously for 10 seconds, indicating that the site is in
Failsoft. The first attempt to bring the site out of Failsoft is
o reset the Station GETCs.

rQSETC Reset
GETC, tells the Reset Unit when the site is in:L

The Guardog receives a logic low on the Failsoft Status
Line continuously for 10 seconds.

The Guardog applies ground for 2 seconds to the GETC
Reset Line to reset each Station GETC.

The Guardog waits 21 seconds for the Station GETCs
to reset, and then looks for a logic low on the Failsoft
Status Line.

If the Guardog does not see a continuous logic low for 2
seconds, the reset has worked, the site is no longer in
Failsoft, and the Automatic Reset Cycle stops here.

If the Guardog sees a continuous logic low for 2
seconds, resetting the Station GETCs alone didn’t bring
the site out of Failsoft. The next step in the Automatic
Reset Cycle is to reset the Site Controller and then reset
the Station GETCs a second time.
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Site Controller /GETC Reset 2. The Guardog places optional telephone calls, and plays
an optional message to those who answer, to alert
1. The Guardog applies ground for 2 seconds to the AC maintenance or supervisory personnel that the site is in
Relay Panel to reset the Site Controller and the Modem.  Failsoft and that the Automatic Reset Cycle was
unsuccessful.
2. The Guardog waits 113 seconds for the Site Controller

to reset. External Reset Disable Cycle

3. The Guardog applies ground for 2 seconds to the GETC

Reset Line to reset each Station GETC a second time. The External Reset Disable Cycle is initiated by an

external device applying a _momentary logic low to the

4. The Guardog waits 21 seconds for the Station GETcEXternal Automatic Reset Disable input. The External Reset

to reset, and then looks for a logic low on the FailsofCisable Cycle is identical to the Automatic Reset Cycle
Status Line except that the cycle proceeds through all resets to eventual

disable, as if there is a logic low on the Failsoft Status Line,

5. If the Guardog does not see a continuous logic low for 2nd omits the optional telephone calls.
seconds, the double reset has worked, the site is no

longer in Failsoft, and the Automatic Reset Cycle stops
here. CAUTION

If the Guardog sees a continuous logic low for 2 If a continuous logic low is applied by a
seconds, the double reset didn't bring the site out of | external device to the External Automatic Reget
Failsoft. The second attempt to bring the site out of Disable input, the External Reset Disable Cytle

Failsoft is to reset the Site Controller. will repeat and repeat and repeat... until the lopic
low is removed.

=

Disable and Notify

1. The Guardog disconnects the Failsoft Status Line to
prevent the Automatic Reset Cycle from starting again.
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dispatcher assistance) to the local telephone system (at the

LOCAL INTERCONNECT

The Local Telephone Interconnect is an EDACS Site
Controller option which allows radios to be connected
(under the direction of the Site Controller and without

location of the Site Controller). Authorized radio users may
place calls from their radios to the local telephone system, or
receive calls from the local telephone system to their radios.

telephone

Telephone interconnect calls involving a centralized

interconnect system are managed by the

Integrated Multisite and Console Controller. Their operation
is not described here.

GENERAL

Equipment Versions

There have been two versions of the Local Telephone
Interconnect. The first, called the EDACS Telephone
Interconnect System, was replaced by the second, called the *
EDACS Enhanced Local Interconnect (ELI). To minimize
confusion, the first will be referred to as the RIC / LIC
Interconnect and the second as the ELI Interconnect.

Parameters

Values for the following Telephone

Interconnect

parameters are programmed into the Personality PROMs for

the Site Controller at the factory.
more parameters need to be changed, a new set of

If the values for one or

Personality PROMs must be ordered from the factory.
(These Personality PROMSs are not field programmable.)

Interconnect (Channel Data) - Which channels are
enabled for telephone interconnect calls? Choices
are enabled or disabled, for each channel from 1 to
20. Default is enabled for each channel from 1 to
20. (This parameter can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Interconnect (Channel
Configuration) parameter.)

Phone (LID Data) - What queue priority will be
used for telephone interconnect calls to/from each
LID (same value for each LID)? Range is from O
(lowest priority) to 7 (highest priority). Default is
3. (This parameter can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Interconnect (Radio
Parameters) parameter.)

Phone (GID Data) - What queue priority will be
used for telephone interconnect calls to each GID
(same value for each GID)? Range is from 0
(lowest priority) to 7 (highest priority). Default is
3. (This parameter can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Interconnect (Group
Parameters) parameter.)

Interconnect Mode (Interconnect Data) - Which
type of telephone interconnect equipment is to be
used for this site? Choices are Jessica (PBX
gateway), CTIS (Central Telephone Interconnect
System), Local-Uses GTIs (ELI Interconnect), and
Local-Uses RICs (RIC/LIC Interconnect). Default
is Local-Uses RICs (RIC/LIC Interconnect. (The
value of this parameter _cannot be reconfigured in
the Site Controller’'s Active Configuration through
the System Manager, and therefore must be
programmed in the Site Controller's Personality
PROMSs.)

Max_ Line (Interconnect Data) - What is the

highest-numbered channel at this site that is
connected to a GTI unit (ELI Interconnect), or what
is the total number of local telephone interconnect
lines connected to this site (RIC/LIC Interconnect)?
Default is 8. (The value of this parameter cannot
be reconfigured in the Site Controller's Active

Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller’'s Personality PROMSs.)

Max Calls (Interconnect Data) - What is the
maximum number of concurrent telephone
interconnect calls permitted for this site? Default is
20. (This parameter can be reconfigured in the Site
Controller's Active Configuration through the
System Manager - see the Max # Concurrent Intcon
(Site Parameters) parameter.)

Rotary 1 Defaults (Interconnect Data) - In what
sequence will the local telephone interconnect lines
be searched for an available line for a radio-
originated call from a LID assigned a Rotary
Number of 1 (any 16 or less lines may be listed in
any order)? Default is line numbers 1 through 8 in
ascending order. (This parameter__can be
reconfigured in the Site Controller's Active
Configuration through the System Manager.)

Normal Polling Interval (Interconnect Data) - What

is the time between consecutive Site Controller
polls to the local telephone interconnect equipment
when no calls are being processed? Default is 1
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second. (The value of this parameter cannot be
reconfigured in the Site Controller's Active
Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMSs.)

Fast Polling Interval (Interconnect Data) - What is
the time between consecutive Site Controller polls
to the local telephone interconnect equipment when
calls are being processed?  Default is 100
milliseconds. (The value of this parameter cannot
be reconfigured in the Site Controller's Active
Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMS.)

Dial Tone Detect Duration (Interconnect Data) -
How much time should be allowed between taking
a telephone line off-hook and receiving a dial tone,
before dropping the interconnect call? Default is 1
second. (The value of this parameter cannot be
reconfigured in the Site Controller's Active
Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMSs.) (See the
Interconnect Timing Settings heading for more
information.)

Start Dial Delay (Interconnect Data for RIC/LIC
Interconnect only) - How much time should be
allowed between receiving a dial tone and the start
of dialing? Default is 50 milliseconds. (The value
of this parameter cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Pause In Dialing Duration (Interconnect Data for
RIC/LIC Interconnect only) - How much time
should be allowed between a “#” character and the
next digit when dialing the telephone number?
Default is 120 milliseconds. (The value of this
parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore _ _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Pulse Digit Delay Base (Interconnect Data for
RIC/LIC Interconnect only) - How much time

should be allowed between the last dial pulse of
one digit and the first dial pulse of the next digit of

a telephone number when pulse dialing is used?
Default is 800 milliseconds. (The value of this

parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the

System Manager, and therefore _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings

heading for more information.)

Pulse Digit Delay Increment (Interconnect Data for
RIC/LIC Interconnect only) - How much time
should be allowed between the start of consecutive
dial pulses within each digit of a telephone number
when pulse dialing is used? Default is 100
milliseconds. (The value of this parameter cannot
be reconfigured in the Site Controller's Active
Configuration through the System Manager, and
therefore _must be programmed in the Site
Controller's Personality PROMS.) (See the
Interconnect Timing Settings heading for more
information.)

DTMF Digit Delay (Interconnect Data for RIC/LIC
Interconnect only) - How much time should be
allowed between the start of consecutive DTMF
digits of a telephone number when DTMF dialing
is used? Default is 120 milliseconds. (The value
of this parameter cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore _must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

DTMFE Digit Detect Duration (Interconnect Data
for RIC/LIC Interconnect only) - How much time
should be allowed between answering a telephone-
originated call and the receipt of the DTMF digits
for the called LID or GID, before dropping the
call? Default is 4 seconds. (The value of this
parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the
System Manager, and therefore must be
programmed in the Site Controller's Personality
PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Line Dropping Duration (Interconnect Data) - How

much time should be allowed between the call drop
at the end of one call and the line being available
for the next call? Default is 4 seconds. (The value
of this parameter cannot be reconfigured in the Site
Controller's Active Configuration through the

System Manager, and therefore _must be

programmed in the Site Controller's Personality
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Values for the following Telephone

PROMs.) (See the Interconnect Timing Settings
heading for more information.)

Ring Radio on Landline Originated (Interconnect
Data for RIC/LIC Interconnect only) - Do you want

the local telephone interconnect equipment to ring
the called radio? Default is yes. (The value of this
parameter _cannot be reconfigured in the Site
Controller's Active Configuration through the

System Manager, and therefore _must be

programmed in the Site Controller's Personality
PROMs.)

Allow Landline to GID Calls (Interconnect Data) -

Are GIDs enabled to receive telephone-originated
interconnect calls (same for each GID)? Default is
yes for each GID. (The value of this parameter can
be reconfigured in the Site Controller's Active

Configuration through the System Manager - see
the Inb Interconnect (Radio Parameter) parameter.)

Interconnect

parameters are configurable in the System Manager's

database for the site. The database for the site is then used to
reconfigure the values of these parameters in the Site

Controller's Active Configuration whenever
Controller is powered up or reset, or a system administrator
makes changes through the System Manager. (Note that
whenever the Site Controller is powered up or reset, the Site

the Site

Controller will use the values in its Personality PROMs until
its Active Configuration is reconfigured by the site database
from the System Manager.)

Interconnect (Channel Configuration) - Which
channels are enabled for telephone interconnect
calls? Choices are Y (enabled) or N (disabled), for
each channel from 1 to 24. The Site Controller
default is Y (enabled) for each channel from 1 to
20. The System Manager default is N (disabled) for
each channel from 1 to 24. (Only channels
equipped with a RIC Shelf or GTI Unit should be
enabled.)

Interconnect Hang Time (Site Parameters) - How
much time should be allowed between unkey
(release of the PTT key on the radio) and channel
drop for telephone interconnect calls? Range is
from 1 to 255 seconds. The Site Controller and
System Manager defaults are 30 seconds.

Max # Concurrent Intcon (Site Parameters) - What
is the maximum number of concurrent telephone
interconnect calls permitted for this site? Range is

from 0 to 30. The Site Controller default is 20.
The System Manager default is 2.

Interconnect (Radio Parameters) - What queue
priority will be used for telephone interconnect
calls to/from this LID (different value for each
LID)? Range is from O (lowest priority) to 7
(highest priority). The System Manager default is
0.

Interconnect (Group Parameters) - What queue
priority will be used for telephone interconnect

calls to this GID (different value for each GID)?

Range is from O (lowest priority) to 7 (highest

priority). The System Manager default is 0.

Inb _Interconnect (Radio Parameters) - Is this LID
enabled to receive telephone-originated inter-
connect calls (different for each LID)? Choices are
Y (enabled) and N (disabled). The Site Controller
and System Manager defaults are N (disabled) for
each LID.

Inb Interconnect (Group Parameters) - Is this GID
enabled to receive telephone-originated inter-
connect calls (different for each GID)? Choices are
Y (enabled) and N (disabled). The Site Controller
default is Y (enabled) for each GID. The System
Manager default is N (disabled) for each GID.

Toll Call Rest (Radio Parameters) - Which toll call
restriction level applies to this LID for radio-
originated interconnect calls? Range is 0 (no
access to any telephone number) or from 1 to 15.
The Site Controller and System Manager defaults
are O for all LIDs.

Toll Call Parameters (table) - Which digit patterns
(for the first four digits of a called telephone

number) are_allowed (Y) and which digit patterns
(for the first four digits of a called telephone

number) are denied (N) for each toll call restriction
level? Digit choices are a space (wildcard for *, #,
or any number from 0 to 9), an X (wildcard for any
number from 0 to 9), or a number from 0 to 9.
(Unused digit patterns are represented by four
periods.) The Site Controller default allows all

patterns (with four spaces) for each restriction
level. The System Manager default allows no
patterns (with four periods) for each restriction
level.

The Site Controller defaults cause a Site Controller
not connected to a System Manager to allow radio-
originated interconnect calls to all telephone
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numbers. The System Manager defaults cause a « Dedicated To Unit (Line Parameters) - To which (if

Site Controller connected to a System Manager to any) LID is this interconnect subscriber line

deny radio-originated interconnect calls to all dedicated (connected) for all telephone-originated
telephone numbers, until the Toll Call Rest calls received on this line? The Site Controller and
parameter and the Toll Call Parameters (table) are System Manager defaults are 0 (no LID) for each
configured. line.

Dedicated Line (Radio Parameters) - To which (if|tarconnect Timing Settings
any) local interconnect subscriber line is this LID

dedicated (must be tried first) for radio-originated NOTE
calls? The Site Controller and System Manager
defaults are 1 (line 1) for all LIDs. When upgrading pre-Release 7.0 Site Controller

application software, the values of the
Rotary Number (Radio Parameters) - Which rotary interconnect timing parameters that you were
hunt sequence is used for this LID. Range is 0 (no | using in the Site Controller's personality may
access) or from 1 to 15. The Site Controller default | need to be changed.
is 1. The System Manager default is 0. (Note that a
0 for both the Rotary Number and Dedicated Line

parameters for a specific LID will block all radio- These timing parameters were designed to guide the
originated telephone interconnect calls from thatsystem response time for certain interconnect sequences,
LID.) such as dial tone detection and DTMF digit detection. Pre-

Release 7.0 Site Controller application software added
Line Selection (table) - Which local telephone sjgnificant time to these timing parameters. As an example,
interconnect lines are searched, and in whajhe one-second default value for the Dial Tone Detect
sequence, for each Rotary Number? The Sitgyyration parameter actually took 1.6 seconds. In another
Controller default defines Rotary Number 1 only example, the 20-second default value for the DTMF Digit
(line numbers 1 through 8 in ascending order). Th&yetect Duration parameter actually took 32 seconds. These
System Manager default defines no lines for eackyxamples show how rotary hunts took longer than (and
Rotary Number from 1 to 15. interconnect resource recovery was delayed beyond) what

you might have expected from the values of the interconnect

A Site Controller not connected to a SysteMiming narameters in the Site Controller personality.
Manager, will allow radio-originated interconnect

calls on line numbers 1 through 8. A Site  To eliminate the confusion, Release 7.0 and later Site
Controller connected to a System Manager willController application software no longer adds time to the
allow radio-originated interconnect calls an novalues of the interconnect timing parameters given in the
lines, until the Rotary Number and the Line Sjte Controller personality. In other words, the values of the
Selection (table) are configured. interconnect timing parameters are now an accurate
] ) ) o representation of the times used by the application software,
Line Active (Line Parameters) - Is this interconnectang it should be easier for you to specify the times needed
subscriber line available for use by the localfor your system. However, this means that you will
interconnect equipment? The Site Controller andyropaply need to update the Site Controller personality
System Manager defaults are N (no) for each line. concyrrently with the Site Controller application software
. . . update, in order to maintain the same actual time intervals.
Pulse Dial (Line Parameters) - Does thiSthg peyw interconnect timing parameters may need upward
interconnect subscriber line require pulse dialing?,i,stment by multiplying the old value by 1.6. The default

The Site Controller and System Manager defaults, 5| es and adjusted default values are shown in Table 5).
are N (no) for each line. (This parameter is ignored

by the ELI Interconnect.)
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Table 5 - Local Interconnect Timing Parameter Adjustments For Release 7
LOCAL TELEPHONE DEFAULT | ADJUSTED DEFAULT RECOMMENDED
INTERCONNECT TIMING | VALUE? VALUE® VALUE*
PARAMETER (needed with Release 7 to | (assumes the Current value® provides
maintain the same timing the desired level of operation)
margin as pre-Release 7)
Dial Tone Detect Duration [1,000 ms (1,600 ms Use the 1,000 ms if the dial tone is
(1 sec) (1.6 sec) present within 1/2 sec; otherwise use
Adjusted Default Value.
Start Dial Delay 50 ms 80 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
Pause In Dialing Duration  |120 ms 192 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
Pulse Digit Delay Base 800 ms 1,280 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
Pulse Digit Delay Increment |100 ms 160 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
DTMF Digit Delay 120 ms 192 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) by trying other values between Current
Value and Adjusted Default Value.
DTMF Digit Detect Duration 20,000 ms {20,000 ms (20 sec); Use 20,000 ms.
(ELI Interconnect only) (20 sec) maximum possible value
DTMF Digit Detect Duration |4,000 ms (6,400 ms Use Adjusted Default Value, or optimize
(RIC/LIC Interconnect only) |(4 sec) (6.4 sec) by trying other values between Current
Value and Adjusted Default Value.
Line Dropping Duration 4,000 ms |6,400 ms Use Adjusted Default Value, or optimize
(4 sec) (6.4 sec) by trying other values between Current
Value and Adjusted Default Value.

2 Default Value: The Default Value is the value used in the Personality if no specific value is specified.

% Adjusted Default Value: The Adjusted Default Value equals 1.6 times the Default Value. (Example: for a Default Value of
1000 ms, the Adjusted Default Value equals 1.6 times the Default Value of 1000 ms, or 1600 ms.)

* Recommended Value: The Recommended Value is the value of the parameter that should be used with release 7 and later
Application Software. The recommendations are conservative and are intended to minimize any customer impact by
providing timing margins equivalent with past releases. You can try existing personalities with the Release 7 upgrade; there
may be sufficient timing margin to accommodate the more accurate Release 7 timings. However, be aware of the timing
sequences and be prepared to update the personality if performance problems are encountered.

® Current Value: The Current Value is the value of the parameter currently being used satisfactorily with pre-release 7
Application Software.
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Similarly, other interconnect timing parameters mayanother call, this telephone-originated call will be queued
need upward adjustment. In addition to the dial tone deteend the caller will be given a busy signal. (Note that even if
duration, the following parameters may require changes line is dedicated to a LID, the LID must still be enabled
pulse digit delay base, pulse digit delay increment, DTMFor inbound (telephone-originated) interconnect calls.)
digit delay, DTMF digit detect duration, and line dropping
duration. The adjustment needed can be calculated @Sterconnect Rotary Definition
follows (defaults are included in Table 5).

If a LID is dedicated to a specific local telephone
Toll Call Restrictions interconnect line, the Site Controller must first try that local
telephone interconnect line for a radio-originated local
The Site Controller checks the first four digits of theinterconnect call. If the LID is not dedicated to a specific
called telephone number, for each radio-originated locdbcal telephone interconnect line (or if the dedicated line is
interconnect call. Up to 16 allowable initial digit patternsfailed or busy), the Site Controller's search for an available
may be configured (through the System Manager) for eadlocal telephone interconnect line is based on the Rotary
of up to 16 toll call restriction levels. Each LID is then Number assigned to the calling LID and the lines assigned to
assigned (through the System Manager) to one of the 16 tdliat Rotary Number in the Interconnect Rotary Definition
call restriction levels. In other words, a toll call restriction (matrix).
level restricts all called telephone numbers (from each LID
assigned to that toll call restriction level) to the allowable In the Interconnect Rotary Definition (matrix), a
initial digit patterns that have been configured for that tolisequence of up to 16 local telephone interconnect lines may
call restriction level. Specially defined non-numericalbe defined (through the System Manager) for each of up to
characters may be configured as digits in the initial digil® Rotary Numbers. Then, a Rotary Number may be
patterns to allow more than one value for that digit (see th@ssigned (through the System Manager) to each LID. The
System Manager manual for details). Site Controller will search the lines in the order listed in the
matrix, for the Rotary Number assigned to the LID that has
If the Site Controller is not connected to a Systenplaced the call. When Rotary Number 0 is assigned to a
Manager, the Site Controller defaults will allow radio-LID, no lines in the matrix are searched. Therefore, if
originated interconnect calls to all telephone numbers. If th®otary Number 0 and Dedicated Line O are both assigned to
Site Controller is connected to a System Manager, tha LID, all local interconnect calls from this LID will be
System Manager defaults will allow radio-originated denied.
interconnect calls to_no telephone numbers, until the Toll
Call Rest parameter and Toll Call Parameters (matrix) are If the Site Controller is not connected to a System
configured. Manager, the Site Controller defaults will allow radio-
originated interconnect calls on_all lines. If the Site
Controller is connected to a System Manager, the Site
Controller defaults will allow radio-originated interconnect

. . . calls on _no lines, until the Rotary Number and Line
There are two parameters regarding dedicated “ne%election (matrix) are configured

One involves radio-originated calls; the other involves
telephone-originated calls.

Dedicated Lines

RIC / LIC INTERCONNECT
For radio-originated calls, the Dedicated Line parameter
allows each LID to be dedicated to a specific local telephongescri tion
interconnect line (more than one LID can be dedicated to t
same I|ne).' Therefore, 'f_ a LID has been a55|gngd 10 @ The RIC / LIC Interconnect consists of one RIC shelf
dedicated line, all chal mtgrconnect call§ from'thlg LID¢or each radio channel that is to have local telephone
must use the that dedicated line. If the dedicated line is bus?ﬁterconnect capability, one LIX module for every four

the C<’|;l|| will be queued and the caller will be given a bus¥e|ephone lines connected to the system, and one LIC
signal. module overall. Each RIC shelf, located just above its
For telephone-originated calls, the Dedicated To Unifa\ssomated Station GETC in an EDACS Repeater cabinet, is
%sed as the Local Telephone Interconnect interface for that

arameter allows each local telephone interconnect line t0 .. :
Ee dedicated to a single LID (gnly one LID per line) radio channel. The LIX and LIC modules are mounted in the

e . - | Telephone Interconnect shelf in the Site Controller
Therefore, if a line has been dedicated to a specific LID, af’roc.a
ral ! pecitic LT cabinet. The LIX modules are used as the Local Telephone

telephone-originated calls received on this line will belnterconnect interface to each telephone line. The LIC
connected to the assigned LID. If the LID is busy with P '
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module is used as the switch to connect any telephone line 8ystem Requirements
any radio channel.

The ELI Interconnect requires that the Site Controller
A RIC data link connects the Site Controller to all RIC he a VAX model with the following software:

shelves, and is used to supervise the local telephone

interconnect interface function for each EDACS Repeater. A«  Application Software - Application Software
LIC data link connects the Site Controller to the LIC PROMs must be marked 344A3265Gx, where x =
module, and is used to supervise the local telephone 5 or higher.

interconnect interface function for each telephone line and

the connection of telephone lines to radio channels. Separate * Personality Software - Personality PROMs must
4-wire audio links are used to carry audio between each RIC have ELI selected as the interconnect mode.

shelf and the Local Telephone Interconnect shelf. Separate

2-wire lines are used to connect the Local Telephon@dditional Parameter

Interconnect shelf to each telephone line.

Group 5 or later Site Controller Application Software
Additional Parameter requires that an additional parameter be configured to
identify the version of Local Telephone Interconnect
Group 5 or later Site Controller Application Software equipment used.
requires that an additional parameter be configured to

identify the version of Local Telephone InterconnectopERATION (RIC/LIC & ELI)
equipment used.

ELI INTERCONNECT Definitions

The following terms are used to describe the operation

Description of the Local Telephone Interconnect:

The ELI Interconnect consists of one GTI Unit for each  *  Telephone-originated call - a call from a telephone,
radio channel that is to have local telephone interconnect through a t.elephone line connected to an EDACS
capability. Each GTI Unit, located just above its associated repeater site, to one or more radios using that
Station GETC in an EDACS Repeater cabinet, is used as the EDACS repeater site.

local telephone interconnect interface for one radio channel o . .
and one telephone line, and as interconnect switch for both. *  Radio-originated call - a call from a radio using an

A GTI Interface card, added to one GTI Unit to make it the EDACS repeater site, through a telephone line
Master GTI Unit, is used as the interface between the Site connected to that EDACS repeater site, to a
Controller and the GTI Units. telephone.

The RIC and LIC data links connect the Site Controller *  Line-connected GTI - (for ELI Interconnect) the

to the GTI Interface card in the Master GTI Unit, and are GTI unit connected to the telephone line for the
used to supervise the radio channel and telephone line interconnect call being described. (This is
interfaces in each GTI Unit. Supervisory information is equivalent to the LIC for a RIC/LIC Interconnect.)

relayed between the GTI Interface card and each GTI Unit
over a PCM/Data bus that connects all GTI Units together. *  Channel-connected GTI - (for ELI Interconnect)

The PCM/Data bus is also used to connect digitized audio the GTI unit connected to the radio channel for the
between GTI Units, so that the audio for any radio channel interconnect call being described. (This is
can be connected to the audio for any telephone line. equivalent to a RIC for a RIC/LIC Interconnect.)

For more information, see the EDACS Enhanced Local Note that for the ELI Interconnect, a line-connected
Interconnect (ELI) manual listed in the Introduction of thisGT! and a channel-connected GTI may be the same physical
manual. GTI unit or different physical GTI units. Although each GTI

unit is capable of being connected to one line and to one
channel, the Site Controller makes each radio channel and
telephone line assignment, based on availability and the
constraints of its Active Configuration, not on whether they
share the same GTI unit. For the RIC/LIC Interconnect,
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there is no confusion since the RICs that interface with th8. The line-connected GTI answers the call and lights the

radio channels are physically separate from the LIC that “LINE CONNECTED” indicator on its front panel.

interfaces with the telephone lines. (For RIC/LIC interconnect, the LIX card will light a
corresponding LED for the line that has gone “off

Telephone-Originated Call hook™.)

The sequence of steps for a telephone-originated loc&

interconnect call is as follows:

DETECTING THE CALL 10

Somewhere in the telephone system, a user dials the
telephone number of a subscriber line connected to @;
GTI unit.

The line-connected GTI detects the call by sensing the
presence of a ringing voltage (or an E-lead signal), and
sends a message to the Site Controller indicating that a
call has been detected by this GTI unit.

The Site Controller checks to see if it is permitted to

add another telephone interconnect call. (There may be
a limit on the number of telephone interconnect calls

allowed at any one time.)

If the Site Controller_is not permitted to add another
telephone interconnect call, it lets the call go
unanswered. This ends the sequence here.

If the Site Controller_is permitted to add another!2-

telephone interconnect call, it checks edicated to
Unit field of the line definition for this line.

If the value is non-zero, then the Site Controller will
take this value as the callee LID or GID and the
sequence advances to step 20.

If the value in théDedicated to Uniffield is zero, the 13.
Site Controller checks to see if a channel-connected
GTI is available to collect overdial digits. (The Site
Controller will check the GTI on the Control Channel
first and if available, use it for this operation.)

If no channel-connected GTI is available, the Sitel4.
Controller lets the call go unanswered. The caller
should hang up and try again after 3 ringbacks. This
ends the sequence here. 15

ANSWERING THE CALL

If a channel-connected GTI is available, the Site

Controller allocates it for digit collection.

The Site Controller sends a message to the line-
connected GTI, directing it to answer the call.

The Site Controller directs the line-connected GTI to
apply dial tone to the line.

The Site Controller directs the line-connected GTI to
look for DTMF or dial click (pulse) signals. (RIC/LIC
interconnect will only look for DTMF signals.)

The Site Controller starts a rapid polling mode of
operation to poll the Master GTI (or LIC/RIC) more
frequently than usual. The fast polling is used during the
anticipated dialing process to speed the processing of
the dialed digits. The Site Controller will fast poll for
the DTMF digit detection duration to collect the digits.
The call will be disconnected if the DTMF digits
collection exceeds this time.

This parameter differs for ELI and RIC/LIC
interconnect. For ELI interconnect, this parameter is set
to 20 seconds by ELI and is not configurable in the Site
Controller personality. For RIC/LIC interconnect, this
parameter defaults to 4 seconds in the Site Controller
personality, and is also configurable from there.

The caller hears the dial tone from the line-connected
GTI, and starts sending DTMF digits indicating whether
the call is analog or digital, if it's to a group or
individual, and what the ID of the individual or group
is.

IDENTIFYING CALLED ID

The channel-connected GTI detects the first DTMF
digit, momentarily lights the “DTMF DETECTED” red
LED on the front panel, and reports the digit to the Site
Controller. (RIC/LIC interconnect lights a similar
“DTMF DETECTED” LED on the front of the RIC.)

The Site Controller directs the line-connected GTI to
stop sending a dial tone to the calling line, and sets up a
counter to count the received DTMF digits.

The Site Controller checks the first DTMF digit to see if
it is a #, *, or number from O to 9.

If the first DTMF digit is a #, the call is identified as a
digital call, but the counter is not advanced. (Note: If
this is ELI Interconnect, the call will be assigned but
audio will be incorrect. This is because ELI does not
support digital mode.)
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16.

17.

18.

19.

If the first DTMF digit is a *, the call is identified as a
group call, and the counter is advanced by one. (Note: If

this is ELI Interconnect, a 9 also identifies that call as 0.

group call (used for pulse dialed calls).

If the first DTMF digit is a number from O to @ for
ELI interconnect), the digit is stored in the ID buffer
and the counter is advanced by one.

The channel-connected GTI detects the next DTMF
digit, momentarily lights the “DTMF DETECTED” red

LED on the front panel, and reports the digit to the Site
Controller.
“DTMF DETECTED” LED on the front of the RIC.)

The Site Controller receives the report from the
channel-connected GTI, stores the digit in its ID buffer,
advances the counter by 1, and checks to see if the

counter has reached 5. If the Site Controller is still22.

within its DTMF digit detection fast polling duration
and the counter has not reached 5, return to step 17.

For ELI interconnect, if the counter has not reached 23.

within the 20 second fast polling duration, the Site
Controller will send a message to the channel-connected
GTI instructing it to send the call denied tone or voice
prompt and hang up. This ends the sequence here.

For RIC/LIC interconnect, if a digit is not detected
within the 4 second fast polling duration, the Site

Controller will send a message to the channel-connectegb.

GTI instructing it to send the call denied tone and hang
up. This ultimately means that all five digits must be

detected with 20 seconds of fast polling. This ends the
sequence here.

26.

If the counter has reached 5, the Site Controller has now
received all digits of the ID, and directs the line-

connected GTI to stop looking for DTMF signals and?7-

disconnect itself from the channel-connected GTI.

The Site Controller checks to see if the ID is valid and
if the Inb Interconnectis set to receive inbound
interconnect calls.

If the call is not allowed, the Site Controller sends a
message to the line-connected GTI instructing it to send
the call denied tone (or voice prompt for
interconnect) and hang up. This ends the sequence here.

(RIC/LIC interconnect lights a similar 21.

24,

EL| 28.

OBTAINING WORKING CHANNEL

If the call is allowed, the Site Controller checks to see if
a working channel with a channel-connected GTI is
available.

If no working channel with a channel-connected GTI is
currently available, the Site Controller queues the call
and instruct the GTI to apply a queue tone (or voice
prompt) to the line. When the call comes out of the
queue, continue to next step.

If a working channel with a channel-connected GTI is
available, the Site Controller sends a message to the
control channel GETC to send the working channel
assignment to the radio(s) with the Logical or Group ID
called.

The radio(s) with the Logical or Group ID called
receive(s) the working channel assignment and tune(s)
to the assigned working channel.

The Site Controller sends a message directing the
channel-connected GTI to connect its associated radio
channel for a telephone interconnect call.

The Site Controller sends a message directing the line-
connected GTI to connect itself to the assigned channel-
connected GTI.

The Site Controller sends a message directing the
channel-connected GTI unit to apply a ringing tone to

the called radio(s) and the line-connected GTI unit to

apply a ringback tone to the calling telephone.

A radio user hears the ringing tone and pushes the PTT
switch.

The assigned working channel GETC detects the radio
transmission on the assigned working channel and sends
a radio keyed message to the Site Controller. If the Site
Controller does not receive this message within the
Interconnect Hang Timspecified in the Site Controller
Personality PROMs or in the System Manager, it sends
a hang up message to the line-connected GTI and a
disconnect message to the working channel GETC.

If the Site Controller receives the radio keyed message
within Interconnect Hang Timeit sends a connect
audio message to the Master GTI (RIC/LIC). The
audio path should now be connected between the calling
telephone and the called radio.
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29. The Site Controller sends a message to the Master Giilanually keyed just prior to pressing the PTT switch
(RIC/LIC), directing the line-connected GTI to look for (temporarily-stored). The radio automatically adds a
DTMF digits. terminator digit to the end of a pre-stored telephone

interconnect number. However, you may have to manually
ENDING THE CALL add the terminator digit (press the * Key) at the end of
temporarily-stored telephone interconnect number (see

30. To end the telephone interconnect call, the calleoperator’s manual for the radio). When a working channel is
presses the # key on the DTMF keypad and hangs upssigned, all digits including the terminator digit are sent
(If the telephone does not have a # key, the caller cagligitally to the assigned working channel GETC. The
just hang up.) channel-connected GTI takes the digitally-transmitted digits

and decodes them for the Site Controller.

31. When the line-connected GTI detects the DTMF # digit
or end of call signaling (if the line provides it), the A telephone interconnect number may be a complete or
Master GTI (RIC/LIC) sends a message to the Sitgartial telephone number. (An example of a partial
Controller indicating that the telephone has been huntglephone number is an access code plus an area code.)
up. When the telephone interconnect number is only a partial

telephone number, the caller must supply the remaining
The called radio user can also terminate the call byigits of the telephone number as overdialed digits, after the
pushing the EXIT, SPC, or designated button on theelephone line has been connected and the trapped
radio (see the operator's manual for the radio). Thigterconnect digits have been re-dialed on the telephone line.
causes the radio to transmit a disconnect signal to th®verdialed digits are logged by the Site Controller and then
assigned working channel GETC. passed directly to the telephone line, through the channel-

) ) connected GTI and line-connected GTI, without interception
32. When the Site Controller receives a hang up messaggq regeneration.

from the Master GTI (RIC/LIC), a disconnect message

from the Working Channel GETC, or the conversation  The toll call restrictions test is performed on the first 4
time limit is exceeded, the Site Controller first directsinterconnect digits, or as many of the first 4 interconnect
the channel-connected GTI to extract itself from thedigits as it has received before receiving the terminator digit.
audio loop of the assigned working channel, then direct$he lack of the terminator digit will not hold up the toll call
the line-connected GTI to hang-up the line, and finallyrestrictions test once 4 interconnect digits are received, but
directs the assigned working channel GETC tothe terminator digit must be received before the telephone

terminate the call. line is connected and the trapped interconnect digits are re-
dialed to the telephone line. If less than 4 interconnect digits
Radio-Originated Call have been received by the time the terminator digit is

received, the Site Controller adds wild-card digits to the end
A request for a telephone interconnect call can be madef the string of received interconnect digits, until it has 4
from any radio that is equipped with the controls to place dligits for the toll call restrictions test. Each wild-card digit is
telephone interconnect call. However, a telephone line wiltested for all possible values from O to 9.
not be connected and the trapped telephone interconnect

digits will not be re-dialed to the telephone line until the Site  The following sequence of steps describes the main
Controller has verified the following: events involved in a radio-initiated local telephone

interconnect call:

* The trapped telephone interconnect digits meet the
toll call restrictions for that radio ID. OBTAINING A WORKING CHANNEL

e The Site Controller receives the digital streaml. The radio user sets the radio to the mode of operation
terminator digit. that allows an interconnect call, either selects a pre-
stored telephone number or types in a temporarily-
« All other system parameter and protocol stored telephone number, and pushes the PTT switch.
requirements are met along the way (i.e., calling
radio is valid for the site). 2. The radio sends an interconnect call request on the
control channel.
A telephone interconnect number is a string of decimal
numbers (digits). The string can be anywhere from 0 to 32
digits long. It can be pre-programmed (pre-stored), or
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3. The control channel GETC receives the request for an INTERCONNECT DIGITS
interconnect call, and sends the request to the Site
Controller. 9. The calling radio receives the working channel
assignment, tunes to the assigned working channel, and
4. The Site Controller receives the request for an sends the pre-stored or temporarily-stored interconnect
interconnect call, and checks to see if it is permitted to  digits (with the terminator digit) to the assigned
add another interconnect call. There may be a limit,  working channel GETC.
imposed by the System Manager (or Site Controller
personality), on the number of telephone interconnect0. The assigned working channel GETC receives the
calls allowed at any one time. interconnect digits (and terminator digit), and sends
them to the Site Controller.
If the Site Controller is not allowed to add another
interconnect call, it directs the control channel GETC tall. As the Site Controller receives the digits, it counts and
send a busy signal to the calling radio. This ends the stores each interconnect digit, and looks for the
sequence here. terminator digit. As soon as it counts 4 interconnect
digits received or sees the terminator digit, it performs
5. If the Site Controller is allowed to add another  the toll call restrictions test for that radio ID, using
interconnect call, it checks if the Master GTI is wild-card digits if necessary.
responding to polls (or if the LIC is responding to polls
for RIC/LIC interconnect). If the received interconnect digits fail the toll call
restrictions test, the Site Controller directs the assigned
If the Master GTI (or LIC) is not responding to polls,  working channel GETC to terminate the call and de-
the Site Controller directs the control channel GETC to allocate the telephone line. This ends the sequence here.
send a call-denied signal to the calling radio. This ends
the sequence here. If the received interconnect digits pass the toll call
restrictions test and the Site Controller has received the
6. If the Master GTI (or LIC) is responding to polls, the terminator digit, skip step 12.
Site Controller checks to see if the telephone line
specified by theDedicated Lineof the radio is 12. If the received interconnect digits pass the toll call
available. restrictions test, but the Site Controller has not received
the terminator digit, the Site Controller will continue to
If the telephone line specified by tBedicated Lineof receive, count, and store each interconnect digit until it
the radio is not available, the Site Controller will search  ejther sees the terminator digit, the
for another telephone line according to tRetary interconnect digits exceed the maximum storage
Definition of the radio. If no telephone line is available, capacity of 32, or the allowed hang time expires.
the Site Controller directs the control channel GETC to
send a busy signal to the calling radio. This ends the If the Site Controller receives too many interconnect
sequence here. digits or does not receive the terminator digit within the
allowed hang time, it directs the assigned working
7. If a telephone line is available, the Site Controller  channel GETC to terminate the call and de-allocate the
checks to see if a Working channel with a channel- te]ephone line. This ends the sequence here.
connected GTl is available.
13. The Site Controller directs the assigned working
If a working channel with a channel-connected GTl is  channel's channel-connected GTI to insert itself into the
not available, the Site Controller will queue the call channel’s audio loop.
request and send a queued tone to the radio. Continue to
the next step when the call comes out of the queue. RE-DIALED DIGITS
8.

If a working channel with a channel-connected GTI isil
available, the Site Controller directs the control channe

GETC to send the working channel assignment to the
calling radio, and directs the assigned working channel
GETC to look for the digits from the calling radio.

4. The Site Controller then directs the allotted

received

line-
connected GTI to take the line off-hook and check if
dial tone is present.

For ELI interconnect, if th®ial Tone Requiredield is
set toY in the System Configuration of the GTI
Configurator, then the absence of dial tone, for
whatever line type (E&M or End-to-End), will cause the
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15.

16.

17.

Site Controller to initiate a rotary hunt to get an
available telephone line. The Site Controller will apply

a rotary hunt tone to the calling radio. If all of the lines18.
are exhausted by the rotary hunt, the call apded (for

more information, see the descriptions of the Rotary
Number and Line Selection parameters, earlier in this
section).

When the line-connected GTI detects dial tone (or E-
lead signal) (or iDial Tone Requireds N and theDial
Tone Seek Timis up for ELI interconnect), it sends a
dial tone detected message to the Site Controller. The
caller should hear a dial tone (but will hear nothing for

an E-lead signal). 19.

If the Site Controller does not receive the dial tone
detected message within tBéal Tone Detect Duration

in the Site Controller Personality, the Site Controller
will initiate a rotary hunt for an available telephone line.
The Site Controller will apply a rotary hunt tone to the
calling radio. If all of the lines are exhausted by the
rotary hunt, the call is dpped (for more information,

see the descriptions of the Rotary Number and Lineq,
Selection parameters, earlier in this section).

The Site Controller sends the interconnect digits (that
have been trapped and stored) to the line-connectegh
GTI for re-dialing (DTMF or pulse dial) to the
connected line. The caller should hear these DTMF
tones or dial clicks (pulse dial) as the digits are dialed.

For ELI only, the Site Controller sends a message to the
Master GTI, directing the line-connected GTI to look
for DTMF digits. (This is used to detect the pressing of
# by the telephone user to end the call.)

OVERDIALED DIGITS

If the telephone interconnect number was only a partial
telephone number, the caller must now supply the
remaining digits of the telephone number as overdialed
digits. These overdialed digits are sent as DTMF tones
directly through the channel-connected GTI and line-
connected GTI to the telephone line, without trapping
and re-dialing. All overdialed digits are logged into the

call record.

ENDING THE CALL

The normal method to end a radio-originated telephone
interconnect call is for the caller to press the EXIT,

SPC, or a designated button on the radio (see the
operator's manual for the radio). This causes the radio
to transmit a digital end-of-call signal to the assigned

working channel GETC. (The telephone end can hang
up by placing the telephone on-hook (for ELI, pressing

# for one second will also work).)

The assigned working channel GETC receives the end-
of-call signal from the calling radio, and sends end-of-
call information to the Site Controller.

When the Site Controller receives the end-of-call
information (or the conversation time limit is exceeded),
it first directs the channel-connected GTI to extract
itself from the audio loop of the assigned working
channel, then directs the line-connected GTI to hang-up
the line, and finally directs the assigned working
channel GETC to terminate the call.
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MULTIPLE CHANNEL PARTITION Mixing MCP_Enabled & Disabled Systems

A network may contain some systems that are MCP
DESCRIPTION enabled and some systems that are not MCP enabled. Until a
system is MCP enabled, the System Manager will not send
Multiple Channel Partition (MCP) is an optional featureany MCP Data to the Site Controller for that system.
of the EDACS Site Controller. This feature requires noTherefore, a system that is not MCP enabled will behave
additional hardware, but must be enabled at the factorgxactly as if no MCP option or MCP Data exists, even
(can't be enabled through the System Manager). The MCtough the LIDs and GIDs using the system may be MCP
option allows selected sets of channels (partitions) to be sehabled.
aside for exclusive use by selected sets of users (one set of
channels for each set of users). Backup sets of channels MaY STEM REQUIREMENTS
also be set aside for alternate use by these selected sets of
users, to be used when a Working Channel is not available
within the primary set of channels and the configurableSystem Manager

condition for use is met. _ _
The MCP feature requires the following hardware and

Up to 15 partitions may be set aside (defined) for eachoftware for the System Manager:
system that is under the direction of a Site Controller. One
primary and up to three backup partitions may then be * Model- Must be a VAX model (not PDP).
selected for each Logical unit ID (LID) and Group ID _
(GID). LIDs and GIDs may individually be MCP enabled. ~ * Software - Must be version 5.01 (release 5, group

When a LID or GID is MCP enabled, channel assignments 5) or later software. The version number is
are from within its primary or backup partitions. When a displayed in the heading of the User Menu screen
LID or GID is not MCP enabled, channel assignments are (V5.01 means version 5.01).

made from the partition that contains the Control Channel.
Site Controller
Initial values for the MCP parameters allow the system
to operate initially as if MCP doesn't exist. After a partition The MCP feature requires the following hardware,
plan is developed, channels can be set aside in partitions ageftware, and feature encryption for the Site Controller:
partitions can be selected for IDs as needed through the

System Manager. e Model - Must be a VAX model (not PDP).
COMPATIBILITY e Personality - Must have the MCP feature enabled.

The MCP feature is enabled if the print-out of the
Personality lists the following: “Multiple Channel
Channel Test Partitioning: Enabled”.

The Channel Test feature (formerly called Partition 2) «  Application Software - Must be version 7.xx

operates independently of the MCP feature. Therefore, both (release 7, group 7) or later. The Application
features may be in operation at the same time on the same Software can be checked by looking to see that the
system under the direction of a Site Controller. PROM labels are marked 344A3265Gx, where x
(the group number) is 7 or higher. The version of
Test Calls the Application Software can also be checked
without disrupting the system by using a System
Test calls placed by a Test Unit are independent of the Manager with version 5.01 or later software. Look
MCP feature. There is no change in the procedure for up “Site Controller, Version Number” in the index
selecting the next channel for a background test call, for of the User's Guide for the System Manager for
taking a channel out of service for failing a test call, for details.

initiating a recovery test call, for processing the results, and

for either returning the channel to service or reporting th ARAMETERS

test call failure. However, a partition containing only one

channel will be unavailable to users during a test call for that  The configurable parameters that apply to the MCP

channel (about 5 or 6 seconds). feature are referred to as MCP Data. MCP Data may be
reconfigured at any time, regardless of weather the system
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has been MCP enabled or not. However, no MCP Data wWilPARTITION PLANNING
be sent to the Site Controller until the system is MCP

enabled. (A system is MCP enabled when the MCP feature NOTE
is enabled in the Site Controller’'s personality.) MCP Data is )
made up of MCP Channel Data and MCP ID Data. Before you try to configure the MCP Channel

Data or MCP ID Data, make a plan. Without| a
plan it is too easy to get results that you don't
expect and don't want. Use the checklist and
planning worksheets in Appendix B of th|s
manual.

MCP Channel Data

MCP Channel Data refers to the channel-related MCP
parameters. These parameters may be (but do not need to
be) identical for each system in a network. MCP Channel
Data consists of the following parameters:

Overview
e MC Patrtition - defines a single partition number for
each specific channel number. Each channel can Before you try to configure the MCP Channel Data or
only be assigned to one partition. Any number ofMCP ID Data, make a plan. To make that plan, you will first
channels may be assigned to the same partition. need to carefully read this partition planning information
through to the end. You must thoroughly understand not
+ Allowed CC - defines which channels may be usednly what each parameter does, but what effect it has on
as Control Channels. (This parameter indirectlyeach other parameter. Even then, there will be a certain
controls which partition or partitions will be the amount of trial and error. Without a plan it is too easy to get
Active Control Channel partition.) results that you don't expect and don’t want.

MCP ID Data When you make a plan, start off simple. Then try to
keep it as simple as possible. Because of the tremendous

MCP ID Data refers to the ID-related MCP parametersf'eXibi"ty of this feature, it is easy to make the partitioning
These parameters will be different for different sets of LID&Nnecessarily complex. With time you will get a better feel
and GIDs. MCP ID Data will be used by each MCP enabled?’ Which alternatives are most advantageous for your
system in the network. Partition assignments may bépeC|_f|c partition needs. Keep all systems in mind when
reconfigured at any time, regardless of weather the ID h4d€ating the plan.
been MCP enabled or not. However, MCP enabled systems Th hout thi i ituati involving 1D
will not use the partition assignments for a specific ID until . roughout this section many sfuations nvowing 19s
that ID is MCP enabled. MCP ID Data consists of theW'” be descrlbed..At all times it will be assymed that these
following parameters: IDs have been validated for all the systems involved.

« ID Subject to Partitioning - defines if the ID is Channel Partitions

subject to partitioning. (When an ID is subject to
partitioning it is MCP enabled.) A partition exists, or is said to be defined for a system,

when one or more channels in a system are assigned to that
« Primary Partition - defines the first partition to be partition. By default, all channels are initially assigned to
searched for an available Working Channel. partition 1, making partition 1 the only partition initially
defined for the system. Each channel can then be assigned to
MCP ID Data also consists of the following parametersany partition from 1 to 15. A channel can only be assigned
for each of three backup partition assignments (optional): to one partition at a time. For example: a 15-channel system
could have as many as 15 channels in one partition, as few
+  Condition For Use - defines the condition that mustas one channel in each of 15 partitions, or any of the many
exist before a specific backup partition may becombinations in between.
searched. A condition must be selected for each

backup partition that is defined. The main advantage of a trunked system is its ability to
share all the channels with all the users to minimize the
average access time for all users of the system. Partitions are
barriers to this sharing of channels, and therefore tend to
increase the access time. The use of backup partition

» MC Partition - defines a specific backup partition
to be searched for an available Working Channel.
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assignments (to be covered later) can sometimes be usedasigned to an ID, that ID may suddenly be unable to use the
reduce the effects of partitioning on access time. system for some calls.

Partitioning can be used to set aside a specific set of If neither the primary partition nor any of the optional
channels to be used exclusively by a specific set of usersackup partition assignments for an ID are defined in a
This specific set of users may then experience an increase system for which the ID is MCP enabled, call requests from
decrease in access time (more or fewer queued calls). If thisat ID will be handled as follows:
specific set of users experience a decrease in access time
(fewer queued calls) as a result of the partition, it is likely * Caller/called ID partition assignment the same -
that the remaining users of the system will experience an System will deny the call.
increase in access time (more queued calls). The following

general rules apply to the effect of partitions on access time: * Caller/called ID partition assignment different -
System will look for an available channel in the

« After the addition of a partition to a system, some Active Control Channel (ACC) Partition only.
(possibly all) users will experience more queued However, if the ACC Partition does not contain a
calls. channel equipped to handle the call type, the

system will deny the call.
e The smaller the partition, the more calls will be

queued. So, before you remove a partition from a system, make
a list of all the IDs to which this partition has been assigned.
NOTE Then check and possibly restructure each affected ID's
In general, the more partitions that are defirled !ndividual partitiqn.assignments to minimi_;e any negative
for a system, the more often calls will be queued. impact. No restrictions are placed on partition removal that

may have adverse effects for some IDs, since the system
administrator may need a quick means of disabling a
partition without having time to modify all the affected IDs.

A partition containing a single channel will haye
no channel available while a background test call
is being performed.

When the Site Controller is reset, or powers-up after an
outage, it requests the latest system database from the

Although the partition assigned to a specific channel irsystem Manager to update its default configuration. While
one system does not need to be the same as the partitigaiting for this database update, the Site Controller uses its
assigned to the same channel in another system, anddafault configuration consisting of a single partition, no IDs
partition that is defined in one system does not need to bgubject to partitioning, and no ID validation. During this
defined in another system, it is best to keep all systems injaterval the Site controller allows all users access to all
network configured as similar as possible. When you lateghannels, regardless of what partition information has been

assign IDs to these partitions, you need to pay particulgirogrammed into the site database by the System Manager.
attention to any differences in the configuration of the

partitions for these systems so that you don't acudentallxctive & Allowed Control Channels
exclude some users from some systems.

The MCP feature attaches special significance to the

NOTE partition which contains the Control Channel. This partition
All systems in a network need not have their is referred to as the Active Control Channel Partition (ACC
partitions configured identically. However, when Partition). All calls involving an ID that is not MCP

this happens, you must be especially careful hot  enabled, calls between IDs having different partition
to accidently exclude some users from a system  assignments, System All-Call, and Dynamic Regrouping
where a specific partition is not defined. calls are restricted to this partition (see Table 19 for more
details). Therefore, the ACC Partition must be large enough
to handle all calls that are restricted to the ACC Partition,
If at all possible, the channel partition assignmentgjus all calls between IDs assigned specifically to that
should be completed before partitions are assigned to amgrtition number. The ACC Partition must also contain
ID. The full consequences of changing channel partitiohannels enabled to support the expected call types (such as
assignments after partitions have been assigned to IDs cgpyital voice, digital data, and interconnect). If the ACC
be especially difficult and requires caution. Changing thepartition is sometimes in one partition and sometimes in
partition assignment of the last channel in a partitiongnother (due to the Control Channel moving from one
removes that partition from the system. If that partition wagartition to another), then each possible ACC Partition must
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be large enough and contain channels enabledofmostthe
expected call types.

An Allowed Control Channel (Allowed CC) is a
channel, enabled through the System Manager, that is
allowed to be used as a Control Channel. Several channels
are generally designated as Allowed Control Channels, to
allow for possible channel failures. All Allowed Control
Channels do not have to be in the same partition. However,
if they are not all in the same partition, the Control Channel
(and the calls restricted to the ACC Partition) could be in
one partition at one time and in another partition at another
time. If you don't want this to happen, make sure all
Allowed Control Channels are in the same patrtition.

In order to decide whether it is best to limit the ACC
Partition to a single partition or to permit the ACC Partition
to move between more than one partition, you must estimate
how many channels will be needed to support the expected
calls in the ACC Partition (don't forget to count the Control
Channel), and you must estimate the minimum number of
Allowed Control Channels you will need (to provide
adequate Control Channel backup). If more channels are
needed to support the expected calls than are needed for
Control Channel backup, limiting the ACC Partition to a
single partition will keep it simple plus give you additional
Control Channel backup (you might just as well enable each
channel in the partition as an Allowed Control Channel).

If more channels are needed for Control Channel
backup than are needed to support the expected calls, it
would be wasteful to limit the ACC Partition to a single
partition, because the channels would be idle too much of
the time. To improve the utilization of the channels, you can
assign a specific set of users to that partition number to
share the partition with those calls that are restricted to the
ACC Partition. Alternatively, you can permit the ACC
Partition to move between more than one partition (each

Antennas - If all channels are not connected to the
same antenna, assigning some channels from each
antenna as Allowed Control Channels will increase
the probability of always having a functioning
channel available for a Control Channel, even if
either antenna system is damaged.

Control Channel Backup - Make sure that enough
channels are enabled to be Allowed Control
Channels. The higher the number of Allowed
Control Channels the higher the probability of
always having a functioning channel available for a
Control Channel, even if there are many channel
failures.

Limit Possible ACC Partitions - Each partition
containing an Allowed Control Channel is a
possible ACC Partition. Keep the number of ACC
Partitions to a minimum (one if possible).

Traffic - Make sure that enough channels are
included in_each possible ACC Partition to provide
for all calls restricted to the ACC Partition, plus all

calls between IDs assigned specifically to that
partition number, plus the Control Channel.

Call Type - Make sure that enough channels are
included in_each possible ACC Partition that are
enabled for each needed type of call (data, digital
voice, etc.).

Small Partitions - Do not enable the only channel in
a partition as an Allowed Control Channel. If it is
ever selected as the Control Channel, there will be
no Working Channel left in the partition to be used
for calls. A two-channel partition is only one
channel-failure away from a one-channel partition.

partition must be large enough and contain channels enabl@s subject to Partitioning

to support the expected call types). Use the smallest number
of partitions that will add up to the total number of Allowed

Channel backup.

When enabling Allowed Control Channels, th

following items should be considered:
e FECC ID - The lowest frequency channel (usually

channel 1) is reserved as a Working Channel so
that it can be used to send periodic FCC ID

system where FCC ID messages are required.

¢ Each ID (LID or GID) can be selected to be subject to
Control Channels needed to provide adequate ContrJariitioning or not. When an ID is selected to be subject to

partitioning, that ID is said to be MCP enabled, and is

referred to as an MCP enabled ID. Primary and backup
€ partitions can be assigned to each ID regardless of whether
the ID is MCP enabled or not. However, until an ID is MCP
enabled, its partition assignments will be ignored and it will
only be assigned channels in the ACC Partition.

: Generally, LIDs and GIDs must be entered into the
messages. Do not configure the lowest frequencyyqiem database before they can use the MCP feature. By
channel to be an Allowed Control Channel in agea it the Site Controller will fill in LID 16383 for users

that do not have a LID entered into the system database.

Also by default, LID 16383 is MCP enabled and assigned to
partition #1 in the system database. This allows all users
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initial access to the system to give you time to configure thassigned primary partition, it looks at the first backup
system database through the System Manager. There is partition assignments for the IDs.

equivalent default mechanism for GIDs.
If the call is to a LID and the LIDs have the same first

NOTE backup partition and condition for use, the Site Controller
After the system database has been configure, it looks to see if the condition for use is met. If the conditipn is
is recommended that you leave LID 16383 in the met', the Site Controller then Iqqks tp see if there is an
database, but invalidate it for all systems in ﬂhe avallgple 'ch?nnel. I Ehe conqlltlon is not met (or the
network. This will ensure that non-existent LIDs condition is *Not Used"), the Site Controller looks at the
second backup partition assignments for the LIDs, and so
cannot access the system. . ) "
on. If, after looking at all of the assigned backup partitions,
no available channel was found in the partition(s) searched
(but at least one channel was found busy), the call is queued
Primary Patrtition in each partition where a busy channel was found. If all
channels in the partition(s) searched were found failed, the
The MCP feature allows for the assignment of onecall is denied. If the LIDs have different first backup
primary partition for each LID and GID. Whenever a callpartitions or conditions for use, the Site Controller searches
request is received in an MCP enabled system (to and frothe ACC Partition for an available channel. After the ACC
MCP enabled IDs having the same primary partition), théartition is searched, no other partition is searched.
Site Controller scans through the primary partition assigned
to those IDs looking for an available channel. Therefore, a If the call is to a GID, only the backup partition
Unit or Group’s primary partition assignment should reflectassignments for the GID are used to determine which
where the system administrator wants that ID to get chann@prtitions are searched. For Patch and Simulselect calls, see
assignments. This partition may be used as a way of limitine notes at the bottom of Table 19. If the backup partition
different functional groups of IDs to specific quantities ofassignment is ALL, all channels are searched regardiess of
channels. In systems where not all channels have the sarf@rtitions.

coverage area, this partition may be a way to limit IDs in a . , .
smaller coverage area to those channels covering that 1here is no requirement that backup partitions must be

smaller area, so as to reserve the channels covering a larg§igned. Initially, the database contains no backup partition

area for those IDs needing the larger coverage area. assgn_ments. If a backup partition is to be assigned, its
condition for use must first be selected from one of the

If a call request is to or from an ID that is not MCP following:

enabled or if both IDs do not have the same primary ) ) .

partition assignment, the site will only look in the AcCC ~ * Not Used (default) - Indicates that this partition

Partition for an available channel. Therefore, IDs that call should not be used.

each other frequently should probably be assigned the same

primary partition.

« Emergency - Indicates that this partition should be
scanned only if this is an emergency call, and all
If an ID is given the ALL assignment (instead of a channels in the partition last searched were failed
specific partition) for its primary partition, its call request is or busy.
treated as if partitioning doesn't exist. That is, all the
channels at the site will be searched for an available channel.
If all the channels do not have the same coverage area, and
the first available channel covers a smaller area than is
needed to complete the call, the call will not be completed
and the caller will have to call again. In this case, the ALL
assignment is not a good choice.

Failed/Busy - Indicates that this partition should be
scanned only if all channels in the partition last
searched were failed or busy.

Failed Only - Indicates that this partition should be
scanned only if all channels in the partition last
searched were failed (none were busy).

Backup Partitions “Partition last searched”, means last searched for an
available channel, not a partition just looked at to see if the

The MCP feature allows for the assignment of up tecondition for using that backup partition is met. Note that
three backup partitions for each LID and GID. If the Sitethe result of the partition last searched (failed/busy or failed

Controller cannot find an available channel within theonly) may change as the search proceeds from partition to
partition.
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There is no requirement that the backup partitions have + Site will assign channel as if no partition
all the capabilities of the primary partition. However, the exists.
system administrator should be aware of any limitations.
Before backup partitions are assigned, the systemjngle-Site System with Multiple Partitions
administrator should compare the capabilities of the primary
and possible backup partitions for the following: NEED: Suppose there are two agencies that operate in
the same coverage area. Both want to share the lower cost of
* Coverage Area - The coverage area of a backuBne |arger shared system, as opposed to the higher cost of
partition should at least include the coverage aregyq smaller separate systems. The first agency thinks it will
of the primary partition. need six working channels; the second agency will need
eight. However, each agency wants to have exclusive use of

e Channel Capabilities - If the user of the pnmaryi,[S channels.

partition requires features such as data, digita

voice, and/or telephone interconnect, any backup  go|UTION #1: The agencies got together and decided
partition for this user should support these samg, share a fifteen-channel site with two partitions. One
features. partition would serve as the primary partition for the first
- . . agency, and the other partition would serve as the primary
Be;fore a backup partltllon Is assigned, the SVS.“? artition for the second agency. Since the second agency's
admlnlstrator should be convmped that the. backup partitio artition contained more channels, both agencies agreed to
is necessary. Here are some things to consider: add one more channel (to be used as the Control Channel) to
that partition and to only designate channels in that partition
as Allowed Control Channels.

e Reliability - Assigning a backup partition improves
the reliability of small partitions because they are
especially vulnerable to a small number of channel

. So they installed the system, made the following
failures.

assignments, and everything was fine:

» Too Many Backups - On the other hand, assigning
too many backup partitions tends to cancel the

effects of partitioning. +  Partition 5: channels 7-15

Partition 3: channels 1-6

e The ALL Assignment - This partition assignment is « Allowed Control Channels: channels 7-15
extremely prone to canceling the effects of

partitioning and should be used with extreme care. . Primary partition for 1st agency's IDs: partition 3
EXAMPLES e Primary partition for 2nd agency's IDs: partition 5

. . . . e Backup partitions: none
Single-Site System with One Partition

Then one day someone in one agency discovered that

If a system that is MCP enabled has not received anyalls could be made to the other agency, and it turned out to
MCP Data, it will appear to operate just like a system that ise beneficial to both agencies. It was only after some time
not MCP enabled. If a site that is MCP enabled has onlgafter more inter-agency calls were being placed) that the
received MCP Channel Data, it will only assign channels isecond agency realized that all of these inter-agency calls
the ACC Partition. If a site that is MCP enabled has onlyvere being placed on their channels - and it wasn't fair.

received MCP ID Data, it will behave one of two ways: (Calls between IDs with different partition assignments are
only given channel assignments in the ACC Partition.) So a
1. Caller/called ID partition assignment is same: new need developed, requiring a new solution.
+ Primary partition assignment = 1 - Site will SOLUTION #2: The agencies got together and decided
assign channel as if no partition exists. to each donate one channel (the second agency actually
i . ) ) . donated two channels: one of its own and one for use as the
* Primary partition assignmert 1 - Site will  control Channel) to a third partition that could be used as
deny call. the pool of Allowed Control Channels, and therefore the

inter-agency calls. This left the first agency with 5 channels,

2. Caller/called ID partition assignment is different: the second with 7, and the new partition with 2 channels plus
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the Control Channel, and they agreed to share the co9fN|TIAL MCP DATA
associated with the new partition.

, The initial values for the MCP Data have been selected
So they reconfigured the MCP Data as follows and, yhat the MCP feature can be installed without noticing
everything was fine: any change in the system operation. In other words, any 1D
that is validated at a site will be allowed to use that site as if
there is no partitioning. At any time thereafter, the system
administrator may configure the MCP Data for the desired
MCP operation. The MCP Data is made up of MCP Channel
Data and MCP ID Data.

e Partition 3: channels 1-5
* Partition 9: channels 6-8
e Partition 5: channels 9-15

» Allowed Control Channels: channels 6-8 MCP Channel Data

* Primary partition for 1st agency's IDs: patrtition 3 The MCP Channel Data parameters are shown in
' N N System Manager screen 10, Channel Configuration panel
*  Primary partition for 2nd agency's IDs: partition 5 (1:4) or System Manager screen 20, Channel Configuration

N panel (1:5). Initial values for these parameters are as
»  Backup partitions: none follows:

Then one day there was a lot of activity in the first «  MC Partition - 1 (for each channel)
agency and it was taking a long time to get channel
assignments, but when an inter-agency call was placed the « MC Partitioning Enabled - N
call went right through. Later someone got to wondering
why those two channels now reserved for inter-agency call§~p |p pata
couldn't be used as backup channels for either agency wh

either agency's own channels were fully loaded. So a new The MCP ID Data parameters are shown in System

need developed, requiring a new solution. Manager screens 11 (for LID) or 12 (for GID), Multiple
ghannel Partitioning panel (4:4). Initial values for these

SOLUTION #3: The agencies got together and deCIdegarameters are as follows (for each ID):

to use the shared partition as the first backup for all the ID
in both agencies. They also decided that the condition for
using this backup should be if their own channels were all
failed or busy.

ID Subject to Partitioning - N

e Primary Partition - 1

So they reconfigured the MCP Data as follows and

. . First (Backup Partition) - Not Used
everything was fine:

. Partition 3 to channels 1-5 e Second (Backup Partition) - Not Used

. Partition 9 to channels 6-8 e Third (Backup Partition) - Not Used

«  Partition 5 to channels 9-15 MCP CHANNEL DATA CONFIGURATION

» Allowed Control Channels to channels 6-8 MCP Channel Data refers to MCP parameters that are
assigned to a specific site. Changes to the MCP Channel

+  Primary partition for 1st agency's IDs: partition 3  Data are made in the System Manager. Select Menu Item 10
to look at the External Device Definition screen. Within the

*  Primary partition for 2nd agency's IDs: partition 5 Selected Device panel, select the desired site by entering the

» . site number or site name in the Device Number field or the
e 1st backup partition for 1st agency's IDs: Device Name field respectively.
failed/busy - partition 9

MC Partitioning Enabled

» 1st backup partition for 2nd agency's IDs:

failed/busy - partition 9 Within the Channel Configuration panel (1:4), the MC

. Additional backup partitions: none Partitioning Enabled field is a read-only field. The field will
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display either Disabled or Enabled. The informationsequential or to groups of adjacent channels. They can be in
indicated by each message is as follows: any order. After you have completed all the change(s) you
wish to make to this field, press the Do key to save your
» Disabled (default): Indicates that, either the Systenthange(s) in the database.
Manager has not communicated with the selected
site since the site was MCP enabled, or the Systeaiapase Uploads
Manager has lost track of the site’s MCP status.
) ) When you press the Do key to save changes to the site
Md: Ind!cates th-at the last time the SdeCtegatabase in the System Manager, these changes are not
s!te communlcate.d with the System Manager, theautomatically sent to the Site Controller. Use the following
site reported that its MCP feature was enabled. procedure to send the latest MCP Channel Data from the
System Manager to the Site Controller. The procedure must
e repeated for each site for which MCP Channel Data
é]eeds to be transferred.

Regardless of the message in the MC Partitionin
Enabled field, the system administrator can enter MC
Channel Data for that system. However, the MCP Chann
Data will not be sent to the Site Controller until it is MCP
enabled. For any system that is not MCP enabled, IDs will
be given channel assignments as if the MCP feature did not

Select Menu Item 20 to look at the Site
Reconfiguration screen.

exist. + In the Selected Site panel, enter the Site Number or
Site Name for the site to be sent the MCP Channel
Allowed CC Data.

The Allowed CC (Control Channel) parameter defines « In the Channel Configuration panel (1:5), change
which channels will be allowed to be used as a Control the character in the MC Partition row between the
Channel. Although the Allowed CC parameter may already Database box and the Site box from N to Y and
have been configured for general trunking without MCP, the press the Do key.

parameter may need to be reconfigured when adding the
MCP feature. See the information under Active & Allowed Temporary Uploads
Control Channels under Partition Planning.

The following procedure allows a system administrator
to send temporary MCP Channel Data to a site without

'At‘]"OV;Ed EC fielld v(\j/illfshlov!a sfinglehchara}c;er f%r eafch Oflchanging the site database in the System Manager The
the 24 channels (default = Y for channel 2 and N for a rocedure must be repeated for each site for which

other channels). To reconfigure the Allowed CC assignme Emporary MCP Channel Data needs to be transferred.

for a specific channel, change the character in the column

for that specific channel. The character Y allows the channel ,  gglect Menu Item 20 to look at the Site

to be a Control Channel, and the character N does not allow Reconfiguration screen.

the channel to be a Control Channel. After you have

completed all the change(s) you wish to make to this field, . |y the Selected Site panel, enter the Site Number or

press the Do key to save your change(s) in the database. Site Name for the system to be sent the temporary
MCP Channel Data.

Within the Channel Configuration panel (1:4), the

MC Partition
e In the Channel Configuration panel (1:5),
The MC Partition parameter defines one partition for reconfigure the temporary MCP Channel Data in
each channel. Any channel not specifically given a partition the MC Partition row of the Database box.

assignment, remains assigned to partition 1 (default).
« In the Channel Configuration panel (1:5), change

Within the Channel Configuration panel (1:4), the MC the character in the MC Partition row between the
Partition field will show a single character for each of the 24 Database box and the Site box from N to Y and
channels (default = 1). To reconfigure the partition press the Do key.

assignment for a specific channel, change the character in

the column for that specific channel. The characters 1 If the Site Controller for a system with temporarily
through 9 represent partitions 1 through 9 respectively, an@configured MCP Channel Data is reset or powered on, it
the characters A through F represent partitions 10 throughill automatically request the latest site (system) database
15 respectively. Partition assignments do not have to be
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from the System Manager, and the temporarily reconfigures not MCP enabled, this ID will be given channel

MCP Channel Data will be lost.

MCP ID DATA CONFIGURATION

MCP ID Data refers to MCP parameters that are

assignments as if MCP did not exist.

ID Subiject to Partitioning

Within the Multiple Channel Partitioning panel (4:4),

assigned to individual IDs (LIDs and GIDs). To makethe ID Subject to Partitioning field will show one of the
changes in the MCP ID Data for a LID, select Menu Item 1following letters: N or Y. To reconfigure this field, type in
to look at the Unit Identification screen. Within the Selectedhe desired letter. The information indicated by each letter is
Unit panel, select the desired unit by entering the uni@s follows:

number or unit name in the Unit Number field or the Unit
Name field respectively. °

To make changes in the MCP ID Data for a GID, select
Menu Item 12 to look at the Group Identification screen.
Within the Selected Group panel, select the desired Group
by entering the group number or group name in the Group
Number field or the Group Name field respectively.

MCP Availability

Within the Multiple Channel Partitioning panel (4:4),
the MCP Availability field is a read-only field. The field will
display either No Sites, Selective, or Universal. The

Y: Indicates that, for any system that is MCP
enabled, this ID will be given channel assignments
in accordance with the remaining MCP ID Data

fields for this ID.

N (default): Indicates that, for any system that is
MCP enabled, this ID will not be given channel
assignments in accordance with the remaining MCP
ID Data fields for this ID, but will instead be given
channel assignments in the Active Control Channel
(ACC) partition. (The ACC partition is the partition
which currently includes the Control Channel.)

For any system that is not MCP enabled, this ID will be

information indicated by each message assumes that t®en channel assignments as if no partitioning exists,
System Manager has communicated with each MCP enableggardiess of whether the ID is subject to partitioning or not.

Site Controller since it was MCP enabled. If this

communication has not taken place, the indicated message: 1\ Partition

will be wrong. The information indicated by each message is
as follows:

* No Sites: (default): Indicates that nookthe sites
(systems) for which this ID is validated, are MCP
enabled (or the System Manager has not
communicated with the site since MCP was
enabledf.

* Selective: Indicates that one or mdbeit not all) of
the systems for which this ID is validated, are MCP
enabled.

e Universal: Indicates that albf the systems for
which this ID is validated, are MCP enabled.

Regardless of the message in the MCP Availability
field, the system administrator can enter MCP ID Data for
this ID. However, the MCP ID Data will only be sent to
those systems which are MCP enabled. For any system that

6 Group 5 System Manager Software Only: The System Manager
sometimes loses track of this information, and incorrectly indicates that
no sites (for which an ID is validated) are MCP enabled. If you suspect
that this has happened, go to the Site Reconfiguration screen for each site
(system) in the network. This will force each site to report its current
status to the System Manager and correct the MCP Availability field.

Within the Multiple Channel Partitioning panel (4:4),
the Primary Partition field will show the present assignment
for the primary partition level. The default assignment is 1.
To change the present assignment, enter a new assignment in
place of the present one. Allowable assignments are as
follows:

Single Character: Indicates that the Site Controller
should search only the partition represented by the
character. Characters 1 through 9 represent
partitions 1 through 9 respectively. Characters A
through F represent partitions 10 through 15
respectively.

ALL: Indicates that the Site Controller should

search all channels regardless of their partition
assignments. If ALL is entered, all backup partition
level assignments will be ignored.
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Backup Partitions be used for a primary or backup partition, but no backup
partition assignments should be made after an ALL

Within the Multiple Channel Partitioning panel (4:4), assignment. Any unused backup partitions should have Not
there is a Condition For Use field and MC Partition field forUsed selected in the Condition For Use field. Whenever Not
each of the three backup partition levels. Used is selected in the Condition For Use field, the MC

Partition field will automatically be blank.
For each backup partition level that is to be assigned a

partition (not required), the Condition For Use field must be  After you finish all the change(s) you wish to make to
selected first, from one of the following: this panel for a specific ID, press the Do key to save your
change(s) in the database. If the message “Duplicate Backup
* Not Used (default): Indicates that this partition Partition Number” appears at the bottom of the screen, you
level should be skipped. have selected a duplicate partition assignment and your
changes were not saved. Each partition assignment must be

 Failed/Busy - Emergency: Indicates that thisgifferent before the changes can be sdved.
partition should be searched for an available

channel only if this is an emergency call, and a”Database Uploads
channels in the partition last searched were failed
or busy.

When exiting either the Unit Identification screen
. ] . . ... (menu selection 11) or the Group Identification screen
e oy e o ooy T slecton 1), the System anager il promp v
all_channels in the partition last searched Weyrewith a database upload request. If a record has been deleted,
tailed of bus P move the cursor to “All” and press the Select key to upload
Y- all records. If records have been changed, move the cursor
. . ) . . - to “Modified” and press the Select key to upload only the
Failed Only: Indicates that this partition should bemodified records. If for some reason an upload is not

searched for an available channel only if all esired at this time. move the cursor to “None” and press the
channels in the partition last searched were failecg : IS time, mov u P
elect key to upload no records.

(none were busy).

To select a condition for use, move the cursor to First If at a later time the records need to be uploaded, use

. " e following procedure to send the latest MCP ID Data
Second, or Third (under Backup Partition) and press thf: m the System Manager fo the Site Controller. The

iggeir?tplﬁg)s/'sm;ggr:;ek;@e cursor to the desired choice apc?ocedure must be repeated for each ID for which MCP 1D

Data needs to be transferred.

For each backup partition to be assigned (not required),
the MC Partition field will show the present partition
assignment. The default assignment is blank (none). To
change the partition assignment, enter a new assignment in
place of the present one. Allowable partition assignments are
as follows:

Select Menu Item 30 to look at the Database
Upload Request screen.

In the All Sites and Devices section of the screen,
change the character in the Logical ID Changes and
Group ID Changes fields from N to Y and press the

« Single Character: Indicates that the Site Controller Do key.

should search only the partition represented by the

character. Characters 1 through 9 represent
partitions 1 through 9 respectively. Characters A

through F represent partitions 10 through 15
respectively. " Group 5 System Manager Software Only: The duplicate partition

assignment may be hidden from view in a Not Used assignment. To

e ALL: Indicates that the Site Controller should remove a hidden duplicate partition assignment, temporarily change each

search all channels regardless of partitions. If Al jgNot Used assignment to some other condition so you can see the hidden
tered I inf fi f th t B K partition number. Then select ALL as the partition number and change the
entered, all Information fTor e nex ackup condition back to Not Used.

Partition(s) will be ignored. If the Select key is accidentally pressed while the “Duplicate Backup

Partition Number” message is shown on the screen, the pop-up window
Each partition assignment (primary and each backu@ppears to get stuck on the screen because the cursor is not in the pop-up
must be different, but does not have to be in any orde}“’indow' To get the cursor into the pop-up window, press the Select key

except for the ALL assignment. The ALL assignment ma

again. Then highlight the desired condition for use and press the Select
M<ey once again.
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Temporary Uploads When both partition assignments are the same for the
partition assignment level being checked, that partition

Temporary changes to the MCP ID Data (unlike theassignment is searched for an available channel. When both
MCP Channel Data) require changing the site database partition assignments are not the same for the partition

the System Manager. See Database Uploads. assignment level being checked, the ACC partition is
searched for an available channel. Once the ACC patrtition is
OPERATION searched, no other partition will be searched.

For Patch or Simulselect, one comparison is made of

MCP Disabled Systems the complete partition assignment set (including all partition
assignment levels), between each ID involved in the Patch

Until a system is MCP enabled, the System Managesr Simulselect (at the time of activation). A single set of
will not send MCP Data to that system’s Site Controller.partition assignments is then assigned to the SAID (System

Therefore, a system that is not MCP enabled will behav@ssigned ID) for the Patch or Simulselect. If the partition
exactly as if no MCP feature or MCP Data exists. Thisassignment sets for the IDs involved in the Patch or
means that, even though LIDs and GIDs using this syste®imulselect are the same, that partition assignment set is
may have partitions assigned for use with other systems thagsigned to the SAID and will be used to determine which
are MCP enabled, this system will not be aware of and spartitions are searched when a call is later placed to that

will not use any of these partition assignments. SAID. If the partition assignment sets for the IDs involved
in the Patch or Simulselect are not the same, only the ACC
Which Partition Is Searched partition is assigned to the SAID and only the ACC partition

will be searched when a call is later placed to that SAID.
After a system is MCP enabled, the search for an _ ) )
available channel will depend upon the MCP Data received FOr Patch or Simulselect, one comparison is made of
by the Site Controller from the System Manager. Howevert® complete assignment set of all partition assignment
the partition searched may not always be the partitioffVels. between each ID involved (at the time of activation),
assigned to the calling or called ID. Sometimes only th@nd a single set of partition assignments is assigned to the
ACC Partition is searched. The partition searched depenc®?ID (System Assigned ID) for the Patch or Simulselect. If
upon the following factors (see summary in Table 6): the partition assignment sets for each ID involved in the
Patch or Simulselect are the same, that partition assignment
« What is the call type? For Dynamic RegroupingSe€t is assigned to the SAID and will be used to determine
and System All-Call, only the ACC partition is Which partitions are searched when a call is placed to that
searched. SAID. If the partition assignment sets for each ID involved
in the Patch or Simulselect are not the same, only the ACC
« How many LIDs and GIDs for field radios are partition is assigned to the SAID and only the ACC partition
involved in the call? will be searched when a call is placed to that SAID.

How many of these LIDs and GIDs are subject toconditions for Searching Backup Partitions
partitioning? If one or more are not subject to

partitioning, only the ACC partition is searched. In addition to meeting any requirements for a
. ) . comparison of partition assignments, no backup partition

Are the partition assignments (and conditions foragsignment will be searched unless the condition for use

use) for these LIDs and GIDs the same? agrees with the results of previous partition level searched

. o . . see summary in Table 7).
The comparison of partition assignments (partition ané y )
condition for use) is different depending upon whether it is_
an individual call, or whether it is a Patch or SimulselecE2imary Level of Search
call.

When the Site Controller receives a call request, the
For an individual call, separate comparisons are made &ité Controller must check its personality to see if MC
each partition assignment level as the search progress&rtitioning has been disabled or enabled.
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Table 6 - Which Partition Is Searched

CALL TYPE LIDs & GIDs FOR FIELD RADIOS [ WHICH PARTITION IS SEARCHED
HOW MANY | HOW MANY COMPARISON
ARE ARE OF ASSIGNED
INVOLVED | SUBJECT TO PARTITIONS
IN CALL PARTITIONING | AND CONDITIONS
Individual 1LID None N/A ACC Partition
Data One N/A Assigned patrtition for LID
Local & Central | 1 LID or GID None N/A ACC Partition
Interconnect One N/A Assigned patrtition for LID or GID
Group 1GID None N/A ACC Partition
One N/A Assigned patrtition for GID
Group 1GID None N/A ACC Partition
Data One N/A Assigned patrtition for GID
Individual 2 LIDs None Doesn’'t Matter ACC Partition
One Doesn’t Matter ACC Partition
Both Different [] ACC Partition
Same [ Assigned partition for both LIDs
Patch [] 2 or More None Doesn’t Matter ACC Partition
GIDs Only 1 or More Doesn’'t Matter ACC Partition
but Not All
All Different [] ACC Partition
Same [ Assigned partition for collected GIDs
Simulselect [ 2 or More None Doesn’'t Matter ACC Partition
LIDs, GIDs, or 1 or More Doesn’'t Matter ACC Partition
LIDs & GIDs but Not All
All Different [] ACC Partition
Same [ Assigned partition for collected IDs
Dynamic [ 2 or More Doesn't Doesn’t Matter ACC Partition
Regrouping GIDs Matter
System All Doesn't Doesn’'t Matter ACC Partition
All-Call Matter

O IDs for host data and telephone interconnect equipment are not assigned MCP ID Data and therefore are not a factor in
determining which partition is searched.

O The partition(s) to be searched are determined when the Patch or Simulselect is activated. If the MCP ID Data is change
for an ID that is part of an activated Patch or Simulselect, that Patch or Simulselect must be deactivated and then reactivats
before the changes will have any effect on which partition(s) are to be searched. This is the standard operation for Patch ot
Simulselect with any LID or GID database (not just for MCP).

O Only the single partition assignment for the partition level being searched (primary or one backup) must be the same.

O The complete set of assignments for all partition levels (primary and each backup) must be the same.

O This call type refers only to the call made to the radios during regrouping. A Call to a group that has been dynamically
regrouped is treated like any ordinary group call.
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Table 7 - When Is Backup Partition Searched

CONDITION RESULTS OF PREVIOUS PARTITION SEARCHED
FOR USE OF EMERGENCY CALL NON-EMERGENCY CALL
THIS BACKUP ALL FAILED OR BUSY ALL FAILED ALL FAILED OR BUSY ALL FAILED
PARTITION (BUT NOT ALL FAILED) (BUT NOT ALL FAILED)
Failed / Busy Search this Search this Search this Search this
All backup partition backup partition backup partition backup partition
Failed / Busy Search this Search this
Emergency backup partition backup partition
Failed Search this Search this
Only backup partition backup partition
Not
Used

I. Disabled - If MC Partitioning has been disabled, all
channels are searched for an available channel.

A. Available - If an available channel is found, the
channel is assigned to the call.

B. Busy - If all channels are found to be failed or
busy (but not all failed), the call is queued.

C. Failed - If all channels are found to be failed, the
call is denied.

[I. Enabled - If MC Partitioning has been enabled, each
LID or GID for the field radios involved in the call
is checked to see if it is “subject to partitioning”.

A. Not All - If none, one, or more (but not all), of
the LIDs and GIDs for the field radios involved
in the call are “subject to partitioning”, only the
Active Control Channel (ACC) partition is
searched for an available channel.

primary partition level are compared. (For Patch
and Simulselect, the partition assignments are
compared for all partition levels at the time the
IDs for Patch or Simulselect are activated.)

1. Different - If their partition assignments for
the primary partition level are different, the
Active Control Channel (ACC) partition is
searched for an available channel. (For Patch
and Simulselect: if their partition
assignments for the primary partition level
are different, if their partition assignments
for the first backup partition level are
different, if their partition assignments for
the second backup partition level are
different, or if their partition assignments for
the third backup partition level are different.)

a. Available - If an available channel is
found, the channel is assigned to the call.

b. Busy - If all channels are found to be

1. Available - If an available channel is found,

2.

the channel is assigned to the call.

Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition.

Failed - If all channels are found to be failed,
no other partition is searched and the call is
denied.

B. All - If all of the LIDs and GIDs for the field
radios involved in the call are “subject to
partitioning”, their partition assignments for the

failed or busy (but not all failed), no
other partition is searched and the call is
queued.

c. Failed - If all channels are found to be
failed, no other partition is searched and
the call is denied.

2. Same - If their partition assignments for the

primary partition level are the same, the
partition number must be checked with the
MCP Channel Data for the system. (For
Patch and Simulselect: if their partition
assignments for the primary partition level
are the same, their partition assignments for
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the first backup partition level are the same, I
their partition assignments for the second
backup partition level are the same, and their
partition assignments for the third backup
partition level are the same.)

a. ALL - If the partition number is ALL, all Il

channels are searched for an available
channel, regardless of partitions.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

(3) Failed - If all channels are found to be
failed, the call is denied.

b. Not Defined - If the partition number is
not defined (no channels assigned to that
partition number), no other partition is
searched and the call is denied.

c. Defined - If the partition number is
defined (one or more channels assigned
to that partition number), the partition is
searched for an available channel.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
partition is noted as busy and the Site
Controller proceeds to the 1st backup
level of the search.

(3) Failed - If all channels are found to be
failed, the partition is noted as failed
and the Site Controller proceeds to
the 1st backup level of the search.

None - If none of the LIDs and GIDs for the field
radios involved in the call have a partition assigned
to the 1st backup partition level (all have “Not
Used” selected), the Site Controller proceeds to the
2nd backup level of the search.

Some or All - If some or all of the LIDs and GIDs

for the field radios involved in the call have a
partition assigned to the 1st backup partition level,
their partition assignments for the 1st backup
partition level (numbers and conditions for use) are
compared.

A. Different - If their 1st backup partition numbers
and conditions for use are different (including
the case where one or more (but not all) do not
have a partition assigned (have “Not Used”
selected)), the Active Control Channel (ACC)
partition is searched for an available channel.

1. Available - If an available channel is found,
the channel is assigned to the call.

2. Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition and the primary partition if a busy
channel was found.

3. Failed - If all channels are found to be failed,
no other partition is searched, but a check is
made to see if any channel was found busy in
the primary partition.

a. Busy - If any channel was found busy in
the primary partition, the call is queued in
the primary partition.

b. Failed - If all channels were found failed
in the primary partition, the call is denied.

B. Same - If their 1st backup partition numbers and
conditions for use are the same, the condition for
use must be checked with the results from
searching the primary partition.

1. Condition Not Met - If the condition for use

is not met, the Site Controller proceeds to the
2nd backup level of the search.

First Backup Level of Search

Each LID or GID for the field radios involved in the
call is checked to see if a partition has been assigned to the
1st backup partition level.

2. Condition Met - If the condition for use is
met, the partition number must be checked
with the MCP Channel Data for the system.
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a. ALL - If the partition number is ALL, all

C.

channels are searched for an available
channel, regardless of partitions.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

(1) Failed - If all channels are found to be
failed, the call is denied.

Not Defined - If the partition number is
not defined (no channels assigned to that
partition number), the Site Controller
proceeds to the 2nd backup level of the
search.

Defined - If the partition number is
defined (one or more channels assigned
to that partition number), the partition is
searched for an available channel.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
partition number is noted as busy and
the Site Controller proceeds to the
2nd backup level of the search.

(3) Failed - If all channels are found to be
failed, the partition number is noted
as failed and the Site Controller
proceeds to the 2nd backup level of
the search.

Second Backup Level of Search

Each LID or GID for the field radios involved in the
call is checked to see if a partition has been assigned to the
2nd backup partition level.

I. None - If none of the LIDs and GIDs for the field
radios involved in the call have a partition assigned
to the 2nd backup partition level (all have “Not
Used” selected), the Site Controller proceeds to the
3rd backup level of the search.

Il. Some or All - If some or all of the LIDs and GIDs
for the field radios involved in the call have a
partition assigned to the 2nd backup partition level,
their partition assignments for the 2nd backup
partition level (numbers and conditions for use) are
compared.

A. Different - If their 2nd backup partition numbers
and conditions for use are different (including
the case where one or more (but not all) do not
have a partition assigned (have “Not Used”
selected)), the Active Control Channel (ACC)
partition is searched for an available channel.

1. Available - If an available channel is found,
the channel is assigned to the call.

2. Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition and each previously searched
partition where a busy channel was found.

3. Failed - If all channels are found to be failed,
no other partition is searched, but a check is
made to see if any channel was found busy in
a previously searched partition.

a. Busy - If any channel was found busy in a
previously searched partition, the call is
queued in each partition where a busy
channel was found.

b. Failed - If all channels were found failed
in all previously searched partitions, the
call is denied.

B. Same - If their 2nd backup partition numbers
and conditions for use are the same, the
condition for use must be checked with the
results from the last partition level searched.

1. Condition Not Met - If the condition for use
is not met, the Site Controller proceeds to the
3rd backup level of the search.

2. Condition Met - If the condition for use is
met, the partition number must be checked
with the MCP Channel Data for the system.

a. ALL - If the partition number is ALL, all
channels are searched for an available
channel, regardless of partitions.
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(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

(3) Failed - If all channels are found to be
failed, the call is denied.

b. Not Defined - If the partition number is
not defined (no channels assigned to that
partition number), the Site Controller
proceeds to the 3rd backup level of the
search.

c. Defined - If the partition number is
defined (one or more channels assigned
to that partition number), the partition is
searched for an available channel.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
partition number is noted as busy and
the Site Controller proceeds to the 3rd
backup level of the search.

(3) Failed - If all channels are found to be
failed, the partition number is noted
as failed and the Site Controller
proceeds to the 3rd backup level of
the search.

Third Backup Level of Search

Each LID or GID for the field radios involved in the
call is checked to see if a partition has been assigned to the
3rd backup partition level.

None - If none of the LIDs and GIDs for the field
radios involved in the call have a partition assigned
to the 3rd backup partition level (all have “Not
Used” selected), no other partition is searched, but a
check is made to see if any channel was found busy
in a previously searched partition.

A. Busy - If any channel was found busy in a
previously searched partition, the call is queued
in each partition where a busy channel was
found.

B. Failed - If all channels were found failed in all
previously searched partitions, the call is denied.

II. Some or All - If some or all of the LIDs and GIDs
for the field radios involved in the call have a
partition assigned to the 3rd backup partition level,
their partition assignments for the 3rd backup
partition level (numbers and conditions for use) are
compared.

A. Different - If their 3rd backup partition numbers
and conditions for use are different (including
the case where one or more (but not all) do not
have a partition assigned (have “Not Used”
selected)), the Active Control Channel (ACC)
partition is searched for an available channel.

1. Available - If an available channel is found,
the channel is assigned to the call.

2. Busy - If all channels are found to be failed
or busy (but not all failed), no other partition
is searched, but the call is queued in the ACC
partition and each previously searched
partition where a busy channel was found.

3. Failed - If all channels are found to be failed,
no other partition is searched, but a check is
made to see if any channel was found busy in
a previously searched partition.

a. Busy - If any channel was found busy in a
previously searched partition, the call is
queued in each partition where a busy
channel was found.

b. Failed - If all channels were found failed
in all previously searched partitions, the
call is denied.

B. Same - If their 3rd backup partition numbers and
conditions for use are the same, the condition for
use must be checked with the results from the
last partition level searched.

1. Condition Not Met - If the condition for use
is not met, no other partition is searched, but
a check is made to see if any channel was
found busy in any previously searched
partition.

a. Busy - If any channel was found busy in a
previously searched partition, the call is
queued in each partition where a busy
channel was found.
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b. Failed - If all channels were found failed but a check is made to see if any
in all previously searched partitions, the channel was found busy in a
call is denied. previously searched patrtition.

2. Condition Met - If the condition for use is (a) Busy - If any channel was found
met, the partition number must be checked busy in a previously searched
with the MCP Channel Data for the system. partition, the call is queued in

each partition where a busy
a. ALL - If the partition number is ALL, all channel was found.
channels are searched for an available
channel, regardless of partitions. (b) Failed - If all channels were found
failed in all previously searched
(1) Available - If an available channel is partitions, the call is denied.
found, the channel is assigned to the
call. Call Queuing

(2) Busy - If all channels are found to be
failed or busy (but not all failed), the
call is queued in each busy partition.

A call is queued only after all channels that were
allowed to be searched were found to be failed or busy (but
not all failed). At that time the call is queued in each
searched partition where one or more busy channels were
found. As soon as a channel becomes available in any
partition where the call was queued, the available channel is
Not Defined - If the partition number is assigned to the call and the call is removed from the queue

not defined (no channels assigned to thatn all partitions where the call was queued.
partition number), no other partition is
searched, but a check is made to see ifall Denial
any channel was found busy in any
previously searched partition. A call is denied only after all channels that were
allowed to be searched were found to be either failed (none
(1) Busy - If any channel was found busy busy) or unable to support the call request (i.e., digital, data,
in a previously searched partition, the wide area, etc.). This is assuming the IDs are valid and that
call is queued in each partition where their database partition assignments exist on the site(s).
a busy channel was found. Also, if all assigned partitions for the IDs involved in the
call are not defined (do not exist) for the site and the

(2) Failed - If all channels were found cqngitions for using the ACC Partition are not met, the call
failed in all previously searched i pe denied.

partitions, the call is denied.

(3) Eailed - If all channels are found to be
failed, the call is denied.

Defined - If the partition number is
defined (one or more channels assigned
to that partition number), the partition is
searched for an available channel.

(1) Available - If an available channel is
found, the channel is assigned to the
call.

(2) Busy - If all channels are found to be
failed or busy (but not all failed), no
other partition is searched, but the call
is queued in each partition where a
busy channel was found.

(3) Failed - If all channels are found to be
failed, no other partition is searched,
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Examples of Non-Emergency Individual Calls Table 10 - Example 3
Table 8 - Example 1 Partition| ~ Calling LID Called LID  [Search
= - Level [Partition|Condition|Partition|Condition|Results
Partition|  Calling LID Called LID Search -
Level |Partition|Condition|Partition|Condition|Results Primary 2 NIA 2 NIA Buzsy
Primary 2 N/A 2 N/A 2 1st 3 Fail 3 Fail No
Busy Backup Only Only |Search
1st 3 |Fail/lBusy| 3 |Fail/Busy| 3 2nd 5 |Fail/Busy| 5 |Fail/Busy| No
Backup Al Al Busy Backup Emer Emer |[Search
2nd 4 Fa|I/Busy 1 Fa|I/Busy ACC 3rd Not 4 FalllBusy ACC
Backup All All Free Backup Used All Busy
3rd 1 Fail/Busy 4 Fail/Busy
Backup Al Al Primary: partition same, search partition 2, all busy or

Primary: partition same, search partition 2, all busy or
failed (not all failed).

First backup: partition & condition same, condition met,
search partition 3, all busy or failed (not all failed).

Second backup: partition different, search ACC
partition, channel free & assigned to call.

Table 9 - Example 2

failed (not all failed).

First backup: partition & condition same, condition not
met, skip.

Second backup: partition & condition same, condition
not met, skip.

Third backup: condition different, search ACC
partition, all busy or failed (not all failed), queue
call in partitions 2 and ACC.

Partition| ~ Calling LID Called LID  [Search Table 11 - Example 4
Level [Partition|Condition|Partition|Condition|Results Partition Calling LID Called LID Search
Primary 2 N/A 2 N/A Faﬁed Level |Partition|Condition|Partition|Condition|Results|
1st 3 |FaiiBusy| 3 [FailiBusy| 3 Primary| 2 B 2 B st
Backup All All Busy y
- . 1st 3 Fail 3 Fail No
2nd 4 Fail/Busy 1 Fail/Busy| ACC
Backup Al Al Busy Backup Only Only [Search
- : 2nd Not Not No
3rd 1 Fail/Busy 4 Fail/Busy
Backup Al Al Backup Used Used |Search
3rd Not 4 Fail/Busy| ACC
Primary: partition same, search partition 2, all failed. Backup Used Al Busy

First backup: partition & condition same, condition met,
search partition 3, all busy or failed (not all failed).

Second backup: partition different, search ACC
partition, all busy or failed (not all failed), queue
call in partitions 3 and ACC.

Primary: partition same, search partition 2, all busy or
failed (not all failed).

First backup: partition & condition same, condition not
met, skip.

Second backup: Not Used for all IDs, skip.

Third backup: condition different, search ACC
partition, all busy or failed (not all failed), queue
call in partitions 2 and ACC.
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Examples of Non-Emergency Group Calls

Examples of Emergency Group Calls

Table 12 - Example 5

Table 14 - Example 7

Partition Called GID Search Partition Called GID Search
Level Partition|Condition|Results Level Partition|Condition|Results
Primary 2 N/A 2 Primary 2 N/A 2
Busy Busy
1st 3 Fail No 1st 3 Fail No
Backup Only |Search Backup Only [Search
2nd 4 Fail/Busy| No 2nd 4 Fail/Busy| 4
Backup Emer |Search Backup Emer | Free
3rd 1 Fail/Busy| 1 3rd 1 Fail/Busy
Backup All Busy Backup All

Primary: partition same, search partition 2, all busy or
failed (not all failed).

First backup: partition & condition same, condition not
met, skip.

Second backup: partition & condition same, condition
not met, skip.

Third backup: partition & condition same, condition
met, search partition 1, all busy or failed (not all

Primary: one GID (group call), search partition 2, all
busy or failed (not all failed).

First backup: one GID (group call), condition not met,
skip.

Second backup: one GID (group call), condition met,
search partition 4, channel free & assigned to call.

Table 15 - Example 8

failed), queue call in partitions 1 and 2. Partition Called GID Search
Table 13 - Example 6 Level Partition|Condition|Results|
Primary 2 N/A 2
Partition Called GID Search Busy
Level Partition|Condition|Results 1st 3 Fail/Busy| 3
Primary 2 N/A 2 Backup All Busy
Busy 2nd 4 Fail/Busy| 4
1st 3 |Fail/Busy| No Backup Em.er Busy
Backup Emer |Search 3rd 1 Fail No
2nd 4 |Fail/Busy| 4 Backup Only |Search
Backup All Free
- Primary: one GID (group call), search partition 2, all
3rd 1 |Fai/Busy busy or failed (not all failed).
Backup All

Primary: one GID (group call), search partition 2, all
busy or failed (not all failed).

First backup: one GID (group call), condition not met,
skip.

Second backup: one GID (group call), condition met,
search partition 4, channel free & assigned to call.

First backup: one GID (group call), condition met,
search patrtition 3, all busy or failed (not all failed).

Second backup: one GID (group call), condition met,
search partition 4, all busy or failed (not all failed).

Third backup: one GID (group call), condition not met,
skip, queue call in partitions 2, 3, and 4.
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This instruction applies only to a VAX model (@
a PDP-11 model that has been upgraded t

VAX model) of Site Controller computer. 3. Rotate the back panel down and out of the way (be
careful not to damage the ribbon cables).

Figure 10 - Location of Fastener Screws

O
o]

The Site Controller contains Application Software (the
operational instructions) and a Personality (the operation @ ————w
parameters for a specific system). If the customer has npt L
specified what parameters are needed for its system by the
time the EDACS Site Controller is assembled in the factory, PROM Card
a generic personality is installed. The values for some of t e@ _k _ _

parameters in this generic personality are not the Site
Controller default values. The generic personality is Figure 11 - PROM Card Location In Later VAX
designed to allow factory test and initial installation check

out. It is meant to be replaced with a customer-specific 4. Remove the PROM Card (see Figure 11) by pulling

personality before the EDACS system is put in operation. on the two tabs fastened to the front edge of the
card. Once the card has disengaged the connector,
The Application Software is contained in a set of 14 use one hand to push up on the board above to help
PROMSs; the Personality in a set of 2 PROMs. Both PROM prevent the PROM Card from dragging as it is
sets are mounted on the MRV11-D PROM Card. If the pulled out. (Observe standard handling practices
Application Software or Personality ever needs to be for static sensitive components.)

replaced, remove the PROM card, replace the applicable set
of PROMs, and return the PROM card to its originalgack-Entry with DILOG or EMULEX Panels
position.
The earlier VAX models and later PDP-11 models are
PROM Card Removal characterized by the DILOG or EMULEX panels connected
to the by ribbon cables. Access to the PROM card is through
The following three procedures correspond to the threehe back using the following procedure:

different package designs used for the various models of Site
Controller. 1. Turn off the Site Controller (switch is on the back).

2. Loosen the two fastener screws holding the back

Back Entry with RJ11-Type Connectors C >
panel to the chassis (see Figure 12).

The latest VAX model is characterized by the modular 5 5

RJ11-type connectors on its back panel. Access to the "\ Fastener Screw A
PROM card is through the back using the following

procedure:

1. Turn off the Site Controller (switch is on the back). ‘ ‘ %

2. Loosen the two fastener screws holding the back
panel to the chassis (see Figure 10). Figure 12 - Fastener Screw Location In Earlier VAX

3. Lift the back panel out of the way.

4. Remove the PROM Card (see Figure 13) by pulling
on the two tabs fastened to the front edge of the
card. Once the card has disengaged the connector,
use one hand to push up on the board above to help
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prevent the PROM Card from dragging as it is
pulled out. (Be careful not to damage the ribbon
cables and observe standard handling practices for
static sensitive components.)

ké PROM Card~— %

Figure 13 - PROM Card Location In Earlier VAX

Top-Entry with DILOG or EMULEX Panels

Put each PROM in its correct location. Be

especially careful of location numbers 01 and 02
since these numbers are used for both sets of
PROMs.

Orient each PROM with the notched end as shown.

Make sure no PROM leads get bent under the
PROM during insertion into the socket.

Observe standard handling practices for static-
sensitive components.

The earliest PDP-11 model is also characterized by the

DILOG or EMULEX panels connected to the by ribbon

cables. However, access to the PROM card is through a lift-

up door in the top using the following procedure:
1.

2.

Turn off the Site Controller (switch is on the back).

o

Pull the Site Controller chassis all the way forwar
on its slide-out track.

Pull up the top cover with the attached card cag
and have someone other than you hold it up.

D

PROM Card

4,

PROM Replacement

Figure 14 - PROM Card Location for Top Entry

SO o Sre
Personality
PROMs
13 14 01-02
01 02
\ X\
09 10
11 12
AN AN
Application
05 06 Software
07 08 PROMs
A AN BN Y 01-14
01 02
03 04
A N N A

Remove the PROM Card (see Figure 14) by pulling
on the two tabs fastened to the front edge of the

card. Once the card has disengaged the connector,

Figure 15 - Location of PROMs on PROM Card

use one hand to push up on the board above to hefpplication Software PROMs

prevent the PROM Card from dragging as it is
pulled out. (Observe standard handling practices
for static sensitive components.)

A typical Application Software PROM label is shown in
Figure 16. All 14 PROMs in the set must be marked with the

same software revision number, and must be marked with a

The locations of the Personality and Application
Software PROMs on the MRV11-D PROM card is shown in
Figure 15. Before replacing PROMSs, review the following
list of suggestions:

Replace PROMs as a set only.

different PROM location number.
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Software Revision CABINET VENTILATION

344A3265G7 <

L | vAX SITE CTRLR
EDACS 01=< CAUTION

(©) 1995 BY ERICSSON INC

Clean the air filter in the cabinet door at regular
PROM Location’ intervals. Failure to do so may cause overhealing

and failure of the equipment.

Figure 16 - Application Software PROM Label

Personality PROMs Periodically check the operation of the cabinet-top fan
and clean the air filter in the cabinet door to prevent
A typical Personality PROM label is shown in Figure overheating and failure of the equipment.
17. Both PROMSs in the set must be marked with the same
serial number, and must be marked with a different PROMO\WER SENSOR CALIBRATION

location number.
If the system includes a Power Monitor Unit, the

Serial Number individual transmitter and antenna power sensors should be
re-calibrated every six months. Use the procedure described
in the maintenance manual for the Power Monitor Unit.

SER#: 12345678 <<

SITE CONTROLLER

EDACS 01=<
PERSONALITY

PROM Location

Figure 17 - Personality PROM Label
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TROUBLESHOOTING the GETC shelf). If you accidently reset a GETC (whether

it is the Control Channel GETC or not) for a channel that is

not allowed to be a Control Channel by the Site Controller,

GENERAL the site will_not come out of Failsoft. If this happens, you
must move the Control Channel (by resetting the Control
The following three techniques are especially useful foChannel GETC) to a channel that is allowed to be a Control
troubleshooting EDACS Site Controllers: Channel by the Site Controller. Then, reset the Control

Channel GETC once more to bring the site out of Failsoft.
1. Comparison - Compare all of the readily measurable

parameters of a suspect assembly with an identical, If the site still does not come out of Failsoft, then the
known-to-be-good assembly. If a significant differenceSite Controller may need to be reset. Resetting the Site

is found, then the problem may have been located. Controller will result in the loss of all activity records stored
in the Site Controller. Therefore, before resetting the Site

2. Substitution - Exchange the suspect assembly with aDontroller, try to get an Activity Download from the site to
identical, known-to-be-good assembly. If the problemthe System Manager (it might not be possible). To reset the
moves, then the defective component must have movegite Controller, press the “Restart/Run” button (on some
also. models, press the “Halt” and then the “Start” buttons).
Allow about 1 1/2 minutes for the Site Controller to reset.

Divide and Conquer - Divide the equipment in half andrpe repeat the procedure of resetting the Control Channel
find a symptom of the problem that appears in one halsetc 1o bring the site out of Failsoft.

only. Then divide that half in half and repeat until you

come to a point where the problem exists on one side
a replaceable component and not on the other. QFROUBLESHOOTING GUIDES

Troubleshooting guides may be found in the manuals
RECOVERY FROM FAILSOFT for the individual pieces of equipment used with the Site

Controller. Table 16 consists of a troubleshooting guide for

To bring the site out of Failsoft, reset a GETC\icp-related problems. Find the applicable symptom. Then
(preferably the Control Channel GETC) for a channel that igyqk at each possible cause. When the cause is found, you

allowed to be a Control Channel by the Site Controller,,y want to take the corrective action or leave as is.
(press S4 on the front edge of the GETC Logic Board inside
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Table 16 - Multiple Channel Partition (MCP) Troubleshooting Guide
SYMPTOM POSSIBLE CAUSE(S) CORRECTIVE ACTION

Group voice or data call is
denied.

Partition not defined at site.

Use different group or define
partition for that site.

No digital channels in partition.

Assign digital channel to partition.

No data channels in partition.

Assign data channel to partition.

ACC partition moved to called group’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no working
channels in the patrtition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Individual voice call is denied.

If both radios are in same patrtition the
partition may not be defined at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

No digital channels in partition.

Assign digital channel to partition.

If both radios in same partition and ACC
moved to that partition or radios in
different partitions, the ACC partition may
be located in partition with only one
channel, which is now the Control
Channel, so there are no Working
Channels in that partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Individual data call is denied.

Data radio’s partition may not be defined
at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

No data channels in partition.

Assign data channel to partition.

ACC partition moved to data radio’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Dynamic Regroup call is
denied.

ACC partition moved to partition that only
has one channel defined, which is now
the Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

System All-Call is denied.

ACC partition may have moved to a
partition that only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

(Continued)
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Table 16 - Multiple Channel Partition (MCP) Troubleshooting Guide (Continued)

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Patch activation is denied.

If all GIDs are in the same partition,
partition may not be defined at one of
more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If GIDs are in different partitions at one or
more of the sites, the ACC partition may
have moved to a partition that only has
one channel defined, which is now the
Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

Group Simulselect activation is
denied.

If all GIDs are in the same patrtition,
partition may not be defined at one of
more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If GIDs are indifferent partitions, at one or
more of the sites, the ACC partition may
have moved to a partition that only has
one channel defined, which is now the
Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

Individual Simulselect
activation is denied.

If all LIDs are in the same partition,
partition may not be defined at one of
more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If LIDs are in different partitions, at one
or more of the sites, the ACC partition
may have moved to a partition that only
has one channel defined, which is now
the Control Channel, so there are no
Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

LID & GID Simulselect
activation is denied.

If all LIDs & GIDs are in the same
partition, partition may not be defined at
one of more of the sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

If LIDs & GIDs are in different partitions,
at one or more of the sites, the ACC
partition may have moved to a partition
that only has one channel defined, which
is now the Control Channel, so there are
no Working Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them, for all sites.

(Continued)
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Table 16 - Multiple Channel Partition (MCP) Troubleshooting Guide (Continued)

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Radio-originated Local or
Central Interconnect call is
denied.

Calling radio’s partition may not be
defined at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

If this is a Local Interconnect call, the

number called may be toll call restricted.

Change toll call restrictions for the
calling LID to allow called number.

If this is a Local Interconnect call, there
may not be any channels with
interconnect equipment in partition.

Assign interconnect channel to
partition.

ACC partition moved to calling radio’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Telephone-originated Local or
Central Interconnect call is
denied.

Called radio’s partition may not be
defined at site.

In the site database maintenance
screen, define partition for that site.
Also, from the site reconfiguration
screen, send the new channel MCP
data.

If this is a Local Interconnect call, the
called LID or GID may not be allowed to
receive Local Interconnect calls.

Enable LID or GID to receive Local
Interconnect calls.

If this is a Local Interconnect call, there
may not be any channels with
interconnect equipment in partition.

Assign interconnect channel to
partition.

ACC partition moved to calling radio’s
partition and it only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

Multisite call is not assigned to
some sites.

Call's partition may not be defined at all
sites.

In the site database maintenance
screen, ensure that partitions are
defined for all of the sites. Also,
from the site reconfiguration screen,
send the new channel MCP data.

ACC partition may have moved to a
partition that only has one channel
defined, which is now the Control
Channel, so there are no Working
Channels in the partition.

From the reconfiguration screen of
the System Manager, only allow the
Control Channel on channels in
partitions with at least two channels
assigned to them.

(Continued)
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Table 16 - Multiple Channel Partition (MCP) Troubleshooting Guide (Continued)

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Group Central Interconnect
call is assigned and then drops
at radio. Phone gets a busy
signal.

One or more sites do not have the
group’s partition defined.

When making the partition plan, be
aware that enabling a group for
MCP and assigning it to a partition
that only exists at certain sites will
cause multi-site calls to that GID to
be denied on certain sites.

System permits LID-to-LID call
even when each partition
assigned to one or both LIDs
does not exist in system.

Present software design checks similarity
of partitions assigned to LIDs before
checking existence of partitions in
system. When partitions assigned to
LIDs are dissimilar, the search for an
available channel is directed to the ACC
Partition regardless of whether the
partitions assigned exist in system.

When making your partition plan, be
aware that non-existent partition
assignments do not deny access to
a system for calls between LIDs
with dissimilar partition
assignments.

System permits LID-to-LID call
even when each partition
assigned to one or both LIDs
does not exist in system, and
even if one or both are MCP
disabled.

Present software design checks for MCP
disabled status of LIDs before checking
existence of partitions in system. When
either LID is MCP disabled, the search
for an available channel is directed to the
ACC Partition regardless of whether the
partitions assigned exist in system.

When making your partition plan, be
aware that MCP disabling a LID
does not deny access to a system
(it guarantees access to a system).

System permits Patch or
Simulselect to be activated
even when each partition
assigned to one or more IDs
does not exist in system.

Present software design checks similarity
of partitions assigned to IDs before
checking existence of partitions in
system. When partitions assigned to IDs
are dissimilar, the search for an available
channel is directed to the ACC Partition
regardless of whether the partitions
assigned exist in system.

When making your partition plan, be
aware that non-existent partition
assignments do not prevent
activation or deny access to a
system for Patch or Simulselect
involving IDs with dissimilar partition
assignments.

System permits Patch or
Simulselect to be activated
even when each partition
assigned to one or more IDs
does not exist in system, and
even if one or more are MCP
disabled.

Present software design checks for MCP
disabled status of IDs before checking
existence of partitions in system. When
any ID is MCP disabled, the search for
an available channel is directed to the
ACC Partition regardless of whether the
partitions assigned exist in system.

When making your partition plan, be
aware that MCP disabling an ID
does not prevent activation or deny
access to a system for Patch or
Simulselect (it guarantees access to
a system).
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PART NO. DESCRIPTION
Most parts are listed in the specific manual for the - CABINET - - - -
eQUIpment Of WhICh they are part' or Wlth WhICh they are 19D417358G3 69" Enclosed Cabinet with Front and Back Doors
associated (see the listing of manuals in the Introduction of .
. . . 19B801476P1 Bottom Cover for Cabinet
this manual). The parts used in the EDACS Site Controllgr
f . . 19B801476P2 Top Cover for Cabinet
that are not included in one of these manuals are listed hereg:
19D417623G2 Grill Assembly (above front door)
19B226318P2 Sealing Plate for Grill Assembly (above front door)
PART NO DESCRIPTION 19B226371G2 Sealing Plate Assembly for Top Vent in Back Door
19B200425P2 Air Filter for Bottom Vent in Back Door
----SITE CONTROLLER (COMPUTER) - - - -
19B209539P1 Front Door Handle and Lock Assembly
19A149302P9 Site Controller (Computer)
19B209539P2 Back Door Lock Assembly
344A3265G7 Application Software PROM Set (Release 7.0)
19B209539P3 Key for Front and Back Door Locks
Special Order Personality Software PROM Set
19A130031G12 Cabinet Hardware Kit
19D903880P61 Cable, Site Controller to GETC DATA Modules
----FAN----
19D903880P905 | Cable, Site Controller (SM Port) to Modem
19C320895G12 Cabinet Fan Assembly, 120 VAC, 2-Speed
---- STATION POWER SUPPLY - - - -
19C320895G15 Cabinet Fan Assembly, 230 VAC, 2-Speed
19A149326G8 Hardware Kit for Station Power Supply Mounting
19A130166G2 Hardware Kit for Cabinet Fan Mounting
344A4119G1 Connector Kit for High Current Connection
----AC OUTLETS ----
19A149357G2 Cable, DC Power
19B226209G1 AC Outlet Strip, 120 VAC, 6 Outlets
----UPS----
19B226350G2 AC Outlet Strip, 120 VAC, 2 Outlets
349A9866P1 UPS, 120 VAC
- - -- BLANK PANELS - - - -
188D5464P1 UPS Shelf, 120 VAC
19C336871P1 Blank Panel - 1 Rack Unit
349A9937G1 Hardware Kit for UPS Shelf
19C336871P2 Blank Panel - 2 Rack Units
349A9866P2 UPS, 230 VAC
19C336871P3 Blank Panel - 3 Rack Units
188D5465P1 UPS Shelf, 230 VAC
----GROUNDBUS - - - -
LTN3152/3 AC Outlet Strip, 230 VAC, 2 Outlets
344A4730G1 Cabinet Ground Bus Kit
349A9937G1 Hardware Kit for UPS Shelf
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GLOSSARY

ACC Partition..........eeeeeiiiiieeeniiiiiee e See Active Control Channel Partition.

Active Control Channel Patrtition.................. The Active Control Channel (ACC) partition is the partition presently containing
the Control Channel, in a system using the Multiple Channel Partition (MCP)
option.

Active Configuration.............c.ccooevevvvvvnnennnn. The Active Configuration is the complete set of presently active (currently being

used) values for the configurable parameters for a specific piece of equipment.
The active configuration may consist entirely of the default values set during
power-up or reset, or may have some or all values subsequently reconfigured.

Allowed CC ..o The Allowed CC (Control Channel) parameter defines (for a system’s set of
channels) which channels may be used as Control Channels.

Application Software ..............ooeeeccvvvvvvennnnn. The Application Software is the software that runs a device (an executable
program). Several versions of Application Software may be written for a single
device; one for each of several applications.

Backup Serial Line........ccccovvvveeviieiiiiiieeeeeen, The Backup Serial Line is a data bus used for communications between GETCs
during Failsoft Trunking. It is connected to each Station, Downlink, and Uplink
GETC in an EDACS system.

Basic EDACS SystemM..........cccccvvveeeeeeeeiiinns A Basic EDACS System uses Failsoft Repeaters, operating in the Trunked
Failsoft mode, to provide voice and data trunked radio communications for an
EDACS site.

BSL oo See Backup Serial Line.

Control Channel.........cccccovviiiiiiie e, A Control Channel is any allowed radio channel (only one at a time) at an

EDACS Trunked Site that is used for call requests and Working Channel
assignments for trunked calls.

Control Channel GETC..............ococcivvvieeee, The Control Channel GETC is the specific Station GETC that is connected to the
EDACS repeater currently assigned as the Control Channel.

Controller........coooiiiicee e, See Site Controller Computer.

Downlink GETC ......iiiiiiiiieeieeee e The Downlink GETC is the communications interface between an EDACS
Repeater site and the Downlink to the IMC.

EDACS ... EDACS, short for Enhanced Digital Access Communications System, is a
registered trademark of Ericsson Inc. It is used by Ericsson to describe specific
communications systems and their specific equipment which meet or exceed the
needs of the Public Service, Industrial, Commercial, and Utility markets world-
wide.

EDACS Site Controller..........cccccuvvvvveeniennnnnn. The EDACS Site Controller is made up of the Site Controller cabinet, the Site
Controller computer, and any supporting equipment that is mounted in the Site
Controller cabinet.

Failsoft Trunking...........cccoovvvivivivieiiieieeeeeeees Failsoft Trunking refers to basic EDACS trunking under the direction of the
Control Channel GETC. This is the normal mode of trunking for a Basic
EDACS repeater site having no EDACS Site Controller, or the backup mode of
trunking for an EDACS repeater site having an EDACS Site Controller.

Full-Featured Trunking ..............cccoeeeeeeeee. Full-Featured Trunking refers to EDACS trunking under the direction of the
EDACS Site Controller. It provides additional features beyond the basic features
provided by Failsoft Trunking.
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[ I R A GETC is a communications interface with many possible hardware a
software configurations, depending upon its application. When configured for a
specific application, it acquires the name of the application, such as a Station
GETC, a Control Channel GETC, a Working Channel GETC, a Downlink

GETC, etc.

GID .. ——— A Group ID is the unique identification number for an individual group of radio
in an EDACS trunked system.

IMC e Integrated Multisite and Console Controller

Initial Configuration ..........ccccccceovvvicciiivinnnnnn, An Initial Configuration is the Active Configuration of a specific piece of
equipment as long as it consist entirely of the default values set during power-up
or reset.

Level 1 EDACS SySteM.....cccvvvveeeeeeiiiiiiiinnnns A Level 1 EDACS System is a Basic EDACS System, with a Site Controller ar

System Manager added, to allow operation in the Full-Featured Trunking mode.

LID oottt A Logical unit ID is the unique identification number for an individual radio in
an EDACS trunked system.

MCP ..t Multiple Channel Partition is an optional feature of the EDACS Site Controlle
which allows selected sets of channels (partitions) to be set aside for exclusive
use by selected sets of users (one set of channels for each set of users).

MCP Channel Data..............ccoceccvvvvvineeenennnnn. The MCP Channel Data set is made up of those parameters that are assi
specifically to that system.

MCP Data....cccooeeeeeeiiiiiiiiiiieieeeeee e e e The MCP Data for an EDACS system is a complete set of those variables u
for the MCP option. The MCP Data is made up of one MCP Channel Data set
and many MCP ID Data sets.

MCP ID Dat@...cccevvieeeeeeieiiiiiiiiiieeieeeee e Each MCP ID Data set is made up of those parameters that are assigned to
individual ID (LID or GID). The MCP ID Data sets will be used by all MCP
enabled EDACS systems in the EDACS network.

/oo =7 o B A Modem is a data communications interface between a digital data circuit (st
as defined by the RS-232 standard) and an analog voice circuit (such as a
telephone line or a microwave channel).

Partition ..........ooovvvviiicc e A partition is a selected set of channels set aside for exclusive use by a sele
set of users.

Personality .........ccceeeeiiiiiiieeeeeeeceeeee, A Personality is a set of values for the configurable parameters of a device,
can be used to customize the operation of that device for each user.

Personality PROM.........ccccceeiiiiiiiiieeeeeeieeeeees A Personality PROM is used to store an initial Personality in a piece
equipment. Depending upon the piece of equipment, this initial Personality may
or may not be partially or completely reconfigured at some other memory
location in the piece of equipment. The PROM itself cannot be reconfigured
without being removed from the piece of equipment.

Redundant Downlink GETC.........ccccceeeeeeennn. A Redundant Downlink GETC is a redundant communications interface betwe
an EDACS Repeater site and the Downlink to the IMC. It is identical to the
Downlink GETC; only its connection points are different.

Site Controller............ouvviiiiiiinieeeeeeeeeeeeees See Site Controller Computer.

Site Controller Computer...........ccceevvvvvvvnnnnnnn. The Site Controller Computer (usually referred to as the Site Controller) is tl
computer (along with its Application Software and customer-specific
Personality) that is used to supervise the Full-Featured Trunking mode of
operation for an EDACS site (system).
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Site Database.........cccccvvveiiiiiieee The Site Database is a set of parameter values (maintained by the System
Manager) for a specific EDACS Repeater system. The Site Database is used by
the Site Controller to supervise the Full-Featured Trunking mode of operation
for that specific EDACS Repeater system.

Station GETC......ooocccviviiieeeeeecee e A Station GETC is the GETC located with a MASTR |I, lle, or Il repeater to
make it an EDACS repeater. A Station GETC connected to a Control Channel is
called a Control Channel GETC. A Station GETC connected to a Working
Channel is called a Working Channel GETC.

Working Channel............cocccviveeeeeee i, A Working Channel is any radio channel at an EDACS Trunked Site that is
available or in use to carry trunked calls.
Working Channel GETC.......ccccccceveeeeiiiiiinns A Working Channel GETC is any Station GETC that is connected to an EDACS

repeater currently assigned as a Working Channel.
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EDACS Site Controller
EDACS Interface Panel #1 Site Controller Computer
19D904009G12 19A149302P9
G%g%gég’?éléef) Interconnect Cables (12 Each)
Connection for Ji 19D903880P61 Port 1
Datalinksto 11 574 J2 Port 2
Station GETCs J100 N2 NY
(Channels 1-12) J12 Port 12
GEIQCCDSQ;—QI%%%M) Interconnect Cables (8 Each)
Connection for 1 19D903880P61 Port 13
Data Linksto  _ ] ]| 114 J2 Port 14
Station GETCs J100 \J, N2
(Channels 13-20) 8 Port 20
DB8860-Based
. POWER SENSOR Power Monitor Unit
Connection for Interconnect Cable (Chan 1-4)
Power Sensor Cablestd || ,, 1985263261 188D6466P2 por s OLEE0P
Xmtr Power Sensors
(Channels 1-12) Interconnect Cable gChan 5-8)
34 188D6466P: Port #2
Interconnect Cable (Chan 9-12)
Connection for J5 188D6466P2 Port #3 Interconnect Cable
Pgwer Sensor Cables td1] ;, Interconnect Cable (Chan 13-16) Right VDT Interfac 19D903880P101 Port 29 (PMU)
mtr Power Sensors 188D6466P2
(Channels 11-20) J6 Port #4
Interconnect Cable 'gchan 17-20)
37 188D6466P2 Port #5
Connection for Interconnect Cable (Ant 1-2)
Power Sensor Cables td | | 188D6466P1
Ant Power Sensors J9 J8 Port #7
(Antennas 1-2)
SERIAL MODULE -
i e e
Connection(s) for J7 J102 J100 Port 26 (DL)
BSL / FSL t 11 T Interconnect Cable TB10
; ° 19D903880P13 T
Station GETCs J102
and
Reset / Status Lines to Interconnect Cable Redundant Downlink GETQ Interconnect Cable
s NI ol e
Both Connectors) 19D903880P13 1810
T
Interconnect Cable AC Relay Panel
6 19B803256P1 19A149978P1 or P2
(Guardog) J3
EDACS Interface Panel #2| Modem Shelf
19D904009G13 188D6531P1 (Latest)
188D5366P1 (Earlier)
DWNLINK DATA
Connection for 19C852204G1 13 Reset Unit 4
Downlink(s) to  —H | J14 Ji1 - (Guardog)
CEC/IMC
J32 H—
ZyXEL Modem
Connection for 36| ‘1omiae78ePs | 5 Interconrect Cable
Data Link to -+ — — — — — — — — — — — |~ Line Data Port 0 (SM)
System Manager
. Interconnect Cable
Connection for
Data Link to 19B803826P1 Port 30 (RIC)
Master GTI Unit J4
. Interconnect Cable
Connection for
Data Link to 198803826P2 Port 31 (LIC)
Master GTI Unit J5
Test and Alarm Unit
Connection for (RANGR or MDX Radio) Iqtgggggggégfg{e
Control Cableto - - 1
Customer Equipment 43 a1 Port 28 (ACU)
-C8)
Connection for
Alarm Cable to I . A
Customer Equipment
(A1-A16)
Connection for
Alarm Cableto  _} . |3
Customer Equipment
(A17-A32)
Orion TU Shelf
. Interconnect Cable
Connection for
Cabeto ~ —f — — — — — — - — — — s 5 19B804709P1 Port 27 (TU)
Test Unit Antenna

Interconnection Diagram 1
Latest Overall Configuration (3 or 4 Repeaters / Cabinet)
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Connection for

Data Linksto  _ ||
Station GETCs J100

(Channels 1-10)

Connection for

Data Linksto  _ |
Station GETCs J100

(Channels 11-20)

Connection for

Power Sensor Cables tp|

Xmtr Power Sensors
(Channels 1-12)

Connection for

Power Sensor Cables tp|

Xmtr Power Sensors
(Channels 11-20)

Connection for

Power Sensor Cables tp|

Ant Power Sensors
(Antennas 1-2)

Connection for

BSL/FSLto _||
Station GETCs J102

(Channels 1-10)

Connection for

BSL/FSLto _|
Station GETCs J102

(Channels 11-20)

Connection for
Audio Links to

Station RICs J100 ™ [[]

(Channels 1-10)

Connection for

Audio Linksto  _ |
Station RICs J100
(Channels 11-20)

EDACS Interface Panel #

EDACS Site Controller

19D904009G12
GETC DATA (Left)
Interconnect Cables (10 Each)
locesasiser 19D903880P61
J2
Ji4 J J
J10

GETC DATA (Right)

Interconnect Cables (10 Each)

locesastsel 19D903880P61
J2
J14 N2 N
J10
POWER SENSOR DB8843-Based
Interconnect Cable (Chan 1-9) p .
19C852213G1 Power Monitor Unit
a 3 19D903880P 70 J5  19C336861P1
Interconnect Cable (Chan 10-18}
Ja 19D903880P70 6
Interconnect Cable
J2 Interconnect Cable (Chan 19-20) 9 19D903880P101
19D903880P70
J5 J8
Interconnect Cable (Tx Comb)
37 6 19D903880P71 Ja

SERIAL MODULE

Interconnect Cable

Downlink GETC

Interconnect Cable

RIC AUDIO 1-12
19C852204G1

[
pay

Interconnect Cable 510 Eac
19D903880P45

) Telephone Interconnect
1

Ji4

é

[an
pry
o

N

P
N
P10

RIC AUDIO 13-20
19C852204G1

[
pay

Interconnect Cable (10 EacH

19D903880P45

19C852323G1
37 19D903880P21 3102 3100 19D903880P91
Interconnect Cable
191 19D903880P13 TB10
Interconnect Cable Redundant Downlink GET¢ Interconnect Cable
1 I8 19D903880P21 3102 J10 19D903880P91
Interconnect Cable TB10
19D903880P13 T Interconnect Cable
19D903880P61
J11
RIC / LIC Local

Interconnect Cable
19D903880P81

Ji4

é

[an
pary
o

N

Connection for
Cable to
Telephone Lines
#17-32

EDACS Interface Panel #:
19C904009G13

PHONE LINE 17-32
19D852204G1
J1

Interconnect Cable (8 Each)
344A4 1

656P

PLA-2 (Left) PLA-1 (Right
Pl--Pla 31-—Plli

J14 N
J8

N

Connection for
Cable to
Telephone Lines
#1-16

PHONE LINE 1-16
19C852204G1

J14

sk

Connection for
Downlink(s) to  —HH
CEC/IMC

DWNLINK DATA
19C852204G1

J1H

Ji4

J2H

Interconnect Cable (8 Each)

344A4656P1

N

Connection for

Test and Alarm Unit

J1

Interconnect Cable
19D903880P101

(Using RANGR or
900MHz MDX TU)

J2

Interconnect Cable
19D903880P101

~U.S. Robotics Modem

Data Link to
System Manager

Interconnect Cable
19D903880P905

Line Data

Site Controller Computer
19A149302P9

Port 1
Port 2

Port 10

Port 11
Port 12

Port 20

Port 29 (PMU)

Port 26 (DL)

Port 25

Port 30 (RIC)

Port 31 (LIC)

Port 28 (ACU)

Port 27 (TU)

Port 0 (SM)

Interconnection Diagram 2
Earlier Overall Configuration (2 Repeaters / Cabinet)
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EDACS Site Controller

EDACS Interface Panel # Site Controller Computer
19D904009G12 19A149302P9
GElg% gsAz-gAlééef) Interconnect Cables (12 Each)
I 19D903880P61 Port 1
Connection for
> 12 Port 2
Data Linksto  _ ||| 114 \]/ \]/
Station GETCs J100 J12 Port 12
(Channels 1-12)
GEIgC%éér?l%Ré%ht) Interconnect Cables &8 Each)
19D903880P6
. J1 Port 13
Connection for 12 Port 14
Data Linksto ~ __]]] 114 Np J
Station GETCs J100 Js Port 20

(Channels 13-20)

POWER SENSOR

Connection for 19C85221301 Interconnect Cable (Chan 1-9) DB8843-Based

Power Monitor Unit
(Channels 1-12) Interconnect Cable (Chan 10-18}
Connection for Ja 19D903880P70 J6 Interconnect Cable
Power Sensor Cables tp|
Xmtr Power Sensors 32 Intercon{lgegtggggg% C%an 19-20 J9 19D903880P101 Port 29 (PMU)
(Channels 11-20) J5 J8
Connection for Interconnect Cable (Tx Comb)
Power Sensor Cables tp| 37 6 19D903880P71 J4

Ant Power Sensors
(Antennas 1-2)

SERIAL MODULE

Interconnect Cable Downlink GETC Interconnect Cable
19C852323G1
Connection for 37 19D903880P21 J102 J10 19D903880P9L | byt 6 (pL)
BSL/FSLto I} 51 Interconnect Cable TB10
Station GETCs J102 19D903880P13 T
(Channels 1-12)
. Interconnect Cable Redundant Downlink GET¢ Interconnect Cable
Connection for
Bst/Fsto Il 5, I8 19D903880P21 J102 J10 19D903880P91 | pyyy o5
Station GETCs J102 Interconnect Cable TB10
(Channels 13-20) 19D903880P13 T Interconnect Cable
a1 19D903880P61 Port 30 (RIC)
RIC / LIC Local
R ootz Interconnect Cable (12 Eact) Telephone Interconnect
Connection for I 19D903880P45 P1
Audio Linksto  __|]]
RICs J100 J14 % N ¥,
(Channels 1-12) Interconnect Cable
RIC AUDIO 13-20 190903800P81 Port 31 (LIC)
19C852204G1 Interconnect Cable (8 Each
Connection for 19D903880P45
M J1 P13
Audio Linksto  _|I{ 514 B N} N
RICs J100 J8 P20
(Channels 13-20)
EDACS Interface Panel #: PLA-2 (Left) PLA-1 (Right
19D904009G13 P1--P1 P1--P1
PHONE LINE 17-32
Interconnect Cable (8 Each)
Connection for 19C852204G1 1 344A4656P1
Cable to il
Telephone Lines J14 }]g N
#17-32
PHONE LINE 1-16
Interconnect Cable (8 Each)
Connection for 19C852204G1 1 344A4656P1
Cable to il
Telephone Lines J14 }Ig N
#1-16
DWNLINK DATA Test aE‘TdA't‘,')a'm Unit Interconnect Cable
19C852204G1 1 19D903880P101 Port 28 (ACU)
Connection for J1IH— (Using RANGR or
Downlink(s) to —{ J14 900MHz MDX TU) Interconnect Cable
CEC/IMC J2H— 32 19D903880P101 | byt 57 (TU)
: : Interconnect Cable
Connection for U.S. Robotics Modem
Data Link to Line Data 19D903880P905 Port 0 (SM)

System Manager

Interconnection Diagram 3
Earlier Overall Configuration (3 Repeaters / Cabinet)
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EDACS Site Controller

Connection for
Data Linkto
System Manager

Interconnection Diagram 4

Telephone Lineor___
Equivalent Circuitto
System Manager

Modem Shelf
19D901989G2
Modem Site Controller Computer
19A149786P2 19A149302P9
Right-hand DATA | P1 P2| PORT 0 (SM)
Modular 6 (M)| Modular 6 (F) DB-25 (F) | DB-25 (M) DB-25 (F) | DB-25 (M)
l A
2 >— Chassis Ground—K 1 1 <— SHIELD
— — — — — P 3> Transmitted Data—F 2 2 4— TXDATA <—
—H— — — — b 4> Received Data—K 3 3 9~ RXDATA —
5 —
6 Request to Send— 4 4 4— RTS <—
Clear to Send—K 5 5 ¢— CTS —>
Data Set Ready—K 6 6 §— DSR —>
Signal Ground—( 7 7 <4— SIGNAL GND
Carrier Detect—K 8 8 4¢— DCD —>
Data Terminal Ready—K 20 20 4— DTR <—
Ring Indicate —< 22 22 4— RING INDICATOR
I ™~ Cable L
I 19D903880P905
Latest System Manager Data Link (with ZyXEL Modem)
EDACS Site Controller
Modem / Reset Unit Chassis
188D5366P1
Modem Site Controller Computer
19A149786P2 19A149302P9
J6 (Left-hand) Right-hand DATA | P1 p2| PORT 0 (SM)
Modular 6 (M)| Modular 6 (F) Modular 6 (M)| Modular 6 (F) DB-25 (F) | DB-25 (M) DB-25 (F) | DB-25 (M)
1 A 1 A
2 2 53— Chassis Ground— 1 1 <— SHIELD
— $ 3 3 >r— Transmitted Data—K 2 2 4— TXDATA <—
P 4 4 3— Received Data—< 3 3 94— RXDATA —>
5 5 >3—
6 o 6 Request to Send— 4 4 4— RTS <—
™~ Cable Clear to Send—K 5 5 ¢— CTS —>
19B803262P1 Data Set Ready—K 6 6 §— DSR —>
Signal Ground—( 7 7 <— SIGNAL GND
Carrier Detect—K 8 8 ¢— DCD —>
Data Terminal Ready—K 20 20 §— DTR <—
Ring Indicate —K 22 g 22 ¢— RING INDICATOR
I ™~ Cable T
I 19D903880P905

Interconnection Diagram 5

Earlier System Manager Data Link (with U.S.

Robotics Modem)
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INTERCONNECTI

ON DIAGRAMS

LBI-38985 C

EDACS Interface Panel #1

Site Controller Computer

19D904009G12 19A149302P9
GETC DATA (Left)
19C852313G1
J14 J1| P1 P2| Port 1
25-Pr Telco (M)] 25-Pr Telco (F Modular 8 (F)|] Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 26 >
chan sl —p 1 —1 3 19D903880P61 33 Ry —>
—p 27 N4 2 2 >— Tx <—
— 2 7 7 >— Gnd
|
J2| P1 P2| Port 2
Modular 8 (F)|] Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 28
han 4o — 3 —1 3 19D903880P61 33 Ry —>
—p 29 N4 2 2 >3 — Tx <
Connection for —p 4 7 7 >— Gnd
Data Links to
Station GETCs J10
(Channels 1-12) i i i
J12| P1 P2] Port 12
Modular 8 (F)|] Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 48
chan 410 23 —Il 3 19D903880P61 33 Ry —>
—p 49 e 2 2 >— Tx <
—p 24 7 7 >— Gnd
| | | |
GETC DATA (Right)
19C852313G1
Ji4 J1| P1 P2] Port 13
25-Pr Telco (M)} 25-Pr Telco (F Modular 8 (F)| Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 26
chan #15— 1 —1 3 19D903880P61 33— Rx —>
—p 27 e 2 2 >— Tx <
—p 2 7 7 >— Gnd
|
J2| P1 P2| Port 14
Modular 8 (F)|] Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 28
chan #14—> 3 _1 3 19D903880P61 39 Rx —>
—p 29 e 2 2 >— Tx <
Connection for —p 4 7 7 >— Gnd
Data Links to
Station GETCs J10
(Channels 13-20) i i i
Jg| P1 P2| Port 20
Modular 8 (F)] Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 40
chan #20— 15 —1 3 19D903880P61 33— Rx —>
—p 41 4 2 2 >3 — Tx <—
—p 16 7 7 >— Gnd
! |

Interconnection Diagram 6
Latest Station GETC Data Links (3 or 4 Repeaters / Cabinet)
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LBI-38985C

INTERCONNECTION DIAGRAMS

Connection for
Data Links to
Station GETCs J10
(Channels 1-10)

Connection for
Data Links to
Station GETCs J10
(Channels 11-20)

EDACS Interface Panel #1

Site Controller Computer

19D904009G12 19A149302P9
GETC DATA (Left)
19C852313G1
J14 J1| P1 P2| Port 1
25-Pr Telco (M)] 25-Pr Telco (F Modular 8 (F)| Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 26 >
chan sl —p 1 —1 3 19D903880P61 33 Ry —>
—p 27 N4 2 2 >— Tx <—
—p 2 7 7 >— Gnd
|
J2| P1 P2| Port 2
Modular 8 (F)| Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 28
han 4o — 3 —1 3 19D903880P61 33 Ry —>
—p 29 N4 2 2 >3 — Tx <
—p 4 7 7 >— Gnd
J10| P1 P2] Port 10
Modular 8 (F)| Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 44
chan #10— 19 —Il 3 19D903880P61 33 Ry —>
—p 45 e 2 2 33— Tx <—
—p 20 7 7 23— Gnd
| | |
GETC DATA (Right)
19C852313G1
Ji4 J1| P1 P2] Port 11
25-Pr Telco (M)} 25-Pr Telco (F Modular 8 (F)| Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—> 26
chan #11— 1 —1 3 19D903880P61 33— Rx —>
—p 27 e 2 2 33— Tx <—
— 2 7 7 23— Gnd
|
J2| P1 P2] Port 12
Modular 8 (F)| Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—p 28
chan #17— 3 _1 3 19D903880P61 39 Rx —>
—p 29 e 2 2 33— Tx <—
— 4 7 7 23— Gnd
J10| P1 P2| Port 20
Modular 8 (F)|] Modular 8 (M) Modular 8 (M)| Modular 8 (F)
Cable
—> 44
chan #20— 19 —1 3 19D903880P61 33— Rx —>
—p 45 4 2 2 >3 — Tx <—
—p 20 7 7 >— Gnd
] |

Interconnection Diagram 7
Earlier Station GETC Data Links (2 Repeaters / Cabinet)
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INTERCONNECTION DIAGRAMS LBI-38985 C

EDACS Interface Panel #1 Redundant Main
19D904009G12 Downlink GETC Shelf Site Controller Computer|
19A149302P9
SERIAL MODULE
19C852447G1 J100 Port #25
DB9| 8-Pin Modular
al
I 18 3102 2;’; g } g $X 2
| DB-15 6-Pin Modularf| _|oB9 o F 1 € 23T o
- ] Cable v
Connection for 1 2 3 BSL (Failsoft) — > 1 GND
BSL/FSL to 2 4 2 3 FSL (Sync) 1eD903880PO1 [
Station GETCs 9 3 1 GND
(0102) 10> £ 5 cable .
19D903880P21
Main
Downlink GETC Shelf
J100 Port #26 (DL)
DB9| | 8-Pin Modular
>Tx 3 "I
2 7 3102 EI\TS i 1
| DB-15 6-Pin Modular]| _ |bB9 i Cable U]
Connection for 1 2 3 BSL (Failsoft) 19D903880P91
BSL /FSL to 2 4 2 > FSL (Sync)
Station GETCs 9 3 1 GND
(J102) 10 5 Cabie L
| 19D903880P21 Backu
Site Controller Computer]
19A149302P9
J101 Port #26 (DL)
DB9| | 8-Pin Modular
EDACS Interface Panel #2
19D904009G13 =>Tx 3 A>3 Rx —>
<Rx K 2 Bb2Fn<
DWNLINK DATA GND 1 Cable op 7 GND
19C852204G1 — 19D903880P91 — 1 GND
Ji4 J1 TB10
25-Pr Telco 6-Pin Modularf| Spade Lug #6 Screw
Connection for 216 X g
Main Downlink 27 2
to CEC/IMC > X 5
C > ] Cable
19D903880P13
Port #25
J2 | 8-Pin Modular
6-Pin Modular|
N
Connection for 28 X g |
Redundant Downlink 2 |
to CEC/IMC X 5 Cable Nl
Cable 19D903880P91
1] 19D903880P13

Interconnection Diagram 8
Downlink GETCs
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LBI-38985C

INTERCONNECTION DIAGRAMS

Connection for
Audio Pairs to
Telephone Lines
(Lines 1-16)

Connection for
Audio Pairs to
Telephone Lines
(Lines 17-32)

Connection for
Audio Pairs to
RICs J100
(Channels 1-10)

Connection for
Audio Pairs to

RICs J100
(Channels 11-20)

Connection for
Data Llnk to

RICs
(Channels 1-10)

Connection for
Data Link to
RICs J101
(Channels 11-20)

EDACS Interface Panel #1 RIC/LIC Site Controller Computer
19D904009G12 Local Telephone Interconnect 19A149302P9
PHONE LINE 1-16
19C852204G1
J14 J1l P2|J1 J34| P1 P2| Port 31 (LIC)
25-Pr Telco (M)| 25-Pr Telco (F) Modular 6 (F) Modular6(M) Modular 6 (M) | Modular 6 (F) DB-9 (F) | DB-9 (M) Modular 8 (M) | Modular 8 (F)
1L A
; T 3 3 1 1 Shield
Line#1 g > I 7 2 X <—
; T 5 9 3 Rx —>
Line #2 R 4 o 2 o 7 Signal Ground
] Cablé ModularG(M) Modulare (F) [ Cablé ]
344A4656P1 19D903880P81
) ) U
| Modu\arB(F) Modular6(M) | Modu\arB(M) Modulare(F) |
1
: T 3 3
Line #15 o 2 £ 2
: T 5
Line #16
R 4 J p2 [ 316
cablé Modular 6 (M) | Modular 6 (F)
344A4656P1 3
PHONE LINE 17-32 4
19C852204G1
Ji4 J1| PL P2 J1
25-Pr Telco (M)| 25-Pr Telco (F) Modular 6 (F)| Modular 6 (M) Modular 6 (M) Modular 6 (F)
n I
i T 26 3 3
Line #17 o 1 2 E 2
i T 27 5
Line #18 o 2 2 I
] ModularG(M) Modulare(F)
344A4658P1
) ) Vo b
J8 P2|J15
Modular 6 (F) Modular6(M) Modular 6 (M) | Modular 6 (F)
. T 3
Line #31 o > ¢ 4
: T 5
Line #32
R 4 0 P2 | 16
cablé Modular 6 (M) | Modular 6 (F)
344A4656P1 3
RIC AUDIO 1-12 4
19C852204G1
J14 Ji|P1 P2| P1
25-Pr Telco (M)| 25-Pr Telco (F) Modular 6 (F)| Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
_ L 5 4 n 1
chan#1 g% £33 ) L3 §:
| > L
Cable
i i 19D903880P45¢ i
Ji0 | P1 P2 | P10
Modular 6 (F) | Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
k3 4 n L 3
Chan #10 E>d 11 1
D =
Cable
RIC AUDIO 13-20 19D903880P45
19C852204G1
J1i4 J1| P1 P2| P11
25-Pr Telco (M) | 25-Pr Telco (F) Modular 6 (F)| Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
L 53 d n 1
Chan#11 ¢ %8 £33 ) L3 §:
L2y~ T
Cable
i i 19D903880P45¢ i
Ji10 | P1 P2 | P20
Modular 6 (F) | Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
L 3 d n 1
44 3 3
Chan #20 19 k54 1 E 1 ?
Cable
SERIAL MODULE 19D903880P45
19C852323G1 or 19C852447G1
P2 | Port 30 (RIC)
J1 Ji1| P1 Modular 8 (M) | Modular 8 (F)
DB-15 (M) | DB-15 (F) Modular 8 (F)| Modular 8 (M)
e 1 Shield
3 2 | t Tt 2 Tx <—
4 3 | T 11 3 Rx —>
11 7 o 7 Signal Ground
Cable
J2 19D903880P61
DB-15 (M) | DB-15 (F)
3
4
11

Interconnection Diagram 9
RIC/LIC Local Telephone Interconnect (2 Repeaters / Cabinet)
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INTERCONNECTION DIAGRAMS LBI-38985 C

EDACS Interface Panel #1 RIC/LIC Site Controller Computer
19D904009G12 Local Telephone Interconnect 19A149302P9
PHONE LINE 1-16
19C852204G1
J14 J1l P2|J1 J34| P1 P2| Port 31 (LIC)
25-Pr Telco (M)| 25-Pr Telco (F) Modular 6 (F) Modular 6 (M) Modular 6 (M) | Modular 6 (F) DB-9 (F) | DB-9 (M) Modular 8 (M) | Modular 8 (F)
1L A
i T 3 3 1 1 >— Shield
Line#1 p 2 1 7 29 Tx <«
. T 5 9 3 RX —>
Line #2 g 4 o 2 > 7 Signal Ground
] Cablé Modular 6 (M) Modular 6(F) [ Cablé ]
Connection for 344A4656P1 19D903880P81
Audio Pairs to
Telephone Lines
(Lines 1-16)
PLA-1
| Modular 6 (F) Modular 6 (M) | Modular 6 (M) Modular 6 (F) |
1
i T 3 3
Line #15 o 2 £ 2
: T 5
Line #16
R 4 J p2 [ 316
cablé Modular 6 (M) | Modular 6 (F)
344A4656P1 3
PHONE LINE 17-32 4
19C852204G1
Ji4 J1| PL P2 J1
25-Pr Telco (M)| 25-Pr Telco (F) Modular 6 (F)| Modular 6 (M) Modular 6 (M) Modular 6 (F)
n I
i T 26 3 3
Line #17 o 1 2 E 2
i T 27 5
Line #18 o 2 2 I
] Modular 6 (M) Modular 6 (F)
Connection for 344A4658P1
Audio Pairs to
Telephone Lines
(Lines 17-32)
PLA-2
J8 P2|J15
Modular 6 (F) Modular 6 (M) Modular 6 (M) | Modular 6 (F)
; T 3
Line #31 o > ¢ 4
: T 5
Line #32
R 4 0 P2 | 16
cablé Modular 6 (M) | Modular 6 (F)
344A4656P1 3
RIC AUDIO 1-12 4
19C852204G1
J14 Ji|P1 P2| P1
25-Pr Telco (M)| 25-Pr Telco (F) Modular 6 (F)| Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
— n |§
chan#1 g% £33 ) g iﬁ:
| > L
: Cable
Connection for
Audio Pairs to 19D903880P45
RICs J100
(Channels 1-12)
Ji2 | P1 P2 | P12
Modular 6 (F) | Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
- l 3 4 n L
Chan#12 L 58 £33 il H ?
D =
Cable
RIC AUDIO 13-20 19D903880P45
19C852204G1
J1i4 J1| P1 P2| P13
25-Pr Telco (M) | 25-Pr Telco (F) Modular 6 (F)| Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
L 53 d n 1
chan#13 L % £33 ) L3 §:
| L
: Cable
Connection for
Audio Pairs to 19D903880P45
RICs J100
(Channels 13-20)
Jg | P1 P2 | P20
Modular 6 (F) | Modular 6 (M) Molex 1x3 (M) | Molex 1x3 (F)
L 3 d n 1
Chan #20 #® £33 /U g3 ?
Cable
SERIAL MODULE 19D903880P45
19C852323G1 or 19C852447G1
P2 | Port 30 (RIC)
J1 Ji1| P1 Modular 8 (M) | Modular 8 (F)
Connection for DB-15 (M) | DB-15 (F) Modular 8 (F)| Modular 8 (M)
Data L|nk to e 1 Shield
RICs 3 2 | t Tt 2 Tx <—
(Channels 1-12) 4 3 | T I 3 Rx —>
11 7 o 7 Signal Ground
Cable
J2 19D903880P61
Connection for DB-15 (M) | DB-15 (F)
Data Link to
RICs J101 3
(Channels 13-20) 4
11

Interconnection Diagram 10
RIC/LIC Local Telephone Interconnect (3 Repeaters / Cabinet)
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LBI-38985C INTERCONNECTION DIAGRAMS

EDACS Interface Panel Power Monitor Unit Site Controller Computer
19D904009G12 350A1380P1 19D149302P9
Jumper Board Power Sensor Module Right VDT Interface] P1 P2| Port #29 (PMU)
19C852379G1 19C852632G1 DB-25 (F)| DB-25 (M) Modular 8 (M)| Modular 8 (F)
Ji J3| P2 P3| Port #1 1 1 Shield
25-Pr Telco (M)] 25-Pr Telco (F| DB-9 (F) DB-9 (M)| DB-25 (F)| DB-25 (M) >Tx Data 2 2 Tx Data—
<Rx Data 3 3 Rx Data>
1 5 13 4~ Input 1]
xmtr #1- PLLCE J 9 25 4 Returrf\1001 RIST & 31D umperinpa
3 4 12 Input DSR 6 <7
WL PZ[Z 28 8 244 Retur™%92  GroundK 7 I 7 Signal Ground
Jumper in P1
5 3 11 < Input ,,J
ximir #3 - PRLSE 7 234 Retwrf1003  DTR 209 Cable
19D903880P101
7 2 10 <~ Input
xmtr #4 - PALSL T 2 395 eut. al004
1 Cable
188D6466P2
Move Alternate Connection to Site Controller Computer:
Jumper Board
e EMULEX or DILOG
Xmitr #5 - PS[Z 3?4 g %g g&u‘}”{-‘«IOOS Distribution Panel
J“F%eprgfme" xmtr #6 - POLSCD 3¢ 4 129 Input_p506 B5.25 ™) ‘ ‘ DB-25 E? Db2s )
Connected to 36 8 24 Relurr{"“
Power Sensor
Xrmtr #7 - PTLSED 33 3 BT et Ao 1 1 4 Shield
etur 2 2 4 Tx Date-
15 2 10 Input 3 3 Rx Data>
Xmtr #8 - P8 1008
D¢ 6 22 4 Returrf™ 4 71 dumperinP1
L Cable 6 1h
188D6466P2 7 7 Signal Ground
J Jumper in P1
2577 Cable
19D903880P100
17 5 13 4~ Input
Xmtr #9 - PO[SSE 27 3 F2q et Al
19 4 1 Input
xmtr #10 - P1O[SSE 39 M 325 et Al010
21 3 1 Input
xmtr #11 - P11[SSE 28 3 T et mi011
Remove 23 2 1 Input
Together Xmir #12 - Plz[é 48 6 2 Returrf*1012
T Lt Cable
Jumper Board 188D6466P2
19C852379G1
J2
25-Pr Telco (M)| 25-Pr Telco (F|
Remove 1
Together Xmtr #11 - Pl[i 26
3
xmtr #12 - P2[Se L 3
J6| P2 P3| Port #4
DB-9 (F)| DB-9 (M) DB-25 (F)| DB-25 (M)
Move
5 5 13 4~ Input
Jutrgrl)zerl]'ngfard Xmtr #13 - P3|:2 30 9 25 Relurrﬁ|013
Daisy Chain xmtr #14 - PALSE 7, 4 12 oot aj014
Remove
9 3 11 < Input
Jumper when Xmtr #15 - P5 1015
Qumper when Lo 7 23 4 Returrf™
Power Sensor | | xmtr #16 - PE[SS 8 38 2 39 eut 016
1 Cable
188D6466P2
13 13 <~ Input
xmtr #17 - P7[SS L 33 32 out w017
15 12 < Input
xmtr #18 - PBLSS L 1 325 ioput 018
17 11 < Input
xmtr #19 - POLSL 35 T et ai019
19 10 <~ Input
mtr #20 - P1O[SS L 79 20T et alo20
— Cable
| 188D6466P2
J9
DB-9 (F)
1 1 Input
Connect Ant#L [ Forward [ & & Returr*!025
Directly to
Antenna Reflected 5 ; :gg::}r*IOZG
Power Sensors
3 3 Input
Anl#z[ Forward [ o 8 Returrf1027
4 4 Input
Reflected 9 9 Returr(*1028
5 5 Cable
188D6466P1

Interconnection Diagram 11
Latest DB8860-Based Power Monitor Unit (No Keypad on Front)
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INTERCONNECTION DIAGRAMS LBI-38985 C

EDACS Interface Panel DB8843-Based Power Monitor Urfit Site Controller Computer
19D904009G12 19C336861P1 19D149302P9
Jumper Board Power Sensor Module Jg| P1 P2| Port #29 (PMU
19C852379G1 19C852213G1 DB-25 (F)| DB-25 (M) Modular 8 (M)| Modular 8 (F)
Ji J3| P2 P3| J5 1 e 1 Shield
25-Pr Telco (M)| 25-Pr Telco (F) DB-37 (F) DB-37 (M) DB-37 (F)| DB-37 (M) >Tx DataK 2 2 3 Tx Data&~
<-Rx Dat; 3 3 Rx Data>
Xmtr #1 Pl[z 216 210 D Forward g¥ g | 1] Jumperin P1
: T D DS 6
Jumper in P[] ] Reflected o ool 7 il v 7 3 signal Ground
Xmtr#2 P2 [2 238 232 Forward oTRK 20 <7J Jumper in P1
Jumper in P[] Reflected [ Cable
Xmtr#3  P3 [2 %O 254 Forward 19D903880P101
Jum’\ggyaoard Jumper in P[] | Reflected
to End of
Daisy Chain i i i i i
Remove |
Alternate Connection to Site Controller Computer:
Jumper when 42 36
Connected to Xmir#9 P9 [2 17 17 Forward
Power Sensor Cable mi D
Reflected EMULEX or DILOG
19D903880P70 o | Distribution Panel
xmtr #10 PLOSSE 44
J4| P2 P3| J6 Pl P2| 13B
DB-37 (F)| DB-37 (M DB-37 (F)| DB-37 (M) DB-25 (M) DB-25 (F)| DB-25 (M)
46 .
Xmtr #11 P11 20 ND 1 1 Shield
L2 1 Forward 2 2 4 Tx Datec
Jumper in P[] ND peflected g H 3 Rx Data>
Remove 48 [ [l Jumper in P1
Together Xmir #12 P12 [2 23 232 ND Forward g H
I Jumper in PE [ ] ND' peflected 7 . 7 Signal Ground
Jumper Board Jumper in P1
p 24 ND 204u
19C852379G1 5 Forward —
: T ND Cable
J2 Jumper in PE [ ] Reflected
‘ 25-Pr Telco (M)| 25-Pr Telco (F)‘ 19D903880P100
Remove <p 26
Together Xmir#11 - P1 [Ze> 1 /

Cable
19D903880P70

xmtr#12 P2l X \L

Move i

D Forward

D' Reflected

A\ A4
(RN
@S
o
a1

Jumper Board <
to End of xmir #18 P8 ] P2 P3| 37
Daisy Chain DB-9 (F) | DB-9 (M) DB-25 (F)| DB-25 (M)
Jumrenf when xmir#19 PO (ST 12 : NP Forward
F(':gvr\lgfgggstgr Jumper in P[] ] D' Reflected
<> 44 8 ND
Xmtr #20 P10[SSE 1o H Forward
Cable i D Reflected
L 19D903880P72
e

J7 36
DB-9 (M) | DB-9 (F) DB-9 (F)

P2 P3
DB-9 (M) DB-15 (F)

Forward}, S 6 D' Forward
Ant#1 - 1
Connect L7 7 ND
Directly to Reflected] £ 2 2 Reflected
Antenna
Power Sensors Forward:; g g ND Forward
Ant #2
Reflecterﬁ g 3 ND' Reflected
5 5 NP Eorward
Cable ND
19D903880P71 O Reflected
Jumper in PE [ | ND' Eorward
Jumper in P[] ND peflected

Interconnection Diagram 12
Earlier DB8843-Based PMU (Keypad on Front)
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LBI-38985C INTERCONNECTION DIAGRAMS

Alarm and Control Unit Site Controller Computer|
19D901365G2 19D149302P9
Alarm / Control Rear Bulkhead Panel
Interface Board with Harness
19D901331G3 19C851141G3
J3 J1j| P1 P2] Port #28 (ACU)
25-Pr Telco DB-2§ 8-Pin Modular
TPI NS, X 146 A 5 1 4 Shield
LI & ne —>Tx Data—K 2 % 2 < Tx Data<-
e <Rx Data—< 3 3 < Rx Data>
- 2 > C2 N.O. RTS K 4 :
- 283 C2 com CTS K 5 | Jumper in P1
-+ 3 > C2 N.C. DSR K 6 .
] | Ground—K 7 Jumper in P1 7 <~ Signal Ground
> 29 C3 N.O. Cable
- 4 > C3 COM
L33 3 nNe. DTR K< 20 €—g~ 19D903880P101 |
See Table - 4" — — N ﬁ\
Control Output in Text for / 21| P1 P2| Port #27 (TU)
Connections Full Pinout ‘ DB-25 8-Pin Modular ‘
C1-C8 - — N N
TRTENS, £1 Lses
L1 s ne ‘ —>Tx Data—|K 2 4 2 < Tx Data<—
e <Rx Data—KX 3 3 < Rx Data> ‘
-+ 38> +5VDC RTS K 4 .
-5 133 +5 VDC | CTS K 5 | Jumper in P1 |
- 39 > 5V GND DSR K 6 :
- 145 5VGND | Ground—K 7 Jumper in P1 7 < Signal Ground |
Cable
- 40 > +13.8 VDC
£ 153 1138 vDC ‘ DTR K 20 o 19D903880P101 | ‘
- 41 > 13.8V GND ‘ L T
- 16 > 13.8V GND
N /
J4 N
25-Pr Telco AN
:; 216 C ﬁi E For the Orion TU application,
£33 a1 ¢ a 19B804709P1 Cable is used between
Port #27 of the Site Controller computer
-+ 2>+ A2 + and J5 of the Orion TU Shelf.
-+ 28> A2 C
-+ 3> A2 G
-+ 29> A3 +
Alarm Input -+ 4 >3- A3 C
Connections -+ 30> A3 G
Al-AlE See Table
;:nu?l—(li)i(;g%rt Earlier Connections to Site Controller Computer:
g AIE EMULEX or DILOG
g 49 A16 C Distribution Panel
- 24>+ Al6 G
- 50 > 13.8V GND
P1 P2| 12B
- 25> +13.8 VDC DB-25 DB-25
5 4 nF
. <~ Tx Data
25-Pr Telco 3 X 3 4 Rx Data>
-+ 26 > Al7 + 4 .
£ T3 A17 ¢ 5 ] Jumper in P1
- 27> Al7 G 6 :
& o5 a18 + 7 Jumper in P 7 < Signal Ground
Cable
> 28 > Al18 C
£33 aAls e 20 o 19D903880P100
- 29 > A19 +
Alarm Input -+ 4 > A19 C P1 P2] 11B
Connections - 30>+ A19 G DB-25 DB-25
ALT - A32 See Table 1 N O 1 < Shield
in Text for ie
Full Pinout 2 X 2 g TxData<-
3 3 < Rx Data>
- 23>+ A32 + 4 .
L 9d a3 ¢ 5 ] Jumper in P1
24> A32 G 6 .
Jumper in P1 | o
-+ 503 13.8V GND 7 Cable 7 <~ Signal Ground
T |2.5 - *13.8VDC 20 4 19D903880P100
— !

Interconnection Diagram 13
Alarm and Control Unit
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EDACS Interface Panel #1
19D904009G12

SERIAL MODULE

Modem Shelf
188D6531P1 (Latest)
188D5366P1 (Earlier)

19C852447G1

(Earlier Serial Modules Will Not Work Reset Unit

349A9548P7

J1 J6 J3 J1
| DB-15 6-Pin Modular| | | Mate-N-Lok @ Tinned Wire| Term Post Stri External
A 1 N 1 4w N 0 [ Joutput K1 ;(I;'ga
Connection for I 8 GETC Reset 2 2 #4b Output
Reset/ Status Lineto _ 12 Ground 3 W/BL 3 BK Wire P
Station GETCs ~ ___ ___ Fallsoft Stafus]| oW GN )
(Channels 1-20) 14 7 £ 49 — £ 49 — 349A9827P1
Cable Cable Auto
2 19B803256P1 19B803260P1 Reset
| DB-15 Disable
Connection for oo 8 5 >Output K3 Controller
Reset / Status Line to _ 12 #2b Reset
Station GETCs _
(Channels 1-20) 14 " 6
DB-9 wE™, Jouput ||K4 GETC
1 #1b Reset
R A
Connectionfor e ——— AT 8
-232
. 4
Programming — - 5 o BK ! BKE g =
6
7 Cable R [:l |
8 | 198803263P1 10 7 Rsom
13.8 Vdc Power Supply 9 GN Interface
19A149978P1/2 — 11— —>
(P1 =121V, 60Hz)
(P2 = 230V, 50Hz) 12
Jso1 J2 13
Molex 3x3| | Mate-N-Lok ®
. 3 4R A R L1 4R l R 5 145 — +12vde
_ 6 dBK | Bk | 2 JBK |
of C -1 /” | 15
Cable
Cable BK
19D904755G1/2 AC Relay Panel | 19B803255P1 19B803261P1 16 <
(G1 =110V, 60Hz)
(G2 = 220V, 50Hz) 1 =N
P J2
, . -N-Lok ® 2 )
Outlets for iy MaieN-tok 21 rm Post Strip
Modem ' 1
And P | 2 gk
Site Controller - 3
Computer . —1
(120V, 60Hz HIH
Sockets Shown) > |
1. 13 Ja
Mate-N-Lok ® | | Mate-N-Lok @
;f— 1 BL n 1 BCI). al
P | >
S
— P4 2
Cable I
19B803257P1 ‘ ’7 Cable <
‘ 19B803259P1 BN 7 | Input#o1
‘ Automatic Reset
Zl'l% | Input #02
\ Plug into ‘ ‘ Wire Ext. Auto. Reset Disable
Uninterruptible 349A9827P2 | Input#03
Pawer Suply ‘ Failsoft Status
(120V, 60Hz ‘
Plug Shown)
Connection for - - o o o . - o . J ‘
External _ -
Alarm Output
End-To-End
Trunk Card
J5 Ji
| 6-Pin Modular 6-Pin Modular

- - - - - - - - - - - - __ _ _ 1
Connection for - :2;, Ri
Telephone - - - 4 T_lng
Line - - - 5 P
- - - — — — — — — — — pb6 o
Cable
19B803262P1

Interconnection Diagram 14
Guardog

109



LBI-38985C

INTERCONNECTION DIAGRAMS

Orion TU Shelf Assembly

Shelf J8

Type N (F)| Type N (M)
C
S

Shelf 36|

=
=
—

1
2
3

Shelf J5|
8-Pin Modular (F)}

Power Cable
Modified 19B804708P1

Alternate Connection for Power Supply

]

=

Magnetic-Base TU Antenna
(With Cable)

13.8 VDC Power Supply
19A149978-Type
F801B

A+
A-

ENJATNE

13.? VVDC Power Supply

9D430272-Type

[XY ST

Power Cable
19B804708P1

ONOUTRWN

Interconnection Diagram 15

Orion Test Unit (2 RU Version)

Data-Link Cable
19B804709P1

Site Controller
19D149302P9

Port #27 (TU)
8-Pin Modular (F)

Shield
Tx Data<—
Rx Data—>

ONOURWNE

Signal Ground

Alternate Connection for Site Controller

Pin Modular (M)

Je

EMULEX or DILOG
Distribution Panel

Conn #13B
DB-25 (M)

Shield

Tx Data<—

Rx Data—>

Signal Ground

VOB ON P

Data-Link Cable
19B804731P1

ONOUIRWN R
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- -—— I -— -— —— e I

i |_, <— ExhaustFan —> i I_,

| |
O D| O
(e=) (=) (e=)
fan) {e) fan)
(e] () (e]
O] D| O]
(=] (=] (=]
fan] {an) fan]
= @] o

[

008 i 00H i
005 - 005 -
s UUBE ooooooo |2 | 0ooooog g
oooo Oooooog n <— Site Controller —> Oooooog n
] oood 8 | °
L S|4 <
B - =
1000 ol & izl
© ol | ol |
muEN = =
o| | o| |
1o i i
0 0 o i i
= o000 = | < Modem > = |
Modem--El Modem Power Supply - ‘ - ‘
2= d o)

5 o | AC Relay Panel |
4- b o ‘ < (GL(Jeae;gog&)me ‘
Q|m

1= ¢ ] | |
B L\(_ DC Power Supply ‘

I I = |J N— AC Power Strip —] I = |J

o| [ | [ (=] ' ) (=] '

| |

= 0] | Unint tibl |

: © d NN Power Supply > !

o o ol | o ol |
s L - o ! - o =

O

E.— Configuration with Guardog E.— Configuration without Guardog

Interconnection Diagram 16
120V, 60 Hz AC Power
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l-l—,--- : < ExhaustFan —> l-l—,--- :
| |
{an) (e] o (e]
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[ 002 - [ o0R 5
10l o028 - 1| 008 -
s UUBE oopoooo |2 | L HHBH ooooooo |
oooo OOooooog n <— Site Controller —> oooo Oooooog n
? 0ooo [ —L ; ? oooo [ —H ;
=l [T
@ (e=] @ (e=]
000100 O i 00000 O i
© — | Ehn © — | =iy
h I 41- 1 I 41-
. 21 1|« AcPowersrip > _ | @ °
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3 = 3 =
0 oo - 0 oo @ -
00 o ° 00 o) °
: op00o s 0 00000 |
Modem--,——l 2 - < Modem g Modem--El Z
- 2 < g
E __‘ﬂu: T Modem Power Supply FH B_% I .(Bjm T Modem Power Supply H |_9_%
- M - <— DC Power Supply—> - B AC Power Strip ||o
AC Power Strip S 2| _é“ — 2|
I | o| [ == |=l | [© | Z I4 | o| [ = |=l | [© | Z
LBy [ lg e e >l B8, 8
&l S 5] S
ogcho gcho
:.— Configuration with Guardog :.— Configuration without Guardog

Interconnection Diagram 17
230V, 50/60 Hz AC Power
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BK
/ BK
1 2 3/4
@ © ®/+ ®/ Power Monitor Unit
#18R
718BK Part of Power Monitor Unit=d—p
\1 2 \.3
P33 ® + RIC/LIC Local Interconnec
#16R BK
#16BK BK
1 5 7 8 12
TB10|©@ @ © @ ? r ?Jr 2 @ @ 0o Downlink GETC
A A A A
1 gi g 12
TB10|©® @ © ©|©@ ), @ 0 © 0 © Redundant Downlink GET(
#18BK #18R
>— 19A149357G2
1 2
J5 < \. \0+ Alarm & Control Unit
#14BK
#14R
1/ 2/ 3
J6 ./ ./+ [ Orion Test Unit Shel
Modified b
19B804708P1 |
1 2 3
J2 “+ ) L] Modem Shelf
#18R #18BK 5A Fuse
1 3
J2 “+ L] AC Relay Pane
#18R #18BK
¢ — 19B803255P1
\
1\2\3 4\5\6 7 8 9 1\2 3 A4
Jso1| e \: \_! o \: \_D e o o F801B \_! \_b ® @ | DC Power Suppl

Interconnection Diagram 18
12 VDC Power Distribution
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APPENDIX A
DB8843-BASED PMU EMULEX/ DILOG
Distribution Panel
P1 P2| 138
INTRODUCTION DB-25 (M) | | DB-25 (F)| DB-25 (M)

This supplemental information applies only to thg % % B -Sr)r:lglgtae
19C336861P1 DB8843-based Power Monitor Unit (PMU), 3 = 3 |- Rx Data—>
shown in Figure A. This supplement includes duplexgr 4 | Jumper in P1
application, interconnection, power sensor calibration, g
programming, and troubleshooting information not presently - 7 | Signal GND
included in LBI-38985A. Jumper in P1

20
L mo S T - S - Connector Shield
- Z 8 ] Z: LLLLLLLL
13 e e
r 8 BEESEEE 9 Interconnect Cable
19D903880P100

Figure A - Unidirectional Power Sensor
Figure B - PMU Connection to EMULEX / DILOG Panel

DUPLEXER APPLICATION
POWER SENSOR CALIBRATION
If a duplexer is being used, the antenna power sensor
MUST be inserted between the transmitter combiner and the Each power sensor must be calibrated at the time of
duplexer (NOT between the duplexer and the antenna) t@stallation. It is recommended that each power sensor be re-
avoid the possibility of introducing intermodulation productscalibrated every six months thereafter.
into the receiver.
The power sensor provides a DC voltage output

representing the power through it. This calibration method
uses an in-line wattmeter to read the power going through

the power sensor, a DC voltmeter to measure the detector
If a duplexer is being used, the antenna power output of the power sensor, and a conversion table to
sensor MUST be inserted between the simulate the PMU’s conversion of this DC voltage to a
transmitter combiner and the duplexer (NQT power measurement. This DC voltage is then adjusted (using
between the duplexer and the antenna). the 20-turn potentiometer mounted in the power sensor)
until the power read from the conversion table agrees with
the power read on the power meter.

INTERCONNECTIONS
_ Unidirectional Power Sensors
Connect the PMU as shown in the attached
Interconnection Diagrams. If your system does not have yse the following procedure to calibrate the

and the power sensors will be somewhat different. Howevegsansmitter. Start with the transmitter for channel #1. The

the connection points on the PMU remain the same. Alpcation of the calibration screw is shown in Figure C.
cabling between power sensors and the PMU must be

shielded, and unused PMU inputs must be shorted.

If an EMULEX or DILOG panel is used for the
connections to the Site Controller computer, the connection
to the PMU is shown in Figure B.
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@)

Calibration Screw

12. Repeat steps 1 through 11 for the next transmitter until

each transmitter has had its power sensor calibrated.

Bi-directional Power Sensors

10.

11.

Use the following procedure to calibrate the bi-

directional power sensors used at the output of each

combiner. Start with the combiner that feeds antenna #1.

Figure C - Unidirectional Power Sensor

Turn off the 12 VDC power supply for the transmitter. D.

The locations of the calibration screws are shown in Figure

Disconnect the coax (from the power sensor to the

Reflected Powe|

combiner) at the power sensor end, and insert an in-li
wattmeter. Make sure the wattmeter is rated hig
enough to handle the power from the transmitter.

O

Calibration Screw

Reflected Power

Calibration Screw

Forward Power

O

Disconnect the power sensor cable from the phono

Forward Power

connector on the power sensor, and attach the D€
voltmeter in its place (center pin is positive). (An
alternate method is to disconnect the power sensor cable
at the PMU and attach the DC voltmeter to the PMU1.
end of the power sensor cable. This method has the
added benefit of checking the connections between the
power sensor and the PMU.)

Turn on the 12 VDC power supply for the transmitter.

2.
Manually key the transmitter or press and hold the PTT
switch on a hand-held microphone plugged into the
transmitter.

Measure the voltage on the DC voltmeter, look up this
voltage in Table A (V is in volts) to get the
corresponding power (P is in watts), and compare with
the actual power measurement on the wattmeter.
Because the table does not contain all values of V ang
P, you may need to interpolate to get the values you
need.

Turn the calibration screw (clockwise if the measured;
power is lower than the power from the table) and
repeat steps 6 and 7 until the measured power is the
same as the power from the table.

Turn off the 12 VDC power supply for the transmitter. g

Disconnect the DC voltmeter from the phono connector
on the power sensor, and re-connect the power sensor
cable in its place.

6.
Remove the wattmeter from between the power sensor
and the coax to the combiner, and re-connect the coax
to the power sensor.

Turn on the 12 VDC power supply for the transmitter.

Figure D - Bi-directional Power Sensor

Disconnect the coax (from the power sensor to the
antenna) at the power sensor end, and insert an in-line
wattmeter set to measure forward power. Make sure the
wattmeter is rated high enough to handle the power
from all the transmitters feeding the combiner.

Disconnect the power sensor cable from the phono
connector for the forward power on the power sensor,
and attach the DC voltmeter in its place (center pin is
positive). (An alternate method is to disconnect the
power sensor cable at the PMU and attach the DC
voltmeter to the PMU end of the power sensor cable.
This method has the added benefit of checking the
connections between the power sensor and the PMU.)

Manually key the transmitter or press and hold the PTT
switch on a hand-held microphone plugged into the
transmitter.

Measure the voltage on the DC voltmeter, look up this
voltage in Table A (V is in volts) to get the equivalent

power calculation (P is in watts), and compare with the
actual power measurement on the wattmeter.

Turn the calibration screw (clockwise if the measured

power is lower than the power from the table) and

repeat steps 4 and 5 until the measured power is the
same as the power from the table.

Disconnect the DC voltmeter from the phono connector
on the power sensor, and re-connect the power sensor
cable in its place.

Set the in-line wattmeter to measure reflected power.
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Table A - Power Sensor Voltage-to-Power Conversion Table

Vv P Vv P Vv P \% P Vv P Vv P \Y P \Y P
0.00 0.0/ 0.62] 25.5|1.25| 80.6/1.87| 164.4(2.50| 276.7| 3.13| 417.2|[3.76| 585.9(4.38| 782.7
0.01 0.6]10.64] 26.8[1.27| 82.8(1.89| 167.5|[2.52| 280.6( 3.15| 422.0( 3.77| 591.6]4.40| 789.3
0.03 1.0/ 0.66] 28.11.28] 85.0{1.91| 170.6(2.54| 284.6(3.17| 426.9|3.79| 597.4]4.42| 795.9
0.05 1.4]0.68] 29.5(1.30f 87.2]1.93] 173.7|| 2.56| 288.6| 3.19| 431.8](3.81| 603.1| 4.44| 802.5
0.07 1.8(0.70] 30.8[1.32] 89.5]1.95| 176.9|2.58| 292.7| 3.22| 436.7| 3.83| 608.9]4.46( 809.2
0.09 2.2]0.72] 32.2[1.34| 91.8(1.97| 180.1](2.60| 296.8( 3.23| 441.7| 3.85| 614.8]/4.48| 815.9
0.11 2.7(10.74] 33.6//1.36] 94.1]1.99| 183.3| 2.62| 300.9( 3.25| 446.7|3.87| 620.6( 4.50| 822.7
0.13 3.2]10.76] 35.1[1.38] 96.5(2.01| 186.5|[2.64| 305.0( 3.27| 451.7| 3.89| 626.5][4.52| 829.4
0.15 3.7[0.77] 36.6/[1.40f 98.8]2.03| 189.8( 2.66| 309.2| 3.28| 456.7]3.91| 632.4| 4.54| 836.2
0.17 4.3(10.79| 38.1]11.42] 101.3[2.05| 193.1|2.68| 313.3||3.30| 461.8| 3.93| 638.4 4.56| 843.0
0.19 49]0.81| 39.6[1.44| 103.7(2.07| 196.4|2.70| 317.5|[3.32| 466.9( 3.95| 644.4|4.58| 849.9
0.21 55]0.83] 41.2[1.46| 106.2(2.09| 199.8|[2.72| 321.8( 3.34| 472.0( 3.97| 650.4]4.60| 856.8
0.23 6.1(0.85| 42.8|1.48| 108.7|2.11| 203.2( 2.74| 326.1| 3.36| 477.2|[3.99| 656.4| 4.62| 863.7
0.25 6.8]10.87] 44.4[1.50| 111.2(2.13| 206.6|[2.75]| 330.4( 3.38| 482.3[4.01| 662.4]4.64| 870.6
0.27 7.5(0.89| 46.0|1.52| 113.7|2.15| 210.0f 2.77| 334.7| 3.40| 487.5][4.03| 668.5( 4.66| 877.6
0.28 8.3]10.91] 47.7|1.54| 116.3(2.17| 213.5|[2.79]| 339.0( 3.42| 492.8|4.05| 674.6]4.68| 884.5
0.30 9.1(0.93] 494 156| 118.9|2.19| 217.0(2.81| 343.4| 3.44| 498.0](4.07| 680.8(4.70| 8915
0.32 9.9]0.95] 51.2(1.58| 121.5(2.21| 220.5|(2.83| 347.8( 3.46| 503.3[4.09| 686.9]4.72| 898.6
0.34 10.7[0.97| 52.9(1.60| 124.2]2.23| 224.1]2.85| 352.2( 3.48| 508.6| 4.11| 693.1]4.74| 905.7
0.36] 11.6[|0.99| 54.7(1.62| 126.9|2.25| 227.6( 2.87| 356.7| 3.50| 514.0](4.13| 699.3| 4.76| 912.7
0.38 125(1.01| 56.5(1.64| 129.6|2.27| 231.2|2.89| 361.2| 3.52| 519.3||4.15| 705.6](4.77| 919.9
0.40| 13.4[1.03| 58.4(1.66| 132.4]2.28| 234.9( 2.91| 365.7|3.54| 524.74.17| 711.9|4.79| 927.0
042 14.4(1.05| 60.31.68] 135.1]2.30| 238.5|2.93| 370.3 3.56]| 530.2|4.19| 718.2]14.81| 934.2
0.44| 153|1.07| 62.2(1.70| 137.9]2.32| 242.2( 2.95| 374.8| 3.58| 535.6|[4.21| 724.5|4.83| 941.4
0.46( 16.4(1.09| 64.1(1.72| 140.8]2.34| 245.9|2.97| 379.4(3.60| 541.1|4.23| 730.8]/4.85| 948.6
0.48| 17.4)1.11| 66.1(1.74| 143.6|[2.36| 249.7( 2.99| 384.0| 3.62| 546.6](4.25| 737.2|| 4.87| 955.9
0.50( 185(1.13] 68.01.76] 146.5|2.38| 253.5|3.01| 388.7| 3.64| 552.1|4.27| 743.6][4.89| 963.2
0.52]| 19.6[1.15| 70.1(1.77| 149.4]2.40| 257.3| 3.02| 393.4| 3.66| 557.7]4.28| 750.1|4.91| 970.5
054 20.7(1.17| 72.1(1.79| 152.4]2.42| 261.1]3.05| 398.1| 3.68| 563.3||4.30| 756.5]/4.93| 977.8
0.56] 21.9(1.19| 74.2(1.81| 155.3|2.44| 264.9( 3.07| 402.8|3.70| 568.9]4.32| 763.0| 4.95| 985.2
058 23.1(1.21| 76.3|1.83]| 158.3]2.46| 268.8|3.09| 407.6( 3.72| 574.5|4.34| 769.5]14.97| 992.6
0.60| 24.3[1.23| 78.4|1.85| 161.3|2.48| 272.7| 3.11| 412.4| 3.74| 580.2]4.36| 776.1|4.99

8. Disconnect the power sensor cable from the phono
connector for the reflected power on the power sensor,
and attach the DC voltmeter in its place (center pin is
positive). (An alternate method is to disconnect the
power sensor cable at the PMU and attach the DC
voltmeter to the PMU end of the power sensor cable.
This method has the added benefit of checking the
connections between the power sensor and the PMU.)

11.

9. Manually key the transmitter, or press and hold the PTT
switch on a hand-held microphone plugged into the

transmitter.

10. Measure the voltage on the DC voltmeter, look up this
voltage in Table A (V is in volts) to get the equivalent
power calculation (P is in watts), and compare with the

actual power

measurement on the wattmeter. (If the
reflected power is too low to measure accurately on the
wattmeter, mount the power sensor backwards using
female-to-female and male-to-male adapters so that the
reflected power detector will actually be measuring the

forward power, and set the in-line wattmeter to measure

forward power.)

Turn the calibration screw (clockwise if the measured
power is lower than the power from the table) and
repeat steps 10 and 11 until the measured power is the

same as the power from the table.
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12. Disconnect the DC voltmeter from the phono connectoD|P SWITCHES
on the power sensor, and re-connect the power sensor
cable in its place. The DIP Switches recessed into the back of the PMU
should all be set to the OFF position, except switch #5
13. Remove the wattmeter from between the power sensgfich should be set to the ON position. For slide-type DIP
and the coax to the antenna, and re-connect the coax §@iitches, the OFF position is with the tab pushed down. For
the power sensor. rocker-type DIP switches, the OFF position is with the

) . bottom pushed in.
14. Repeat steps 1 through 13 for the other combiner (if two

transmit antennas are used).

Table B - DB8843-based PMU Parameters

PARAMETER SITE CONTROLLER SYSTEM MANAGER PMU
DESCRIPTION COMPUTER SITE DATABASE ACTIVE CONFIGURATION
PERSONALITY PROMS
Single parameter that Channel Fault Tolerance
defines what % of channels Threshold
must fail due to one cause | (Failure Levels Screen)
before the alarms are Must be enabled here
considered bogus. —
Parameter set that Channel PMU Enable
enables the PMU option on| (Channel Data screen)
a per-channel basis Must be enabled here
(must leo l.)e enab_led (setto Y for enabled).
on a site-wide basis).
Single parameter that Site PMU Enable Power Monitor Unit
enables the PMU option on (PMU screen) Enabled
a site-wide basis Must be set to On (Site/Device Site Test
(must also be enabled (without System Manager). Parameters screen)
on a per-channel basis). Should be set to On Can be enabled here.
(with System Manager). (set to Y for enabled)
Single parameter that PMU Power Levels PMU Power Level MIN IPF
sets the lower power limit (in (PMU screen) (Site/Device Site Test May temporarily be re-
watts) for ransmitier output Must be set here Parameters screen) configured here with
First powelr. | appli (without System Manager or| Can be re-configured here | different limits for each
(Firs ?On]lzce:rf]f;ni\glfsﬁpp '®Sl'if Site Controller computer only if Site Controller channel.
oa : application software is computer application
lower than G6). software is G6 or higher.
Single parameter that MAX SWR
defines the upper SWR limit Can be re-configured here
for the antenna. with different limits for each
antenna.
Antenna Mapping defines CHNL DES
which antenna is used by Must be configured here for
each transmitter channel. each equipped channel.
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configuration from the System Manager (screen 10, page 3).
PARAMETERS If the system is not equipped with a System Manager, this

The PMU option parameters are shown in Table B. Th aacrtirrr;eter must be enabled in the Personality PROMs at the

first column lists the parameters. The next three columns
represent the three locations where the parameter must be set ¢ factory-configured value for this parameter in the

or may be re-configured. Parameters may go by slightlgjte Controller computer's Personality PROMSs is used to

different names in different locations. initially configure the Site Controller computer's active
configuration during power-up. The value of this parameter
Channel Fault Tolerance Threshold may then be re-configured in the Site Controller computer’s

active configuration through a System Manager. This

This parameter defines what percentage of channeparameter is not sent to (or used by) the PMU. When this
must fail due to any combination of causes (i.e. PMU, Tegparameter is disabled, the Site Controller computer will not
Unit, Carrier, etc.) before the Site Controller computersend poll messages to the PMU.
considers those alarms bogus. The Site Controller will find
the alarm type that has failed the most channels, ar@dMU Low Power Alarm Threshold
consider those alarms to be bogus. This means channels
taken out of service for that alarm type will be brought back  This parameter tells the PMU at what power level to
into service. Further failures due to that alarm type will nobegin alarming. It is configured in the Site Controller
take channels out of service, but alarms will continue to b@ersonality and can be re-configured in the System
reported to the System Manager and the Alarm & ControManager. The value of this parameter must be 10 times the
Unit. When all channels are cleared of alarms for that alarmesired alarm threshold level (in watts), since the PMU will
type, the Site Controller will stop considering alarms of thatfivide this value by 10. (i.e., if you set the parameter to 100,
type to be bogus. This parameter is only configurable in thghen the PMU will alarm if the power level is 9.99 watts or

Site Controller computer's Personality PROMs at theess.) See the MIN IPF heading in the Programming section.
factory. Default is 50 %.

MIN IPE
Channel PMU Enable

MIN IPF is described under the Programming heading.
This parameter set (one bit per channel) is used to
enable or disable PMU monitoring of each transmittefj ax swRr
channel on a channel-by-channel basis. It is only

configurable in the Site Controller computer's Personality  \ax SWR is described under the Programming

PROMs at the factory, and must be enabled for each Cham}?éading.
you want the PMU to monitor. It is recommended that all 20

channels be enabled (equipped or not). CHNL DES

The factory-configured values for this parameter set in ) ) )
the Site Controller computer’s Personality PROMs are used CHNL_DES (Arjtenna Mapping) is described under the
to configure the Site Controller computer's active Programming heading.
configuration during power-up. This parameter set cannot be
re-configured in the Site Controller computers activePROGRAMMING
configuration by the System Manager. This parameter set is
sent to the PMU during the EDACS Configuration Setup, At the time of installation you will need to make sure
but is not re-configurable there either. This parameter set that each required parameter is programmed correctly. If the
used by the PMU to determine which transmitter channels tPMU does not seem to be operating correctly, you should

monitor. clear the memory and re-program each required parameter.
The required parameters are described here. (See the
Site PMU Enable Decibel Products manual for optional parameters such as

Password, Time, and Date.)
This parameter is used to enable or disable the PMU
option as a whole. It is configured in the Site Controller
computer’s Personality PROMs by the factory, and can be
re-configured in the Site Controller computer's active
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Memory Clear active configuration (it will look like it can, but it can’t). See
the PMU Low Power Alarm Threshold heading in the
Clearing the memory will undo all user-programming Parameters section.
by setting user-configurable parameters to the respective
default values. To clear the memory, press the keys on the Regardless of the value of x, the MIN IPF parameter

keyboard on the front of the PMU as shown in Figure E. ~ may temporarily be re-configured in the PMU’s active
configuration using the keyboard on the front panel. This

KEY SEQUENCE: temporary re-configuration lasts until the next time the Site
Controller computer is powered up, reset, or the PMU is
ENENREREEE enabled from the System Manager (Power Monitor Unit

Enabled parameter on screen 10, page 3).

Figure E - Memory Clear Sequence To program the MIN IPF parameter to a value of 40

, watts for antenna #1 and channel #3, press the keys on the
CHNL DES (Antenna Mapping) keyboard on the front of the PMU as shown in Figure G.

The recommended value is 25% of the set output power

Antenna mapping is the assignment of an antennge| for the transmitters. This is because the PMU is
number to each of up to twenty transmitter channel numbergegigned to detect gross power failures. Note that the set

Each equipped transmitter channel number must be mappgfl, ¢ power level may be substantially lower than the rated
to either antenna #1 or Antenna #2. To map antenna #1 B?Jtput power for the transmitter, due to system or

channel #3, press the keys on the keyboard on the front BBvernment limitations.
the PMU as shown in Figure F.

KEY SEQUENCE:

o o | o o e e [Ser] (o] (2] [o] (2] (%89 [0 [4] [o] Fd
e (o] [1] (0] [2] % e e :

KEY SEQUENCE:

T T Anntenna Channel MIN IPF Limit
Anntenna Channel Number Number (Power in Watts)
Number Number

, , Figure G - Program Sequence for MIN IPF Parameter
Figure F - Antenna Mapping Sequence

MAX SWR
MIN IPF
- _ The Maximum Standing Wave Ratio parameter is the
_ The Minimum Input Power Forward parameter is themayimym alarm threshold point for each antenna’s input
minimum glarm threshold point for each transmitter's outpu\yr It is used to detect when an antenna’s reflected power
power. It is used to F’eteCt when a .trapsmltters forward, creases above this SWR level, indicating a problem with
power drops below this power level, indicating a problemthat specific antenna. When this maximum ratio value is

with that specific transmitter. When this minimum level cangy-eeded an antenna alarm for this antenna number is sent
no longer be reached, a transmitter alarm for this transmittgg i, Site' Controller computer.

channel number is sent to the Site Controller computer.

, , . . This parameter is not contained in the Site Controller
A value for this parameter is programmed into the Sitg,omnter's active configuration and therefore can only be

Controller computer’'s Personality PROMs in the factorynragrammed using the keyboard on the front of the PMU.
(not field-configurable). Whenever the Site Controllerthe recommended value is 2.0, which represents
computer is turned on or reset, the value of this parameter prroximately 11% reflected power. ’

the Personality PROMs is used to configure the Site
Controller computer's active configuration. If the Site To program the MAX SWR parameter to a value of 2.0
Controller Computer’s Application Software PROMs arefor antenna #1 and channel #3, press the keys on the

labeled 344A3265Gx, and x = 6 or higher, the value of thi&eyboard on the front of the PMU as shown in Figure H.
parameter can be re-configured in the Site Controller

computer's active configuration by the System Manager
(PMU Power Level parameter on screen 10, page 3).
However, if x is lower than 6, the value of this parameter
cannot be re-configured in the Site Controller computer’'s
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KEY SEQUENCE: Three Coinciding Alarms
S .
[Ser] [o ] (2] [o][s][EWd [2] [ o] Fvrd If three or more transmitter alarms are reported by the
‘|\ ‘|\ T PMU to the Site Controller computer in the same message,
Anntenna  Channel MAX SWR Limit the Site Controller computer will ignore the alarms. Since
Number Number  (Decimal Point Between Digits) this coincidence is not likely to ever occur for valid alarms,

it is more indicative of a temporary disturbance or a PMU
Figure H - Program Sequence for MAX SWR Parameter device failure. In the event that one of the alarms was valid,
the alarm should again be reported the next time the channel

TROUBLESHOOTING is assigned.

Fault Tolerance Threshold

Site Controller Personality

) ) If the PMU is failed due to reaching the Fault Tolerance

The Site Controller computer's Personality PROMSThreshold, then all PMU alarm conditions must be corrected
must have the PMU enabled for each equipped channel,q the alarms cleared before the Site Controller will take
whether or not the system is connected to a SysteRhannels with PMU alarms out of service again. A test call

Manager. If the system is not connected to a System,si pe placed on the failed channel in order to recover it.
Manager, the Site Controller computer's Personality

PROMSs must also have the PMU enabled for the site. .
Miscellaneous Symptoms

Speed Up Clearing Alarm Table C lists some of the possible causes and the

) ) ) corresponding corrective action for various symptoms that
After you fix a transmitter alarm problem, switch the 12might be observed.

VDC power supply for that transmitter off for a few seconds
and then back on. This will cause the next test call to be
placed to that transmitter, speeding up the check-out process
and the transmitter’s return to service.
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Table C - Troubleshooting Symptoms

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

All antenna alarm symptoms.

Power sensor is defective or needs
calibration.

Replace and/or calibrate power
sensor. See Power Sensor
Calibration.

PMU input circuit is defective.

Apply dc voltage (negative ground)
to power sensor end of cable to
PMU (see Table A for voltage to
simulate normal power levels). If
alarm remains, cable or PMU input
is defective.

Wattmeter is reading incorrectly.

Repair and/or calibrate wattmeter.

Constant antenna alarm for one
antenna, but forward and reflected
power reads OK on wattmeter.

MAX SWR alarm limit is set too
low.

Program MAX SWR alarm limit to
higher value. See Programming.

Antenna power sensor cable is
defective or connected incorrectly.

Check continuity of cable from
antenna power sensor to PMU. See
interconnection diagram in LBI.

Occasional antenna alarm for one
antenna, but forward and reflected
power reads OK on wattmeter.

MAX SWR alarm limit is set too
low.

Program MAX SWR alarm limit to
higher value. See Programming.

Power from adjacent antenna
being measured as reflected power.

Program MAX SWR alarm limit to
higher value. See Programming.

Disable SWR measurements (by
unplugging and jumpering the cable
to the reflected power sensor
circuit).

Move antenna(s) to reduce
coupling.

No antenna alarm for one antenna,
but reflected power reads too high
on wattmeter.

MAX SWR alarm limit is set too
high.

Program MAX SWR alarm limit to
lower value. See Programming.

Antenna power sensor cable is
defective or connected incorrectly.

Check continuity of cable from
antenna power sensor to PMU. See
interconnection diagram in LBI.

All transmitter alarm symptoms.

Transmitter power sensor is
defective or needs calibration.

Replace and/or calibrate power
sensor. See Power Sensor
Calibration.

PMU input circuit is defective.

Apply dc voltage (negative ground)
to power sensor end of cable to
PMU (see Table A for voltage to
simulate normal power levels). If
alarm remains, cable or PMU input
is defective.

Wattmeter is reading incorrectly.

Repair and/or calibrate wattmeter.

(Continued)
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Table C - Troubleshooting Symptoms (Continued)

SYMPTOM

POSSIBLE CAUSE(S)

CORRECTIVE ACTION

Constant transmitter alarm  for
one or more transmitters, but
transmitters’ power reads OK on

wattmeter.

MIN IPF alarm limit is set too high.

Program MIN IPF alarm limit to
lower value. See Programming.

Transmitter power sensor cable
is defective or connected
incorrectly.

Check continuity of cable from
transmitter power sensor to PMU.
See interconnection diagram in LBI.

Occasional transmitter alarm  for
one or more transmitters, but
transmitters’ power reads OK on

wattmeter.

MIN IPF alarm limit is set too high.

Program MIN IPF alarm limit to
lower value. See Programming.

No transmitter alarm for one
transmitter, but forward power
reads too low on wattmeter.

MIN IPF alarm limit is set too low.

Program MIN IPF alarm limit to
higher value. See Programming.

Transmitter power sensor cable
is defective or connected
incorrectly.

Check continuity of cable from
transmitter power sensor to PMU.
See interconnection diagram in LBI.

No transmitter alarm , even after
transmitter’'s power sensor cable is
deliberately disconnected and call is
placed on transmitter.

Channel is not PMU enabled in
Site Controller computer’s
Personality PROMSs.

Replace Site Controller computer’s
Personality PROMs with set that
has all equipped transmitter
channels PMU enabled.

MIN IPF alarm limit has been
programmed in PMU to zero watts
for this transmitter channel.

Program MIN IPF alarm limit to non-
zero value. See Programming.

No transmitter alarm , even when
all cables between transmitter
power sensors and PMU are
deliberately disconnected.

MIN IPF alarm limit is set to zero.

Program MIN IPF alarm limit to non-
zero value. See Programming.

Site is not PMU enabled in Site
Controller computer’s Personality
PROMs or from System Manager.

Enable PMU from System Manager,
or replace Site Controller
computer’s Personality PROMSs with
set that has site PMU enabled.

Transmitter alarm is reported to
System Manager, channel is turned
off from Site Reconfiguration
Channel screen in System
Manager, transmitter isn’t fixed,
channel is turned back on,
transmitter alarm is still reported,
and yet channel is being assigned
to calls.

Channel fault tolerance threshold
was exceeded. When channel was
turned off from System Manager,
number of total channels was
reduced by one, causing quantity of
failed channels as % of total
channels to exceed threshold and
assign previously failed PMU
channels. This is most likely to
happen if the total number of
channels is small.

Check System Manager screen #40
(Alarm Control Display) to see if a ¢
is shown to the right of Power Mntr
indicating that channel fault
tolerance threshold has been
exceeded. If so, increase threshold
or fix transmitter.
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APPENDIX B - MCP ASSISTANT

The MCP Assistant includes an MCP Feature Checklist and MCP Planning Worksheets. These tools, along with t
MCP Troubleshooting Guide, located in the Troubleshooting section of the main text, will assist in implementing an
managing MCP. Refer to the MCP section in the main text for additional information on what MCP is, how it is used, ar
what is needed before making a plan.

MULTIPLE CHANNEL PARTITION (MCP) FEATURE CHECKLIST

The MCP Checklist is summarized as follows:

1. System Requirements

2. Running the System with Default MCP Data

3. Creating Partition Plan

4. Implementing Partition Plan

5. Partition Plan Operational Verification

6. Partition Plan Updates

7. Partition Plan Deactivation

Items 1 through 5 should be executed in order. Items 6 and 7 are independent and are provided for future reference.

The checklist items are described in more detail as follows:

1. System Requirements

|:| VAX System Manager Release 5 (version 5.xx) or later.
|:| VAX Site Controller Release 7 (version 7.xx) or later.
|:| Site Controller Personality has MCP enabled.

2. Running the System with Default MCP Data

|:| Use defaults until partition plan is defined.
e« MCP Channel Data defaults all channels to partition 1. MCP ID Data defaults all LIDs and GIDs to “No”
for the ID subject to partitioning status. This is functionally equivalent to an EDACS system (site) running
with MCP disabled, but it sets things up for activating MCP once a plan is defined.

3. Creating Partition Plan

|:| Before you start to configure the MCP Channel Data or MCP ID Data, make a plan. Keep all EDACS systems
(sites) in the EDACS network and all call types for IDs in mind when creating a plan.
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A. MCP Channel Data

[]

[]

For each system in the network that is enabled for MCP, the MCP Channel Data must be set up.

» Atleast one partition must always be defined at the site.

* A highly partitioned system may result in a high call queuing rate.

« Channel partitioning is done on a per site basis. The partition number assigned to a specific channel number

at one site does not need to be the same as the partition number assigned to the same channel number at
another site, particularly when the number of channels varies from site to site.

The RF field still defines which channels are enabled for the site.

B. Allowed Control Channel Management

[]

The Active Control Channel (ACC) partition should contain a sufficient number of channels to handle MCP
assignments. These assignments include calls between IDs having different partition designations, calls for IDs
that are not MCP enabled, and calls for IDs with the primary partition number of the ACC. Coverage area, call
type, and quantity of channels should all be taken into consideration when setting up the ACC partition.

When specifying the allowed control channels (Allowed CC on the System Manager), use the fewest number of
MCP partitions needed to provide adequate CC movement per customer requirements. This maximizes partition
use for calls per the partition plan.

C. MCP ID Data

[]

For each GID and/or LID in the System Manager database that is subject to partitioning, MCP ID Data must be
set up.

* GID and LID patrtitioning is currently done on a network wide basis (all sites).

The ID Subject to Partitioning field in the LID and GID database screens indicate whether or not the ID is MCP
enabled " yes” or disabled “no”. If the ID is not subject to partitioning, the ACC partition will be used.

The Primary Partition field in the LID and GID database screens designates the partition of choice (where the
call should be assigned) under typical system conditions.

The Optional Backup Partition fields in the LID and GID database screens will indicate the condition for using
this partition when the primary partition is unavailable and the partition number assigned to that backup. The
site will search these backup partitions in ascending numerical order.

4. Implementing Partition Plan

[]
[]

Once you have created a plan, you can start to configure the site(s) with MCP Channel Data and MCP ID Data.

Perform a System Manager Database Backup to establish a non-MCP baseline.
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A. Entering MCP Channel and ID Data

Note there are three options given here as to how the partition plan can be entered. The difference among
options is the impact that MCP will have on system operation versus the ease in entering the data. As
guideline, option 2 is recommended.

The issue is as follows: once the MCP Data is entered, but before you are ready to update the site with the d
the Site Controller may get reset (e.g., power outage). If this happens, the (perhaps partial) MCP Data that t
been entered will update the site. This will consequently affect system operation (i.e., If the Channel Data hi
been entered but no ID Data, then all calls will go to the ACC patrtition. This could cause calls to get queued
the ACC is not large enough to handle all system activity.)

Since the likelihood of the Site Controller being reset may vary from system to system, these three options gi
you the ability to enter the MCP Data in the manner that will suit your particular needs (whether they be ease
entering or safety from the Site Controller being reset).

Note that Channel Data must be entered for all sites before ID Data is entered. ID Data is configured on &
network wide basis, it will update all MCP enabled sites in the network with this information. Since Channel
Data is configured on a per site basis, all MCP enabled sites must be configured with their Channel Date
before the ID Data is entered.

Option 1 - Quick Data Entry (with potentially high Site Controller reset impact):

[]

ii)

iv)

This option is useful for the following scenarios:

*  Small partition plans

e Low call activity

» System installation (where the system and/or network is not yet on-line)

This option provides the easiest method of entering the MCP Data, but it is subject to operational risk if the Si
Controller is reset before all data is entered. If there is relatively low risk that the Site Controller will be rese
before all data is entered and this process is taking place during a very low call activity period, then this optic
is most likely the best one for you.

Enter and save the MCP Channel Data in the System Manager Site Definition Screen (screen 10) for all MC
enabled sitedo not update the site(s) with the MCP Channel Data at this ti@t&nnel Data must be entered
before MCP ID Data. If MCP ID Data is entered before MCP Channel Data and the site(s) gets updated wif
the data (i.e., site is reset), then calls made to and from MCP enabled IDs may be denied (since there are
channels assigned to any other partition but 1).

Enter and save all of the MCP GID Data (enable the ID and set up the primary and backup partitior
information) in the System Manager Group Definition Screen (screen 12). When entering the data, do it by MC
primary partition (i.e., enter MCP Data for all GIDs with primary patrtition 1 first, then for all GIDs with primary
partition 2, then with primary partition 3, etd)o not update the site(s) with the MCP GID Data at this time.

Enter and save all of the MCP LID Data (enable the ID and set up the primary and backup partition information
in the System Manager Logical Unit Definition Screen (screen 11). When entering the data, do it by MCF
primary partition (i.e., enter MCP Data for all LIDs with primary patrtition 1 first, then for all LIDs with primary
partition 2, then with primary partition 3, etd)o not update the site(s) with the MCP LID Data at this time.

Create the following System Manager reports and verify that the MCP Data is correct:
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» Device Report (screen 60)
* Logical Unit Report (screen 61)

e Group Report (screen 62)

Option 2 - Partition-based Data Entry (with low Site Controller reset impact):

[]

i)

This option is recommended for general use. It is useful for the following scenarios:
» Large partition plans

* High call activity

* Low tolerance to Site Controller reset scenario

This option provides a more difficult method of entering the MCP Data, but with almost no impact if the Site
Controller is reset before all data is entered. If there is a real risk that the Site Controller will be reset before all
data is entered or this process is taking place during a very high call activity period which may cause queuing,
then this option is most likely the best one for you.

Enter and save the MCP Channel Data for one of the partitions from the partition plan (we’ll call this partition X
- screen 10). Do this for all MCP enabled sitB® not update the site(s) with the MCP Channel Data at this
time.

Enter and save the MCP GID primary and backup partition information for those GIDs that will have a primary
partition of X. Do not update the site(s) with the MCP GID Data at this time.

iii) Enter and save the MCP LID primary and backup partition information for those LIDs that will have a primary

iv)

v)

Vi)

partition of X. Do not update the site(s) with the MCP LID Data at this time.

For those GIDs that will have a primary partition of X, enable them for MCP and $2wenot update the
site(s) with the MCP GID Data at this time.

For those LIDs that will have a primary partition of X, enable them for MCP and Bewvaot update the site(s)
with the MCP LID Data at this time.

Repeat steps i through v until all MCP Data for all partitions from the partition plan has been entered and saved
for all sites.

vii) Create the following System Manager reports and verify that the MCP Data is correct:

» Device Report (screen 60)
» Logical Unit Report (screen 61)

*  Group Report (screen 62)

Option 3 - Phased Data Entry (with Delayed Activation):

[]

This option is useful for the following scenarios:

System installation (where turn on of MCP is delayed, and partition planning definition phase may be done on
System Manager)
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This option provides a compromise between the ease of entering the MCP Data and safety from the Si
Controller being reset. If there is a minimal risk that the Site Controller will be reset before all data is entere
but this process is taking place during a very high call activity period, then this option is most likely the best on
for you.

This procedure is executed in two phases, which will require two passes through the ID databases.
Phase | (prior to Site Controller turn-on):

I-i) Enter and save the MCP Channel Data in the System Manager Site Definition Screen (screen 10) for &
MCP enabled site(sppo not update the site(s) with the MCP Channel Data at this ti@eannel Data
must be entered before MCP ID Data. If MCP ID Data is entered before MCP Channel Data and the site(
gets updated with the data (i.e., Site Controller is reset), then calls made to and from MCP enabled IDs m:
be denied (since there are not channels assigned to any other partition but 1).

I-ii) Enter and save the MCP GID primary and backup partition information for all GIDs. This is done in the
System Manager Group Definition Screen (screen 12). When entering the data, do it by MCP primar
partition (i.e., enter MCP Data for all GIDs with primary partition 1 first, then for all GIDs with primary
partition 2, then with primary partition 3, etd)o not update the site with the MCP GID Data at this time.

I-iif)Enter and save all of the MCP LID primary and backup partition information for all LIDs. This is done in
the System Manager Logical Unit Definition Screen (screen 11). When entering the data, do it by MCF
primary partition (i.e., enter MCP Data for all LIDs with primary partition 1 first, then for all LIDs with
primary partition 2, then with primary partition 3, etdo not update the site with the MCP LID Data at
this time.

Phase Il (sometime after system is on-line):

[I-i) For those GIDs changed in step ii, enable them for MCP and save (screebdl8pt update the site with
the MCP GID Data at this time.

lI-ii)For those LIDs changed in step iii, enable them for MCP and save (screebd ot update the site with
the MCP LID Data at this time.

[I-iif)Create the following System Manager reports and verify that the MCP Data is correct:
» Device Report (screen 60)
» Logical Unit Report (screen 61)

*  Group Report (screen 62)

B. Activate Partition Plan

[]

Update each MCP enabled site with the MCP Channel Data using the System Manager Site Reconfiguration
Screen, Channel (screen 20)ote that Channel Data is entered on a per site basis where ID Data is entered
for all sites. This means all sites must be updated bafutating the site with the MCP ID Data.

Update the system with the MCP ID Data using the System Manager Device Communication, Database Uploa
Screen (screen 30). Simply mark the Full Logical ID Database and Full Group ID Database fields with a “Y”
and submit your request. Note that all sites will be updated at dinée should be done after updating all

MCP enabled systems with MCP Channel Data.
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5. Partition Plan Operational Verification

[]
[]

[]

Place calls on the system(s) that exercise the partition plan.

Verify the System Manager Activity Detail Report confirms that the IDs got assigned to channels in the proper
partition, according to the partition plaihis assumes that the MCP Channel Data has not been altered since
the calls were placed. If so, make sure to use the Channel Data that was defined at the point in time that the
calls were placed.

Perform a System Manager Database Backup to establish an MCP baseline.

6. Partition Plan Updates

[]
[]

Enter changes and activate per partition using option 2 of Step 4.A, Implementing Partition Plan.

Verify operation and perform system manager backup using Step 5, Partition Plan Operational Verification.

7. Partition Plan Deactivation

Method 1:

[]

i)

Note there are two methods given here as to how to terminate the partition plan if necessary.

Apply per partition using option 2 of Step 4.A, Implementing Partition Plan, if possible, option 1 of Step 4.A if
in a hurry.

The idea here is to execute the Implementation of the partition plan in reverse. Note that you only need to make
each ID not subject to partitioning. The actual partition information does not have to be changed.

Once all IDs are no longer subject to partitioning, if all channels for each MCP enabled site are not assigned
partition 1 do this now.

iii) Update all MCP enabled sites using Step 4.B.

Method 2:

[]

Restore the non-MCP baseline from the System Manager backup (done in Step 4).

Once the backup restoration is complete, update all MCP enable sites with the restored MCP Channel and 1D
Data using step 4.B.

* Note that the backup restore operation will restore all non-MCP database information d$ tisllis not
acceptable, use method 1.
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MULTIPLE CHANNEL PARTITION (MCP) PLANNING WORKSHEETS

MCP Template: Channel Data

Site Definition - Channel Configuration Partitioning

This template is an extract from the System Manager screen 10 (panel 1.4). Use this as a guide to s
each site that is MCP enabled.

Device Number

Channel Configuration:
123456 7 8 91011 12 13 14 15 16 17 18 19 20 21 22 23 24

RF:

Allowed CC:

MC Partition:

Legend:

RF: Enter ‘Y’ for enabled, ‘N’ for disabled, and ‘C’ for the control channel.
Allowed CC: Enter ‘Y’ if the channel is allowed to be a control channel and ‘N’ if it is not.

MC Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for the
partition that should be assigned to the channel.
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MCP Template: ID Data

Unit Multiple Channel Partitioning

This template is an extract from the System Manager screen 11 (panel 4.4). Use this as a guide to setup
each Logical Unit ID for MCP.

Unit Number:
ID Subiject to Partitioning:
Primary Partition:

First Backup Partition:

Condition for Use: MC Partition:
Second Backup Partition:
Condition for Use: MC Partition:
Third Backup Partition:
Condition for Use: MC Partition:
Legend:

ID Subject to Partitioning: Enter 'Y’ if LID should be enabled for MCP or ‘N’ if LID should be
disabled for MCP).

Primary Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for the
partition that should be assigned to the LID.

First/Second/Third Backup Partition (Optional). Enter the Condition for Use and
MC Partition for each desired backup.

Condition for Use:Choose one of the following -

Not Used Skip (do not search) this backup definition.

Failed/Busy - All Search if previous partition was failed or busy.

Failed/Busy - EmerSearch if call is an emergency and previous partition was failed or busy

MC Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for the
partition that should be assigned to the LID.
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MCP Template: ID Data

Group Multiple Channel Partitioning

This template is an extract from the System Manager screen 12 (panel 4.4). Use this as a guide to se
each Group ID for MCP.

Group Id

ID Subject to Partitioning:

Primary Partition:

First Backup Partition:
Condition for Use: MC Partition:

Second Backup Partition:
Condition for Use: MC Partition:

Third Backup Patrtition:
Condition for Use: MC Partition:

Legend:

ID Subject to Partitioning: Enter Y’ if GID should be enabled for MCP or ‘N’ if GID should be
disabled for MCP).

Primary Partition:  Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for|the
partition that should be assigned to the GID.

First/Second/Third Backup Partition (Optional). Enter the Condition for Use and MC Patrtition
for each desired backup.

Condition for Use:  Choose one of the following:

Not Used Skip (do not search) this backup definition.
Failed/Busy - All Search if previous partition was failed or busy.
Failed/Busy - Emer Search if call is an emergency and previous partition was failed or bugy.

MC Partition: Enter the character (1-9 for partitions 1-9 and A-F for partitions 10-15) for thg
partition that should be assigned to the GID.

1%
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